

	
3GPP TSG-CT WG4 Meeting #106-e	C4-215071
E-Meeting, 11th – 15th October 2021

Source:	Nokia, Nokia Shanghai Bell
Title:	Pseudo-CR on Removal of the Reception and Information APIs
Spec:	3GPP TS 29.532 v0.1.0
Agenda item:	6.1.16
Document for:	Decision


1. Reason for Change

SA2 has merged the MBSSession, Reception and Information services into a single MBSService. Accordingly, the Reception and Information services do no longer exist in stage 2 and corresponding stage 3 requirements have to be reverted.
NOTE: Separate pCRs will extend the MBSSession service to support functionalities previously covered by the Reception and Information services.

2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.532 v0.1.0.


[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc81558527]5	Services offered by the MB-SMF
[bookmark: _Toc510696586][bookmark: _Toc35971378][bookmark: _Toc67903502][bookmark: _Toc75192261][bookmark: _Toc81558528]5.1	Introduction
Table 5.1-1 summarizes the SBI services produced by an MB-SMF.
Table 5.1-1: NF Services provided by MB-SMF
	Service Name
	Description
	Example Consumers

	Nmbsmf_TMGI
	This service enables to request the allocation or release of TMGI(s). Applicable to both Broadcast and Multicast services. 
	NEF, MBSF, AF


	Nmbsmf_MBSSession
	This service enables to create, update and release a multicast or broadcast session.
	NEF, MBSF, AF

	Nmbsmf_Reception
	This service enables to request the start or termination of MBS data reception for a multicast session (not applicable to broadcast).
	SMF, AMF

	Nmbsmf_Information
	This service enables to request information on an MBS session, or to subscribe to notifications on MBS session events.
	SMF



Table 5.1-2 summarizes the corresponding MB-SMF APIs defined in this specification (see Annex A).
Table 5.1-2: MB-SMF API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nmbsmf_TMGI 
	5.2 
	MB-SMF TMGI Service
	TS29532_ Nmbsmf_TMGI.yaml
	nmbsmf_tmgi  
	A.2

	Nmbsmf_MBSSession 
	5.3
	MB-SMF MBSSession Service
	TS29532_ Nmbsmf_MBSSession.yaml 
	nmbsmf_mbssession 
	A.3

	Nmbsmf_Reception
	5.4
	MB-SMF Reception Service
	TS29532_ Nmbsmf_Reception.yaml
	nmbsmf_reception
	A.4

	Nmbsmf_Information
	5.5
	MB-SMF Information Service
	TS29532_ Nmbsmf_Information.yaml
	nmbsmf_information
	A.5




* * * Next Change * * * *
[bookmark: _Toc81558547]5.4	Nmbsmf_Reception Service
[bookmark: _Toc76042708][bookmark: _Toc81558548]5.4.1	Service Description
The Nmbsmf_Reception service is used by NF Service Consumers to request the reception of MBS data, or to request to end the MBS data transmission of a multicast session. The following are the key functionalities of this NF service:
-	Requesting the reception of the MBS data.
-	Requesting to end the MBS data transmission.
Table 5.4.1-1 lists the service operations that are supported by Nmbsmf_Reception service.
Table 5.4.1-1: Service operations supported by the Nmbsmf_Reception
	Service Operations
	Description
	Operation
Semantics
	Example Consumers

	Start
	Request the reception of MBS data of a multicast session.
	Request / Response
	SMF, AMF

	End
	Request the end of MBS data transmission of a multicast session.
	Request / Response
	SMF, AMF



Editor's note: "Nmbsmf_Reception_Start" and "Nmbsmf_Reception_End" correspond to the stage 2 (TS 23.247) "Nmbsmf_Reception_Request" and "Nmbsmf_Reception_Release", respectively. The service operation names in stage 2 need to be fixed to avoid imposing on stage 3 confusing service operation message names, like "Nmbsmf_Reception_Request Request". This matter needs to be addressed at the next SA2. Stage 3 will be aligned with the stage 2 decision.
[bookmark: _Toc81558549][bookmark: _Toc77761041]5.4.2	Service Operations
[bookmark: _Toc81558550]5.4.2.1	Introduction
See Table 5.4.1-1 for an overview of the service operations supported by the Nmbsmf_Reception service.
[bookmark: _Toc81558551]5.4.2.2	Start Data Reception
[bookmark: _Toc81558552]5.4.2.2.1	General
The Start Data Reception service operation shall be used to request the reception of data of a multicast session.
It is used in the following procedures:
-	Multicast session join and session establishment procedure (see clause 7.2.1.3 of 3GPP TS 23.247 [14]);
-	Establishment of shared delivery toward RAN node (see clause 7.2.1.4 of 3GPP TS 23.247 [14]);
-	Xn based handover from MBS supporting NG-RAN node (see clause 7.2.3.2 of 3GPP TS 23.247 [14]);
-	N2 based handover from MBS supporting NG-RAN node (see clause 7.2.3.3 of 3GPP TS 23.247 [14]);
-	MBS session activation procedure (see clause 7.2.5.2 of 3GPP TS 23.247 [14]).

The NF Service Consumer (e.g. AMF or SMF) shall request the reception of data of a multicast session by using the HTTP POST method as shown in Figure 5.4.2.2.1-1.


Figure 5.4.2.2.1-1: Start Data Reception
1.	The NF Service Consumer shall send a POST request targeting the data-reception/start resource. The payload body of the POST request shall contain:
-	the MBS Session ID;
-	the AMF NF Instance ID and RAN Node ID, if the NF service consumer is an AMF; 
-	the SMF NF Instance ID, if the NF service consumer is an SMF. 
The payload body of the POST request may further contain the following parameters:
-	Area Session ID, for a location dependent multicast session; 
-	the (NG-RAN or UPF) DL GTP-U F-TEID, if unicast transport shall be used for data reception. 
Editor's note: parameters of the service operation are FFS.
2a.	On success, the MB-SMF shall return a 200 OK response. The payload body of the POST response shall contain the following parameters:
-	the GTP-U Common TEID (C-TEID, see 3GPP TS 29.281 [17]) and the related IP multicast source address of the MB-UPF, for data reception using multicast transport, if no DL GTP-U F-TEID was received in the request for unicast transport.
NOTE:	The user plane from the MB-UPF to NG-RAN (for 5GC Shared MBS traffic delivery) and the user plane from MB-UPF to UPFs (5GC Individual MBS traffic delivery) may use multicast transport via a common GTP-U tunnel per MBS session, or use unicast transport via separate GTP-U tunnels at NG-RAN or at UPF per MBS session
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.3.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.3.3.2.3.1-3.	
[bookmark: _Toc81558553]5.4.2.3	End Data Reception
The End Data Reception service operation shall be used to request the end of the reception of data of a multicast session.
It is used in the following procedures:
-	MBS session Leave (see clause 7.2.2.2 of 3GPP TS 23.247 [14]);
-	SMF removing joined UEs from MBS session (see clause 7.2.2.3 of 3GPP TS 23.247 [14]);
-	Release of shared delivery toward RAN node (see clause 7.2.2.4 of 3GPP TS 23.247 [14]);
The NF Service Consumer (e.g. AMF or SMF) shall request the end of data reception of a multicast session by using the HTTP POST method as shown in Figure 5.4.2.3.1-1.


Figure 5.4.2.3.1-1: End Data Reception
1.	The NF Service Consumer shall send a POST request targeting the data-reception/end resource. The payload body of the POST request shall contain:
-	the MBS Session ID;
-	the AMF NF Instance ID and RAN Node ID, if the NF service consumer is an AMF; 
-	the SMF NF Instance ID, if the NF service consumer is an SMF. 
The payload body of the POST request may further contain the following parameters:
-	Area Session ID, for a location dependent multicast session; 
-	the (NG-RAN or UPF) DL GTP-U F-TEID, if unicast transport was used for data reception; 
2a.	On success, the MB-SMF shall return a "204 No Content" response. 
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.3.3.2.3.1-3.

[bookmark: _Toc81558554]* * * Next Change * * * *
5.5	Nmbsmf_Information Service
[bookmark: _Toc77761042][bookmark: _Toc81558555]5.5.1	Service Description
The Nmbsmf_Information service is used by NF Service Consumers to request information on an MBS session, or to subscribe to the MBS session events. The following are the key functionalities of this NF service:
-	Allowing consumer NFs to request MBS Session information, e.g. QoS information.
-	Allowing consumer NFs to subscribe and unsubscribe to MBS Session events.
-	Notifying the subscribed NFs about the MBS Session events.
Table 5.5.1-1 lists the service operations that are supported by Nmbsmf_Information service.
Table 5.5.1-1: Service operations supported by the Nmbsmf_Information
	Service Operations
	Description
	Operation
Semantics
	Example Consumers

	Query
	Request information (e.g. QoS information) for a multicast session.
	Request / Response
	SMF

	Subscribe
	Subscribe to MBS Session events.
	Subscribe / Notify
	SMF

	Unsubscribe 
	Unsubscribe from MBS Session events.
	Subscribe / Notify
	SMF

	Notify
	Notify subscribed NFs about MBS session events.
	Subscribe / Notify
	SMF



Editor's note: "Nmbsmf_Information_Query" corresponds to the stage 2 (TS 23.247) "Nmbsmf_Information_Request". The service operation name in stage 2 need to be fixed to avoid imposing on stage 3 the following confusing service operation message names: "Nmbsmf_Information_Request Request" and "Nmbsmf_Information_Request Response". This matter needs to be addressed at the next SA2. Stage 3 will be aligned with the stage 2 decision.
[bookmark: _Toc81558556]5.5.2	Service Operations
One clause per service operation.
This clause will include a description of the different service operations supported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.
[bookmark: _Toc81558557]5.5.2.1	Introduction
This clause will contain a generic introduction of the service operations described in the following clauses.
[bookmark: _Toc81558558]5.5.2.2	<Service operation 1>
[bookmark: _Toc81558559]5.5.2.2.1	General
This clause provides a general description of the service operation.
[bookmark: _Toc81558560]5.5.2.2.2	<Procedure 1 using service operation 1 of Nmbsmf_Information>
[bookmark: _Toc81558561]5.5.2.2.3	<Procedure 2 using service operation 1 of Nmbsmf_Information>
And so on if there are more than 2 procedures that need to be described for the service.
Clauses 5.5.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.
[bookmark: _Toc81558562]5.5.2.3	<Service operation 2>
And so on if there are more than 2 service operations to be described for the service.


* * * Next Change * * * *
[bookmark: _Toc81558653]6.3	Nmbsmf_Reception Service API
[bookmark: _Toc81558654]6.3.1	Introduction
This clause specifies the API Name and Version.
The <Service 1> shall use the <Service 1> API.
The API URI of the <Service 1> API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "<service 1 API name>".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.
[bookmark: _Toc81558655]6.3.2	Usage of HTTP
[bookmark: _Toc81558656]6.3.2.1	General
This clause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the <API Name> API is contained in Annex A.
[bookmark: _Toc81558657]6.3.2.2	HTTP standard headers
[bookmark: _Toc81558658]6.3.2.2.1	General
See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
Add specific information for the API if applicable.
[bookmark: _Toc81558659]6.3.2.2.2	Content type
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOAS..
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc81558660]6.3.2.3	HTTP custom headers
The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
Add specific information for the API if applicable.
[bookmark: _Toc81558661]6.3.3	Resources
[bookmark: _Toc81558662]6.3.3.1	Overview
Figure 6.2.3.1-1 describes the resource URI structure of the Nmbsmf_Reception API.


Figure 6.3.3.1-1: Resource URI structure of the Nmbsmf_Reception API
Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.3.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description
(Service operation)

	Data reception
	/data-reception/start
	start
(POST)
	Start Data Reception

	
	/data-reception/end
	end
(POST)
	End Data Reception



[bookmark: _Toc81558663]6.3.3.2	Resource: Data reception handler
[bookmark: _Toc81558664]6.3.3.2.1	Description
This resource represents the data reception handler of the MB-SMF.
This resource is modelled with the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).
[bookmark: _Toc81558665]6.3.3.2.2	Resource Definition
Resource URI: {apiRoot}/ nmbsmf-reception/<apiVersion>/data-reception
This resource shall support the resource URI variables defined in table 6.3.3.2.2-1.
Table 6.3.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.3.1

	apiVersion
	string
	See clause 6.3.1



[bookmark: _Toc81558666]6.3.3.2.3	Resource Standard Methods
None.
[bookmark: _Toc81558667]6.3.3.2.4	Resource Custom Operations
6.3.3.2.4.1	Overview
Table 6.3.3.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description
(service operation)

	
	
	
	

	start
	data-reception/start
	POST
	Start Data Reception

	end
	data-reception/end
	POST
	End Data Reception



6.3.3.2.4.2	Operation: Start
6.3.3.2.4.2.1	Description
This custom operation enables to start data reception of a multicast session.
6.3.3.2.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.3.3.2.4.2.2-2.
Table 6.3.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>

	StartReceptionReq
	M
	1
	Start Data Reception Request Payload



Table 6.3.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	
	

	StartReceptionRsp
	M
	1
	200 OK
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



[bookmark: _Toc81558668]6.3.3.2.4.3	Operation: End
[bookmark: _Toc81558669]6.3.3.2.4.3.1	Description
This custom operation enables to end data reception of a multicast session.
[bookmark: _Toc81558670]6.3.3.2.4.3.2	Operation Definition
This operation shall support the request data structures specified in table 6.3.3.2.4.3.2-1 and the response data structure and response codes specified in table 6.3.3.2.4.3.2-2.
Table 6.3.3.2.4.3.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	EndReceptionReq
	M
	1
	End Data Reception Request Payload



Table 6.3.3.2.4.3.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	
	

	n/a
	
	
	204 No Content
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



[bookmark: _Toc81558671]6.3.4	Custom Operations without associated resources
[bookmark: _Toc81558672]6.3.4.1	Overview
This clause will specify custom operations without any associated resource (i.e. RPC) supported by this API.
Table 6.3.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc81558673]6.3.4.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc81558674]6.3.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc81558675]6.3.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in table 6.3.4.2.2-1 and table 6.3.4.2.2-2.
Table 6.3.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.3.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558676]6.3.4.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 6.3.4.2.
[bookmark: _Toc81558677]6.3.5	Notifications
[bookmark: _Toc81558678]6.3.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 6.3.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	<notification 1>
e.g. Status Change Notification

	< Callback URI >
e.g. {StatusCallbackUri}
	
e.g POST
	
e.g. Notify Event 

	
	
	
	



[bookmark: _Toc81558679]6.3.5.2	<notification 1>
[bookmark: _Toc81558680]6.3.5.2.1	Description
The Event Notification is used by the NF service producer to report one or several observed Events to a NF service consumer that has subscribed to such Notifications.
[bookmark: _Toc81558681]6.3.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.3.5.2.2-1.
Table 6.3.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Callback Uri



[bookmark: _Toc81558682]6.3.5.2.3	Standard Methods
6.3.5.2.3.1	POST
This method shall support the request data structures specified in table 6.3.5.2.3.1-1 and the response data structures and response codes specified in table 6.3.5.2.3.1-1.
Table 6.3.5.2.3.1-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.3.5.2.3.1-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558683]6.3.5.3	<notification 2>
And so on if there are more than one notifications supported by the service. Same structure as in clause 6.3.5.2.
[bookmark: _Toc81558684]6.3.6	Data Model
[bookmark: _Toc81558685]6.3.6.1	General
This clause specifies the application data model supported by the API.
Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).
Table 6.3.6.1-1 specifies the data types defined for the N<NF> service based interface protocol.

Table 6.3.6.1-1: N<NF> specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	
	
	
	



Table 6.3.6.1-2 specifies data types re-used by the N<NF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF> service based interface.
Table 6.3.6.1-2: N<NF> re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	
	
	
	



[bookmark: _Toc81558686]6.3.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc81558687]6.3.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc81558688]6.3.6.2.2	Type: <TypeName 1>
"Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON member names in a JSON object.
"Data type": Data type of the attribute values. If the data type is indicated as "<type>", the attribute value shall be of data type <type>. If the data type is indicated as "array(<type>)", the attribute value shall be an array (see IETF RFC 825]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the attribute value shall be an object (see IETF RFC 8259) encoded in the corresponding OpenAPI specification as a map which values are data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"P": Presence condition of a data structure in request body. It shall be one of "M" (for Mandatory), "C" (for Conditional) and "O" (for Optional).
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0 and M. For data type "<type>", the cardinality shall be set to "0..1" if the Presence condition is "C" or "O", and to "1" if the Presence condition is "M".
"Description": Describes the meaning and use of the attribute and may contain normative statements.
Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.If no optional features are defined for an API, the applicability column can be omitted for that API
Table 6.3.6.2.2-1: Definition of type <TypeName 1>
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc81558689]6.3.6.2.3	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc81558690]6.3.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558691]6.3.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558692]6.3.6.3.2	Simple data types
The simple data types defined in table 6.3.6.3.2-1 shall be supported.
Table 6.3.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc81558693]6.3.6.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.3.5.3.3-1.
Table 6.3.6.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc81558694]6.3.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc81558695]6.3.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc81558696]6.3.6.4.1	Type: <TypeName 1>
The data types describing alternative data types or combinations of data types shall represent an OpenAPI schema object using the "oneOf", "anyOf" or "allOf"  keyword to list alternative or to be combined data types (see the OpenAPI specification [4] and https://swagger.io/docs/specification/data-models/oneof-anyof-allof-not/).
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches , i.e. a list of mutually exclusive alternative data types., as described using the OpenAPI "oneOf" keyword, if the instance matches against one and only one of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of non-exclusive alternative data types, as described using the OpenAPI "anyOf" keyword, if the instance matches against one or more of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of to be combined data types, as described using the OpenAPI "allOf" keyword, if the instance matches against all of the to be combined data types."Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON elements in a JSON object.
"Data type": Data type of the alternative or to be combined data type. If the data type is indicated as "<type>", the alternative or to be combined data type shall be of data type <type>. If the data type is indicated as "array(<type>)", the alternative or to be combined data type shall be an array (see IETF RFC 8259 [3]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the alternative or to be combined data type shall be an object (see IETF RFC 8259 [3]) encoded in the corresponding OpenAPI specification as a map which values are of data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0. For data type "<type>", the cardinality shall be set to "1".
"Description": Describes the meaning and use of the attribute and may contain normative statements.Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.
Applicability: If the type is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [2], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the type can be used with any feature. If no optional features are defined for an API, the applicability column can be omitted for that API.
Table 6.3.6.4.1-1: Definition of type <Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"
	"1" or "M..N"
	<only if applicable>
	



[bookmark: _Toc81558697]6.3.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc81558698]6.3.6.5	Binary data
This clause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.
[bookmark: _Toc81558699]6.3.6.5.1	Binary Data Types
Table 6.3.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	< Binary Data 1 >
e.g. N1 SM Message

	< clause >
e.g. 6.3.6.5.2
	<content type>
e.g. vnd.3gpp.5gnas

	
	
	



[bookmark: _Toc81558700]6.3.6.5.2	< Binary Data 1 >
And so on if there are more binary data to specify
[bookmark: _Toc81558701]6.3.7	Error Handling
This clause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in clauses 6.3.3. and 6.3.4.
[bookmark: _Toc81558702]6.3.7.1	General
For the <API Name> API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the <API Name> API.
[bookmark: _Toc81558703]6.3.7.2	Protocol Errors
No specific procedures for the <API name> service are specified.
Or add specific information for the API if applicable.
[bookmark: _Toc81558704]6.3.7.3	Application Errors
The application errors defined for the <API name>  service are listed in Table 6.3.7.3-1.
Table 6.3.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



[bookmark: _Toc81558705]6.3.8	Feature negotiation
The optional features in table 6.3.8-1 are defined for the <API name> API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.3.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


The feature number is a unique integer number within the API designating the feature. The first feature obtains the number 1, and subsequent features obtain the next numbers (2,3 …).
The feature name is unique name within the API used to designate the feature e.g. in "Applicability" columns of various tables within the API definition.
In the Description column, a description of the feature is provided. A possible withdrawal of the feature is also indicated in the description column; the deficits leading to the withdrawal of the feature are then also explained in that column.
[bookmark: _Toc81558706]6.3.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the <API Name> API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the <API Name> API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the <API Name> service.
The <API Name> API defines a single scope "<API name in lower letters with underscores>" for the entire service, and it does not define any additional scopes at resource or operation level.
[bookmark: _Toc81558707]6.3.10	HTTP redirection
This clause will include HTTP redirection related matters, if MB-SMF set is defined. In such case, an HTTP request may be redirected to a different MB- SMF service instance, within the same MB-SMF or to a different MB-SMF in an MB-SMF set.

* * * Next Change * * * *
[bookmark: _Toc81558708]6.4	Nmbsmf_Information Service API
[bookmark: _Toc81558709]6.4.1	Introduction
This clause specifies the API Name and Version.
The <Service 1> shall use the <Service 1> API.
The API URI of the <Service 1> API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "<service 1 API name>".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.
[bookmark: _Toc81558710]6.4.2	Usage of HTTP
[bookmark: _Toc81558711]6.4.2.1	General
This clause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the <API Name> API is contained in Annex A.
[bookmark: _Toc81558712]6.4.2.2	HTTP standard headers
[bookmark: _Toc81558713]6.4.2.2.1	General
See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
Add specific information for the API if applicable.
[bookmark: _Toc81558714]6.4.2.2.2	Content type
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOAS..
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc81558715]6.4.2.3	HTTP custom headers
The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
Add specific information for the API if applicable.
[bookmark: _Toc81558716]6.4.3	Resources
[bookmark: _Toc81558717]6.4.3.1	Overview
This clause will describe the structure for the Resource URIs and the resources and methods used for the service.
Example:


Figure 6.4.3.1-1: Resource URI structure of the <xyz > API
Table 6.4.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.4.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	<Resource name>
	<relative URI below root>
	GET
	<Operation executed by GET>

	
	
	PUT
	<Operation executed by PUT>

	
	
	PATCH
	<Operation executed by PATCH>

	
	
	POST
	<Operation executed by POST>

	
	
	DELETE
	<Operation executed by DELETE>

	
	
	Custom operation
	<Operation executed by custom operation>



[bookmark: _Toc81558718]6.4.3.2	Resource: <resource 1>
Where <resource 1> is to be replaced by the resource name, e.g. PduSession.
[bookmark: _Toc81558719]6.4.3.2.1	Description
This clause will specify what the resource represents or what it is used for.
[bookmark: _Toc81558720]6.4.3.2.2	Resource Definition
This clause will describe the Resource URI and the supported resource variables.
Resource URI: {apiRoot}/<apiName>/<apiVersion>/xxx
This resource shall support the resource URI variables defined in table 6.4.3.2.2-1.
Table 6.4.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.4.1

	apiVersion
	string
	See clause 6.4.1

	<name>
	<type>
	<definition>



[bookmark: _Toc81558721]6.4.3.2.3	Resource Standard Methods
The following clauses will specify the standard methods supported by the resource.
It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
6.4.3.2.3.1	< method 1 >
This clause will specify the meaning of the method applied on the resource.
This method shall support the URI query parameters specified in table 6.4.3.2.3.1-1.
Table 6.4.3.2.3.1-1: URI query parameters supported by the <method 1> method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or 1..N or <leave empty>
	<only if applicable>
	



This method shall support the request data structures specified in table 6.4.3.2.3.1-2 and the response data structures and response codes specified in table 6.4.3.2.3.1-3.
Table 6.4.3.2.3.1-2: Data structures supported by the <method 1> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.4.3.2.3.1-3: Data structures supported by the <method 1> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <method 1> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.4.3.2.3.1-4: Headers supported by the <e.g. GET> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<header name> 
	<data type>
e.g. string
	"M", "C" or "O"
	"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 6.4.3.2.3.1-5: Headers supported by the <e.g. 200> response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
<header name> 
	
<data type>
e.g. string
	"M", "C" or "O"
	
"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 6.4.3.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	<link name>
e.g. search
	<resource 1>
e.g. Stored Search (Document)
	<method 1>
e.g. GET
	<parameter>
e.g. searchId
	<description of the link>



6.4.3.2.3.2	< method 2 >
And so on if there are more than two methods supported by the resource. Same structure as in clause 6.4.3.2.3.1.
[bookmark: _Toc81558722]6.4.3.2.4	Resource Custom Operations
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
6.4.3.2.4.1	Overview
Table 6.4.3.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation name>
	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	
	



6.4.3.2.4.2	Operation: < operation 1 >
This clause will specify the meaning of the operation applied on the resource.
6.4.3.2.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
6.4.3.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.4.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.4.3.2.4.2.2-2.
Table 6.4.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.4.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



6.4.3.2.4.3	Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in clause 6.4.3.2.4.1.
[bookmark: _Toc81558723]6.4.3.3	Resource: <resource 2>
And so on if there are more than two resources supported by the service. Same structure as in clause 6.4.3.2.
[bookmark: _Toc81558724]6.4.4	Custom Operations without associated resources
[bookmark: _Toc81558725]6.4.4.1	Overview
This clause will specify custom operations without any associated resource (i.e. RPC) supported by this API.
Table 6.4.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc81558726]6.4.4.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc81558727]6.4.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc81558728]6.4.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.4.4.2.2-1 and 6.4.4.2.2-2.
Table 6.4.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.4.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558729]6.4.4.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 6.4.4.2.
[bookmark: _Toc81558730]6.4.5	Notifications
[bookmark: _Toc81558731]6.4.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 6.4.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	<notification 1>
e.g. Status Change Notification

	< Callback URI >
e.g. {StatusCallbackUri}
	
e.g POST
	
e.g. Notify Event 

	
	
	
	



[bookmark: _Toc81558732]6.4.5.2	<notification 1>
[bookmark: _Toc81558733]6.4.5.2.1	Description
The Event Notification is used by the NF service producer to report one or several observed Events to a NF service consumer that has subscribed to such Notifications.
[bookmark: _Toc81558734]6.4.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.4.5.2.2-1.
Table 6.4.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Callback Uri



[bookmark: _Toc81558735]6.4.5.2.3	Standard Methods
6.4.5.2.3.1	POST
This method shall support the request data structures specified in table 6.4.5.2.3.1-1 and the response data structures and response codes specified in table 6.4.5.2.3.1-1.
Table 6.4.5.2.3.1-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.4.5.2.3.1-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558736]6.4.5.3	<notification 2>
And so on if there are more than one notifications supported by the service. Same structure as in clause 6.4.5.2.
[bookmark: _Toc81558737]6.4.6	Data Model
[bookmark: _Toc81558738]6.4.6.1	General
This clause specifies the application data model supported by the API.
Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).
Table 6.4.6.1-1 specifies the data types defined for the N<NF> service based interface protocol.

Table 6.4.6.1-1: N<NF> specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	
	
	
	



Table 6.4.6.1-2 specifies data types re-used by the N<NF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF> service based interface.
Table 6.4.6.1-2: N<NF> re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	
	
	
	



[bookmark: _Toc81558739]6.4.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc81558740]6.4.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc81558741]6.4.6.2.2	Type: <TypeName 1>
"Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON member names in a JSON object.
"Data type": Data type of the attribute values. If the data type is indicated as "<type>", the attribute value shall be of data type <type>. If the data type is indicated as "array(<type>)", the attribute value shall be an array (see IETF RFC 825]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the attribute value shall be an object (see IETF RFC 8259) encoded in the corresponding OpenAPI specification as a map which values are data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"P": Presence condition of a data structure in request body. It shall be one of "M" (for Mandatory), "C" (for Conditional) and "O" (for Optional).
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0 and M. For data type "<type>", the cardinality shall be set to "0..1" if the Presence condition is "C" or "O", and to "1" if the Presence condition is "M".
"Description": Describes the meaning and use of the attribute and may contain normative statements.
Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.If no optional features are defined for an API, the applicability column can be omitted for that API
Table 6.4.6.2.2-1: Definition of type <TypeName 1>
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc81558742]6.4.6.2.3	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc81558743]6.4.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558744]6.4.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558745]6.4.6.3.2	Simple data types
The simple data types defined in table 6.4.6.3.2-1 shall be supported.
Table 6.4.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc81558746]6.4.6.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.4.5.3.3-1.
Table 6.4.6.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc81558747]6.4.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc81558748]6.4.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc81558749]6.4.6.4.1	Type: <TypeName 1>
The data types describing alternative data types or combinations of data types shall represent an OpenAPI schema object using the "oneOf", "anyOf" or "allOf"  keyword to list alternative or to be combined data types (see the OpenAPI specification [4] and https://swagger.io/docs/specification/data-models/oneof-anyof-allof-not/).
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches , i.e. a list of mutually exclusive alternative data types., as described using the OpenAPI "oneOf" keyword, if the instance matches against one and only one of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of non-exclusive alternative data types, as described using the OpenAPI "anyOf" keyword, if the instance matches against one or more of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of to be combined data types, as described using the OpenAPI "allOf" keyword, if the instance matches against all of the to be combined data types."Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON elements in a JSON object.
"Data type": Data type of the alternative or to be combined data type. If the data type is indicated as "<type>", the alternative or to be combined data type shall be of data type <type>. If the data type is indicated as "array(<type>)", the alternative or to be combined data type shall be an array (see IETF RFC 8259 [3]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the alternative or to be combined data type shall be an object (see IETF RFC 8259 [3]) encoded in the corresponding OpenAPI specification as a map which values are of data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0. For data type "<type>", the cardinality shall be set to "1".
"Description": Describes the meaning and use of the attribute and may contain normative statements.Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.
Applicability: If the type is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [2], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the type can be used with any feature. If no optional features are defined for an API, the applicability column can be omitted for that API.
Table 6.4.6.4.1-1: Definition of type <Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"
	"1" or "M..N"
	<only if applicable>
	



[bookmark: _Toc81558750]6.4.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc81558751]6.4.6.5	Binary data
This clause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.
[bookmark: _Toc81558752]6.4.6.5.1	Binary Data Types
Table 6.4.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	< Binary Data 1 >
e.g. N1 SM Message

	< clause >
e.g. 6.4.6.5.2
	<content type>
e.g. vnd.3gpp.5gnas

	
	
	



[bookmark: _Toc81558753]6.4.6.5.2	< Binary Data 1 >
And so on if there are more binary data to specify
[bookmark: _Toc81558754]6.4.7	Error Handling
This clause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in clauses 6.4.3. and 6.4.4.
[bookmark: _Toc81558755]6.4.7.1	General
For the <API Name> API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the <API Name> API.
[bookmark: _Toc81558756]6.4.7.2	Protocol Errors
No specific procedures for the <API name> service are specified.
Or add specific information for the API if applicable.
[bookmark: _Toc81558757]6.4.7.3	Application Errors
The application errors defined for the <API name>  service are listed in Table 6.4.7.3-1.
Table 6.4.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



[bookmark: _Toc81558758]6.4.8	Feature negotiation
The optional features in table 6.4.8-1 are defined for the <API name> API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.4.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


The feature number is a unique integer number within the API designating the feature. The first feature obtains the number 1, and subsequent features obtain the next numbers (2,3 …).
The feature name is unique name within the API used to designate the feature e.g. in "Applicability" columns of various tables within the API definition.
In the Description column, a description of the feature is provided. A possible withdrawal of the feature is also indicated in the description column; the deficits leading to the withdrawal of the feature are then also explained in that column.
[bookmark: _Toc81558759]6.4.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the <API Name> API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the <API Name> API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the <API Name> service.
The <API Name> API defines a single scope "<API name in lower letters with underscores>" for the entire service, and it does not define any additional scopes at resource or operation level.
[bookmark: _Toc81558760]6.4.10	HTTP redirection
This clause will include HTTP redirection related matters, if MB-SMF set is defined. In such case, an HTTP request may be redirected to a different MB- SMF service instance, within the same MB-SMF or to a different MB-SMF in an MB-SMF set.

* * * Next Change * * * *
[bookmark: _Toc510696651][bookmark: _Toc35971451][bookmark: _Toc67903568][bookmark: _Toc76042781][bookmark: _Toc81558762]A.1	General
This Annex specifies the formal definition of the MB-SMF Service APIs  defined in the present specification - Nmbsmf_TMGI,  and Nmbsmf_MBSSession, Nmbsmf_Reception and Nmbsmf_Information APIs.  This Annex consists of OpenAPI specifications in YAML format.
This Annex takes precedence when being discrepant to other parts of the specification with respect to the encoding of information elements and methods within the API(s).
NOTE:	The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the specification also apply.
Informative copies of the OpenAPI specification files contained in this 3GPP Technical Specification are available on a Git-based repository that uses the GitLab software version control system (see 3GPP TS 29.501 [5] clause 5.3.1 and 3GPP TR 21.900 [7] clause 5B).

* * * Next Change * * * *
[bookmark: _Toc77761111][bookmark: _Toc81558765][bookmark: _Toc77761112]A.4	Nmbsmf_Reception API
openapi: 3.0.0

info:
  title: Nmbsmf_Reception
  version: 1.0.0-alpha.1
  description: |
    <API Name> Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.532 V0.1.0; 5G System; 5G Multicast-Broadcast Session Management Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.532/

servers:
  - url: '{apiRoot}/nmbsmf-reception/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nmbsmf-reception

paths:


* * * Next Change * * * *
[bookmark: _Toc81558766]A.5	Nmbsmf_Information API
openapi: 3.0.0

info:
  title: Nmbsmf_Information
  version: 1.0.0-alpha.1
  description: |
    <API Name> Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.532 V0.1.0; 5G System; 5G Multicast-Broadcast Session Management Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.532/

servers:
  - url: '{apiRoot}/nmbsmf-information/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nmbsmf-information

paths:


* * * End of Changes * * * *
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