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1. Introduction
As agreed in CR 2838 of 3GPP TS 23.502 (S2-2103478), the NEF will be the consumer of Nnsacf_SliceEventExposure service.
The service name and procedure are agreed in CR 2715 of 3GPP TS 23.502 (S2-2103479).
2. Reason for Change
API definition for the new service provided by NSACF to NEF.
3. Conclusions
-
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.1.0.

[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc67582357]* * * First Change * * * *

[bookmark: _Toc70325088][bookmark: _Toc70928023]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[x]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
* * * Next Change * * * *

[bookmark: _Toc510696598][bookmark: _Toc35971390][bookmark: _Toc70325107][bookmark: _Toc70928041]6.3	Nnsacf_SliceEventExposure Service API
[bookmark: _Toc510696599][bookmark: _Toc35971391][bookmark: _Toc70325108][bookmark: _Toc70928042]6.3.1	Introduction
[bookmark: _Toc510696600][bookmark: _Toc35971392]The Nnsacf_SliceEventExposure shall use the Nnsacf_SliceEventExposure API.
The API URI of the Nnsacf_SliceEventExposure API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "nnsacf-slice-ee".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.
[bookmark: _Toc70325109][bookmark: _Toc70928043]6.3.2	Usage of HTTP
[bookmark: _Toc510696601][bookmark: _Toc35971393][bookmark: _Toc70325110][bookmark: _Toc70928044]6.3.2.1	General
[bookmark: _Toc510696602]HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnsacf_SliceEventExposure API is contained in Annex A.
[bookmark: _Toc35971394][bookmark: _Toc70325111][bookmark: _Toc70928045]6.3.2.2	HTTP standard headers
[bookmark: _Toc510696603][bookmark: _Toc35971395][bookmark: _Toc70325112][bookmark: _Toc70928046]6.3.2.2.1	General
[bookmark: _Toc510696604]See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
[bookmark: _Toc35971396][bookmark: _Toc70325113][bookmark: _Toc70928047]6.3.2.2.2	Content type
[bookmark: _Toc510696605]JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
[bookmark: _Hlk525213471][bookmark: _Hlk525213025]"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc35971397][bookmark: _Toc70325114][bookmark: _Toc70928048][bookmark: _Hlk64030393]6.3.2.3	HTTP custom headers
[bookmark: _Toc489605322][bookmark: _Toc492899753][bookmark: _Toc492900032][bookmark: _Toc492967834][bookmark: _Toc492972922][bookmark: _Toc492973142][bookmark: _Toc492974840][bookmark: _Toc510696606]The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
[bookmark: _Toc510696607][bookmark: _Toc35971398][bookmark: _Toc70325115][bookmark: _Toc70928049]6.3.3	Resources
[bookmark: _Toc510696608][bookmark: _Toc35971399][bookmark: _Toc70325116][bookmark: _Toc70928050][bookmark: _Hlk64365437]6.3.3.1	Overview
[bookmark: _Toc510696609][bookmark: _Toc35971400]The figure 6.3.3.1-1 describes the resource URI structure of the Nnsacf_SliceEventExposure API.


Figure 6.3.3.1-1: Resource URI structure of the Nnsacf_SliceEventExposure API
Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.3.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Subscriptions Collection
(Collection)
	/subscriptions
	POST
	Mapped to the service operation Subscribe, when to create a subscription

	Individual subscription
	/subscriptions/{subscriptionId}
	PATCH
	Mapped to the service operation Subscribe, when to modify the subscription partially

	
	
	PUT
	Mapped to the service operation Subscribe, when to modify the subscription completely

	
	
	DELETE
	Mapped to the service operation Unsubscribe



[bookmark: _Toc25156459][bookmark: _Toc34124763][bookmark: _Toc43207889][bookmark: _Toc49857362][bookmark: _Toc56677203][bookmark: _Toc56691726][bookmark: _Toc56698990][bookmark: _Toc67680959][bookmark: _Hlk64365469][bookmark: _Toc510696612]6.3.3.2	Resource: Subscriptions collection
[bookmark: _Toc25156460][bookmark: _Toc34124764][bookmark: _Toc43207890][bookmark: _Toc49857363][bookmark: _Toc56677204][bookmark: _Toc56691727][bookmark: _Toc56698991][bookmark: _Toc67680960]6.3.3.2.1	Description
This resource represents a collection of subscriptions created by NF service consumers of Nnsacf_SliceEventExposure service.
This resource is modelled as the Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
[bookmark: _Toc25156461][bookmark: _Toc34124765][bookmark: _Toc43207891][bookmark: _Toc49857364][bookmark: _Toc56677205][bookmark: _Toc56691728][bookmark: _Toc56698992][bookmark: _Toc67680961]6.3.3.2.2	Resource Definition
Resource URI: {apiRoot}/nnsacf-slice-ee/<apiVersion>/subscriptions
This resource shall support the resource URI variables defined in table 6.3.3.2.2-1.
Table 6.3.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.3.1

	apiVersion
	string
	See clause 6.3.1.


[bookmark: _Toc35971403][bookmark: _Toc70325120][bookmark: _Toc70928054]6.3.3.2.3	Resource Standard Methods
[bookmark: _Toc25156463][bookmark: _Toc34124767][bookmark: _Toc43207893][bookmark: _Toc49857366][bookmark: _Toc56677207][bookmark: _Toc56691730][bookmark: _Toc56698994][bookmark: _Toc67680963][bookmark: _Toc510696613][bookmark: _Toc35971404][bookmark: _Toc70325121][bookmark: _Toc70928055][bookmark: _Hlk64365502]6.3.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.3.3.2.3.1-1.
Table 6.3.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.3.3.2.3.1-2 and the response data structures and response codes specified in table 6.3.3.2.3.1-3.
Table 6.3.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SACEventSubscription
	M
	1
	Represents the subscription to the events for slice admission control



Table 6.3.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreatedSACEventSubscription
	M
	1
	201 Created
	Represents successful creation of the events subscription for slice admission control

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the creation of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SLICE_NOT_FOUND

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.3.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnsacf-slice-ee/<apiVersion>/subscriptions/{subscriptionId}



Table 6.3.3.2.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.3.3.2.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc25156464][bookmark: _Toc34124768][bookmark: _Toc43207894][bookmark: _Toc49857367][bookmark: _Toc56677208][bookmark: _Toc56691731][bookmark: _Toc56698995][bookmark: _Toc67680964]6.3.3.2.4	Resource Custom Operations
[bookmark: _Toc25156465][bookmark: _Toc34124769][bookmark: _Toc43207895][bookmark: _Toc49857368][bookmark: _Toc56677209][bookmark: _Toc56691732][bookmark: _Toc56698996][bookmark: _Toc67680965]In this release of this specification, no custom operations associated to this resource is defined.
6.3.3.3	Resource: Individual subscription
[bookmark: _Toc25156466][bookmark: _Toc34124770][bookmark: _Toc43207896][bookmark: _Toc49857369][bookmark: _Toc56677210][bookmark: _Toc56691733][bookmark: _Toc56698997][bookmark: _Toc67680966]6.3.3.3.1	Description
This resource represents an individual of subscription created by NF service consumers of Nnsacf_SliceEventExposure service.
This resource is modelled as the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).
[bookmark: _Toc25156467][bookmark: _Toc34124771][bookmark: _Toc43207897][bookmark: _Toc49857370][bookmark: _Toc56677211][bookmark: _Toc56691734][bookmark: _Toc56698998][bookmark: _Toc67680967]6.3.3.3.2	Resource Definition
Resource URI: {apiRoot}/nnsacf-slice-ee/<apiVersion>/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 6.3.3.3.2-1.
Table 6.3.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1.

	subscriptionId
	string
	String identifies an individual subscription to the NSACF event exposure service


[bookmark: _Toc25156468][bookmark: _Toc34124772][bookmark: _Toc43207898][bookmark: _Toc49857371][bookmark: _Toc56677212][bookmark: _Toc56691735][bookmark: _Toc56698999][bookmark: _Toc67680968]6.3.3.3.3	Resource Standard Methods
[bookmark: _Toc25156469][bookmark: _Toc34124773][bookmark: _Toc43207899][bookmark: _Toc49857372][bookmark: _Toc56677213][bookmark: _Toc56691736][bookmark: _Toc56699000][bookmark: _Toc67680969]6.3.3.3.3.1	PATCH
This method shall support the URI query parameters specified in table 6.3.3.3.3.1-1.
Table 6.3.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.3.3.3.3.1-2 and the response data structures and response codes specified in table 6.3.3.3.3.1-3.
Table 6.3.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	1..N
	It contains the list of changes to be made to the subscription, according to the JSON PATCH format specified in IETF RFC 6902 [x].



Table 6.3.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreatedSACEventSubscription
	M
	1
	200 OK
	Represents successful update of the events subscription for slice admission control

	n/a
	
	
	204 No Content
	Represents a successful update of the events subscription for slice admission control, and no information needs to be returned to the NF service consumer.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. 

	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SLICE_NOT_FOUND

	ProblemDetails
	O
	0..1
	404 Not Found
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SUBSCRIPTION_NOT_FOUND

	NOTE:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.3.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.3.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



6.3.3.3.3.2	PUT
This method shall support the URI query parameters specified in table 6.3.3.3.3.2-1.
Table 6.3.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.3.3.3.3.2-2 and the response data structures and response codes specified in table 6.3.3.3.3.2-3.
Table 6.3.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SACEventSubscription
	M
	1
	Represents the events subscription for slice admission control to be completely replaced.



Table 6.3.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreatedSACEventSubscription
	M
	1
	200 OK
	Represents successful update of the events subscription for slice admission control.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the creation of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:

-	SLICE_NOT_FOUND

	ProblemDetails
	O
	0..1
	404 Not Found
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SUBSCRIPTION_NOT_FOUND

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.3.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.3.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc25156470][bookmark: _Toc34124774][bookmark: _Toc43207900][bookmark: _Toc49857373][bookmark: _Toc56677214][bookmark: _Toc56691737][bookmark: _Toc56699001][bookmark: _Toc67680970]6.3.3.3.3.3	DELETE
This method shall support the URI query parameters specified in table 6.3.3.3.3.3-1.
Table 6.3.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.3.3.3.3.3-2 and the response data structures and response codes specified in table 6.3.3.3.3.3-3.
Table 6.3.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.3.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	ProblemDetails
	O
	0..1
	404 Not Found
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SUBSCRIPTION_NOT_FOUND.

	NOTE:	The manadatory HTTP error status code for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.3.3.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.3.3.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc25156471][bookmark: _Toc34124775][bookmark: _Toc43207901][bookmark: _Toc49857374][bookmark: _Toc56677215][bookmark: _Toc56691738][bookmark: _Toc56699002][bookmark: _Toc67680971]6.3.3.3.4	Resource Custom Operations
In this release of this specification, no custom operations associated to this resource is defined.
[bookmark: _Toc510696622][bookmark: _Toc35971413][bookmark: _Toc70325123][bookmark: _Toc70928057]6.3.4	Custom Operations without associated resources
[bookmark: _Toc510696623][bookmark: _Toc35971414][bookmark: _Hlk64365523]In this release of this specification, no custom operations without associated resources are defined.
[bookmark: _Toc25156473][bookmark: _Toc34124777][bookmark: _Toc43207903][bookmark: _Toc49857376][bookmark: _Toc56677217][bookmark: _Toc56691740][bookmark: _Toc56699004][bookmark: _Toc67680973]6.3.5	Notifications
[bookmark: _Toc25156474][bookmark: _Toc34124778][bookmark: _Toc43207904][bookmark: _Toc49857377][bookmark: _Toc56677218][bookmark: _Toc56691741][bookmark: _Toc56699005][bookmark: _Toc67680974][bookmark: _Hlk66222435]6.3.5.1	General
This clause specifies the notifications provided by the Nnsacf_SliceEventExposure service.
Table 6.3.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	NSACF Event Notification 
	{eventNotifyUri}
	POST
	



[bookmark: _Toc25156475][bookmark: _Toc34124779][bookmark: _Toc43207905][bookmark: _Toc49857378][bookmark: _Toc56677219][bookmark: _Toc56691742][bookmark: _Toc56699006][bookmark: _Toc67680975]6.3.5.2	NSACF Event Notification
If a NF service consumer has subscribed to an event(s) supported by Nnsacf_SliceEventExposure service, when NSACF aware of a state change of the event, NSACF shall create a notification including the event state report, and shall deliver the notification to the call-back URI, following Subscribe/Notify mechanism defined in 3GPP TS 29.501 [5].
[bookmark: _Toc25156476][bookmark: _Toc34124780][bookmark: _Toc43207906][bookmark: _Toc49857379][bookmark: _Toc56677220][bookmark: _Toc56691743][bookmark: _Toc56699007][bookmark: _Toc67680976]6.3.5.2.1	Notification Definition
Call-back URI: {callbackUri}
Call-back URI is "eventNotifyUri" provided by NF Service Consumer during creation of the subscription.
[bookmark: _Toc25156477][bookmark: _Toc34124781][bookmark: _Toc43207907][bookmark: _Toc49857380][bookmark: _Toc56677221][bookmark: _Toc56691744][bookmark: _Toc56699008][bookmark: _Toc67680977]6.3.5.2.2	Notification Standard Methods
[bookmark: _Toc25156478][bookmark: _Toc34124782][bookmark: _Toc43207908][bookmark: _Toc49857381][bookmark: _Toc56677222][bookmark: _Toc56691745][bookmark: _Toc56699009][bookmark: _Toc67680978]6.3.5.2.2.1	POST
This method shall support the request data structures specified in table 6.3.5.2.2.1-1 and the response data structures and response codes specified in table 6.3.5.2.2.1-2.
Table 6.3.5.2.2.1-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	SACEventReport
	M
	1
	Represents the notification to be delivered



Table 6.3.5.2.2.1-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an URI pointing to the endpoint of another NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an URI pointing to the endpoint of another NF service consumer to which the notification should be sent.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.3.5.2.2.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.3.5.2.2.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *

[bookmark: _Toc35971427][bookmark: _Toc70325131][bookmark: _Toc70928065]6.3.6	Data Model
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc70325132][bookmark: _Toc70928066]6.3.6.1	General
[bookmark: _Toc510696634][bookmark: _Toc35971429]This clause specifies the application data model supported by the API.
Table 6.3.6.1-1 specifies the data types defined for the Nnsacf_SliceEventExposure service based interface protocol.
Table 6.3.6.1-1: Nnsacf_SliceEventExposure specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	SACEventSubscription
	6.3.6.2.2
	Request data to create the event subscription
	

	CreatedSACEventSubscription
	6.3.6.2.3
	Response data on created event subscription
	

	SACEventReport
	6.3.6.2.4
	Event notification
	



Table 6.3.6.1-2 specifies data types re-used by the Nnsacf_SliceEventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnsacf_SliceEventExposure service based interface.
Table 6.3.6.1-2: Nnsacf_SliceEventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	PatchItem
	3GPP TS 29.571 [X]
	
	



[bookmark: _Toc70325133][bookmark: _Toc70928067]6.3.6.2	Structured data types
[bookmark: _Toc510696635][bookmark: _Toc35971430][bookmark: _Toc70325134][bookmark: _Toc70928068]6.3.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc70325135][bookmark: _Toc70928069][bookmark: _Hlk64365545]6.3.6.2.2	Type: SACEventSubscription
Table 6.2.6.2.2-1: Definition of type SACEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc70325136][bookmark: _Toc70928070]6.3.6.2.3	Type: CreatedSACEventSubscription
[bookmark: _Toc510696638][bookmark: _Toc35971433]Table 6.3.6.2.3-1: Definition of type CreatedSACEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



6.3.6.2.4	Type: SACEventReport
Table 6.3.6.2.4-1: Definition of type SACEventReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc70325138][bookmark: _Toc70928072]6.3.6.3	Simple data types and enumerations
[bookmark: _Toc510696639][bookmark: _Toc35971434][bookmark: _Toc70325139][bookmark: _Toc70928073]6.3.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc510696640][bookmark: _Toc35971435][bookmark: _Toc70325140][bookmark: _Toc70928074]6.3.6.3.2	Simple data types
The simple data types defined in table 6.2.6.3.2-1 shall be supported.
Table 6.3.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc510696643][bookmark: _Toc35971438][bookmark: _Toc70325142][bookmark: _Toc70928076]6.3.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc510696644][bookmark: _Toc35971439]In this release, no alternative data types or combinations of data types are defined in this specification.
[bookmark: _Toc510696646][bookmark: _Toc35971441][bookmark: _Toc70325143][bookmark: _Toc70928077]6.3.6.5	Binary data
[bookmark: _Toc35971442][bookmark: _Hlk64365565]In this release, no binary data types are defined in this specification.
[bookmark: _Toc510696647][bookmark: _Toc35971443][bookmark: _Toc70325144][bookmark: _Toc70928078]6.3.7	Error Handling
[bookmark: _Toc35971444][bookmark: _Toc70325145][bookmark: _Toc70928079]6.3.7.1	General
For the Nnsacf_SliceEventExposure API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Nnsacf_SliceEventExposure API.
[bookmark: _Toc35971445][bookmark: _Toc70325146][bookmark: _Toc70928080]6.3.7.2	Protocol Errors
No specific procedures for the Nnsacf_SliceEventExposure service are specified.
[bookmark: _Toc35971446][bookmark: _Toc70325147][bookmark: _Toc70928081]6.3.7.3	Application Errors
The application errors defined for the Nnsacf_SliceEventExposure service are listed in Table 6.3.7.3-1.
Table 6.3.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	The given S-NSSAI is not found by the NSACF in the list of S-NSSAIs which are subjected to NSAC procedure.


[bookmark: _Toc492899751][bookmark: _Toc492900030][bookmark: _Toc492967832][bookmark: _Toc492972920][bookmark: _Toc492973140][bookmark: _Toc493774060][bookmark: _Toc508285804][bookmark: _Toc508287269][bookmark: _Toc510696648][bookmark: _Toc35971447]
[bookmark: _Toc70325148][bookmark: _Toc70928082]6.3.8	Feature negotiation
The optional features in table 6.3.8-1 are defined for the Nnsacf_SliceEventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.3.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc70325149][bookmark: _Toc70928083][bookmark: _Hlk525137310][bookmark: _Toc510696649]6.3.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nnsacf_SliceEventExposure API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nnsacf_SliceEventExposure API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nnsacf_SliceEventExposure service.
[bookmark: _Hlk530142087]The Nnsacf_SliceEventExposure API defines a single scope "nnsacf-slice-ee" for the entire service, and it does not define any additional scopes at resource or operation level.

* * * Next Change * * * *

[bookmark: _Toc510696652][bookmark: _Toc35971452][bookmark: _Toc70325153][bookmark: _Toc70928086][bookmark: _Hlk64365599][bookmark: _Toc510696653][bookmark: _Hlk515639407]A.4	Nnsacf_SliceEventExposure API
[bookmark: _Hlk515634373][bookmark: _Hlk515642979]openapi: 3.0.0
info:
  title: Nnsacf_SliceEventExposure
  version: 1.0.0-alpha.1
  description: |
    Nnsacf_SliceEventExposure Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
[bookmark: _Hlk514243590]externalDocs:
  description: 3GPP TS 29.536 V0.2.0; 5G System; Network Slice Admission Control Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.536/

servers:
  - url: '{apiRoot}/nnsacf-slice-ee/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nnsacf-slice-ee

paths:
  # API specific definitions
components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnsacf-slice-ee: Access to the Nnsacf_SliceEventExposure API
  schemas:
    # API specific definitions

* * * End of Changes * * * *
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