

	
3GPP TSG-CT WG4 Meeting #104-e	C4-213372
E-Meeting, 19th – 28th May 2021																Revision of 3042
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.502
	CR
	0443
	rev
	1
	Current version:
	17.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Secondary authorization/authentication by an DN-AAA

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT4

	
	

	Work item code:
	SBIProtoc17
	
	Date:
	2021-05-07

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Table 6.1.6.3.6-1 (Enumeration RequestIndication) in TS 29.502 specifies enumeration value "NW_REQ_PDU_SES_AUTH", but it is not clear in which used cases this value needs to be used. Stage 2 (TS 23.502 clause 4.3.2.3 Secondary authorization/authentication by a DN-AAA server during the PDU Session establishment) describes the use case for this. It should be clarified that "NW_REQ_PDU_SES_AUTH" is used by H-SMF/SMF to inform V-SMF/I-SMF that the H-SMF/SMF decided to initiate the optional PDU Session establishment authentication/authorization procedure.

	
	

	Summary of change:
	It is clarified that "NW_REQ_PDU_SES_AUTH" value is used for the procedures with a secondary authorization/ authentication in an Update request initiated by an H-SMF/SMF during the PDU Session establishment procedure to inform the V-SMF/I-SMF that the H-SMF/SMF decided to initiate the optional PDU Session establishment authentication/authorization procedure. Also, a reference to stage 2 is added.

	
	

	Consequences if not approved:
	Ambiguity remains in stage 3.

	
	

	Clauses affected:
	6.1.6.3.6.

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not alter OpenAPI.

	
	

	This CR's revision history:
	Rev1: The new text is reworded and the cover sheet updated.



Page 1


*******
* * * First Change * * * *
[bookmark: _Toc25073983][bookmark: _Toc34063173][bookmark: _Toc43120156][bookmark: _Toc49768213][bookmark: _Toc56434388][bookmark: _Toc67687967]6.1.6.3.6	Enumeration: RequestIndication
The enumeration RequestIndication indicates the request type. It shall comply with the provisions defined in table 6.1.6.3.6-1.
Table 6.1.6.3.6-1: Enumeration RequestIndication
	Enumeration value
	Description

	"UE_REQ_PDU_SES_MOD"
	UE Requested PDU Session Modification

	"UE_REQ_PDU_SES_REL"
	UE Requested PDU Session Release

	"PDU_SES_MOB"
	PDU Session Mobility (e.g. between 3GPP and non-3GPP access, or from EPS to 5GS with N26 interface)

	"NW_REQ_PDU_SES_AUTH"
	[bookmark: _GoBack]Network Requested PDU Session Authentication. This value is used for the procedures with a secondary authorization/ authentication in an Update request initiated by an H-SMF/SMF during the PDU Session establishment procedure to inform the V-SMF/I-SMF that the H-SMF/SMF decided to initiate the optional PDU Session establishment authentication/authorization procedure (see clause 4.3.2.3 in 3GPP TS 23.502 [3]).

	"NW_REQ_PDU_SES_MOD"
	Network Requested PDU Session Modification

	"NW_REQ_PDU_SES_REL"
	Network Requested PDU Session Release

	"EBI_ASSIGNMENT_REQ"
	EPS Bearer ID Assignment Request or EPS Bearer ID Revocation Request

	"REL_DUE_TO_5G_AN_REQUEST"
	5G-AN Requested PDU Session Resource Release
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