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* * * First Change * * * *
[bookmark: _Toc19708938][bookmark: _Toc35969911][bookmark: _Toc36050705][bookmark: _Toc44847417][bookmark: _Toc51845069][bookmark: _Toc51845400][bookmark: _Toc51846920][bookmark: _Toc57022547][bookmark: _Toc67557517]5.2.3.2.1	General
The 3GPP NF Services shall support the HTTP custom headers specified in Table 5.2.3.2.1-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.2-1.
Table 5.2.3.2.1-1: Mandatory HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Message-Priority
	Clause 5.2.3.2.2
	This header is used to specify the HTTP/2 message priority for 3GPP service based interfaces. This header shall be included in HTTP/2 messages when a priority for the message needs to be conveyed (e.g. HTTP/2 messages related to Multimedia Priority Sessions).

	3gpp-Sbi-Callback
	Clause 5.2.3.2.3
	This header is used to indicate if a HTTP/2 message is a callback (e.g. notification).
This header shall be included in HTTP POST messages for callbacks towards NF service consumer(s) in another PLMN via the SEPP (See 3GPP TS 29.573 [27]).
This header shall also be included in HTTP POST messages for callbacks in indirect communication (See clause 6.10.7).

	3gpp-Sbi-Target-apiRoot
	Clause 5.2.3.2.4
	This header is used by an HTTP client to indicate the apiRoot of the target URI when communicating indirectly with the HTTP server via an SCP. This header is also used by SCP to indicate the apiRoot of the target URI, if a new HTTP server is selected or reselected and there is no Location header included in the response.
This header may also be used by an HTTP client towards its local SEPP to indicate the apiRoot of the target URI towards HTTP server in another PLMN.
This header may also be used between SEPPs to indicate the apiRoot of the target URI towards HTTP server in another PLMN, when TLS security with the 3gpp-Sbi-Target-apiRoot header is used between the SEPPs.

	3gpp-Sbi-Routing-Binding
	Clause 5.2.3.2.5
	This header is used in a service request to signal binding information to direct the service request to an HTTP server which has the targeted NF Service Resource context (see clause 6.12).

	3gpp-Sbi-Binding
	Clause 5.2.3.2.6
	This header is used to signal binding information related to an NF Service Resource to a future consumer (HTTP client) of that resource (see clause 6.12).

	3gpp-Sbi-Discovery-*
	Clause 5.2.3.2.7
	Headers beginning with the prefix 3gpp-Sbi-Discovery- are used in indirect communication mode to allow the discovery and selection of a suitable NF service producer (e.g. in case of service requests) or NF service consumer (e.g. in case of notifications or callbacks) by the SCP, as specified in clause 5.2.3.2.7, clause 6.5.3 and clause 6.10. Such headers may be included in any SBI message and include information allowing an SCP to find a suitable NF service producer or NF service consumer, as per the discovery and selection parameters provided respectively by the NF service consumer or the NF service producer.

	3gpp-Sbi-Producer-Id
	Clause 5.2.3.2.8
	This header is used in a service response from the SCP to the NF Service Consumer, when using indirect communication, to identify the NF service producer. See clause 6.10.3.4.

	3gpp-Sbi-Oci
	Clause 5.2.3.2.9
	This header may be used by an overloaded NF Service Producer in a service response, or in a notification request to signal Overload Control Information (OCI) to the NF Service Consumer.
This header may also be used by an overloaded NF Service Consumer in a notification response or in a service request to signal Overload Control Information (OCI) to the NF Service Producer.

	3gpp-Sbi-Lci
	Clause 5.2.3.2.10
	This header may be used by a NF Service Producer to send Load Control Information (LCI) to the NF Service Consumer.

	3gpp-Sbi-Client-Credentials
	Clause 5.2.3.2.11
	This header may be used by an NF Service Consumer to send Client Credentials Assertion to the NRF or to the NF Service Producer. See clause 6.7.5.

	3gpp-Sbi-Nrf-Uri
	Clause 5.2.3.2.12
	This header may be used to indicate the NRF API URIs to be used for a given service request, e.g. in indirect communication with delegated discovery as a result of an NSSF query. 

	3gpp-Sbi-Target-Nf-Id
	Clause 5.2.3.2.13
	This header is used in a 307 Temporary Redirect or 308 Permanent Redirect response, to identify the target NF (service) instance towards which the request is redirected. See clause 6.10.9.1.

	3gpp-Sbi-Max-Forward-Hops
	Clause 5.2.3.2.14
	This header may be used to indicate the maximum number of allowed hops with specified node type to relay the request message to the target HTTP server.

If node type is "scp", its value indicates the maximum number of allowed SCP hops to relay the request message to the target NF as HTTP server when indirect communication is used.

	3gpp-Sbi-Asserted-Plmn-Id
	Clause 5.2.3.2.15
	This header may be inserted by a network element, in the incoming SBI HTTP messages, and it indicates the PLMN-ID of the source PLMN of the HTTP messages (i.e. the PLMN of the NF Service Consumer).

	3gpp-Sbi-Access-Scope
	Clause 5.2.3.2.16
	This header is used in a service request for Indirect Communication to indicate the access scope of the service request for NF service access authorization. See clauses 6.7.3 and 6.10.11. 

	3gpp-Sbi-Access-Token
	Clause 5.2.3.2.17
	This header is used in a service response forwarded by the SCP to an NF service consumer to provide an access token for possible re-use in subsequent service requests. See clause 6.10.1.   

	3gpp-Sbi-Consumer-Info
	Clause 5.2.3.2.x
	This header is used in a service request to create a subscription to indicate the API version(s) and feature(s) of the corresponding NF service(s) for the subscribed event(s), which are supported by the NF consumer.

The NF consumer should include this header when the subscribe event(s) may be detected and reported directly by another NF producer other than the NF producer hosting the subscription, e.g. the UDM subscribes to AMF for Location Reporting event and asks the AMF to directly deliver the notification to the NF consumer.



Editor's Note:	For the 3gpp-Sbi-Asserted-Plmn-Id header, it's FFS to determine the network entity that inserts the header, and to address the scenario in which the remote SEPP (c-SEPP) may convey signaling from multiple PLMN-IDs (either due to a PLMN having multiple PLMN-IDs, or due to the c-SEPP acting as a hub conveying traffic from different PLMNs.

* * * Next Change * * * *
[bookmark: _Toc44847422][bookmark: _Toc51845074][bookmark: _Toc51845405][bookmark: _Toc51846925][bookmark: _Toc57022552][bookmark: _Toc67557522][bookmark: _Toc24937836][bookmark: _Toc33962656][bookmark: _Toc42883425][bookmark: _Toc49733293][bookmark: _Toc56690943][bookmark: _Toc67730369]5.2.3.2.x	3gpp-Sbi-Consumer-Info
This header contains a comma-delimited list of NF service consumer information from an HTTP client (as NF service consumer).
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
[bookmark: _Hlk38316125]3gpp-Sbi-Consumer-Info = "3gpp-Sbi-Consumer-Info" ":" 1#(OWS supportedServcie ";" OWS supportedVersions [";" OWS supportedFeatures])
	supportedServcie = "service=" servicename 
	servicename = 1*("-" / %x61–7A)
[bookmark: _Hlk33512420]Mandatory parameter. Supported Service parameter indicates the name of a service, as defined in 3GPP TS 29.510 [8], which is supported by the sender as NF service consumer.
supportedVersions = "apiverion=" "(" OWS [ majorversion *(RWS majorversion) OWS] ")"
	majorversion = %x31–39 [*DIGIT]
Mandatory parameter. Supported Versions parameter indicates the major version(s) of the service API that are supported by the sender as NF service consumer.
supportedFeatures = "supportfeatures=" features
	features = *HEXDIG
Optional parameter. Supported Features parameter carries a string containing a bitmask in hexadecimal representation, as specified for SupportedFeatures data type in 3GPP TS 29.571 [13], to indicate the feature(s) of the service API that are supported by the sender as NF service consumer. 
EXAMPLE 1:	The NF consumer supports Namf_EventExposure OpenAPI "v1" without any optional feature:
	3gpp-Sbi-Consumer-Info: service=namf-evts; apiversion=(1)
EXAMPLE 2:	The NF consumer supports Nsmf_EventExposure OpenAPI "v1" and "v2" with optional feature number 1:
	3gpp-Sbi-Consumer-Info: service=nsmf-event-exposure; apiversion=(1 2); supportedfeatures=01
EXAMPLE 3:	The NF consumer supports both Namf_EventExposure OpenAPI "v1" and Nsmf_EventExposure OpenAPI "v2":
	3gpp-Sbi-Consumer-Info: service=namf-evts; apiversion=(1), service=nsmf-event-exposure; apiversion=(2)

* * * Next Change * * * *
[bookmark: _Toc19708969][bookmark: _Toc27745047][bookmark: _Toc29803200][bookmark: _Toc35969951][bookmark: _Toc36050745][bookmark: _Toc44847458][bookmark: _Toc51845112][bookmark: _Toc51845443][bookmark: _Toc51846963][bookmark: _Toc57022594][bookmark: _Toc67557568]6.2	Server-Initiated Communication
6.2.1	General
The Subscribe-Notify service operations shall be supported between NFs as specified in clause 7.1.2 of 3GPP TS 23.501 [3].
Subscribe-Notify service operations require bidirectional communication between the NFs when the server needs to initiate communication with the client.
Subscribe-Notify service operations shall be supported with two TCP connections, one per direction, as follows:
-	NF service consumer acts as an HTTP client and NF service producer acts as an HTTP server when NF service consumer subscribes to NF service producer's notifications;
-	NF service producer acts as an HTTP client and NF service consumer acts as an HTTP server when NF service producer delivers notifications to NF service consumer.
As described in 3GPP TS 23.501 [3], the Subscribe-Notify interaction requires the NF Service Consumer to provide a "notification endpoint" and a "notification correlation ID"; those are also called "callback URI" in the context of the present Technical Specification, and the authority of the "callback URI" is the HTTP endpoint where the notifications shall be delivered by the NF Service Producer.
For notifications sent in Direct Communication scenarios, if the authority of the callback URI contains an FQDN, the NF Service Producer shall use DNS as resolution mechanism in order to setup the TCP connection with the NF Service Consumer; for notifications sent in Indirect Communication scenarios, see clause 6.10.7.
6.2.x	Subscribe on behalf of NF Service Consumer
When an NF service consumer subscribe to an NF service producer for notifications which may be detected and delivered directly by another NF service producer with different NF type (e.g. NEF subscribes to Location Reporting event via UDM and AMF directly deliver the report to NEF), the NF service consumer should include the "3gpp-Sbi-Consumer-Info" header in the subscription creation request to indicate the supported API versions and features of the service on the other NF service producer.
When subscribing to another NF service producer on behalf the NF service consumer with directly reporting and the "3gpp-Sbi-Consumer-Info" header(s) are received containing the corresponding service, the NF service producer shall select the highest API version that supported by both the NF service consumer and the other NF service producer. The NF service producer shall include all received "3gpp-Sbi-Consumer-Info" header(s) in the subscription creation request when subscribing to another NF producer.
* * * End of Changes * * * *


