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1. Introduction
This pCR provides several missing references.
2. Reason for Change
Several references were missing and citations needed correction, provided by this pCR
3. Proposal
It is proposed to agree the following changes to 3GPP TS 29.256 V0.1.0.

*** First change ***
[bookmark: _Toc70168760][bookmark: _Toc70323575]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 23.256: "Support of Uncrewed Aerial Systems (UAS) connectivity, identification and tracking; Stage 2".
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[a]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[b]	OpenAPI Initiative, "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[c]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[d]	IETF RFC 7807: "Problem Details for HTTP APIs".
[e]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[f]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[g]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".

*** Next change ***
[bookmark: _Toc510696601][bookmark: _Toc35971393][bookmark: _Toc63347620][bookmark: _Toc70168783][bookmark: _Toc70323598]6.1.2.1	General
This clause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
HTTP/2, IETF RFC 7540 [a11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [b6] specification of HTTP messages and content bodies for the <API Name> API is contained in Annex A.
*** Next change ***
[bookmark: _Toc35971396][bookmark: _Toc63347623][bookmark: _Toc70168786][bookmark: _Toc70323601]6.1.2.2.2	Content type
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOS.
JSON, IETF RFC 8259 [c12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
[bookmark: _Hlk525213471][bookmark: _Hlk525213025]"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [d13].
*** Next change ***
[bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc63347675][bookmark: _Toc70168838][bookmark: _Toc70323653][bookmark: _Hlk525137310]6.1.9	Security
As indicated in 3GPP TS 33.501 [e8] and 3GPP TS 29.500 [4], the access to the <API Name> API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [f9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [g10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the <API Name> API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [g10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the <API Name> service.
[bookmark: _Hlk530142087]The <API Name> API defines a single scope "<API name in lower letters with underscores>" for the entire service, and it does not define any additional scopes at resource or operation level.
*** End of changes ***

