

	
[bookmark: _GoBack]3GPP TSG-CT WG4 Meeting #103-e	C4-212068
E-Meeting, 14th – 24th April 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	TS 29.500
	CR
	0239
	rev
	-
	Current version:
	V17.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Enhancement of the supported communication options discovery 

	
	

	Source to WG:
	Orange

	Source to TSG:
	CT4

	
	

	Work item code:
	SBIProtoc17
	
	Date:
	2021-04-06

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	CT4 has already specified two mechanisms based on OPTIONS request and on Accept-Encoding header to discover the communication options supported by a NF service Producer. Nevertheless the OPTIONS mechanism is not very efficient. There can be numerous OPTIONS requests since they target a specific resource one by one to discover the afferent supported encodings. The Accept-Encoding header mechanism is based on a preliminary transaction between the NF service Consumer and the NF service Producer where the body of the request can not be encoded since the Accept-Encoding header is sent only in the answer. The body of the request can only be encoded in subsequent transactions. It is therefore not efficient too. Enabling the discovery of the communication options supported by a NF service Producer along with the other information included in its NFProfile decreases the signaling footprint, increases the consistancy and the management of the APIs. This mechanism is operational from the first transaction with the NF service Producer. As NRF can not be discovered, the communication options supported by the NRF, when acting as a NF service Producer, can be discovered along with its services endpoints, its status and its features included in the BootstrappingInfo. The assets are the same.

	
	

	Summary of change:
	Use of NF profiles sent in response to a Nnrf_NFDiscovery service request and of the response to the Nnrf_Bootstrapping service request as mechanisms to discover the communication options supported by the NF service Producers and the NRF. The supported encodings are indicated in “capInfo” attribute and “capInfoList” attribute of the NFProfile and of the BootstrappingInfo, as defined by CR0478 of TS 29.510. Moreover the “CapInfo” type defined by CR0263 of TS 29.571. The inclusion of an attribute of this type by any NF in a subscription to any NF enables the encoding of the body of the subsequent notifications.

	
	

	Consequences if not approved:
	Additional signaling traffic, suboptimal communication option discovery mechanism.

	
	

	Clauses affected:
	6.9.1, 6.9.2.1

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications	
	TS29.571 CR0263, TS 29.510 CR0478 

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	This CR does not require a version update of any OpenAPI specification file

	
	

	This CR's revision history:
	




Page 1






*******
* * * First Change * * * *
[bookmark: _Toc67557650]6.9	Discovering the supported communication options
[bookmark: _Toc67557651]6.9.1	General
The OPTIONS method, as described in clause 4.3.7 of IETF RFC 7231 [11],  the NF profiles sent by a NRF in the response to a Discovery request and the response to a Bootstrapping request may be used by a NF Service Consumer to determine the communication options supported by a NF Service Producer for a target resource.
Clause 6.9.2.1 describes example communication options that may be discovered using the OPTIONS method.
The Accept-Encoding header, as described in clause 5.3.4 of IETF RFC 7231 [11], may be used by a NF Service Producer to determine the communication options supported by a NF Service Consumer.
Clause 6.9.2.2 describes example communication options that may be discovered using the Accept-Encoding header.
[bookmark: _Toc67557652]6.9.2	Discoverable communication options
[bookmark: _Toc67557653]6.9.2.1	Content-encodings supported in HTTP requests
Certain service operations may result in large HTTP request payloads, e.g. to register NF profiles in the NRF (see 3GPP TS 29.510 [8]) or to update the NSSF with the available S-NSSAIs supported by Tracking Areas (see 3GPP TS 29.531 [32]). Gzip coding (see IETF RFC 1952 [34]) may be supported to optimally reduce the payload size of HTTP requests in this case.
A NF Service Consumer may determine the content-encodings supported by the NF Service Producer in HTTP requests targeting a particular resource by:
-	sending an HTTP OPTIONS request targeting the resource of the NF Service Producer; and/or
-	receiving an "Accept-Encoding" header in HTTP responses from the NF Service Producer for requests targeting the resource; and/or
- 	receiving from the NRF the NFProfiles including a "capInfo" attribute or a "capInfoList" attribute, as defined in 3GPP TS 29.510 [8] clause XX, after a NF service discovery; and/or
-	 receiving a BootstrappingInfo including a "capInfo" attribute or a "capInfoList" attribute, as defined in 3GPP TS 29.510 [8] clause XY, including the content-encodings supported by the NRF in the response to a Bootstrapping request.
The stage 3 procedures for NF service discovery and NF service Bootstrappring are defined in 3GPP TS 29.510 [8].

A NF Service Producer that receives an HTTP OPTIONS request for a target resource shall include an "Accept-Encoding" header in the HTTP 200 OK response (see IETF RFC 7694 [33]), if specific content-encodings, e.g. Gzip coding (e.g. see IETF RFC 1952 [34]) are supported in HTTP requests targeting the resource.
A NF Service Producer that receives an HTTP request with a content-encoding that it does not support shall reject the request with the status code "415 Unsupported Media Type" and include an "Accept-Encoding" header in the response indicating the supported encodings in HTTP requests, as described in clause 3 of IETF RFC 7694 [33].
A NF Service Producer may include an "Accept-Encoding" header in the HTTP 2xx response for requests other than HTTP OPTIONS if specific content-encodings, e.g. Gzip coding (e.g. see IETF RFC 1952 [34]), are supported in HTTP requests targeting the resource, to optimize future interactions, e.g. when the request payload was big enough to justify use of a compression coding but the client did not do so. 
For notification requests, a NF Service consumer may determine the content-encodings supported by the NF Service Producer for the targeting resource from the "capInfo" attribute included in the received subscription request.
[bookmark: _Toc67557654]6.9.2.2	Content-encodings supported in HTTP responses
Certain service operations may result in large HTTP response payloads, e.g. to send NF profiles by the NRF (see 3GPP TS 29.510 [8]) or to send the available S-NSSAIs supported by Tracking Areas by the NSSF (see 3GPP TS 29.531 [32]). Gzip coding (see IETF RFC 1952 [34]) may be supported to optimally reduce the payload size of HTTP responses in this case (see "Content-Encoding" header in Table 5.2.2.2-2).
A NF Service Consumer may include an "Accept-Encoding" header in HTTP requests to indicate the content-encodings, e.g. Gzip coding (e.g. see IETF RFC 1952 [34]), that are supported for the associated HTTP responses, as specified in Table 5.2.2.2-1 and in clause 5.3.4 of IETF RFC 7231 [11].
A NF Service Producer may determine the content-encodings supported by the NF Service Consumer in HTTP responses by receiving an "Accept-Encoding" header in the associated HTTP requests from the NF Service Consumer.

* * * End of Changes * * * *
