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1. Reason for Change
Table 7.4-1 in TR 29.835 recommends incorporating Solutions#3-6 into this TR.
All RFC references are updated with pCR and are sorted by RFC numbers.  
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.941v0.1.1.
[bookmark: _Hlk61529092]
*******
* * * First Change * * * *
[bookmark: _Toc52362726][bookmark: _Toc68093651][bookmark: _Toc68093658][bookmark: _Toc68093661]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TR 29.835: "Study on Port Number Allocation Alternatives for New 3GPP Interfaces".
[a]	IETF RFC 793: "Transmission Control Protocol".
[b]	IETF RFC 1078: "TCP Port Service Multiplexer (TCPMUX)"
[c]	IETF RFC 2782: "A DNS RR for specifying the location of services (DNS SRV)".
[d]	IETF RFC 4960: "Stream Control Transmission Protocol".
[e]	IETF RFC 5226: "Guidelines for Writing an IANA Considerations Section in RFCs".
[f]	IETF RFC 6066: "Transport Layer Security (TLS) Extensions: Extension Definitions".
[g]	IETF RFC 6335: "Internet Assigned Numbers Authority (IANA) Procedures for the Management of the Service Name and Transport Protocol Port Number Registry".
[h]	IETF RFC 6347: "Datagram Transport Layer Security Version 1.2".
[i]	IETF RFC 6762: "Multicast DNS".
[j]	IETF RFC 6763: "DNS-Based Service Discovery".
[k]	IETF RFC 7301: "Transport Layer Security (TLS) Application-Layer Protocol Negotiation Extension".
[l]	IETF RFC 7605: "Recommendations on Using Assigned Transport Port Numbers".
[m]	IETF RFC 7805: "Moving Outdated TCP Extensions and TCP-Related Documents to Historic or Informational Status".
[n]	IETF RFC 8126: "Guidelines for Writing an IANA Considerations Clause in RFCs".
[o]	IETF RFC 8446: "The Transport Layer Security (TLS) Protocol Version 1.3".
[bookmark: _GoBack]…
[x]	<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".
It is preferred that the reference to 21.905 be the first in the list.

* * * 2nd Change * * * *
4.2	Solution group A: DNS based solutions
[bookmark: _Toc68093659]4.2.1 General
Table 7.4-1 in TR 29.835 [2] recommends incorporating Solution#3-6 into this TR.
[bookmark: _Toc68093660]4.2.2 DNS-solution#3: DNS-SD based solution
4.2.2.1 Description
The DNS-based Service Discovery (DNS-SD) (see IETF RFC 6763 [j]) allows clients to discover one or multiple nodes in the network supporting a specific service, the application protocol and the transport protocol used for accessing the service, using standard DNS queries sent to a conventional unicast DNS server available in the network.
In 3GPP networks, any IP-based interface can been considered as a specific service provided by a node on a given IP address and an IP port number. By identifying an interface with a unique service name, the DNS-based Service Discovery (DNS-SD) can be used by clients to discover the IP port number used by a remote node for a given interface.
In this proposed solution, it is assumed that a conventional unicast DNS server is available in the network. When a node is activated in the network, the service application is assigned with any available port from either the User Port number range [1024-49151] or the Dynamic/Private Port range [49152 - 65535]. The DNS server of the domain needs to be updated with the node's DNS records (configured hostnames, IP addresses, locally assigned port numbers, service names supported, etc.). This update can be done manually by the network administrator or done automatically by the node with mechanisms such as Dynamic DNS (DDNS).
The name of the service supported by a given 3GPP interface is registered to IANA. It consists of a pair of DNS labels separated by a dot, following the convention already established for SRV records (IETF RFC 2782 [c]).
-	The first label of the pair is an underscore character followed by an IANA registered Service Name (IETF RFC 6335 [g]). 
-	The second label is either "_tcp" (for application protocols that run over TCP) or "_udp" (for application protocols that run over any transport protocol other than TCP).
Service names are assigned by IANA on a "first come, first served" basis, as described in Clause 8.1 of IETF RFC 6335 [g]. There is no substantive review of the request, other than to ensure that it is well-formed and doesn't duplicate an existing assignment. The assignment of a standard service name is therefore straightforward.
For new service names registered by 3GPP, the Service Name will start with "3gpp-", followed by a name identifying the application protocol defined by 3GPP. This name will likely be the acronym used to identify the protocol in 3GPP specifications.
1	The client is configured with an IANA registered service name <Service> identifying a specific service and the application protocol used to support the service.
2	To discover the list of available service instances supporting the service <Service> in the domain <Domain>, the client performs a DNS-SD PTR lookup (see IETF RFC 6763 [6]) for the name:
<Service>.<Domain>
3	The DNS query is sent to the conventional unicast DNS server.
4	The result of the DNS-SD's PTR lookup is a set of zero or more PTR records giving the list of available instances in the form of Service Instance Names:
Service Instance Name = <Instance>.<Service>.<Domain>
In which the <Instance> portion is a user-friendly name, consisting of arbitrary Net-Unicode text, as defined in IETF RFC 6763 [6].
When at least one PTR record is present in the DNS response, the following additional records are included in the DNS response:
-	The SRV record(s) for each Service Instance Name listed in the PTR record(s), providing the port number and target host name of the Service Instance Name.
-	All address records (type "A" and "AAAA") for the target host name listed in the SRV record(s).
-	The TXT record(s) containing a single zero octet (i.e., a single empty string.) for each Service Instance Name named in the PTR record(s). 
NOTE 1:	DNS clients are able of functioning correctly with DNS servers (and Multicast DNS Responders) that fail to generate these additional records automatically, by issuing subsequent queries for any further record(s) they require. 
NOTE 2:	As described in IETF RFC 6763 [6], TXT record(s) containing a single zero octet indicate that there is no additional data for the given Service Instance 
5	In the event that more than one SRV is returned, the client shall correctly interpret the priority and weight fields to select the target node i.e.,:
-	lower-numbered priority instances should be used in preference to higher-numbered priority instances, and 
-	instances with equal priority should be selected randomly in proportion to their relative weights.
NOTE 3:	It is recommended to give the same weight to all the instances with the same priority.
6	The client can set up connection(s) with the remote node(s) using the IP address(es) and port number(s) retrieved from the DNS server and then application data can be exchanged between the client and the server.
Editor's note: Further study is necessary to assess if this is suitable for Inter-domain scenario (if both domains can rely on the DNS infrastructure and the targeted domain name under 3gppnetwork.org can be discovered by using configuration or based on other information (e.g. SUPI, IMSI)). But if the traffic related to the discovered application/interface needs to be controlled, this will not work as the destination port is unknown to security gateway/firewall.

* * * End of Changes * * * *


