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	Reason for change:
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Ideally the PGW-U and PSA UPF should be notified at the exact time point when the SGW-U, I/V-UPF is reaching the Dropped DL Traffic Threshold.
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· 5G with I-UPF inserted and without I-SMF inserted;  

It is proposed to introduce a new generic Tunnel Management message, called "Tunnel Status", and use it to notify the PGW-U or PSA UPF that the pause of charging is triggered.
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* * * Next Change * * * *
4.4.2.x	Tunnel Status
The UDP destination port for the Tunnel Status shall be the user plane UDP port (2152).
* * * Next Change * * * *
4.4.3.x	Tunnel Status
The IP Source Address shall be an IP address of the source GTP-U entity from which the message is originating. 
The IP Destination Address shall be an IP address of the destination GTP-U entity.
The IP Destination Address and IP Source Address shall be the same as the corresponding GTP-U tunnel (to send G-PDU) for which the Tunnel Staus message is sent.

* * * Next Change * * * *
[bookmark: _Toc20213214][bookmark: _Toc27752123][bookmark: _Toc27752758][bookmark: _Toc51864024]5.1	General format
The GTP-U header is a variable length header whose minimum length is 8 bytes. There are three flags that are used to signal the presence of additional optional fields: the PN flag, the S flag and the E flag. The PN flag is used to signal the presence of N-PDU Numbers. The S flag is used to signal the presence of the GTP Sequence Number field. The E flag is used to signal the presence of the Extension Header field, used to enable future extensions of the GTP header defined in this document, without the need to use another version number. If and only if one or more of these three flags are set, the fields Sequence Number, N-PDU and Extension Header shall be present. The sender shall set all the bits of the unused fields to zero. The receiver shall not evaluate the unused fields. For example, if only the E flag is set to 1, then the N-PDU Number and Sequence Number fields shall also be present, but will not have meaningful values and shall not be evaluated.
Always present fields:
-	Version field: This field is used to determine the version of the GTP-U protocol. The version number shall be set to '1'.
-	Protocol Type (PT): This bit is used as a protocol discriminator between GTP (when PT is '1') and GTP' (when PT is '0'). GTP is described in this document and the GTP' protocol in 3GPP TS 32.295 [8]. Note that the interpretation of the header fields may be different in GTP' than in GTP.
-	Extension Header flag (E): This flag indicates the presence of a meaningful value of the Next Extension Header field. When it is set to '0', the Next Extension Header field either is not present or, if present, shall not be interpreted. When it is set to '1', the Next Extension Header field is present, and shall be interpreted, as described below in this clause.
-	Sequence number flag (S): This flag indicates the presence of a meaningful value of the Sequence Number field. When it is set to '0', the Sequence Number field either is not present or, if present, shall not be interpreted. When it is set to '1', the Sequence Number field is present, and shall be interpreted, as described below in this clause.
For the Echo Request, Echo Response, Error Indication and Supported Extension Headers Notification messages, the S flag shall be set to '1'. Since the use of Sequence Numbers is optional for G-PDUs, the PGW, SGW, ePDG, eNodeB and TWAN should set the flag to '0'. However, when a G-PDU (T-PDU+header) is being relayed by the Indirect Data Forwarding for Inter RAT HO procedure, then if the received G-PDU has the S flag set to '1', then the relaying entity shall set S flag to '1' and forward the G-PDU (T-PDU+header). In an End marker and Tunnel Status messages the S flag shall be set to '0'.
-	N-PDU Number flag (PN): This flag indicates the presence of a meaningful value of the N-PDU Number field. When it is set to '0', the N-PDU Number field either is not present, or, if present, shall not be interpreted. When it is set to '1', the N-PDU Number field is present, and shall be interpreted, as described below in this clause.
-	Message Type: This field indicates the type of GTP-U message.
-	Length: This field indicates the length in octets of the payload, i.e. the rest of the packet following the mandatory part of the GTP header (that is the first 8 octets). The Sequence Number, the N-PDU Number or any Extension headers shall be considered to be part of the payload, i.e. included in the length count.
-	Tunnel Endpoint Identifier (TEID): This field unambiguously identifies a tunnel endpoint in the receiving GTP‑U protocol entity. The receiving end side of a GTP tunnel locally assigns the TEID value the transmitting side has to use. The TEID value shall be assigned in a non-predictable manner for PGW S5/S8/S2a/S2b interfaces (see 3GPP TS 33.250 [32]). The TEID shall be used by the receiving entity to find the PDP context, except for the following cases:
-	The Echo Request/Response and Supported Extension Headers notification messages, where the Tunnel Endpoint Identifier shall be set to all zeroes.
-	The Error Indication message where the Tunnel Endpoint Identifier shall be set to all zeros. 
-	When setting up a GTP-U tunnel, the GTP-U entity shall not assign the value 'all zeros' to its own TEID. However, for backward compatibility, if a GTP-U entity receives (via respective control plane message) a peer's TEID that is set to the value 'all zeros', the GTP-U entity shall accept this value as valid and send the subsequent G-PDU with the TEID field in the header set to the value 'all zeros'.

Optional fields:
-	Sequence Number: If Sequence Number field is used for G-PDUs (T-PDUs+headers), an increasing sequence number for T-PDUs is transmitted via GTP-U tunnels, when transmission order must be preserved. For Supported Extension Headers Notification and Error Indication messages, the Sequence Number shall be ignored by the receiver, even though the S flag is set to '1'.
-	N-PDU Number: This field is used at the Inter SGSN Routeing Area Update procedure and some inter-system handover procedures (e.g. between 2G and 3G radio access networks). This field is used to co-ordinate the data transmission for acknowledged mode of communication between the MS and the SGSN. The exact meaning of this field depends upon the scenario. (For example, for GSM/GPRS to GSM/GPRS, the SNDCP N-PDU number is present in this field).
-	Next Extension Header Type: This field defines the type of Extension Header that follows this field in the GTP‑PDU.

	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	PT
	(*)
	E
	S
	PN

	2
	
	Message Type

	3
	
	Length (1st Octet)

	4
	
	Length (2nd Octet)

	5
	
	Tunnel Endpoint Identifier (1st Octet)

	6
	
	Tunnel Endpoint Identifier (2nd Octet)

	7
	
	Tunnel Endpoint Identifier (3rd Octet)

	8
	
	Tunnel Endpoint Identifier (4th Octet)

	9
	
	Sequence Number (1st Octet)1) 4) 

	10
	
	Sequence Number (2nd Octet)1) 4)

	11
	
	N-PDU Number2) 4)

	12
	
	Next Extension Header Type3) 4)



NOTE 0:	(*) This bit is a spare bit. It shall be sent as '0'. The receiver shall not evaluate this bit.
NOTE 1:	1) This field shall only be evaluated when indicated by the S flag set to 1.
NOTE 2:	2) This field shall only be evaluated when indicated by the PN flag set to 1.
NOTE 3:	3) This field shall only be evaluated when indicated by the E flag set to 1.
NOTE 4:	4) This field shall be present if and only if any one or more of the S, PN and E flags are set.

Figure 5.1-1: Outline of the GTP-U Header
* * * Next Change * * * *
[bookmark: _Toc20213227][bookmark: _Toc27752136][bookmark: _Toc27752771][bookmark: _Toc51864037]6.1	General
[bookmark: OLE_LINK2]GTP-U defines a set of messages between the two ends of the user plane of the interfaces Iu, Gn, Gp, S1-U, S11-U, S2a, S2b, S4, S5, S8, S12, X2, M1, Sn, Xn, N3, N9 and N19.
GTP-U messages are sent across a GTP user plane tunnel. A GTP-U message may be either a signalling message across the user plane tunnel, or a G-PDU message.
-	GTP-U signalling messages are used for user plane path management, or for user plane tunnel management.
-	G-PDU is a vanilla user plane message, which carries the original packet (T-PDU). In G-PDU message, GTP-U header is followed by a T-PDU.
A T-PDU is an original packet, for example an IP datagram, Ethernet frame or unstructured PDU Data, from an UE, or from a network node in an external packet data network.
The complete range of message types defined for GTPv1 is defined in 3GPP TS 29.060 [6]. The table below includes those applicable to GTP user plane. The three columns to the right define which of the three protocols sharing the common header of GTPv1 (GTP-C, GTP-U or GTP') might implement the specific message type.
Table 6.1-1: Messages in GTP-U
	Message Type value (Decimal)
	Message
	Reference
	GTP-C
	GTP-U
	GTP'

	1
	Echo Request
	
	X
	X
	x

	2
	Echo Response
	
	X
	X
	x

	3-25
	Reserved in 3GPP TS 32.295 [8] and 3GPP TS 29.060 [6]
	
	
	
	

	26
	Error Indication
	
	
	X
	

	27-30
	Reserved in 3GPP TS 29.060 [6]
	
	
	
	

	31
	Supported Extension Headers Notification
	
	X
	X
	

	32-2523
	Reserved in 3GPP TS 29.060 [6]
	
	
	
	

	253
	Tunnel Status
	
	
	X
	

	254
	End Marker
	
	
	X
	

	255
	G-PDU
	
	
	X
	



* * * Next Change * * * *
[bookmark: _Toc20213237][bookmark: _Toc27752146][bookmark: _Toc27752781][bookmark: _Toc51864047]7.3.2	End Marker
[bookmark: _Toc51864048]7.3.2.1	General
The End Marker message indicates the end of the payload stream on a given tunnel, i.e. a G-PDU that arrives after an End Marker message on this tunnel may be silently discarded. Table 7.3.2.1-1 specifies the information element included in the End Marker message.
If an End Marker message is received with a TEID for which there is no context, then the receiver shall ignore this message.
The optional Private Extension contains vendor or operator specific information.
Table 7.3.2.1-1: Information Elements in End Marker message
	Information element
	Presence requirement
	Reference

	Private Extension
	Optional
	8.6



7.3.x	Tunnel Status
The Tunnel Status message is optional. A GTP-U entity, if it supports the message, may send one or more Tunnel Status message to the peer GTP-U entity to provide the status information related to the corresponding GTP-U tunnel in the sending GTP-U entity. Table 7.3.2.1-1 specifies the information element included in the Tunnel Status message.
If a Tunnel Status message is received with a TEID for which there is no context, or the message is not supported, then the receiver shall ignore this message.
The optional Private Extension contains vendor or operator specific information.
Table 7.3.x-1: Information Elements in Tunnel Status message
	Information element
	Presence requirement
	Reference

	GTP-U Tunnel Status Information
	Mandatory
	8.x

	Private Extension
	Optional
	8.6



* * * Next Change * * * *
[bookmark: _Toc20213239][bookmark: _Toc27752148][bookmark: _Toc27752783][bookmark: _Toc51864052]8.1	Information Element Types
A GTP-U Signalling message may contain several information elements. The TLV (Type, Length, Value) or TV (Type, Value) encoding format shall be used for the GTP information elements. The information elements shall be sorted, with the Type fields in ascending order, in the signalling messages. The Length field contains the length of the information element excluding the Type and Length field.
For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered octet is the least significant bit.
Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value defined for them. To allow for future features, the receiver shall not evaluate these bits.
The most significant bit in the Type field is set to 0 when the TV format is used and set to 1 for the TLV format.


Figure 8.1-1: Type field for TV and TLV format
The complete range of information element types defined for GTPv1 is defined in 3GPP TS 29.060 [6]. The table below includes those applicable to GTP user plane.
Table 8.1-1: Information Elements
	IE Type Value
	Format
	Information Element
	Reference

	0-13
	TV
	Reserved in 3GPP TS 29.060 [6]
	

	14
	TV
	Recovery
	8.2

	15
	TV
	Reserved in 3GPP TS 29.060 [6]
	

	16
	TV
	Tunnel Endpoint Identifier Data I
	8.3

	17-132
	TV/TLV
	Reserved in 3GPP TS 29.060 [6]
	

	133
	TLV
	GSN Address. See NOTE 1.
	8.4

	134-140
	TLV
	Reserved in 3GPP TS 29.060 [6]
	

	141
	TLV
	Extension Header Type List
	8.5

	142-22954
	TLV
	Reserved in 3GPP TS 29.060 [6]
	

	230
	TLV
	GTP-U Tunnel Status Information
	8.X

	231-237
	TLV
	Spare. For future use.
	

	238-254
	TLV
	Reserved in 3GPP TS 29.060 [6]
	

	255
	TLV
	Private Extension
	8.6

	NOTE 1:	This IE is named as " GTP-U Peer Address" in the rest of this specification.



* * * Next Change * * * *
[bookmark: _Toc20213244][bookmark: _Toc27752153][bookmark: _Toc27752788][bookmark: _Toc51864057]8.X	GTP-U Tunnel Status Information
The GTP-U Tunnel Status Information contains the status information related to the corresponding GTP-U tunnel in the sending GTP-U entity. 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 230 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	SPOC
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: GTP-U Tunnel Status Information
The octet 5 shall be encoded as follows:
-	Bit 1 – SPOC (Start Pause Of Charging): when set to "1", this indicates a request to the receiving GTP-U entity to stop usage measurement for the URR(s) with the Applicable for Start of Pause of Charging Flag set to "1" as specified in 3GPP TS 29.244 [x] for the PFCP session (identified by the IP address and TEID of the header of the Tunnel Status message). The GTP-U entity shall forward Tunnel Status message to the upstream GTP-U entity if it is not a PSA UPF or PGW-U connecting to N6/SGi interface.
-	Bit 2 to 8 – Spare, for future use and set to "0".



* * * End of Change * * * *
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