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1.	Introduction
In indirect communication, request messages may be forwarded through multiple SCPs. If one of the SCPs is configured incorrectly or processes abnormally, some request messages may be relayed in loop path.
HTTP custom header 3gpp-Sbi-Max-Forward-Hops header is agreed in CT4#101e meeting to support the loop detection in SCP from Rel-17. But there is another solution to use the HTTP standard Via header for the loop path detection which is specified in RFC 7230. This contribution gives the comparison of these two solutions, and propose to select standard Via header solution.
In addition, there are 5GC networks deployed based on Release 16, but no mechanism is available to prevent message looping, it is better to define a solution from R16.

2.	Discussion
HTTP custom 3gpp-Sbi-Max-Forward-Hops header, as defined in clause 6.10.10 of 3GPP TS 23.500:
The SCP shall check whether the value of the 3gpp-Sbi-Max-Forward-Hops header in the received message is zero or not, and decrement the value of the 3gpp-Sbi-Max-Forward-Hops header with node type "scp" by 1 before forwarding the request, or reject the message if the value of the 3gpp-Sbi-Max-Forward-Hops header is zero.
HTTP standard Via header, as defined in clause 5.7.1 of RFC 7230:
The "Via" header field indicates the presence of intermediate protocols and recipients between the user agent and the server (on requests) or between the origin server and the client (on responses), similar to the "Received" header field in email (Section 3.6.7 of [RFC5322]). Via can be used for tracking message forwards, avoiding request loops, and identifying the protocol capabilities of senders along the request/response chain.
…
A proxy MUST send an appropriate Via header field, as described below, in each message that it forwards. An HTTP-to-HTTP gateway MUST send an appropriate Via header field in each inbound request message and MAY send a Via header field in forwarded response messages.
The sending SCP will include its own information, e.g. FQDN in Via header, and the SCP receiving a request message, the loop path is detected if the SCP' own FQDN is included in the Via headers received.
The following table shows the advantages and disadvantages comparison between the two solutions mentioned above.
	Advantages/ Disadvantages
	3gpp-Sbi-Max-Forward-Hops header solution
	Via header solution

	Advantages
	Easy to implement. The SCP just needs to decrease the value of 3gpp-Sbi-Max-Forward-Hops header.
	· Via header is a HTTP standard header and utilizing Via header to prevent message looping is a HTTP standard process (see RFC 7230, clause 5.7.1), which is applied for all the HTTP proxies and HTTP-to-HTTP gateways.
· Message looping is prevented before it happens. The messages will not be transferred in multiple hops in loop path before the message loop is detected and processed, which avoid the waste system overhead.
· Easy to extend, if loop detection shall be supported by other NFs, e.g. SEPP.

	Disadvantages
	· It is a 3GPP-specific header, which is only applied for the SCP, not for the HTTP proxies/gateways. Network may also need to support the Via header solution for loop detection with HTTP proxies/gateways.
· It’s hard for the SCP to set a suitable value of 3gpp-Sbi-Max-Forward-Hops header. If the header value is too large, the looped messages are transferred over multiple hops before they are rejected, which waste system overhead. If the header value is too small, normal messages will be discarded.
· If the loop detection shall be supported by other NFs, e.g. SEPP, the nodetype shall be extended to support the new node type.
	The SCP needs to check whether its own FQDN is included in Via header. The process is more complex than decreasing the value of 3gpp-Sbi-Max-Forward-Hops header.



As using Via header for loop detection is a HTTP standard solution, it is proposed the same solution will also be supported by SCP to ensure single solution used for the network with proxies/gateways. The Via header solution may be more complex on checking the own FQDN in Via header than decreasing the value of 3gpp-Sbi-Max-Forward-Hops header, but there is no need to design or set the suitable value of Hops.

3.	Proposal
[bookmark: _GoBack]SCP follows RFC7230 and support using Via header to prevent message looping, it is better if the change can be started from Release 16.


