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##### 5.3.2.2.1 General

The Protect service operation is used in the following procedures:

- Procedure for steering of UE in VPLMN during registration (see clause 6.14.2.1 of 3GPP TS 33.501 [8]);

- Procedure for steering of UE in VPLMN after registration (see clause 6.14.2.2 of 3GPP TS 33.501 [8]).

The NF Service Consumer (e.g. UDM) uses this service operation to request the AUSF to compute the SoR-MAC-IAUSF and the CounterSoR by providing Steering Information. The NF Service Consumer (e.g. UDM) may also request the AUSF to compute the SoR-XMAC-IUE by providing the indication that an acknowledgement is requested from the UE.



Figure 5.3.2.2.1-1: Steering of UE in VPLMN

1. The NF Service Consumer (e.g. UDM) shall send a POST request to the AUSF that was used to authenticate the UE. The payload of the body shall contain the Steering Information and the acknowledge indication.

2a. On success, "200 OK" shall be returned. The payload body shall contain the requested security material (e.g. SoR-MAC-IAUSF,CounterSoR,SoR-XMAC-IUE) necessary to protect the Steering of Roaming procedure.

SoR Header shall be used to form the input as one of multiple paramters to calculate the SoR-MAC-IAUSF. If SoRHeader attribute is not provided by NF Service Consumer (e.g. UDM) as part of SorInfo, SoR Header shall be constructed by AUSF based on the information received in the request and encoded as specified in clasue 9.11.3.51 of 3GPP TS 24.501[20].

2b. On failure, one of the HTTP status code listed in table 6.2.7.3-1 shall be returned with the message body containing a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.7.3-1. If the CounterSoR associated with the KAUSF of the UE, is about to wrap around, the AUSF shall use the "COUNTER-WRAP" cause.

\* \* \* Next Change \* \* \* \*

#### 6.2.6.1 General

This clause specifies the application data model supported by the API.

Table 6.2.6.1-1 specifies the data types defined for the Nausf-SORProtection service based interface protocol.

Table 6.x.6.1-1: Nausf specific Data Types

|  |  |  |
| --- | --- | --- |
| Data type | Clause defined | Description |
| SorInfo | 6.2.6.2.2 | Contains the Steering Information |
| SorSecurityInfo | 6.2.6.2.3 | Contains the material generated for securing of SoR. It contains at least the SoR-MAC-IAUSF and CounterSoR. |
| SteeringInfo | 6.2.6.2.4 | Contains a combination of one PLMN identity and zero or more access technologies. |
| SteeringContainer | 6.2.6.2.5 |  |
| SorMac | 6.2.6.3.2 | MAC value for protecting SOR procedure (SoR-MAC-IAUSF and SoR-XMAC-IUE) |
| CounterSor | 6.2.6.3.2 | CounterSoR |
| AckInd | 6.2.6.3.2 | Contains indication whether the acknowledgement from UE is needed |
| SecuredPacket | 6.2.6.3.2 |  |
| AccessTech | 6.2.6.3.3 | Access Technology |
| SorHeader | 6.2.6.3.2 |  |
| SorTransparentInfo | 6.2.6.3.2 |  |

Table 6.2.6.1-2 specifies data types re-used by the Nausf-SORProtection service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nausf service based interface.

Table 6.2.6.1-2: Nausf re-used Data Types

|  |  |  |
| --- | --- | --- |
| Data type | Reference | Comments |
| PlmnId | 3GPP TS 29.571 [10] | PLMN ID |

\* \* \* Next Change \* \* \* \*

##### 6.2.6.2.2 Type: SorInfo

Table 6.2.6.2.2-1: Definition of type SorInfo

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Attribute name | Data type | P | Cardinality | Description |
| ackInd | AckInd | M | 1 | Contains the indication whether the acknowledgement from UE is needed. |
| steeringContainer | SteeringContainer | C | 0..1 | When present, this information contains the information needed to update the "Operator Controlled PLMN Selector with Access Technology" list stored in the USIM.It may contain an array of preferred PLMN/AccessTechnologies combinations in priority order. The first entry in the array indicates the highest priority and the last entry indicates the lowest.Or it may contain a secured packet.If no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the USIM is needed then this attribute shall be absent.Shall be absent if sorTransparentInfo is present. |
| sorHeader | SorHeader | O | 0..1 | This attribute contains SoR Header encoded as defined in clause 6.2.6.3.2 and shall be present if AUSF supports receiving SoR Information encoded as transparent containers. |
| sorTransparentInfo | SorTransparentInfo | O | 0..1 | This attribute contains steering information encoded as defined in clause 6.2.6.3.2, and may be present if AUSF supports receiving SoR Information encoded as transparent containers.It may be absent if no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the USIM is needed. |

\* \* \* Next Change \* \* \* \*

##### 6.2.6.3.2 Simple data types

Table 6.2.6.3.2-1: Simple data types

|  |  |  |
| --- | --- | --- |
| Type Name | Type Definition | Description |
| SorMac | String | pattern: "^[A-Fa-f0-9]{32}$" |
| CounterSor | String | pattern: "^[A-Fa-f0-9]{4}$" |
| AckInd | Boolean | true indicates that the SoR-XMAC-IUE shall be computed and returned in the response |
| SecuredPacket | String | Contains a secure packet as specified in 3GPP TS 24.501 [20]. It is encoded using base64 and represented as a String.Format: base64 |
| SorHeader | Bytes | String with format "byte" as defined in OpenAPI Specification [XX], i.e. base64-encoded characters, encoding the "SOR Header" IE as specified in clause 9.11.3.51 of 3GPP TS 24.501 [20] (octet 4). |
| SorTransparentInfo | Bytes | String with format "byte" as defined in OpenAPI Specification [XX], i.e. base64-encoded characters, encoding the "SOR transparent container" IE as specified in clause 9.11.3.51 of 3GPP TS 24.501 [20] (starting from octet 23). |

\* \* \* Next Change \* \* \* \*

## A.3 Nausf\_SoRProtection API

openapi: 3.0.0

info:

 version: 1.1.1

 title: Nausf\_SoRProtection Service

 description: |

 AUSF SoR Protection Service.

 © 2020, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).

 All rights reserved.

\*\*\*\*\*\*\*\*skipped for clarity\*\*\*\*\*\*\*\*

# COMPLEX TYPES:

#

 SorInfo:

 type: object

 properties:

 steeringContainer:

 $ref: '#/components/schemas/SteeringContainer'

 ackInd:

 $ref: '#/components/schemas/AckInd'

 sorHeader:

 $ref: '#/components/schemas/SorHeader'

 sorTransparentInfo:

 $ref: '#/components/schemas/SorTransparentInfo'

 required:

 - ackInd

\*\*\*\*\*\*\*\*skipped for clarity\*\*\*\*\*\*\*\*

# SIMPLE TYPES:

#

 SorMac:

 type: string

 pattern: '^[A-Fa-f0-9]{32}$'

 CounterSor:

 type: string

 pattern: '^[A-Fa-f0-9]{4}$'

 AckInd:

 type: boolean

 SecuredPacket:

 type: string

 format: base64

 SorHeader:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/Bytes'

 SorTransparentInfo:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/Bytes'

\*\*\*\*\*\*\*\*skipped for clarity\*\*\*\*\*\*\*\*

\* \* \* End of Changes \* \* \* \*