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Introduction
Rel-16 has introduced the concepts of NF set and NF service sets, i.e. sets of functionally equivalent and inter-changeable NF or NF service instances. The NFProfile and NFService data types were merely extended with NF Set ID and NF Service Set ID attributes. This document discusses why NF profiles do not leverage the full potential of the NF (service) set concepts and the possibility to enhance the NRF APIs in Rel-17 to support new resources to register, discover or get notified about NF (service) set profiles.


Discussion

1) NF (service) Set support with Rel-16 NRF APIs

NFs of an NF set are functionally equivalent and inter-changeable NFs. Different NFs of the same NF set may be selected at different times for requests targeting the same resource (e.g. UE or PDU session context), e.g. when an NF becomes not reachable, is de-instantiated (scale-in), is in overload, or when there is no preferred binding of the resource with any specific NF in the NF set (stateless NFs).

NFs of an NF set share typically a significant set of common data. Examples of common information include the authorization parameters (“allowedxxx parameters”), the served PLMN or SNPN, the supported S-NSSAIs, SCP information, part or all of NF specific data such as amfInfo (e.g. list of TAIs), udminfo (e.g. subscriber identity ranges), smfinfo (e.g. all S-NSSAIs/DNNs configuration supported by the SMF set). Annex A provides a snapshot of the NF profile attributes that are expected to be common typically.

This entails that with the current NRF APIs: 

a) All NFs of the NF set register lots of duplicate information in the NRF;
b) NF Discovery response contains NF profiles with lots of duplicate information; 
c) A change affecting common NF set data results in as many NF profile registration update requests towards the NRF, and in as many NF Status Change notifications towards all subscribed NFs, as there are NFs in the NF set. So e.g. assuming an SMF set comprising 10 SMFs, and an AMF set comprising 8 AMFs, this results in 10 registration updates to the NRF, and in 80 status change notifications towards the AMF set assuming each AMF has subscribed to receive changes about the SMF set.  

This causes unnecessary signalling overhead in the 5GC (both in terms of payload size and number of HTTP messages) between the NRF and all NFs, processing overhead (at the NRF and NFs), data storage and caching overhead (at the NRF and discovering NFs).

As already reported to CT4, the size of each NF profile can become very large (depending on deployments) and the addition of new features in every new 3GPP release will continue to make that size larger. This may also result in limiting the number of candidate producer profiles an NRF can return in a discovery response.

So, it should be considered whether the NRF APIs (resource model and service operations) could be enhanced to better leverage the NF (service) set concepts, for registering, discovering or notifying status changes of NFs of an NF set.


2) Potential NRF APIs extensions to support new NF (service) Set Profile resources

It is proposed to consider extending the NRF APIs in Rel-17 to support new NF (Service) Set Profile resources and associated service operations, to enable:

· to register only once an NF (service) Set Profile in NRF, 
· NFs to only register NF specific data; 
· to discover only once an NF (service) Set Profile from the NRF; 
· to update only once an NF (service) Set Profile when data common to the NF set is changed; 
· to notify only once towards subscribed NFs a change of data common to the NF set.


The NFManagement API would be extended to support new resources enabling to register new NF (service) Set Profiles. Figure 1 shows an example of how new resources could be modelled to register NF (service) Set Profiles. 



Figure 1: NFManagement API extensions to support new resources for NF (service) Set Profiles

where: 

· individual NF Set Profiles may be registered within a new nf-sets (Store) resource; 
· individual NF Service Set Profiles may be registered 
· within a new nf-service-sets (Store) resource per NF instance; or
· within a new nf-service-set-templates (Store) resource per NF set: in this case, NF service set profiles would not need to be stored separately per NF instance and could allow reuse of an NF service set Profile by equivalent service sets of NFs in the NF set. However, as the NF service set ID is only unique within an NF instance, a new NF service set template ID which is unique per NF set profile would be required. NF service instance profiles would contain both the NF service set ID and the new NF service set template ID. 

Note:	It could be also considered to only define new NF Set Profile resources, in which case only the first bullet would apply. 

The following procedures would then be enhanced to support NF Set Profiles: 
· NF Instance Registration
· NF Profile Update
· NF Discovery
· NF Status Change Notification 


a) NF Instance registration

We would introduce a new service operation to enable the registration of an NF set profile, which is one-time registration by OAM or by an NF Instance of the NF set (i.e. on behalf of entire set members). NF instances of the NF set would only need to register NF specific attributes. 

As an option, NF (service) instance profiles could also contain the same attributes as NF (service) set profiles with different values. If an NF (service) instance profile contains such an attribute, the value of that attribute would be applicable instead of the value of that attribute within the NF (service) set profiles. This would allow to define a default value for an NF set that could be changed for some NF instances within the set.

Figure 2 shows an example call flow, ensuring that there only single (i.e. one time) registration of the same NF set profile and not as many times as there are NF instances in the NF set. 



Figure 2: NF Instance Registration with one-time NF Set Profile Registration


1. NF instance of a particular NF set sends a PUT request to register the NF instance profile at the NRF by creating a resource with a URI representing the NF Instance ID. The variable nfInstanceID represents the identifier of the registering NF instance. The registering NF instance registers only its NF Set ID and NF instance specific attributes, and not the entire NFSet profile. 

2. On receipt of PUT request, if the NRF determines that there is no corresponding NF Set profile already registered for the NF Set ID in the NRF, it replies with an error message 400 Bad Request (Problem details: missing NF Set Profile). 

However, this step and also steps 3, 4 and 5 are skipped if on receipt of PUT request in step 1, NRF determines that there is already a registered NF Set profile for the NF Set ID of the registering NF instance, e.g. in case another NF instance belonging to the same NF set or OAM already registered to the NRF i.e. as per the steps explained in 3 and 4.

3. In case NF instance receives error message in step 2, with details ‘missing NF Set Profile’, NF instance sends a PUT request to the NRF to register the NF Set Profile, by creating a resource representing the NF set profile with a URI identifying the NF set id e.g. …/nf-sets/{NF Set ID} (NF Set Profile). For example, this may be the case if this is the first NF instance in this NF set registering to the NRF.

4. On success, NRF replies with "201 Created". The payload body of the PUT response contains the representation of the created resource (NF set profile) and the "Location" header contains the URI of the created resource.

5. Same as 1.  

6. On success, NRF replies with "201 Created". The payload body of the PUT response contains the representation of the created resource (NF profile) and the "Location" header contains the URI of the created resource.

7. Other NF instance(s) of the particular NF set sends a PUT request to register its NF instance, as defined in step 1.

8. On success, in response to the above step 7, NF instance(s) of the particular NF set receives NRF replies with "201 Created". 



b) NF Set Profile Update

Figure 3 describes the procedure to update the NF set profile of NF instances already registered in the NRF. This is done by providing the updated NF set profile to the NRF. The update operation may apply to the whole NF set profile i.e. complete replacement of the existing profile by a new profile, or it may apply only to a subset of the parameters of the NF set profile i.e. including adding/deleting/replacing attributes of the registered NF set profile.

The procedure in figure 3 also enables the NRF to notify subscribed NF consumers supporting NF Set profiles of changes done to an NF set profile. 

For changes affecting the entire NF set, only a single (NF set) profile update may be performed. A change of NF Set attribute results in a single notification with changes to a single NF set profile instead of one or several notifications (depending on subscription) with as many changes to NF instance profiles as there are NFs in the NF Set. 


Figure 3: NF Set Profile Update and resulting notification to subscribed NF supporting NF set profile

1. NF Service Consumer subscribes by sending a POST request to the resource URI representing the "subscriptions" collection resource, with subscription data identifying the NF status changes to be notified, e.g. identifying the need to notify NF status changes affecting the NF service producers of a given NF set. The POST request includes a new indication that the subscribing NF supports the concept of NF set profile.

2. On receipt of the request with NF Set profile support indication in step 1, NRF determines that NF service consumer supports NF set profiles and stores the subscription (including the indication that the subscribing NF supports NF set profiles).

3. On success, "201 Created" is returned to the NF Consumer. 

4. Either OAM or another NF Service Consumer performs an update of the NF Set Profile by sending a PUT or PATCH request to the resource URI representing the NF set profile. It provides the changes corresponding to the NF Set Profile.

5. On success, "200 OK" is returned, the payload body contains NF Set Profile.

6. NRF determines that it needs to send NFStatusNotify to subscribed NF Service Consumer(s) i.e. subscribed in the step 1 above. 

7.  NRF sends NFStatusNotify to subscribed NF Service Consumer(s) (subscribed in the step 1 above) with changes to NF set profile data with update attributes

If the subscribing NF Service consumer does not provide "NF Set Support" thus indicating to NRF that it does not supports NF set profiles, when an NF service consumer B or OAM updates its NF profile set data, the NRF notifies the changes to the subscribing NF service consumer by signalling the NF set profile attribute (of NF service instance B) as attributes within the NF profile of NF instance B (and not as NF set profile data).

The proposal would also allow each NF of an NF set to possibly update the NF set profile. For such a case, the solution will have to handle the same updates consistently by the NRF (JSON patch is not idempotent). Details are FFS.


c) NF Discovery

NF service consumer indicates "NF Set Profile support" in the NF discovery request in order for NRF to provide optimal response, including sending a one-time NF Set profile. Figure 4 shows an example call flow. 


Figure 4: NF Discovery Request by NF Service Consumer supporting NF Set Profile

1. The NF Service Consumer sends GET request to the resource URI "nf-instances" collection resource. The input filter criteria for the discovery request is included in query parameters. It provides “NF Set Profile Support” indicating to NRF that it supports NF Set. 

2. Based on the received input of “NF Set Profile Support”, NRF determines that NF service consumer supports NF set profiles and that requested NFInstance(s) belong to a particular NF Set e.g. NF Set 1.

3. On success, "200 OK" is returned. In its response, NRF includes an array of NF Profile objects, that satisfy the search filter criteria e.g., all NF Instances offering a certain NF Service name, and additionally includes the NF Set Profile data. NRF does not provide NF Set profile attributes in each of the NF Instance Profile, but instead it indicates NF Set ID in each NF Instance profile.

Figure 5 shows a possible alternative approach, where the NRF does not return the NF Set Profile data in the NF Discovery Response. If the NF consumer does not already have the NF Set Profile corresponding to the NF Set ID indicated in the returned NF profiles, the NF service consumer separately requests to get it from NRF.



Figure 5: NF Discovery Request by NF Service Consumer supporting NF Set Profile (variant)

1. Same as in Figure 4.

2. Same as in Figure 4. 

3. On success, "200 OK" is returned. In its response, NRF includes an array of NF Profile objects, that satisfy the search filter criteria e.g., all NF Instances offering a certain NF Service name. NRF does not provide NF Set profile attributes in each of the NF Instance Profile, but instead it indicates NF Set ID in each NF Instance profile. Here the NRF does not return the NF set profile.

4. On receipt of NRF response in step 3, NF Service consumer determines that it does not already have any stored information about NF Set 1 ID. 

5. NF Service consumer sends a request to get NF Set profile corresponding to NF Set 1 ID.

6. On success, "200 OK" is returned, along with NF Set I profile 



d) NF Set Profile Deletion

A new DELETE operation would also be supported by the new NF Set Profile resource to support the deletion of an NF Set Profile.


e) Backward compatibility with NF service consumers not supporting NF Set Profile

During subscription to notifications about NF profile changes and during NF discovery request, an NF service consumer supporting NF set profiles indicates that.

If an NF service consumer subscribed to notifications about NF instance changes and did not indicate that it supports NF set profiles, and attributes within the NF set profile are changed, the NF service consumer obtains a notification about a change of the corresponding attribute within the NF instance profile, as per existing specification.

If an NF service consumer request the discovery of NF instances or NF services and does not indicate that it supports NF set profiles within that request, it obtains NF instance profiles also containing all attributes from the corresponding NF set profile, as per existing specification.




Summary of Benefits:

1. Reduces signalling in the 5GC: 

0. Smaller messages for NF instance registration, 
0. Example: if an NF set comprises 10 NF instances, NF set common data is registered only once instead of 10 times.

0. Smaller response messages from the NRF for the NF discovery service, 
1. Example: if a NF service consumer wishes to discover all NFs of an NF set comprising 10 NF instances, the common NF set data is downloaded only once, instead of 10 times.

0. A smaller number of notifications about changes in NF instance profiles, 
2. Example: if an AMF or SCP has subscribed to NF status changes of an SMF set comprising 10 SMF instances, a change of SMF Set common data results in a single notification to the AMF or SCP (with the updated SMF set profile data),  instead of 10 notifications (with the updated SMF profile data). If an AMF set comprises 8 AMFs and each AMF is subscribed to SMF set changes, this results in 8 notification changes instead of 80.  

0. For changes affecting the entire NF set, only a single profile update may be performed.

1. Reduces the amount of stored data in the NRF (i.e.  storing once common NF Set profile data instead of as many times as there are NFs in the NF set) and data cached in NF service consumers (i.e. storing the discovered NF set profile only once rather than storing the data as many times as there are discovered NFs in the NF set).

1. The use of NF Set Profiles enforces consistent profiles and behaviours of all NFs producers of an NF set, and avoid interoperability problems and/or extra complexity in all producers’ peers to handle NF set with NF producers that would not be equivalent functionally.


Summary of Impacts:

NRF: 
· New optional feature
· NF Set Profile registration (new resource with new service operations), with NF profile containing NF specific data only
· NF discovery and NF status notification with NF Set Profile and NF specific data
· Handling of backward compatibility (i.e. being able to construct an NF Profile as defined today from an NF Set Profile and NF Profile with NF specific data), for Discovery and Subscribe/Notify service operations)

All NFs:
· New optional feature
· NF Set Profile registration and registration of NF Profile containing NF specific data
· NF discovery and NF status notification with NF Set Profile and NF specific data
· Configuration impacts to enable provisioning of NF set profile vs. NF specific data.

Conclusion
NFs of an NF set share a significant set of common data. Existing NRF APIs do not leverage the concept of NF (Service) Set and result in signalling overhead (both in terms of payload size and number of HTTP requests), processing overhead (at the NRF and NFs) and data storage / caching overhead (at the NRF and discovering NFs). 

The NRF APIs could be enhanced to define new resources and service operations for NF (service) Set Profiles. Support of these enhancements would be optional for the NRF and NFs and would allow to optimize the signalling and processing at NRF and all NFs for registering NF profiles, discovering NF profiles and for being notified about changes of common NF set data. 

CT4 should agree on whether the problems reported in this document should be addressed in Rel-17, and if so, whether the principles of the proposed solution are agreeable as a basis for extending the NRF APIs.

Nokia would be keen on contributing stage 3 CRs at the next meeting if the principles of the solution are agreeable to CT4.



Annex A: NF profile parameters 
Annex A provides examples of NF profile data that are expected to be typically common (green-shaded) or that may be common at least partly depending on deployments (orange-shaded). 

Table A-1: NFProfile data
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceId
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance (NOTE 5)

	nfInstanceName
	string
	O
	0..1
	Human readable name of the NF Instance

	heartBeatTimer
	integer
	C
	0..1
	Time in seconds expected between 2 consecutive heart-beat messages from an NF Instance to NRF.

	plmnList
	array(PlmnId)
	C
	1..N
	PLMN(s) of the Network Function (NOTE 7).

	snpnList
	array(PlmnIdNid)
	C
	1..N
	SNPN(s) of the Network Function.

	sNssais
	array(Snssai)
	O
	1..N
	S-NSSAIs of the Network Function.

	perPlmnSnssaiList
	array(PlmnSnssai)
	O
	1..N
	This IE may be included when the list of S-NSSAIs supported by the NF for each PLMN it is supporting is different. 

	nsiList
	array(string)
	O
	1..N
	NSI identities of the Network Function.

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1) (NOTE 2).

	interPlmnFqdn
	Fqdn
	C
	0..1
	If the NF needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter-PLMN routing.

	ipv4Addresses
	array(Ipv4Addr)
	C
	1..N
	IPv4 address(es) of the Network Function (NOTE 1) 

	ipv6Addresses
	array(Ipv6Addr)
	C
	1..N
	IPv6 address(es) of the Network Function (NOTE 1) 

	allowedPlmns
	array(PlmnId)
	O
	1..N
	PLMNs allowed to access the NF instance.

	allowedSnpns
	array(PlmnIdNid)
	O
	1..N
	SNPNs allowed to access the NF instance.

	allowedNfTypes
	array(NFType)
	O
	1..N
	Type of the NFs allowed to access the NF instance.

	allowedNfDomains
	array(string)
	O
	1..N
	Pattern (regular expression according to the ECMA-262 dialect [8]) representing the NF domain names allowed to access the NF instance.

	allowedNssais
	array(Snssai)
	O
	1..N
	S-NSSAI of the allowed slices to access the NF instance.

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) within the range 0 to 65535, to be used for NF selection; lower values indicate a higher priority.


	capacity
	integer
	O
	0..1
	Static capacity information 

	load
	integer
	O
	0..1
	Dynamic load information, within the range 0 to 100, indicates the current load percentage of the NF.

	loadTimeStamp
	DateTime
	O
	0..1
	

	locality
	string
	O
	0..1
	Operator defined information about the location of the NF instance (e.g. geographic location, DC)

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR 

	udrInfoExt
	array(UdrInfo)
	O
	1..N
	Multiple entries of UdrInfo. 

	udmInfo
	UdmInfo
	O
	0..1
	Specific data for the UDM 

	udmInfoExt
	array(UdmInfo)
	O
	1..N
	Multiple entries of UdmInfo. 

	ausfInfo
	AusfInfo
	O
	0..1
	Specific data for the AUSF

	ausfInfoExt
	array(AusfInfo)
	O
	1..N
	Multiple entries of AusfInfo. 

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	amfInfoExt
	array(AmfInfo)
	O
	1..N
	Multiple entries of AmfInfo. 

	smfInfo
	SmfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …).

	smfInfoExt
	array(SmfInfo)
	O
	1..N
	Multiple entries of SmfInfo. 

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (

	upfInfoExt
	array(UpfInfo)
	O
	1..N
	Multiple entries of UpfInfo. 

	pcfInfo
	PcfInfo
	O
	0..1
	Specific data for the PCF

	pcfInfoExt
	array(PcfInfo)
	O
	1..N
	Multiple entries of PcfInfo. 

	bsfInfo
	BsfInfo
	O
	0..1
	Specific data for the BSF

	bsfInfoExt
	array(BsfInfo)
	O
	1..N
	Multiple entries of BsfInfo. 

	chfInfo
	ChfInfo
	O
	0..1
	Specific data for the CHF

	chfInfoExt
	array(ChfInfo)
	O
	1..N
	Multiple entries of ChfInfo. 

	nefInfo
	NefInfo
	O
	0..1
	Specific data for the NEF

	nrfInfo
	NrfInfo
	O
	0..1
	Specific data for the NRF

	udsfInfo
	UdsfInfo
	O
	0..1
	Specific data for the UDSF

	udsfInfoExt
	array(UdsfInfo)
	O
	1..N
	Multiple entries of udsfInfo. This attribute provides additional information to the udsfInfo. udsfInfoExt may be present even if the udsfInfo is absent.

	nwdafInfo
	NwdafInfo
	O
	0..1
	Specific data for the NWDAF.

	pcscfInfo
	array(PcscfInfo)
	O
	1..N
	Specific data for the P-CSCF.
(NOTE 11)

	hssInfo
	array(HssInfo)
	O
	1..N
	Specific data for the HSS.

	customInfo
	object
	O
	0..1
	Specific data for custom Network Functions

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF was (re)started (NOTE 5)

	nfServicePersistence
	boolean
	O
	0..1
	

	nfServices
	array(NFService)
	O
	1..N
	List of NF Service Instances. 

	nfProfileChangesSupportInd
	boolean
	O
	0..1
	NF Profile Changes Support Indicator

	[bookmark: _Hlk2599001]nfProfileChangesInd
	boolean
	O
	0..1
	NF Profile Changes Indicator.

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	1..N
	Notification endpoints for different notification types.

	lmfInfo
	LmfInfo
	O
	0..1
	Specific data for the LMF

	gmlcInfo
	GmlcInfo
	O
	0..1
	Specific data for the GMLC

	nfSetIdList
	array(NfSetId)
	O
	1..N
	NF Set ID 

	servingScope
	array(string)
	O
	1..N
	The served area(s) of the NF instance. 

	lcHSupportInd
	boolean
	O
	0..1
	This IE indicates whether the NF supports Load Control based on LCI Header

	olcHSupportInd
	boolean
	O
	0..1
	This IE indicates whether the NF supports Overload Control based on OCI Header 


	nfSetRecoveryTimeList
	map(DateTime)
	O
	1..N
	Map of recovery time, where the key of the map is the NfSetId of NF Set(s) that the NF instance belongs to.

When present, the value of each entry of the map shall be the recovery time of the NF Set indicated by the key.

	serviceSetRecoveryTimeList
	map(DateTime)
	O
	1..N
	Map of recovery time, where the key of the map is the NfServiceSetId of the NF Service Set(s) configured in the NF instance.

When present, the value of each entry of the map shall be the recovery time of the NF Service Set indicated by the key.

	scpDomains
	array(string)
	O
	1..N
	List of SCP domains the NF belongs to.
(NOTE 14)

	scpInfo
	ScpInfo
	O
	0..1
	Specific data for the SCP



Table A-2: AmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfRegionId
	AmfRegionId
	M
	1
	AMF region identifier

	amfSetId
	AmfSetId
	M
	1
	AMF set identifier.

	guamiList
	array(Guami)
	M
	1..N
	List of supported GUAMIs

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the AMF can serve. It may contain the non-3GPP access TAI. The absence of this attribute and the taiRangeList attribute indicate that the AMF can be selected for any TAI in the serving network.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the AMF can serve. The absence of this attribute and the taiList attribute indicate that the AMF can be selected for any TAI in the serving network.

	backupInfoAmfFailure
	array(Guami)
	O
	1..N
	List of GUAMIs for which the AMF acts as a backup for AMF failure

	backupInfoAmfRemoval
	array(Guami)
	O
	1..N
	List of GUAMIs for which the AMF acts as a backup for planned AMF removal

	n2InterfaceAmfInfo
	N2InterfaceAmfInfo
	O
	0..1
	N2 interface information of the AMF. This information needs not be sent in NF Discovery responses. It may be used by the NRF to update the DNS for AMF discovery by the 5G Access Network. The procedures for updating the DNS are out of scope of this specification.



Table A.3: UdmInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	groupId
	NfGroupId
	O
	0..1
	Identity of the UDM group that is served by the UDM instance.
If not provided, the UDM instance does not pertain to any UDM group.

	supiRanges
	array(SupiRange)
	O
	1..N
	List of ranges of SUPIs whose profile data is available in the UDM instance (NOTE 1)

	gpsiRanges
	array(IdentityRange)
	O
	1..N
	List of ranges of GPSIs whose profile data is available in the UDM instance (NOTE 1)

	externalGroupIdentifiersRanges
	array(IdentityRange)
	O
	1..N
	List of ranges of external groups whose profile data is available in the UDM instance (NOTE 1)

	routingIndicators
	array(string)
	O
	1..N
	List of Routing Indicator information that allows to route network signalling with SUCI (see 3GPP 23.003 [12]) to the UDM instance.
If not provided, the UDM can serve any Routing Indicator.
[bookmark: _Hlk525826023]Pattern: '^[0-9]{1,4}$'

	internalGroupIdentifiersRanges
	array(InternalGroupIdRange)
	O
	1..N
	List of ranges of Internal Group Identifiers whose profile data is available in the UDM instance.
If not provided, it does not imply that the UDM supports all internal groups.




Table A.3: SmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	sNssaiSmfInfoList
	array(SnssaiSmfInfoItem)
	M
	1..N
	List of parameters supported by the SMF per S-NSSAI (NOTE 1).

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the SMF can serve. It may contain the non-3GPP access TAI. The absence of this attribute and the taiRangeList attribute indicate that the SMF can be selected for any TAI in the serving network.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the SMF can serve. It may contain the non-3GPP access' TAI. The absence of this attribute and the taiList attribute indicate that the SMF can be selected for any TAI in the serving network.

	pgwFqdn
	Fqdn
	O
	0..1
	The FQDN of the PGW if the SMF is a combined SMF/PGW-C.

	accessType
	array(AccessType)
	C
	1..2
	If included, this IE shall contain the access type (3GPP_ACCESS and/or NON_3GPP_ACCESS) supported by the SMF.
If not included, it shall be assumed the both access types are supported.

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection for a service request matching the attributes of the SmfInfo; lower values indicate a higher priority.
See the precedence rules in the description of the priority attribute in NFProfile, if Priority is also present in the nfServiceList parameters or in NFProfile.
The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.
(NOTE 2)



Table A-4: SnssaiUpfInfoItem
	Attribute name
	Data type
	P
	Cardinality
	Description

	sNssai
	Snssai
	M
	1
	Supported S-NSSAI

	dnnUpfInfoList
	array(DnnUpfInfoItem)
	M
	1..N
	List of parameters supported by the UPF per DNN

	redundantTransport
	boolean
	O
	0..1
	Indicates whether the UPF supports redundant transport path on the transport layer in the corresponding network slice.
true: supported
false (default): not supported



Table A-5: DnnUpfInfoItem
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnn
	Dnn
	M
	1
	Supported DNN. The DNN shall contain the Network Identifier and it may additionally contain an Operator Identifier. If the Operator Identifier is not included, the DNN is supported for all the PLMNs in the plmnList of the NF Profile.

	dnaiList
	array(Dnai)
	O
	1..N
	List of Data network access identifiers supported by the UPF for this DNN. The absence of this attribute indicates that the UPF can be selected for this DNN for any DNAI.

	pduSessionTypes
	array(PduSessionType)
	O
	1..N
	List of PDU session type(s) supported by the UPF for a specific DNN. The absence of this attribute indicates that the UPF can be selected for this DNN for any PDU session type supported by the UPF (see clause 6.1.6.2.13).

	ipv4AddressRanges
	array(Ipv4AddressRange)
	O
	1..N
	List of ranges of IPv4 addresses handled by UPF. (NOTE 1)

	ipv6PrefixRanges
	array(Ipv6PrefixRange)
	O
	1..N
	List of ranges of IPv6 prefixes handled by the UPF. (NOTE 1)



Table A.6: PcfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	groupId
	NfGroupId
	O
	0..1
	Identity of the PCF group that is served by the PCF instance.
If not provided, the PCF instance does not pertain to any PCF group. 
(NOTE)

	dnnList
	array(Dnn)
	O
	1..N
	DNNs supported by the PCF. The DNN shall contain the Network Identifier and it may additionally contain an Operator Identifier. If the Operator Identifier is not included, the DNN is supported for all the PLMNs in the plmnList of the NF Profile.
If not provided, the PCF can serve any DNN.

	supiRanges
	array(SupiRange)
	O
	1..N
	List of ranges of SUPIs that can be served by the PCF instance. 
(NOTE)

	gpsiRanges
	array(IdentityRange)
	O
	1..N
	List of ranges of GPSIs that can be served by the PCF instance. 
(NOTE)

	rxDiamHost
	DiameterIdentity
	C
	0..1
	This IE shall be present if the PCF supports Rx interface.

When present, this IE shall indicate the Diameter host of the Rx interface for the PCF.

	rxDiamRealm
	DiameterIdentity
	C
	0..1
	This IE shall be present if the PCF supports Rx interface.

When present, this IE shall indicate the Diameter realm of the Rx interface for the PCF.

	v2xSupportInd
	boolean
	O
	0..1
	Indicates whether V2X Policy/Parameter provisioning is supported by the PCF.
true: Supported
false (default): Not Supported



Table A-7: HssInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	groupId
	NfGroupId
	O
	0..1
	Identity of the HSS group that is served by the HSS instance.
If not provided, the HSS instance does not pertain to any HSS group. 
(NOTE 1)

	imsiRanges
	array(ImsiRange)
	O
	1..N
	List of ranges of IMSIs whose profile data is available in the HSS instance (NOTE 1)

	imsPrivateIdentityRanges
	array(IdentityRange)
	O
	1..N
	List of ranges of IMS Private Identities whose profile data is available in the HSS instance (NOTE 1, NOTE 2)

	imsPublicIdentityRanges
	array(IdentityRange)
	O
	1..N
	List of ranges of IMS Public Identities whose profile data is available in the HSS instance (NOTE 1)

	msisdnRanges
	array(IdentityRange)
	O
	1..N
	List of ranges of MSISDNs whose profile data is available in the HSS instance (NOTE 1)




Many more examples can be derived from TS 29.510. 
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