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1. Introduction

2. Reason for Change
This paper provides a detailed evaluation and comparison multiplexer-based solutions, i.e. Solution #7, Solution #8 and Solution #9.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.835.

* * * First Change * * * *
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	IETF RFC 6335: "Internet Assigned Numbers Authority (IANA) Procedures for the Management of the Service Name and Transport Protocol Port Number Registry".
[3]	IETF RFC 7605: "Recommendations on Using Assigned Transport Port Numbers".
[4]	IETF RFC 4960: "Stream Control Transmission Protocol".
[5]	ORAN-WG3.E2GAP, "O-RAN Working Group 3 Near-Real-time RAN Intelligent Controller Architecture & E2 General Aspects and Principles".
[6]	IETF RFC 6763: "DNS-Based Service Discovery".
[7]	IETF RFC 2782: "A DNS RR for specifying the location of services (DNS SRV)".
[8]	IETF RFC 6762: "Multicast DNS".
[9]	IETF RFC 8126: "Guidelines for Writing an IANA Considerations Clause in RFCs".
[10]	IETF RFC 1078: "TCP Port Service Multiplexer (TCPMUX)"
[xx]	IETF RFC 7805: "Moving Outdated TCP Extensions and TCP-Related Documents to Historic or Informational Status"
* * * Next Change * * * *
7.3.x1.y5 Evaluation of Multiplexer based solutions (solutions #7, #8 and #9)
Both Solution #7 & Solution #8 allow to run multiple applications on the same SCTP connection (i.e. same IP address and port number) and also avoid impacts on the network and infrastructure (e.g. introducing/managing DNS).
But Solution #7 needs modification of the SCTP stack. The proposed solution (see clause 6.8.2) is not available in existing SCTP RFC (IETF RFC 4960 [10]) and all applications have to develop a 3GPP specific add on to the existing SCTP stack.
Editor's note:	It is FFS if the Solution #7 has any impact on the SCTP stack
Solution #8 also has a significant impact on both the application server and client implementations. On the server side, an application layer multiplexer has to be designed as explained in the solution (see clause 6.9.2). Similarly, on the client-side necessary adaptations have to be done to discover the applications that are supported by the remote SCTP end point by sending new application messages, containing list of application ids (SCTP Payload Protocol Identifier values) for negotiations as explained in the solution in clause 6.9.2.
Solution #9 is proposed for TCP based applications and uses an already deprecated solution. Some of the reasons for deprecation as mentioned in the IETF RFC 7805 [xx] that are relevant for 3GPP applications are listed below:
-	It requires all new connections to be received on a single port, which limits the number of connections between two machines.
-	It complicates firewall implementation and management because all services share the same port number.
At 3GPP we should avoid using a solution that is already deprecated by IETF. Also, since TCPMUX is deprecated by IETF, it may impact the TCP stacks on the application side, e.g. TCPMUX may not be supported by the stack layer at all or the support may be removed.
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