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1. Introduction

2. Reason for Change
This paper provides a detailed evaluation and comparison multiplexer-based solutions, i.e. Solution #7, Solution #8 and Solution #9.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.835.

* * * First Change * * * *
7.3.x1.y5 Evaluation of Multiplexer based solutions (solutions #7, #8 and #9)
Both Solution #7 & Solution #8 allow to run multiple applications on the same SCTP connection (i.e. same IP address and port number) and also avoid impacts on the network and infrastructure (e.g. introducing/managing DNS).
But Solution #7 needs modification of the SCTP stack. The proposed solution (see clause 6.8.2) is not available in existing SCTP RFC (IETF RFC 4960 [10]) and all applications have to develop a 3GPP specific add on to the existing SCTP stack.
Solution #8 also has a significant impact on both the application server and client implementations. On the server side, an application layer multiplexer has to be designed as explained in the solution (see clause 6.9.2). Similarly, on the client-side necessary adaptations have to be done to discover the applications that are supported by the remote SCTP end point by sending new application messages, containing list of application ids (SCTP Payload Protocol Identifier values) for negotiations as explained in the solution in clause 6.9.2.
Solution #9 is proposed for TCP based applications and uses an already deprecated solution. At 3GPP we should avoid recommending a solution that is already deprecated by IETF. Also, since TCPMUX is deprecated by IETF, it may impact the TCP stacks on the application side, e.g. TCPMUX may not be supported by the stack layer at all or the support may be removed.

* * * End of Changes * * * *

