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Proposed changes:
*** 1st Change ***
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network
AF
Application Function

AMF
Access and Mobility Management Function
BSF
Binding Support Function
NEF
Network Exposure Function

NWDAF
Network Data Analytics Function
OCS
Online Charging System
PCC
Policy and Charging Control

PCF
Policy Control Function
SMF
Session Management Function

UDR
Unified Data Repository

UPF
User Plane Function
*** 2nd Change ***
8.3
PCF discovery and selection by the SMF
The SMF selects the PCF for a PDU session. The selected PCF may be the same or a different one than the PCF selected by the AMF.

The SMF may utilize the Nnrf_NFDiscovery service of the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection.

-
Local operator policies.

-
Selected Data Network Name (DNN).

-
PCF selected by the AMF (the PCF address is signalled from AMF to SMF).


8.4
PCF discovery and selection by the AF
8.4.1
General
When multiple and separately addressable PCFs have been deployed, the BSF is required in order to ensure that an AF for a certain PDU session reaches over N5/Rx the PCF holding the PDU session information.
Editor's note:
Additional information needed by the BSF, e.g. for network slicing, is FFS.
8.4.2
Binding Support Function (BSF)
The BSF has the following characteristics:
a) a)
The BSF has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU session. This information is stored internally in the BSF. Optionally, the BSF can store the binding information in the UDR, in the Structured Data for Exposure repository.

Editor's note:
It is FFS how the binding information is stored in the UDR.
b) b)
For the storage of binding information,the PCF utilizes the Nbsf_management service of the BSF to register, update or remove the binding information from the BSF when a UE IP address is allocated or released for a PDU session. 
Editor's note: 
How to discover the BSF is FFS.
c) c)
For the retrieval of binding information, any NF, such as NEF or AF, that needs to discover the selected PCF for the tuple (UE IP address, DNN, S-NSSAI, SUPI/GPSI) uses the Nbsf_Management_Discovery service operation.
d) 

e) d)
The BSF is able to proxy or redirect N5/Rx requests based on the IP address of a UE. For any AF using Rx, such as P-CSCF, the BSF determines the selected PCF address according to the information carried by the incoming Rx requests.
Editor's note:
Whether BSF is able to proxy or redirect N5/Rx requests depends on SA2 decision.
e)
The BSF may be deployed standalone or may be collocated with other network functions such as the PCF, UDR, NRF, SMF.



*** End of Changes ***
�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 29.163. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the version of the draft specification here. This number is the version of the draft specification to which the PCR was written and (normally) to which it will be applied if it is agreed.  Make sure that the latest version of the draft specification  is used when creating the PCR. If unsure what the latest version is, go to  http://www.3gpp.org/ftp/specs/latest-drafts/� HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ���


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the PCR. It should be no longer than one line. 


One or more organizations (3GPP Individual Members) which drafted the PCR and are presenting it to the Working Group.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change.  A list of work item acronyms can be found in the 3GPP work plan and/or the meeting agenda�


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this PCR were to be rejected. 


�PAGE \# f"'Page: '#'�'"  �� If  other specs are affected by this change, then indicate the TS/TR number and the tdoc numbers of the  relevant  (P)CRs


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to agree to the PCR. This could include special conditions which are not listed anywhere else above.





