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** 2nd Change ***

4.5.5
Non-IP Data Delivery Procedure
This procedure is used by an SCS/AS to support the Non-IP Data Delivery via SCEF. It performs the NIDD configuration via the T8 interface. It also includes the mobile terminated (MT) and mobile originated (MO) communication with UEs via the T8 interface.
For a NIDD configuration creation, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the HTTP POST message shall include External Identifier or MSISDN, SCS/AS Identifier, TTRI, NIDD Duration, TLTRI, PDN Connection Establishment Option, and Reliable Data Service.
Upon receipt of the HTTP POST request from the SCS/AS to create a NIDD configuration, the SCEF shall check whether the SCS/AS is authenticated and authorized to create NIDD configuration, and also authorize the NIDD configuration. If authorization is successful, the SCEF shall create the NIDD configuration along with the SCS/AS identifier and TLTRI. Upon successful creation of the NIDD configuration, the SCEF shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent requests to the SCEF to refer to this NIDD configuration.
For a NIDD configuration modification, the SCS/AS shall send an HTTP PATCH message to the SCEF. Upon receipt of the HTTP PATCH request from the SCS/AS to update the parameters of the NIDD configuration, the SCEF shall check whether the SCS/AS is authenticated and authorized to update NIDD configuration. If the authorization is successful, the SCEF shall verify that the NIDD configuration already exists with the given SCS/AS identifier and the TLTRI. If the NIDD configuration is found, the SCEF shall update the NIDD configuration as requested. Upon successful update of the requested NIDD configuration, the SCEF shall respond to the SCS/AS with a 200 success message indicating that the NIDD configuration is successfully updated along with the SCSAS Identifier as well as the TLTRI.
Editor's note:
Which properties cannot be changed in the PATCH request needs to be defined.
For a NIDD configuration cancel, the SCS/AS shall send an HTTP DELETE message to the SCEF. Upon receipt of the HTTP DELETE message from the SCS/AS,  the SCEF shall check whether the SCS/AS is authenticated and authorized to delete NIDD configuration. If the authorization is successful, the SCEF shall verify that the NIDD configuration already exists with the given SCS/AS identifier and the TLTRI in the URI. If the configuration exists, the SCEF shall delete the requested configuration, and perform related NIDD procedure to EPC network elements if applicable. Upon successful deletion of requested NIDD configuration, the SCEF shall respond to the SCS/AS with a 200 success message indicating that the NIDD configuration is successfully cancelled along with the SCS/AS identifier and the TLTRI. As an alternative to the 200 OK success message, the SCEF may send a 204 No Content success message without any message content to the SCS/AS. 
NOTE 1:
The SCS/AS can include optional downlink non-IP data together with the NIDD configuration information in creation or modification cases.

If the SCS/AS needs to perform a downlink non-IP data delivery, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the HTTP POST message shall include External Identifier or MSISDN, TTRI, TLTRI, non-IP data, Reliable Data Service Configuration, Maximum Latency, Priority, and PDN Connection Establishment Option.

Upon receipt of a HTTP POST request from the SCS/AS for a downlink data delivery, the SCEF shall check whether the SCS/AS is authorised to send NIDD requests, the SCEF shall also authorize the NIDD configuration identified by the SCS/AS identifier and the TLTRI in the request. If authorization is successful, the SCEF shall determine the EPS Bearer Context based on the APN associated with the NIDD configuration and the User Identity. If the SCEF EPS bearer context is not found in the SCEF, depending on PDN Connection Establishment Option, the SCEF may reject the request with a 403 message to the SCS/AS or may send a 202 Accept message to accept the request by buffering in SCEF, and will deliver the non-IP data later. 
If the SCEF EPS bearer context is found in the SCEF, then the SCEF checks whether the SCS/AS has not exceeded the quota or rate of data submission to the SCEF EPS bearer. If the check fails, the SCEF shall send a 403 message to the SCS/AS. If the check is successful, the SCEF shall continue the downlink non-IP data delivery procedure as the defined 3GPP TS 29.128 [yy].

Based on the delivery result from the MME/GGSN, the SCEF shall send a 200 OK message indicating the downlink non-IP data delivery is successful along with the acknowledge information, or the SCEF shall send a 403 message for the delivery failure.
When the SCS/AS decides to replace the pending downlink data delivery in SCEF, the SCS/AS shall send an HTTP PUT message to the SCEF. Upon receipt of a HTTP PUT request from the SCS/AS, the SCEF shall check whether a pending request exists with the given SCS/AS identifier, TTTRI and TTRI in HTTP PUT message. If a pending request is found and the received request doesn’t contain any non-IP data, then the buffered data shall be purged, and the SCEF shall send a 200 OK message along with the delivery report to the SCS/AS. If a pending request is found and the new request contains non-IP data, then the previous buffered data shall be replaced. After that, the SCEF shall perform the downlink data delivery with the new non-IP data and response proper HTTP response back to the SCS/AS. 
When a pending request is delivered by the SCEF, and the SCEF gets the delivery result from the MME/GGSN, the SCEF shall also send an HTTP POST message to notify the delivery result for the pending request. Upon receipt of the request, the SCS/AS shall acknowledge the notification with the HTTP response.
When the SCEF receives the non-IP data from MME/GGSN(or IWK-SCEF) as defined in 3GPP TS 29.128 [yy], and finds an SCEF EPS bearer context and the associated NIDD configuration. The SCEF shall determine the SCS/AS by the corresponding NIDD configuration, and send an HTTP POST request to the SCS/AS to notify the uplink non-IP data. The body of the HTTP POST message shall include External Identifier or MSISDN, non-IP data, TTRI, TLTRI, Reliable Data Service Configuration.
Upon receipt of the request, if the SCS/AS knows the NIDD configuration identified by the TLTRI, and the transaction of the downlink non-IP data delivery with the TTRI, the SCS/AS shall acknowledge a 200 message to the SCEF. 
When the SCEF receives a NIDD Authorisation Update Request message from HSS to update a user's NIDD authorisation as defined in 3GPP TS 29.336 [xx], the SCEF shall determine the SCS/AS with the corresponding NIDD, and send an HTTP POST message to the SCS/AS to notify the NIDD Authorisation Update. The body of the HTTP POST message shall include External Identifier or MSISDN, TLTRI, TTRI, NIDD configuration status. Upon receipt of the request, the SCS/AS shall acknowledge the request with the HTTP response
Error handling for the procedures in this subclause shall be handled based on subclause 5.2.5.
*** End of Changes ***
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