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*** 1st Change ***

4.4.x
UE IPv4 address provisioning
When PCRF is notified by PCEF that either an UE_IP_ADDRESS_ALLOCATE or an UE_IP_ADDRESS_RELEASE event of the IP-CAN session occurs in the PCEF, the PCRF shall send an HTTP PATCH meesage to the TSSF including the St session ID within the request URL. In this case, the PCRF shall provide the UE_IP_ADDRESS_ALLOCATE or the UE_IP_ADDRESS_RELEASE event trigger within the event-reporting-indication field. The ue-ipv4 shall also be provided within the event-report-indication field when the UE_IP_ADDRESS_ALLOCATE event trigger is included. If the PCRF notifies of the new UE Ipv4 address to the TSSF, the TSSF shall additionally apply the ADC rules to the user plane traffic with the IP address matching the new UE Ipv4 addres. If the PCRF notifies to the TSSF that the UE Ipv4 address has been released, the TSSF shall stop applying the ADC rule to the user plane traffic with IP address matching the released UE Ipv4 address.
NOTE 1:
The TSSF does not need to subscribe the notification of the UE_IP_ADDRESS_ALLOCATE and UE_IP_ADDRESS_RELEASE.
*** 2nd Change ***

5.4.3.x
event-trigger
The event-trigger field is of type string with two enumerations. It indicates the corresponding event has occurred at the gateway.

UE_IP_ADDRESS_ALLOCATE

A UE Ipv4 address is allocated.
UE_IP_ADDRESS_RELEASE

A UE Ipv4 address is release.

*** 3rd Change ***

5.4.3.y
event-report-indication
The event-report-indication field is of type array. It is sent from the PCRF to the TSSF and contains event occurred at the PCEF and related information. 
The JCR for the flow-information is as follows:

$event-report-indication = "event-report-indication" : [

  {

      $event ?,

      $ue-ipv4 ?,

    } +

]
*** 4th Change ***

A.3
Traffic Steering Control Information Update

This subclause describes the signalling flow for the traffic steering control information update or UE IPv4 address provisioning.
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Figure A.3.1: Traffic Steering Control Information Update
1.
The PCRF sends the HTTP PUT/PATCH to the TSSF to initiate the traffic steering control information update including the parameters defined in subclause 4.4.2. The PCRF also sends the HTTP PATCH to the TSSF to notify the UE IPv4 address allocation or release including the parameters defined in subclause 4.4.x.
2.
The TSSF sends the HTTP 200 OK to the PCRF.
*** 5th Change ***

B.1
Session body schema

This subclause defines the JSON schema for the body of HTTP requests and responses providing the state of a session resource. The schema is based on IETF draft-newton-json-content-rules [16] and is defined below:

# jcr-version 0.5

# ruleset-id 3gpp.stapplication.session

; JCR based on draft v5 representing the session resource 

{

  session-id,

  ( ue-ipv4 | ue-ipv6-prefix | ( ue-ipv4 , ue-ipv6-prefix ) ),

  ? tsrules,

  ? predefined-tsrules,

  ? predefined-group-of-tsrules,
  $ event-report-indication ?
}

; Resource fields definitions

; Session ID allocated by the PCRF

session-id "session-id" : string

; The UE IPv4 address

ue-ipv4 "ue-ipv4" : ip4

; The UE IPv6 prefix

ue-ipv6-prefix "ue-ipv6-prefix" : ip6

; The dynamic traffic steering rules

tsrules "tsrules" : { + tsrule }

; The traffic steering rule

tsrule /.*/ : {

  ts-rule-name,

  ? precedence,

  ( flow-information | tdf-application-identifier ),

  ( ts-policy-identifier-ul | ts-policy-identifier-dl | ( ts-policy-identifier-ul, ts-policy-identifier-dl ) )

}

; The name of the traffic steering rule in the TSSF

ts-rule-name "ts-rule-name" : string

; The precedence of the traffic steering rule. From 0 to 4294967295.

precedence "precedence" : 0..4294967295

; The flow traffic information

flow-information "flow-information" : [

  + {

      ? flow-description,

      ? tos-traffic-class,

      ? security-parameter-index,

      ? flow-label ,

      flow-direction

    }

]

; The IP filter rule for a service data flow

flow-description "flow-description" : string

 ; The ToS traffic class is encoded on two octets, and represented in hex string display.

tos-traffic-class "tos-traffic-class" : /^[0-9A-Fa-f]{4}$/

; The security parameter index is encoded on four octets, and represented in hex string display.

security-parameter-index "security-parameter-index" : /^[0-9A-Fa-f]{8}$/

; The flow label is encoded on three octets, and represented in hex string display.

flow-label "flow-label" : /^[0-9A-Fa-f]{6}$/

; The direction of the flow traffic

flow-direction "flow-direction" : ( : "BIDIRECTIONAL" | : "UPLINK" | : "DOWNLINK" )

; The detected application traffic id in the TSSF

tdf-application-identifier "tdf-application-identifier" : string

; The traffic steering policy id for uplink data

ts-policy-identifier-ul "ts-policy-identifier-ul" : string

; The traffic steering policy id for downlink data

ts-policy-identifier-dl "ts-policy-identifier-dl" : string

; The predefined traffic steering rules

predefined-tsrules "predefined-tsrules" : { + /.*/ : { ts-rule-name } }

; The predefined traffic steering group rules

predefined-group-of-tsrules " predefined-group-of-tsrules" : { + /.*/ : { ts-rule-base-name } }

 ; The name of the traffic steering group rule in the TSSF

ts-rule-base-name "ts-rule-base-name" : string
; The event-report-indication

$event-report-indication = // : {

  $event-trigger,

  $ue-ipv4 ?,

 }

; The event trigger
event-trigger "event-trigger" : ( : " UE_IP_ADDRESS_ALLOCATE " | : " UE_IP_ADDRESS_RELEASE" )
*** End of Changes ***
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