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Proposed changes:
*** 1st Change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

MUR
Modify-UEcontext‑Request command

MUA
Modify-UEcontext‑Answer command
RCAF
RAN Congestion Awareness Function
RUCI
RAN User Plane Congestion Information
*** 2nd Change ***
4.4.2
Reporting Restriction Provisioning
If the RCAF has indicated support for reporting restriction provisioning in the first RUCI report received from a specific UE and APN, the PCRF may use the Reporting Restriction Provisioning procedure to stop RUCI reporting for this specific UE and APN and also to specify, modify or disable restrictions for RUCI reporting. 
To initially apply this procedure, the PCRF shall send a Modify-UEcontext‑Request (MUR) command including the targeted Subscription-Id AVP indicating the identity of the UE, the Called-Station-Id AVP indicating the targeted APN and one or more Congestion-Level-Definition AVP(s) including the defined congestion level set with the Congestion-Level-Set AVP and corresponding congestion level(s) within the Congestion-Level-Range AVP.
The PCRF may modify currently active reporting restrictions. To do so the PCRF shall provide the complete list of congestion level sets and corresponding congestion levels to be used in the same manner as for the initial reporting restriction request, this complete list shall replace any previously provided list. 
If reporting restrictions has been activated for a specific UE and APN, the PCRF may remove the reporting restriction by, in the Modify-UEcontext‑Request (MUR) command including the Subscription-Id AVP indicating the identity of the UE and the Called-Station-Id AVP indicating the targeted APN. The Congestion-Level-Definition AVP shall be absent in this command.
The PCRF may disable RUCI reporting by, in the Modify-UEcontext‑Request (MUR) command including the RUCI-Reporting AVP set to Disable RUCI Reporting (0), together with Subscription-Id AVP indicating the identity of the UE and the Called-Station-Id AVP indicating the targeted APN. 
To enable RUCI Reporting if previously disabled, the PCRF in the Modify-UEcontext‑Request (MUR) command includes the RUCI-Reporting AVP set to Enable RUCI Reporting (1), together with Subscription-Id AVP indicating the identity of the UE and the Called-Station-Id AVP indicating the targeted APN. If reporting restrictions also applies the PCRF includes one or more Congestion-Level-Definition AVP(s) including the defined congestion level set with the Congestion-Level-Set AVP and corresponding congestion level(s) within the Congestion-Level-Range AVP, within the same command.  

The RCAF acknowledges the received MUR command by sending a Modify-UEcontext‑Answer (MUA) command in all cases above.
*** 3rd Change ***
5.3
Np specific AVPs


Table 5.3.1 describes the Diameter AVPs defined for the Np reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and what access types (e.g. 3GPP-EPS, etc.) the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1: Np specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (NOTE x)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE y)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. Type
	Applicability


	Congestion-Level-Definition
	aaaa
	5.3.a
	Grouped
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	Congestion-Level-Range
	xxxx
	5.3.x
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	Congestion-Level-Set
	yyyy
	5.3.y
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	RUCI-Reporting
	zzzz
	5.3.z
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	

	NOTE x:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [5].

NOTE y:
The value types are defined in RFC 3588 [5].


*** 4th Change ***
5.3.a
Congestion-Level-Definition AVP

The Congestion-Level-Definition AVP (AVP code aaaa) is of type Grouped, and it is used to define a congestion level set and corresponding congestion level(s) to be used by the RCAF for a specific UE and APN at congestion reporting. When this AVP is present in the MUR command reporting restrictions apply, when this AVP is absent there are no reporting restriction for the specific UE and APN. 
Congestion-Level-Definition ::= < AVP Header: aaaa >








 [ Congestion-Level-Set ]







 [ Congestion-Level-Range ]







*[ AVP ]

*** 5th Change ***
5.3.x
Congestion-Level-Range AVP

The Congestion-Level-Range AVP (AVP code xxxx) is of type Unsigned32, and it is used to indicate the list of congestion level(s) bound to a certain congestion level set, between the PCRF and the RCAF.The Congestion-Level-Range AVP shall contain a bit mask. The bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used. The meaning of the bits shall be as defined below:

Table 5.3.x.1: Congestion Level Range

	Bit
	Name
	Description

	0
	No congestion
	This bit, when set, indicates that the RCAF shall report the corresponding congestion level set id to the PCRF when there is no congestion for a certain UE and APN.


	1
	Congestion level 1
	This bit, when set, indicates that the RCAF shall report the corresponding congestion level set id to the PCRF when congestion level 1 is reached for a certain UE and APN.

	1+n
	Congestion level 1+n
	This bit, when set, indicates that the RCAF shall report the corresponding congestion level set id to the PCRF when congestion level 1+n is reached for a certain UE and APN.


*** 6th Change ***
5.3.y
Congestion-Level-Set AVP
The Congestion-Level-Set (AVP code yyyy) is of type Unsigned32, and it is used to indicate the congestion level set identifier between the PCRF and the RCAF.
*** 7th Change ***
5.3.z
RUCI-Reporting AVP
The RUCI-Reporting AVP (AVP code bbbb) is of type Unsigned32, and it is used to disable or enable RUCI reporting between the PCRF and RCAF for a specific UE and APN.

The following values are defined:

0 (Disable RUCI reporting):

This value shall be used by the PCRF to indicate to the RCAF that RUCI reporting shall not be performed for a specific UE and APN.
1 (Enable RUCI reporting):

This value shall be used by the PCRF to indicate to the RCAF that RUCI reporting shall be performed for a specific UE and APN.

*** 8th Change ***
5.4
Np re-used AVPs


Table 5.4.1 lists the Diameter AVPs re-used by the Np reference point from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Np reference point, the applicability of the AVPs to a specific access, and which supported features the AVP is applicable to. AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.4.1, but they are re-used for the Np reference point. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.

Table 5.4.1: Np re-used Diameter AVPs
	Attribute Name
	Reference
	Description

	Called-Station-Id
	IETF RFC 4005 [xx]
	The address the user is connected to (i.e. the PDN identifier). 

	Subscription-Id
	IETF RFC 4006 [yy]
	The identification of the subscription (i.e. IMSI)


*** 9th Change ***
5.6.x
 Modify-UEcontext‑Request (MUR) command
The MUR command, indicated by the Command-Code field set to xxx and the ‘R’ bit set in the Command Flags field, is sent by the PCRF to the RCAF in order to request congestion reporting restrictions for a specific UE and APN.
Message Format:

< Modify-UEcontext‑Request > ::= < Diameter Header: xxx, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }




 { Auth-Session-State }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ Destination-Host ]





 [ Origin-State-Id ]




 [ Subscription-Id ]




 [ Called-Station-Id ]




 [ RUCI-Reporting ]




 [ Congestion-Level-Definition ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
*** 10th Change ***
5.6.x
 Modify-UEcontext‑Answer (MUA) command
The MUA command, indicated by the Command-Code field set to yyy and the ‘R’ bit set in the Command Flags field, is sent by the RCAF to the PCRF as a response to the request for congestion reporting restrictions to a specific UE and APN.
Message Format:

< Modify-UEcontext‑Answer > ::= < Diameter Header: yyy, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }




 { Auth-Session-State }




 { Origin-Host }





 { Origin-Realm }




 [ Result-Code ]





 [ Experimental-Result ]





*[ Failed-AVP ]




 [ Origin-State-Id ]





*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]




*[ Proxy-Info ]





*[ AVP ]

*** End of Changes ***
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