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*************   FIRST MODIFIED SECTION  ***********
4.1
Authorize QoS resources at AF session establishment

This clause covers the Authorize QoS resources procedure to be used when an AF session is established.
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1.
The AF receives an internal or external trigger to set up a new AF session.

2.
The AF may identify the connection information needed (e.g. IP address of the IP flow(s), port numbers to be used etc…).

3.
The AF requests the authorization token from the PDF by sending a Diameter AAR for a new Diameter session. The AF may instruct the PDF to request the full service information from the AF at resource reservation. The AF may also forward the part of or the entire service information at this stage in order to define the QoS resource authorisation. 

4.
The PDF authorizes the possibly received service information. The PDF generates the Authorization Token. 

5.
An authorization token is sent to the AF. If the AF doesn’t receive the AAA, or if it arrives after the internal timer waiting for it has expired, or if it arrives with an indication different than DIAMETER_SUCCESS, the AF should tear down the related AF session.
6.
The Authorization token may be passed to the UE within AF session signalling.

Figure 4.1: Authorize QoS resources at session establishment

4.2
Authorize QoS resources at AF session modification

This clause covers the Authorize QoS resources procedure at AF session modification.
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1.
The AF receives an internal or  external trigger to modify the service information for an existing AF session.

2.
The AF may identify the connection information needed (e.g. IP address of the IP flow(s), port numbers to be used etc…).

3.
The AF sends a Diameter AAR for an existing Diameter session and includes updated service information. 

4.
The PDF authorizes the received service information. The PDF may need to approve or remove the QoS commit (see Clauses 6.1 and 6.2, respectively) or perform a Session modification initiated SBLP authorization decision (see Clause 6.6) due to the updated service information.
5.
The PDF answers with a Diameter AAA. If the AF doesn’t receive the AAA, or if it arrives after the internal timer waiting for it has expired, or if it arrives with an indiction different than DIAMETER_SUCCESS, the AF should tear down the related AF session.
Figure 4.2: Authorize QoS resources at AF session modification

*************  END OF MODIFIED SECTION  ***********

*************   NEXT MODIFIED SECTION  ***********

6.1
Approval of QoS commit

Through the Approval of QoS Commit procedure the PDF makes a final decision to enable the allocated QoS resource for the authorized IP flows of the media component (s) if the QoS resources are not enabled at the time they are authorized by the PDF, or if previously disabled IP flow(s) or media components are resumed.
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1.
The AF receives an internal or external trigger.

2.
The AF sends a Diameter AAR to the PDF, requesting that gates shall be opened. 

3
The PDF approves the QoS Commit.

4.
The PDF sends COPS DEC message(s) to the GGSN to open the ‘gates’ e.g. enable the use of the authorised QoS resources.

5.

The GGSN receives the COPS DEC message(s) and opens the ‘gates’ e.g. enables the use of the authorised QoS resources.

6
The GGSN sends COPS RPT message(s) back to the PDF.

7

The PDF sends a Diameter AAA to the AF. This may trigger further actions in the AF. If the AF doesn’t receive the AAA, or if it arrives after the internal timer waiting for it has expired, or if it arrives with an indication different than DIAMETER_SUCCESS, the AF should tear down the related AF session.
*************  END OF MODIFIED SECTION  ***********

*************   NEXT MODIFIED SECTION  ***********

6.6
Session modification initiated SBLP authorization decision

The GGSN receives an unsolicited authorization decision from the PDF, when a session is modified without adding or removing media components or IP flows (refer to 3GPP TS 29.207 [7]) , i.e. when the binding information of the AF session remains unchanged. The authorization update operation through the Go interface, described in figure 6.6.1, is identical in the originating and terminating cases. If the existing QoS of the PDP context exceeds the updated authorised QoS and the UE does not modify the PDP context accordingly, the GGSN shall perform a network initiated PDP context modification to reduce the QoS to the authorised level.
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1.
The AF sends a Diameter AAR to the PDF to indicate the change in the session information

2.
The PDF analyses the session information and updates the authorization accordingly.

3.
The PDF sends a COPS DEC message to the GGSN to indicate the change of the authorised QoS resources (e.g. bandwidth) and/or the update of packet classifiers (e.g. port numbers).

If the session modification is related to packet classifiers, the COPS DEC message indicates the installation of the new gate in replacement of the previous gate.


Note: The gate opening may be sent in the same decision; in that case, the GGSN opens the related gate(s) and the procedure continues with step 6.
4.
When the session modification is related to QoS authorization, the GGSN updates the QoS authorization information of the session and starts a timer to supervise the PDP context update.

5.
If the existing QoS of the PDP context exceeds the updated authorised QoS and the UE does not modify the PDP context accordingly, the GGSN sends an Update PDP Context Request message to the SGSN after the expiry of the timer.

6.
The GGSN sends a COPS RPT message back to the PDF.

7.
The PDF sends an AAA to the AF. If the AF doesn’t receive the AAA, or if it arrives after the internal timer waiting for it has expired, or if it arrives with an indication different than DIAMETER_SUCCESS, the AF should tear down the related AF session.

Figure 6.6.1: Authorization update upon session modification

*************  END OF MODIFIED SECTION  ***********

*************   NEXT MODIFIED SECTION  ***********

B.3
Approval of QoS commit

Through Approval of QoS Commit the PDF makes a final decision to enable the allocated QoS resource for the authorized IP flows of the media component (s) if the QoS resources are not enabled at the time they are authorized by the PDF or if the media IP flow(s) previously placed on hold are resumed, i.e. the media IP flow(s) of the media component that was placed on hold at the time of the resource authorization or at a later stage is reactivated (with SDP direction sendrecv, sendonly, recvonly or none direction).

The Approval of QoS Commit procedure is triggered by the P-CSCF receiving a 200 OK response to an INVITE request or a 200 OK response to an UPDATE request within a confirmed dialogue. When receiving those 200 OK responses, the PDF shall take the SDP direction attribute in the latest received SDP (either within the 200 OK or a previous SIP message) into account when deciding, which gates shall be opened:

-
For a unidirectional SDP media component, the Approval of QoS Commit procedure shall not be triggered for the possible media IP flows in the opposite direction.

-
For an inactive SDP media component, the Approval of QoS Commit procedure shall not be triggered for the media IP flows. 

Figure B.3.1.1 is applicable to the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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1.
The P-CSCF receives the 200 OK message complying with the conditions specified in the paragraphs above.

2.
The P-CSCF sends a Diameter AAR message to the PDF, requesting that gates shall be opened.

3
The PDF approves the QoS Commit.

4.
The PDF sends COPS DEC message(s) to the GGSN to open the ‘gates’ e.g. enable the use of the authorised QoS resources.

5.

The GGSN receives the COPS DEC message(s) and opens the ‘gates’ e.g. enables the use of the authorised QoS resources.

6
The GGSN sends COPS RPT message(s) back to the PDF.

7 
The PDF sends a Diameter AAA to the P-CSCF. If the AF doesn’t receive the AAA, or if it arrives after the internal timer waiting for it has expired, or if it arrives with an indication different than DIAMETER_SUCCESS, the AF should tear down the related AF session.

8
The P-CSCF forwards the 200 OK message.

Figure B.3.1.1: Approval of QoS Commit to both the Mobile Originating (MO) side
and the Mobile Terminating (MT) side 

*************   END OF MODIFIED SECTIONS  ***********
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