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	Reason for change:
	According to the TS 29.532, if the NEF consume the Nmbsmf_MBSsession service to update or delete a specific MBS session, the update or deletion request can be rejected with 404 Not found with application error UNKNOWN_MBS_SESSION if the MBS Session is not found, see:
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	INVALID_MBS_SERVICE_INFO
	400 Bad Request
	The HTTP request is rejected because the provided MBS Service Information is invalid (e.g. invalid QoS reference), incorrect or insufficient to perform MBS policy authorization.

	FILTER_RESTRICTIONS_NOT_RESPECTED
	400 Bad Request
	The HTTP request is rejected because the MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [24] not being respected.

	ERROR_INPUT_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the provided set of input parameters are incomplete, erroneous or missing necessary information to perform MBS policy control.

	MBS_SERVICE_INFO_NOT_AUTHORIZED
	403 Forbidden
	The HTTP request is rejected because the provided MBS Service Information is not authorized to perform MBS policy authorization.

	MBS_POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected due to operator policies and/or local configuration.

	MBS_SESSION_ALREADY_CREATED
	403 Forbidden
	This error indicates an unsuccessful of MBS session creation, if the MBS session to be created has already been created in the MB-SMF.
For a location dependent MBS session, this error shall be used if the MBS session associated to the indicated MBS session identifier and MBS service area has already been created in the MB-SMF.
For non location dependent MBS session, this error shall be used if the MBS session indicated by the MBS session identifier has been created in the MB-SMF.

	OVERLAPPING_MBS_SERVICE_AREA
	403 Forbidden
	This error indicates an unsuccessful of MBS session creation, if the new MBS service area overlaps with the service area of any MBS session with the same MBS session identifier.

	UNKNOWN_TMGI
	404 Not Found
	This error indicates an unsuccessful of MBS session creation, if the TMGI provided in the request does not exist in the MB-SMF.
This application error shall not apply to a location dependent broadcast MBS session if, based on operator's policy, the MB-SMF shall accept a TMGI value allocated by another MB-SMF.

	UNKNOWN_MBS_SESSION
	404 Not Found
	This error indicates an unsuccessful MBS session update or release, if the MBS session to be updated or deleted is not found in the MB-SMF.

	UNKNOWN_MBS_SERVICE_AREA
	404 Not Found
	This error indicates an unsuccessful MBS session update, context update or status subscribe procedure for a location dependent MBS session, if the requested MBS Area Session ID cannot be found.



Which means if the NEF received the rejection with UNKNOWN_MBS_SESSION (highlighted with yellow), it shall populate the rejection error to untrusted AF as well so that the AF aware such MBS session not exsit any more and the AF will not take any reaction on this MBS session. Otherwise, such error information just stopped at NEF but did not improve the service in an effective way. However, in TS 29.522, such error info is missing and the AF might trigger the retry with the same MBS session again. Similarly, the same issue applies for the subscription creation session.

During the MBS session creation, if the PCF reject such creation, then the PCF will send the errors, e.g., ERROR_INPUT_PARAMETERS and MBS_POLICY_CONTEXT_DENIED (see the table above highlighted with green) according to 29.532 and 29.537, therefore, such application errors can be passed to NEF and further to AF. However, there are missing now in the current TS 29.522.


	
	

	Summary of change:
	Add Application Error code for the MBS session creation, update and deletion.
Add Application error code for the MBS session subscription update and deletion.
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	Incomplete service behaviour make the service breaks.
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Additional discussion(if needed):
Proposed changes:
*** First Change ***
[bookmark: _Toc114212439][bookmark: _Toc136555191][bookmark: _Toc151993640][bookmark: _Toc152000420][bookmark: _Toc152159025][bookmark: _Toc162001383]5.20.7.3	Application Errors
The application errors defined for the MBSSession API are listed in table 5.20.7.3-1.
Table 5.20.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	[bookmark: _Hlk101897844]INVALID_MBS_SERVICE_INFO
	400 Bad Request
	[bookmark: _Hlk101897776]The provided MBS Service Information is invalid (e.g. invalid QoS reference), incorrect or insufficient to perform MBS policy authorization.

	ERROR_INPUT_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the provided set of input parameters are incomplete, erroneous or missing necessary information to perform MBS policy control.

	FILTER_RESTRICTIONS_NOT_OBSERVED
	400 Bad Request
	The MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [64] not being observed.

	MBS_POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected due to operator policies and/or local configuration.

	MBS_SERVICE_AREA_TOO_LARGE
	403 Forbidden
	Indicates that the MBS Session creation request is rejected because the provided MBS Service Area cannot be supported by the network as it is too large to be served by a single MB-SMF.

	MBS_SERVICE_AREA_NOT_SUPPORTED
	403 Forbidden
	Indicates that the MBS Session Creation/Update is rejected because the requested MBS Service Area is not supported (e.g., the MBS Service Area received from the AF cannot be covered by the service area(s) of any MB-SMF).

	MBS_SERVICE_INFO_NOT_AUTHORIZED
	403 Forbidden
	The provided MBS Service Information is rejected.

	MBS_SESSION_ALREADY_CREATED
	403 Forbidden
	The requested MBS session has already been created at the NEF/MB-SMF.

	UNKNOWN_MBS_SESSION
	404 Not Found
	This error indicates an unsuccessful MBS session update or release, if the MBS session to be updated or deleted is not found in the NEF/MB-SMF.

	OVERLAPPING_MBS_SERVICE_AREA
	403 Forbidden
	The provided MBS service area overlaps with the MBS service area of an existing MBS Session that shares the same MBS session Identifier.

	UNKNOWN_TMGI
	404 Not Found
	The TMGI provided in the request does not exist.

	MBS_SESSION_CONTEXT_NOT_FOUND
	404 Not Found
	The targeted Individual MBS Session does not exist.

	UNKNOWN_MBS_SERVICE_AREA
	404 Not Found
	The requested MBS service area (e.g. identified by the Area Session ID) cannot be found.



*** End of Changes ***
