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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc34228169][bookmark: _Toc36041572][bookmark: _Toc36041728][bookmark: _Toc44680165][bookmark: _Toc45134762][bookmark: _Toc49583647][bookmark: _Toc51764084][bookmark: _Toc58838759][bookmark: _Toc59020074][bookmark: _Toc59020161][bookmark: _Toc68170825][bookmark: _Toc136523933][bookmark: _Toc153827581][bookmark: _Toc34228173][bookmark: _Toc36041576][bookmark: _Toc36041732][bookmark: _Toc44680169][bookmark: _Toc45134766][bookmark: _Toc49583651][bookmark: _Toc51764088][bookmark: _Toc58838763][bookmark: _Toc59020078][bookmark: _Toc59020165][bookmark: _Toc68170829][bookmark: _Toc136523937][bookmark: _Toc153827585][bookmark: _Toc138693010][bookmark: _Toc153827683][bookmark: _Toc28012800][bookmark: _Toc36039087][bookmark: _Toc44688503][bookmark: _Toc45133919][bookmark: _Toc49931599][bookmark: _Toc51762857][bookmark: _Toc58848493][bookmark: _Toc59017531][bookmark: _Toc66279520][bookmark: _Toc68168542][bookmark: _Toc83233007][bookmark: _Toc85549985][bookmark: _Toc90655467][bookmark: _Toc105600343][bookmark: _Toc122114350][bookmark: _Toc153789250][bookmark: _Toc151878699][bookmark: _Toc11247315][bookmark: _Toc27044435][bookmark: _Toc36033477][bookmark: _Toc45131609][bookmark: _Toc49775894][bookmark: _Toc51746814][bookmark: _Toc66360358][bookmark: _Toc68104863][bookmark: _Toc74755493][bookmark: _Toc105674354][bookmark: _Toc130502393][bookmark: _Toc145704326][bookmark: _Toc151624321]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 9113: "HTTP/2".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 9457: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[15]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[17]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[18]	3GPP TS 29.517: "5G System; Application Function Event Exposure Service; Stage 3".
[19]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[20]	3GPP TS 29.541: "5G System; Network Exposure (NE) function services for Non-IP Data Delivery (NIDD) and Short Message Services (SMS); Stage 3".
[21]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[22]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[23]	3GPP TS 29.256: "Uncrewed Aerial Systems Network Function (UAS-NF); Aerial Management Services; Stage 3".
[24]	3GPP TS 26.531: "Data Collection and Reporting; General Description and Architecture".
[25]	3GPP TS 26.501: "5G Media Streaming (5GMS); General description and architecture".
[26]	3GPP TS 26.512: "5G Media Streaming (5GMS); Protocols".
[27]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[28]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[29]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[30]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[31]	3GPP TS 37.355: "LTE Positioning Protocol (LPP)".
[32]	3GPP TS 29.564: "5G System; User Plane Function Services; Stage 3".
[33]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[34]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
*** 2nd Change ***
3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GMS	5G Media Streaming
AF	Application Function
API	Application Programming Interface
ASP	Application Service Provider
DCCF	Data Collection Coordination Function
EAS	Edge Application Server
EHE	Edge Hosting Environment
GPSI	Generic Public Subscription Identifier
LCS	LoCation Services
LMF	Location Management FunctionMFAF	Messaging Framework Adaptor Function
NEF	Network Exposure Function
NF	Network Function
NWDAF	Network Data Analytics Function 
SMF	Session Management Function
SUPI	Subscription Permanent Identifier
URI	Uniform Resource Identifier
*** 3rd Change ***
4.7.1.1	Overview
The Nnef_UEId service is provided by the Network Exposure Function (NEF). This service allows the NF service consumer (e.g. V-NEF) providing the external UE identifier to fetch the internal UE identifier used for e.g. the V-NEF to fetch the SUPI from the H-NEF for the roaming UE under the roaming agreement with the roaming partner(s) or allows the NF service consumer (i.e. trusted AF in the operator 5GC domain) to get the GPSI in the format of MSISDN.
*** 4th Change ***
[bookmark: _Toc138693011][bookmark: _Toc153827684]4.7.1.2	Service Architecture
The 5G System Architecture is defined in 3GPP TS 23.501 [2].
The Nnef_UEId service is part of the Nnef service-based interface exhibited by the Network Exposure Function (NEF).
Known consumer of the Nnef_UEId service is:
-	Visited Network Exposure Function (V-NEF)
-	Trusted Application Function (Trusted AF)
NOTE:	V-NEF is the known consumer in the Nnef_UEId_Fetch service operation, trusted AF is the known consumer in the Nnef_UEId_Get service operation.



Figure 4.7.1.2-1: Reference Architecture for the Nnef_UEId Service; SBI representation



Figure 4.7.1.2-2: Reference Architecture for the Nnef_UEId Service: reference point representation
*** 5th Change ***
[bookmark: _Toc138693013][bookmark: _Toc153827686]4.7.1.3.1	Network Exposure Function (NEF)
The Network Exposure Function (NEF) allows the NF service consumer (e.g. V-NEF) providing the external UE identifier to fetch the internal UE identifier from the H-NEF for the roaming UE under the roaming agreement with the roaming partner(s) or allows the NF service consumer (i.e. trusted AF in the operator 5GC domain) providing the UE address to get the mapped UE ID information (e.g., GPSI in the format of MSISDN).
*** 6th Change ***
[bookmark: _Toc138693014][bookmark: _Toc153827687]4.7.1.3.2	NF Service Consumers
The known NF service consumers are as follows:
The Visited Network Exposure Function (V-NEF):
-	providing the external UE identifier to fetch the internal UE identifier from the H-NEF for the roaming UE under the roaming agreement with the roaming partner(s).
The Trusted Application Function (Trusted AF):
-	provide UE address to get the mapped UE ID information (e.g., GPSI in the format of MSISDN).
*** 7th Change ***
[bookmark: _Toc138693016][bookmark: _Toc153827689]4.7.2.1	Introduction
Service operations defined for the Nnef_UEId Service are shown in table 4.7.2.1-1.
Table 4.7.2.1-1: Nnef_UEId Service Operations
	Service Operation Name
	Description
	Initiated by

	Nnef_UEId_FetchGet
	This service operation is used by the V-NEF providing the external UE identifier to fetch the internal UE identifier from the H-NEF for the roaming UE under the roaming agreement with the roaming partner(s).
	V-NEF

	Nnef_UEId_Get
	This service operation is used by the trusted AF providing the UE IP address to get UE Id information e.g., the mapped GPSI in the format of MSISDN.
	Trusted AF



*** 8th Change ***
4.7.2.4	Nnef_UEId_Get service operation
[bookmark: _Toc138693025][bookmark: _Toc153827691]4.7.2.4.1	General
The Nnef_UEId_Get service operation enables the trusted AF providing the UE IP address to get the mapped GPSI in the format of MSISDN.
The following procedure using the Nnef_UEId_Get service operation is supported:
-	to get the UE IP address mapped GPSI in the format of MSISDN.
[bookmark: _Toc138693026][bookmark: _Toc153827692]4.7.2.4.2	Get the mapped UE ID information
Figure 4.7.2.3.2-1 illustrates the NF service consumer get the mapped UE ID information.


Figure 4.7.2.3.2-1: Fetch the mapped UE ID information
In order to get the mapped UE ID information (e.g. UE IP address mapped GPSI in the format of MSISDN), the NF service consumer shall send an HTTP POST request as shown in step 1 of figure 4.7.2.3.2-1 targetingthe custom operation URI "{apiRoot}/nnef-ueid/<apiVersion>/get" to get the mapped GPSI with the request body including the FetchUeIdReq data structure as defined in clause 5.6.6.2.4.
When receiving the HTTP POST request message, the NEF shall verify the NF service consumer whether authorized to get the UE ID mapping information.
-	if the NF service consumer get the UE ID information is not authorized, the NEF shall respond to the NF service consumer with a "403 Forbidden" status code with the response body including the ProblemDetails data structure containing the "cause" attribute set to the "REQUEST_NOT_AUTHORIZED" application error indicating the AF authorisation failure; or
Upon success, if the port number associated with the UE IP address is received and based on configuration, the NEF may recognize the address received is an IP address which is different from the actual private UE IP address assigned by 5GC, i.e. the UE is behind a NAT in UPF. If so, the NEF shall discover the UPF implementing NAT functionality for the UE (public) IP address via Nnrf_NFDiscovery service as defined in 3GPP TS 29.510 [10] and then the NEF shall request UE's (private) IP address and IP domain (if the UE IPv4 address is provided) from the UPF by invoking the Nupf_GetUEPrivateIPaddrAndIdentifiers_Get service operation as defined in 3GPP TS 29.564 [32]. If the UPF has the SUPI of the UE, the UPF may directly return the SUPI to the NEF then the NEF shall skip the interaction with the BSF. Otherwise, the NEF shall then interact with the BSF using the UE address and IP domain (if the UE IPv4 address is provided), to fetch the session binding information of the UE by invoking the Nbsf_Management_Discovery service operation, as described in 3GPP TS 29.521 [33].
If the NEF receives an error response from the UPF or BSF, the NEF shall respond to the AF with a proper error status code. If the NEF received from the BSF an error response including a "ProblemDetails" data structure with the "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error. If no SUPI matching the provided UE information is returned by the BSF, the NEF shall respond to the AF with a "404 Not Found" status code with the response body including a ProblemDetails data structure containing the "cause" attribute set to the "UE_NOT_FOUND" application error to indicate that the requested UE address is not found.
Upon success and a SUPI is returned by the BSF or UPF, the NEF shall then interact with UDM to get the UE ID mapping information by invoking Nudm_SDM_Get service, as described in clause 5.2.2.2 of 3GPP TS 29.503 [34]. Upon success, the UDM responds to the NEF with UE ID mapping information. The NEF shall then respond to the AF with the received UE ID mapping information, i.e. GPSI in the format of MSISDN that was received from the UDM.
If the NEF receives an error response from the UDM, the NEF shall respond to the AF with a proper error status code. If the NEF received from the UDM an error response including a "ProblemDetails" data structure with the "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error. If the UDM indicates that the requested UE Identifier is not available in the subscription data, the NEF shall respond to the AF with a "404 Not Found" error status code with the response body including a ProblemDetails data structure containing the "cause" attribute set to the "UE_ID_NOT_AVAILABLE" application error to indicate that the AF specific UE ID is not available.
NOTE:	The combination of IP address and Port Number can be used by 5GC to derive the UE private IP address assigned by 5GC if the UE is behind a NAT deployed with NAPT within UPF.
*** 10th Change ***
[bookmark: _Toc510696623][bookmark: _Toc35971414][bookmark: _Toc36812145][bookmark: _Toc66224235][bookmark: _Toc66440539][bookmark: _Toc70541258][bookmark: _Toc83233934][bookmark: _Toc85526853][bookmark: _Toc88659489][bookmark: _Toc88832400][bookmark: _Toc90660287][bookmark: _Toc97194412][bookmark: _Toc112964125][bookmark: _Toc122117282][bookmark: _Toc138689905][bookmark: _Toc144372537][bookmark: _Toc153827941][bookmark: _Toc138693210][bookmark: _Toc153827947][bookmark: _Toc28013348][bookmark: _Toc36040104][bookmark: _Toc44692721][bookmark: _Toc45134182][bookmark: _Toc49607246][bookmark: _Toc51763218][bookmark: _Toc58850116][bookmark: _Toc59018496][bookmark: _Toc68169502][bookmark: _Toc114211734][bookmark: _Toc136554480][bookmark: _Toc151992886][bookmark: _Toc151999666][bookmark: _Toc152158238]5.6.4.1	Overview
The structure of the custom operation URIs of the Nnef_UEId API is shown in figure 5.6.4.1-1.



Figure 5.6.4.1-1: Custom operation URI structure of the Nnef_UEId API
Table 5.6.4.1-1 provides an overview of the custom operations and applicable HTTP methods defined for the Nnef_UEId API.
Table 5.6.4.1-1: Custom operations without associated resources
	Operation
	Custom operation URI
	Mapped HTTP method
	Description

	fetch
	/fetch
	POST
	Fetch the internal UE identifier from the H-NEF for the roaming UE.

	get
	/get
	POST
	Get the mapped UE ID information.



*** 11th Change ***
[bookmark: _Toc510696627][bookmark: _Toc35971418][bookmark: _Toc36812149][bookmark: _Toc66224239][bookmark: _Toc66440543][bookmark: _Toc70541262][bookmark: _Toc83233938][bookmark: _Toc85526857][bookmark: _Toc88659493][bookmark: _Toc88832404][bookmark: _Toc90660291][bookmark: _Toc97194416][bookmark: _Toc112964129][bookmark: _Toc122117286][bookmark: _Toc138689909][bookmark: _Toc144372541][bookmark: _Toc153827942]5.6.4.4	Operation: Get
[bookmark: _Toc70541263][bookmark: _Toc83233939][bookmark: _Toc85526858][bookmark: _Toc88659494][bookmark: _Toc88832405][bookmark: _Toc90660292][bookmark: _Toc97194417][bookmark: _Toc112964130][bookmark: _Toc122117287][bookmark: _Toc138689910][bookmark: _Toc144372542][bookmark: _Toc153827943]5.6.4.4.1	Description
The custom operation allows the NF service consumer (i.e. trusted AF in the operator 5GC domain) providing the UE address to get the mapped UE ID information (e.g., GPSI in the format of MSISDN).
[bookmark: _Toc56755859][bookmark: _Toc66224240][bookmark: _Toc66440544][bookmark: _Toc70541264][bookmark: _Toc83233940][bookmark: _Toc85526859][bookmark: _Toc88659495][bookmark: _Toc88832406][bookmark: _Toc90660293][bookmark: _Toc97194418][bookmark: _Toc112964131][bookmark: _Toc122117288][bookmark: _Toc138689911][bookmark: _Toc144372543][bookmark: _Toc153827944]5.6.4.4.2	Operation Definition
This operation shall support the request data structures and response codes specified in tables 5.6.4.3.2-1 and 5.6.4.3.2-2.
Table 5.6.4.4.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	GetUeIdReq
	M
	1
	Parameters to request to get the mapped UE ID information.



Table 5.6.4.4.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	GetUeIdInfo
	M
	1
	200 OK
	The requested mapped UE ID information was returned successfully.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during get procedure.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection during get procedure.

(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	If the AF request is not authorized, the NEF shall respond with "403 Forbidden".

	ProblemDetails
	O
	0..1
	404 Not Found
	If the requested UE ID does not exist or not available in the subscription, the NEF shall respond with "404 Not Found".

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of 3GPP TS 29.500 [4]).



Table 5.6.4.4.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	Contains an alternative URI of the resource located in an alternative NEF (service) instance towards which the request is redirected.
For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Identifier of the NEF (service) instance towards which the request is redirected.



Table 5.6.4.4.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NEF (service) instance towards which the request is redirected.
For the case where the request is redirected to the same target via a different SCP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the NEF (service) instance towards which the request is redirected.



*** 12th Change ***
5.6.6.1	General
This clause specifies the application data model supported by the API.
Table 5.6.6.1-1 specifies the data types defined for the Nnef_UEId service-based interface protocol.
Table 5.6.6.1-1: Nnef_UEId specific Data Types
	Data type
	Section defined
	Description
	Applicability

	UeIdReq
	5.6.6.2.2
	Contains the UE ID request information.
	

	UeIdInfo
	5.6.6.2.3
	Contains the UE ID information.
	

	GetUeIdReq
	5.6.6.2.6
	Contains the Get UE ID request information.
	

	GetUeIdInfo
	5.6.6.2.7
	Contains the mapped Get UE ID information.
	



Table 5.6.6.1-2 specifies data types re-used by the Nnef_UEId service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnef_UEId service based interface.
Table 5.6.6.1-2: Nnef_UEId re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Gpsi
	3GPP TS 29.571 [16]
	Identifies the GPSI of an UE.
	

	IpAddr
	3GPP TS 29.571 [16]
	Identifes an IP address.
	

	MacAddr48
	3GPP TS 29.571 [16]
	Identifies a MAC address.
	

	MtcProviderInformation
	3GPP TS 29.571 [16]
	Indicates MTC provider information.
	

	Port
	3GPP TS 29.122 [29]
	Identifies a port, unsigned integer with valid values between 0 and 65535.
	

	ProblemDetails
	3GPP TS 29.122 [29]
	Represents error related information.
	

	Supi
	3GPP TS 29.571 [16]
	Identifies the SUPI of an UE.
	

	SupportedFeatures
	3GPP TS 29.571 [16]
	Indicates the features supported.
	



*** 13th Change ***
[bookmark: _Toc138693213][bookmark: _Toc153827950]5.6.6.2.6	Type: GetUeIdReq
Table 5.6.6.2.6-1: Definition of type GetUeIdReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afId
	string
	M
	1
	Represents the identifier of theAF that is sending the request.
	

	ipDomain
	string
	O
	0..1
	The IPv4 address domain identifier.

The attribute may only be present if the IPv4 address is provided in the "ueIpAddr" attribute.
	

	mtcProviderId
	MtcProviderInformation
	O
	0..1
	Indicates MTC provider information.
	

	portNumber
	Port
	O
	0..1
	Indicates the UDP or TCP port number associated with the UE IP address as provided in the "ueIpAddr" attribute.
	

	ueIpAddr
	IpAddr
	C
	0..1
	Identifies a UE IP Address.

(NOTE)
	

	ueMacAddr
	MacAddr48
	C
	0..1
	Identifies a UE MAC Address. 

(NOTE)
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in clause 5.25.6.

This attribute shall be provided when feature negotiation needs to take place.
	

	NOTE: 	One of the "ueIpAddr" attribute or "ueMacAddr" attribute shall be included.



*** 14th Change ***
5.6.6.2.7	Type: GetUeIdInfo
Table 5.6.6.2.7-1: Definition of type GetUeIdInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	gpsi
	Gpsi
	M
	0..1
	Identifies a GPSI of an UE, in the format of MSISDN for the trusted AF.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Represents the features supported by both the AF and the NEF.

This attribute shall be provided if feature negotiation needs to take place and it was provided by the AF in the corresponding request body.
	



[bookmark: _Toc138693223][bookmark: _Toc153827960]*** 15th Change ***
[bookmark: _Toc138693221][bookmark: _Toc153827958]5.6.7.3	Application Errors
The application errors defined for the Nnef_UEId service are listed in Table 5.6.7.3-1.
Table 5.6.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	REQUEST_NOT_AUTHORIZED
	403 Forbidden
	Indicates that the UE ID information retrieval request is not authorized.

	UE_ID_NOT_AVAILABLE
	404 Not Found
	Indicates that the requested UE ID is not available.

	UE_NOT_FOUND
	404 Not Found
	Indicates that the requested UE address is not found.

	
	
	



*** 16th Change ***
5.6.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nnef_UEId API may be authorized by means of the Oauth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the “Client Credentials” authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If Oauth2 is used, an NF Service Consumer, prior to consuming services offered by the Nnef_UEId API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.5.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nnef_UEId service.
The Nnef_UEId API defines the following scopes for OAuth2 authorization as described ina single scope "nnef-ueid" for the entire service, and it does not define any additional scopes at resource or operation level. clause 4.10 of 3GPP TS 29.501 [5].
Table 5.6.9-1: OAuth2 scopes defined in Nnef_UEId API
	Scope
	Description

	"nnef-ueid"
	Access to the Nnef_UEId API

	"nnef-ueid:fetch"
	Access to service operation applying to fetch the internal UE identifier from the H-NEF for the roaming UE.

	"nnef-ueid:get"
	Access to service operation applying to get the mapped UE ID information.



*** 17th Change ***
[bookmark: _Toc138693229][bookmark: _Toc153827968]A.7	Nnef_UEId API
openapi: 3.0.0
info:
  title: Nnef_UEId
  version: 1.0.0-alpha.1
  description: |
    NEF Traffic Correlation Service.  
    © 2023 , 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
externalDocs:
  description: >
    3GPP TS 29.591 V18.4.0; 5G System; Network Exposure Function Southbound Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.591/
servers:
  - url: '{apiRoot}/nnef-ueid/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501
security:
  - {}
  - oAuth2ClientCredentials:
    - nnef-ueid

paths:
  /fetch:
    post:
      summary: fetch the Internal UE Identifier for roaming UE(s).
      operationId: FetchUEId
      tags:
        - UE ID (Document)
      security:
        - {}
        - oAuth2ClientCredentials:
          - nnef-ueid
        - oAuth2ClientCredentials:
          - nnef-ueid
          - nnef-ueid:fetch
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/UeIdReq'
      responses:
        '200':
          description: The requested information was returned successfully.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/UeIdInfo'
        '204':
          description: No Content (The requested Internal UE Identifier does not exist.)
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /get:
    post:
      summary: get the mapped Application Layer ID or GPSI.
      operationId: GetUEId
      tags:
        - UE ID (Document)
      security:
        - {}
        - oAuth2ClientCredentials:
          - nnef-ueid
        - oAuth2ClientCredentials:
          - nnef-ueid
          - nnef-ueid:get
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/GetUeIdReq'
      responses:
        '200':
          description: The requested information was returned successfully.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/GetUeIdInfo'
        '204':
          description: No Content (The requested mapped UE ID Information does not exist.)
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnef-ueid: Access to the UE ID API
            nnef-ueid:fetch: >
              Access to service operation applying to fetch the internal UE identifier from the
              H-NEF for the roaming UE.
            nnef-ueid:get: >
              Access to service operation applying to get the mapped UE ID information.

  schemas:
    UeIdReq:
      description: Contains parameters to request to fetch the Internal UE Identifier.
      type: object
      properties:
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
      required:
        - gpsi

    UeIdInfo:
      description: Contains the UE ID Information.
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
      required:
        - supi

    GetUeIdReq:
      description: >
        Contains Parameters to request to get the mapped UE ID information.
      type: object
      properties:
        afId:
          type: string
        ipDomain:
          type: string
        mtcProviderId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MtcProviderInformation'
        portNumber:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Port'
        ueIpAddr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/IpAddr'
        ueMacAddr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MacAddr48'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - afId
      oneOf:
        - required: [ueIpAddr]
        - required: [ueMacAddr]

    GetUeIdInfo:
      description: >
        Contains requested mapped UE ID information.
      type: object
      properties:
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - gpsi

*** End of Changes ***
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