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1. Introduction
There is one remaining Editor's Note in the definition of the NSCE_PolicyManagement API that needs to be addressed.
2. Reason for Change
[bookmark: _GoBack]Address this remaining Editor's Note and missing provisions in the definition of the NSCE_PolicyManagement API, including mainly:
-	Complete the definition of the content of a Policy by specifying the missing triggering conditions.
-	Apply various editorial corrections and reformulations to correct/improve the provisions.
-	Apply various corrections/enhancements to the OpenAPI description.
3. Conclusions
N/A
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.435 V 0.2.0.

* * * * Start of changes * * * *
[bookmark: _Toc96843346][bookmark: _Toc96844321][bookmark: _Toc100739894][bookmark: _Toc129252467][bookmark: _Toc157434470][bookmark: _Toc144024136][bookmark: _Toc144459568][bookmark: _Toc151743070][bookmark: _Toc151743535][bookmark: _Toc157436185][bookmark: _Toc157440025][bookmark: _Hlk155783018]5.4.2.2.2	Policy Provisioning
[bookmark: _Toc89425593][bookmark: _Toc96843347][bookmark: _Toc96844322][bookmark: _Toc100739895][bookmark: _Toc129252468]Figure 5.4.2.2.2-1 depicts a scenario where a a service consumer sends a request to the NSCE Server to request the provisioning of a Policy (see also clause 9.5 of 3GPP°TS°23.435°[14]).


Figure 5.4.2.2.2-1: Procedure for Policy Provisioning 
1.	In order to provision a new Policy, the service consumer shall send an HTTP POST request to the NSCE Server targeting the URI of the "Policies" collection resource, with the request body including the Policy data structure.
2a.	Upon success, the NSCE Server shall respond with an HTTP "201 Created" status code, with the response body containing a representation of the created "Individual Policy" resource within the Policy data structure, and an HTTP "Location" header field containing the URI of the created resource.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.3.7. In particular:
[bookmark: _Toc151743071][bookmark: _Toc151743536][bookmark: _Toc144024137][bookmark: _Toc144459569]-	if the NSCE Server needs to perform policy harmonization for the policy that is requested to be created and the harmonization process is still ongoing, the NSCE Server may reject the request with an HTTP "403 Forbidden" status code with the response body including the ProblemDetails data structure with containing the "cause" attribute containing set to the "HARMOMIZATION_ONGOING" application error.
[bookmark: _Toc157434471][bookmark: _Toc157436186][bookmark: _Toc157440026][bookmark: _Toc144024135][bookmark: _Toc144459567][bookmark: _Toc151743069][bookmark: _Toc151743534][bookmark: _Toc157434469][bookmark: _Toc157436184][bookmark: _Toc157440024]* * * * Next changes * * * *
[bookmark: _Toc151743073][bookmark: _Toc151743538][bookmark: _Toc157434473][bookmark: _Toc157436188][bookmark: _Toc157440028]5.4.2.3.2	Policy Update
[bookmark: _Toc96843348][bookmark: _Toc96844323][bookmark: _Toc100739896][bookmark: _Toc129252469]Figure 5.4.2.3.2-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the update of an existing Policy (see also clause 9.5 of 3GPP°TS°23.435°[14]).


Figure 5.4.2.3.2-1: Procedure for Policy Update
1.	In order to update an existing Policy, the service consumer shall send an HTTP PUT/PATCH request to the NSCE Server, targeting the URI of the corresponding "Individual Policy" resource, with the request body including either:
[bookmark: _Hlk150001911]-	the updated representation of the resource within the Policy data structure, in case the HTTP PUT method is used; or
-	the requested modifications to the resource within the PolicyPatch data structure, in case the HTTP PATCH method is used.
NOTE:	An alternative service consumer (i.e., other than the one that requested the creation of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall update the targeted "Individual Policy" resource accordingly and respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual Policy" resource within the Policy data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP PUT/PATCH response body, as specified in clause 6.3.7. In particular:
[bookmark: _Toc151743074][bookmark: _Toc151743539][bookmark: _Toc144024142][bookmark: _Toc144459574][bookmark: _Toc144024138][bookmark: _Toc144459570]-	if the NSCE Server needs to perform policy harmonization for the policy that is requested to be updated and the harmonization process is still ongoing, the NSCE Server may reject the request with an HTTP "403 Forbidden" status code with the response body including the ProblemDetails data structure with containing the "cause" attribute containing set to the "HARMOMIZATION_ONGOING" application error.
[bookmark: _Toc157434474][bookmark: _Toc157436189][bookmark: _Toc157440029]* * * * Next changes * * * *
[bookmark: _Toc151743076][bookmark: _Toc151743541][bookmark: _Toc157434476][bookmark: _Toc157436191][bookmark: _Toc157440031]5.4.2.4.32	Policy(ies) Deletion
[bookmark: _Toc96843351][bookmark: _Toc96844326][bookmark: _Toc100739899][bookmark: _Toc129252472]Figure 5.64.2.4.32-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the deletion of one or several existing Policy(ies) (see also clause 9.5 of 3GPP°TS°23.435°[14]).


Figure 5.4.2.4.32-1: Procedure for Policy(ies) Deletion
1.	In order to request the deletion of one or several existing Policy(ies), the service consumer shall send an HTTP POST request to the NSCE Server targeting the URI of the corresponding custom operation (i.e., "Delete"), with the request body including the PolDeleteReq data structure.
NOTE:	An alternative service consumer (i.e., other than the one that requested the creation/update of the concerned policy(ies)) can initiate this request.
2a.	Upon success, the NSCE Server shall delete the concerned "Individual Policy" resource(s) accordingly, update the default policy(ies), accordingly and when relevant, and respond with either:
-	an HTTP "200 OK" status code with the response body containing policy(ies) deletion related information within the PolDeleteResp data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP DELETE POST response body, as specified in clause 6.3.7.
[bookmark: _Toc151743081][bookmark: _Toc151743546][bookmark: _Toc157434484][bookmark: _Toc157436199][bookmark: _Toc157440039][bookmark: _Toc157434477][bookmark: _Toc157436192][bookmark: _Toc157440032][bookmark: _Toc151743077][bookmark: _Toc151743542]* * * * Next changes * * * *
5.4.2.6.4	Policy Usage Subscription Deletion
Figure 5.4.2.6.4-1 depicts a scenario where a service consumer sends a request to the NSCE Server to request the deletion of an existing Policy Usage Subscription (see also clause 9.5 of 3GPP°TS°23.435°[14]).


Figure 5.4.2.6.4-1: Procedure for Policy Usage Subscription Deletion
1.	In order to request the deletion of an existing Policy Usage Subscription, the service consumer shall send an HTTP DELETE request to the NSCE Server targeting the corresponding "Individual Policy Usage Subscription" resource.
NOTE:	An alternative service consumer (i.e., other than the one that requested the creation/update of the targeted resource) can initiate this request.
2a.	Upon success, the NSCE Server shall respond with an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP DELETE response body, as specified in clause 6.3.7.
* * * * Next changes * * * *
[bookmark: _Toc157434479][bookmark: _Toc157436194][bookmark: _Toc157440034]5.4.2.5.2	Policy Harmonization Notification
Figure 5.4.2.5.2-1 depicts a scenario where the NSCE Server sends a request to notify a previously implicitly subscribed service consumer on Policy Harmonization event(s) (see also clause 9.5 of 3GPP°TS°23.435°[14]).


[bookmark: _MON_1768421713]	Comment by Huawei [Abdessamad] 2024-01: Just reducing the size of the boxes.
Figure 5.4.2.5.2-1: Procedure for Policy Harmonization Notification
1.	In order to notify a previously implicitly subscribed service consumer on Policy Harmonization event(s), the NSCE Server shall send an HTTP POST request to the service consumer with the request URI set to "{notifUri}", where the "notifUri" variable is set to the value received from the service consumer during the creation/update of the corresponding Policy, using the procedures defined in clause 5.6.2.2 and 5.6.2.3, and the request body including the HarmonizationNotif data structure.
2a.	Upon success, the service consumer shall respond to the NSCE Server with either:
-	an HTTP "200 OK" status code to acknowledge the reception of the notification, with the response body containing harmonization related information within the HarmonizationResp data structure; or
-	an HTTP "204 No Content" status code to acknowledge the reception of the notification.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.3.7.
[bookmark: _Toc157434480][bookmark: _Toc157436195][bookmark: _Toc157440035]* * * * Next changes * * * *
[bookmark: _Toc96843337][bookmark: _Toc96844312][bookmark: _Toc100739885][bookmark: _Toc129252458][bookmark: _Toc144024141][bookmark: _Toc148176840][bookmark: _Toc148358890][bookmark: _Toc151743084][bookmark: _Toc151743549][bookmark: _Toc157434487][bookmark: _Toc157436202][bookmark: _Toc157440042]5.4.2.7.2	Policy Usage Notification
Figure 5.4.2.7.2-1 depicts a scenario where the NSCE Server sends a request to notify a previously subscribed service consumer on Policy Usage event(s) (see also clause 9.5 of 3GPP°TS°23.435°[14]).



Figure 5.4.2.7.2-1: Procedure for Policy Usage Notification
1.	In order to notify a previously subscribed service consumer on Policy Usage event(s), the NSCE Server shall send an HTTP POST request to the service consumer with the request URI set to "{notifUri}", where the "notifUri" is set to the value received from the service consumer during the creation/update of the corresponding Policy Usage Subscription, using the procedures defined in clause 5.6.2.6, and the request body including the DataDelNotif PolUsageNotif data structure.
2a.	Upon success, the service consumer shall respond to the NSCE Server with an HTTP "204 No Content" status code to acknowledge the reception of the notification.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.3.7.
* * * * Next changes * * * *
[bookmark: _Toc67903523][bookmark: _Toc96843415][bookmark: _Toc96844390][bookmark: _Toc100739963][bookmark: _Toc129252536][bookmark: _Toc144024235][bookmark: _Toc144459667][bookmark: _Toc151743183][bookmark: _Toc151743648][bookmark: _Toc157434645][bookmark: _Toc157436360][bookmark: _Toc157440200]6.3.3.1	Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 6.3.3.1-1 depicts the resource URIs structure for the NSCE_PolicyManagement API.


Figure 6.3.3.1-1: Resource URIs structure of the NSCE_PolicyManagement API
Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods for the NSCE_PolicyManagement API.
Table 6.3.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Policies
	/policies
	POST
	Request the provisioning of a Policy.

	
	
	Delete
	Request the deletion of one or several existing Policy(ies).

	
	
	Delete
	Request the deletion of one or several existing Policy(ies).

	Individual Policy
	/policies/{policyId}
	GET
	Retrieve an existing Policy.

	
	
	PUT
	Request the update of an existing Policy.

	
	
	PATCH
	Request the modification of an existing Policy.

	Policy Usage Subscriptions
	/subscriptions
	POST
	Request the creation of a Policy Usage Subscription.

	Individual Policy Usage Subscription
	/sbscriptions/{subscriptionId}
	GET
	Retrieve an existing Policy Usage Subscription.

	
	
	PUT
	Request the update of an existing Policy Usage Subscription.

	
	
	PATCH
	Request the modification of an existing Policy Usage Subscription.

	
	
	DELETE
	Request the deletion of an existing Policy Usage Subscription.



[bookmark: _Toc67903524][bookmark: _Toc96843416][bookmark: _Toc96844391][bookmark: _Toc100739964][bookmark: _Toc129252537][bookmark: _Toc144024236][bookmark: _Toc144459668][bookmark: _Toc157434646][bookmark: _Toc151743184][bookmark: _Toc151743649][bookmark: _Toc157436361][bookmark: _Toc157440201]* * * * Next changes * * * *
[bookmark: _Toc96843421][bookmark: _Toc96844396][bookmark: _Toc100739969][bookmark: _Toc129252542][bookmark: _Toc144024240][bookmark: _Toc144459672][bookmark: _Toc151743188][bookmark: _Toc151743653][bookmark: _Toc157434650][bookmark: _Toc157436365][bookmark: _Toc157440205]6.3.3.2.3.1	POST
[bookmark: _Toc67903528]The HTTP POST method allows a service consumer to request the provisioning of a Policy at the NSCE Server.
This method shall support the URI query parameters specified in table 6.3.3.2.3.1-1.
Table 6.3.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.3.3.2.3.1-2 and the response data structures and response codes specified in table 6.3.3.2.3.1-3.
Table 6.3.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _Hlk150001571]Policy
	M
	1
	Represents the parameters to request the provisioning of a Policy .



Table 6.3.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	Policy
	M
	1
	201 Created
	Successful case. The Policy is successfully provisioned and a representation of the created "Individual Policy" resource shall be returned.

An HTTP "Location" header that contains the resource URI of the created resource shall also be included.

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.3.7.



Table 6.3.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/nsce-pm/<apiVersion>/policies/{policyId}



[bookmark: _Toc96843422][bookmark: _Toc96844397][bookmark: _Toc100739970][bookmark: _Toc129252543][bookmark: _Toc144024241][bookmark: _Toc144459673][bookmark: _Toc151743189][bookmark: _Toc151743654][bookmark: _Toc157434651][bookmark: _Toc157436366][bookmark: _Toc157440206]* * * * Next changes * * * *
[bookmark: _Toc144024163][bookmark: _Toc148176876][bookmark: _Toc148358926][bookmark: _Toc151743216][bookmark: _Toc151743681][bookmark: _Toc157434681][bookmark: _Toc157436396][bookmark: _Toc157440236][bookmark: _Toc144024265][bookmark: _Toc144459697][bookmark: _Toc96843453][bookmark: _Toc96844428][bookmark: _Toc100740001][bookmark: _Toc129252574]6.3.5.1	General
Notifications shall comply to clause 6.6 of 3GPP TS 29.549 [15].
Table 6.3.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	Policy Usage Notification
	{notifUri}
	POST
	This service operation enables a the NSCE Server to notify a previously subscribed service consumer on Policy Usage event(s).

	Policy Harmonization Notification
	{notifUri}
	POST
	This service operation enables a the NSCE Server to notify a previously implicitly subscribed service consumer on Policy Harmonization event(s).



[bookmark: _Toc151743217][bookmark: _Toc151743682][bookmark: _Toc157434682][bookmark: _Toc157436397][bookmark: _Toc157440237]* * * * Next changes * * * *
6.3.5.2.3.1	POST
This method shall support the request data structures specified in table 6.3.5.2.3.1-1 and the response data structures and response codes specified in table 6.3.5.2.3.1-2.
Table 6.3.5.2.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	PolUsageNotif
	M
	1
	Represents the Policy Usage Notification.



Table 6.3.5.2.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The Policy Usage Notification is successfully received.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [23].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [23].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.3.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



Table 6.3.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



[bookmark: _Toc157434686][bookmark: _Toc157436401][bookmark: _Toc157440241][bookmark: _Toc151743221][bookmark: _Toc151743686]* * * * Next changes * * * *
[bookmark: _Toc157434687][bookmark: _Toc157436402][bookmark: _Toc157440242]6.3.5.3.1	Description
The Policy Harmonization Usage Notification is used by the NSCE Server to notify a previously implicitly subscribed service consumer on Policy Harmonization event(s).
* * * * Next changes * * * *
6.3.5.3.3.1	POST
This method shall support the request data structures specified in table 6.3.5.3.3.1-1 and the response data structures and response codes specified in table 6.3.5.3.3.1-2.
Table 6.3.5.3.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	HarmonizationNotif
	M
	1
	Represents the Policy Harmonization Notification.



Table 6.3.5.3.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	HarmonizationResp
	M
	1
	200 OK
	Successful case. The Policy Harmonization Notification is successfully received and processed, and policy harmonization related information shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The Policy Harmonization Notification is successfully received and processed, and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [23].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [23].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.3.5.3.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



Table 6.3.5.3.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



[bookmark: _Toc157434690][bookmark: _Toc157436405][bookmark: _Toc157440245]* * * * Next changes * * * *
[bookmark: _Toc96843440][bookmark: _Toc96844415][bookmark: _Toc100739988][bookmark: _Toc129252561][bookmark: _Toc144024266][bookmark: _Toc144459698][bookmark: _Toc151743222][bookmark: _Toc151743687][bookmark: _Toc157434691][bookmark: _Toc157436406][bookmark: _Toc157440246]6.3.6.1	General
This clause specifies the application data model supported by the API.
Table 6.3.6.1-1 specifies the data types defined for the NSCE_PolicyManagement API.
Table 6.3.6.1-1: NSCE_PolicyManagement API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	DefaultPolInfo
	6.3.6.2.12
	Represents the default policy related information.
	

	Ensi
	6.3.6.3.2
	Represents the External Network Slice Information.
	

	HarmonizationNotif
	6.3.6.2.13
	Represents a Policy Harmonization Notification.
	

	HarmonizationResp
	6.3.6.2.14
	Represents the response to a Policy Harmonization Notification.
	

	NetSliceId
	6.3.6.2.15
	Represents the identification information of a network slice.
	

	QoSAction
	6.3.6.3.4
	Represents the QoS related action.
	

	Policy
	6.3.6.2.2
	Represents a the parameters to request the provisioning of a Policy.
	

	PolicyActions
	6.3.6.2.17
	Represents the policy related actions.
	

	PolicyPatch
	6.3.6.2.3
	Represents the requested modifications to a Policy.
	

	PolicyData
	6.3.6.2.4
	Represents the content of a policy.
	

	PolicyTriggers
	6.3.6.2.16
	Represents the policy related triggers.
	

	PolicyType
	6.3.6.3.3
	Represents the policy type.
	

	PolDeleteReq
	6.3.6.2.10
	Represents the parameters to request the deletion of one or several Policy(ies).
	

	PolDeleteResp
	6.3.6.2.11
	Represents the response to the Policy(ies) deletion responserequest.
	

	PolRepData
	6.3.6.2.9
	[bookmark: _Hlk150010960]Represents policy usage reporting data.
	

	PolUsageNotif
	6.3.6.2.8
	Represents a Policy Usage Notification.
	

	PolUsageSubsc
	6.3.6.2.5
	Represents a Policy Usage Subscription.
	

	PolUsageSubscPatch
	6.3.6.2.6
	Represents the requested modifications to a Policy Usage Subscription.
	

	PriorityLevel
	6.3.6.3.2
	Represents the priority level of a policy.
	

	ReqPolRep
	6.3.6.2.7
	Represents the requested policy usage reporting information.
	

	TimePeriodInfo
	6.3.6.2.18
	Represents the time period related information.
	



Table 6.3.6.1-2 specifies data types re-used by the NSCE_PolicyManagement API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the NSCE_PolicyManagement API.
Table 6.3.6.1-2: NSCE_PolicyManagement API re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.122 [2]
	Represents a date and a time.
	

	DayOfWeek
	3GPP TS 29.122 [2]
	Represents a day of the week.
	

	Dnn
	3GPP TS 29.571 [16]
	Represents a DNN.
	

	DurationSec
	3GPP TS 29.122 [2]
	Represents a time duration in seconds.
	

	NsiId
	3GPP TS 29.531 [20]
	Represents the identifier of a network slice instance.
	

	ProblemDetails
	3GPP TS 29.122 [2]
	Represents error related information.
	

	ServArea
	Clause 6.16.6.2.5
	Represents a service area.
	

	Snssai
	3GPP TS 29.571 [16]
	Represents an S-NSSAI.
	

	SupportedFeatures
	3GPP TS 29.571 [16]
	Represents the list of supported feature(s) and used to negotiate the applicability of the optional features.
	

	TimeWindow
	3GPP TS 29.122 [2]
	Represents a time window with a start time and an end time.
	

	Uinteger
	3GPP TS 29.571 [16]
	Represents an unsigned integer.
	

	Uri
	3GPP TS 29.122 [2]
	Represents a URI.
	



[bookmark: _Toc96843441][bookmark: _Toc96844416][bookmark: _Toc100739989][bookmark: _Toc129252562][bookmark: _Toc144024267][bookmark: _Toc144459699][bookmark: _Toc151743223][bookmark: _Toc151743688][bookmark: _Toc157434692][bookmark: _Toc157436407][bookmark: _Toc157440247]* * * * Next changes * * * *
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Table 6.3.6.2.2-1: Definition of type Policy
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	netSliceId
	NetSliceId
	C
	0..1
	Contains the identifier of the concerned network slice.

(NOTE 1, NOTE 2)
	

	reqDnn
	Dnn
	C
	0..1
	Contains the requested DNN.

(NOTE 1, NOTE 2)
	

	polHarmInd
	boolean
	O
	0..1
	Contains the policy harmonization indication. It indicates whether policy harmonization is requested or not, i.e.:
-	"true" means that policy harmonization is requested.
-	"false" means that policy harmonization is not requested.
-	The default value when omitted is "false".
	

	policy
	PolicyData
	M
	0..1
	Contains the provisioned policy content data.
	

	defaultPolInd
	boolean
	O
	0..1
	Contains the default policy indication. It indicates whether or not the provisioned policy shall be used as a default policy for the network slices provisioned without any policy for the policy type it belongs to, i.e.:
-	"true" means that the provisioned policy shall be used as a default policy for the network slices provisioned without any policy for the policy type.
-	"false" means that the provisioned policy shall not be used as a default policy for the network slices provisioned without any policy for the policy type.
-	The default value when omitted is "false".

(NOTE 1)
	

	notifUri
	Uri
	C
	0..1
	Contains the URI via which the Policy Harmonization Notifications shall be delivered.

This attribute shall be present only when the "polHarmInd" attribute is present and set to "true".
	

	harmonizationId
	string
	O
	0..1
	Contains the harmonization identifier.

This attribute may only be present in a response to a policy provisioning/update request.

When this attribute is present, it indicates that policy harmonization of the provisioned/updated policy is still ongoing, i.e., the NSCE Server will notify the service consumer once the harmonization process isn finalized.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.3.8.

This attribute shall be present only ifwhen feature negotiation needs to take place.
	

	NOTE 1:	At least one of these attributes shall be present, unless the provisioned policy is a default policy (i.e., the "defaultPolInd" attribute is present and set to "true"), in which case these attributes are both optional.
NOTE 2:	In case of a default policy provisioning (i.e., when the "defaultPolInd" attribute is present and set to "true"), both the "netSliceId" attribute and the "reqDnn" attribute are optional. When one of them or both of them is/are present, this means that the provisioned default policy applies only to the provided network slice and/or DNN for the policy type it belongs to. Otherwise, when both of them are absent, this means that the provisioned default policy applies to all the network slice(s) and/or DNN(s) that do not have any configured policy for the policy type it belongs to.



[bookmark: _Toc151743227][bookmark: _Toc151743692][bookmark: _Toc157434696][bookmark: _Toc157436411][bookmark: _Toc157440251]* * * * Next changes * * * *
6.3.6.2.4	Type: PolicyData
Table 6.3.6.2.4-1: Definition of type PolicyData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyType
	PolicyType
	M
	1
	Represents the policy type.
	

	areaOfInterest
	ServArea
	M
	1
	Represents the service area within which the policy shall apply.
	

	triggers
	PolicyTriggers
	M
	1
	Contains the criteria (e.g., thresholds) to be used to trigger the policy.
	

	actions
	PolicyActions
	M
	1
	Contains the actions to be initiated when the criteria provided within the "triggers" attribute are met.
	

	lifetime
	DurationSec
	C
	0..1
	Indicates the time duration of the policy.

(NOTE)
	

	maxNumTimes
	Uinteger
	C
	0..1
	Indicates the maximum number of times that the policy can be used/triggered.

(NOTE)
	

	priority
	PriorityLevel
	O
	0..1
	Contains the priority of the policy.
	

	schedule
	TimeWindow
	O
	0..1
	Contains the time scheduling information (i.e., start time and end time) of the policy.
	

	preemption
	PriorityLevel
	O
	
	Contains the pre-emption capability of the policy.
	

	monPercentage
	integer
	C
	0..1
	Contains the monitoring percentage to be used to trigger the actions.

This attribute may be presents only when the "policyType" attribute is set to either:
-	"MAX_NUM_PDU_SESS", to indicate the threshold utilization percentage of the available capacity, i.e., the maximum number of PDU Sessions within the network slice.
-	"MAX_NUM_UE", to indicate the threshold utilization percentage of the available capacity, i.e., the maximum number of UEs within the network slice.
-	"SLICE_LOAD_PREDICTION", to indicate the threshold network slice load level.

Minimum value = 0. Maximum value = 100.
	

	monValue
	integer
	C
	0..1
	Contains the monitoring value to be used to trigger the actions.

This attribute may be presents only when the "policyType" attribute is set to either:
-	"MAX_NUM_PDU_SESS", to indicate the threshold number of PDU Sessions value.
-	"MAX_NUM_UE", to indicate the threshold number of UE(s) value. 

Minimum value = 1.
	

	NOTE:	These attributes are mutually exclusive. Either one of them shall be present.



Editor's Note:	The full content of this data structure is FFS.
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6.3.6.2.5	Type: PolUsageSubsc
Table 6.3.6.2.5-1: Definition of type PolUsageSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifUri
	Uri
	M
	1
	[bookmark: _Hlk149565478]Contains the URI via which the Policy Usage Notifications shall be delivered.
	

	netSliceId
	NetSliceId
	M
	1
	Contains the identifier for the requested network slice.
	

	reqPolicyRep
	ReqPolRep
	M
	1
	Contains the requested policy usage reporting information.
	

	repPeriodicity
	DurationSec
	O
	0..1
	Contains the reporting periodicity (i.e., reporting interval).
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.3.8.

This attribute shall be present only ifwhen feature negotiation needs to take place.
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Table 6.3.6.2.10-1: Definition of type PolDeleteReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyIds
	array(string)
	M
	1..N
	Contains the identifier(s) of the Policy(ies) to be deleted.
	

	defPolicyIds
	map(string)
	C
	1..N
	Contains the identifier(s) of the policy(ies) that are to be configured as the new default Policy(ies). Each map entry corresponds to the new default policy for a particular policy type. There shall not be two more than one new default policyies for the same policy type.

This attribute shall be present only when at least one of the deleted policies provided within the "policyIds" is the current default Policy for a policy type.

The key of the map shall be the policy type (encoded using the PolicyType enumeration data type defined in clause 6.3.6.3.3) for which the provided new default policy identified by the corresponding map value is related. The key of the map shall be encoded using the PolicyType enumeration data type defined in clause 6.3.6.3.3.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.3.8.

This attribute shall be present only ifwhen feature negotiation needs to take place.
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6.3.6.2.11	Type: PolDeleteResp
Table 6.3.6.2.11-1: Definition of type PolDeleteResp
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	defPoliciesInfo
	map(DefaultPolInfo)
	M
	1..N
	Contains the new default policy(ies) related information. Each map entry corresponds to the information of the new default policy for a particular policy type.

The key of the map shall be set to the value of the "policyType" attribute of the corresponding map entry encoded using the DefaultPolInfo data type.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.3.8.

This attribute shall be present only if when feature negotiation needs to take place.
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Table 6.3.6.2.16-1: Definition of type PolicyTriggers
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	monPercentage
	integer
	C
	0..1
	Contains the monitoring percentage to be used to trigger the actions.

When used to encode the "triggers" attribute of the PolicyData data structure, this attribute may be presents only when the "policyType" attribute of the PolicyData data structure is set to either:
-	"MAX_NUM_PDU_SESS", to indicate the threshold utilization percentage of the available capacity, i.e., the maximum number of PDU Sessions within the network slice.
-	"MAX_NUM_UE", to indicate the threshold utilization percentage of the available capacity, i.e., the maximum number of UEs within the network slice.
-	"SLICE_LOAD_PREDICTION", to indicate the threshold network slice load level.

Minimum value = 0. Maximum value = 100.

(NOTE)
	

	monValue
	integer
	C
	0..1
	Contains the monitoring value to be used to trigger the actions.

When used to encode the "triggers" attribute of the PolicyData data structure, this attribute may be presents only when the "policyType" attribute of the PolicyData data structure is set to either:
-	"MAX_NUM_PDU_SESS", to indicate the threshold number of PDU Sessions value.
-	"MAX_NUM_UE", to indicate the threshold number of UE(s) value.
-	"MAX_NUM_UE", to indicate the threshold number of UE(s) value.

Minimum value = 1.

(NOTE)
	

	monParamsValues
	string
	C
	0..1
	Contains the values of the monitoring parameters to be used to trigger the actions.

When used to encode the "triggers" attribute of the PolicyData data structure, this attribute shall be presents only when the "policyType" attribute of the PolicyData data structure is set to either:
-	"TIME_PERIOD_AND_AVG_QOS", to indicate the threshold average QoS parameter(s)' value(s).
-	"TIME_PERIOD_AND_MIN_QOS", to indicate the threshold minimum QoS parameter(s)' value(s).

Minimum value = 1.

(NOTE)
	

	timePeriod
	TimePeriodInfo
	C
	0..1
	Contains the time period during which the policy trigger is valid.

This attribute may be present only when the "monParamsValues" is present.
	

	NOTE:	When used to encode the "triggers" attribute of the PolicyData data structure, these attributes are mutually exclusive, i.e., only one of them shall be present.



* * * * Next changes * * * *
6.3.6.2.17	Type: PolicyActions
Table 6.3.6.2.17-1: Definition of type PolicyActions
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	stepIncreasePerc
	integer
	C
	0..1
	Contains the requested actions in in the form of steps of increase expressed in percentage.

This attribute may be presents only when the "policyType" attribute is set to either:
-	"MAX_NUM_PDU_SESS", to indicate the step (expressed in percentage) by which the capacity, i.e., the maximum number of PDU Sessions within the network slice, should be increased when the policy triggers are met.
-	"MAX_NUM_UE", to indicate the step (expressed in percentage) by which the capacity, i.e., the maximum number of UEs within the network slice, should be increased when the policy triggers are met.
-	"SLICE_LOAD_PREDICTION", to indicate the step (expressed in percentage) by which the capacity, i.e., network slice load level, should be increased when the policy triggers are met.

Minimum value = 0. Maximum value = 100.

(NOTE)
	

	allowedQoSActions
	array(QoSAction)
	C
	1..N
	Indicates the allowed QoS related action(s) to be triggered.

This attribute may be presents only when the "policyType" attribute is set to either:
-	"TIME_PERIOD_AND_AVG_QOS", to indicate whether the network slice capacity shall be modified to fulfil the requested period average QoS during the provided time period, if applicable.
-	"TIME_PERIOD_AND_MIN_QOS", to indicate whether the network slice capacity shall be modified to fulfil the requested minimum QoS during the provided time period, if applicable.

(NOTE)
	

	NOTE:	When used to encode the "triggers" attribute of the PolicyData data structure, these attributes are mutually exclusive, i.e., only one of them shall be present.
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Table 6.3.6.2.18-1: Definition of type TimePeriodInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	startTime
	DateTime
	C
	0..1
	Contains the applicable start time.

(NOTE 1, NOTE 2, NOTE 3)
	

	endTime
	DateTime
	C
	0..1
	Contains the applicable end time.

(NOTE 1, NOTE 2, NOTE 3)
	

	daysOfWeek
	array(DayOfWeek)
	C
	1..7
	Contains the applicable day(s) of the week.

(NOTE 1, NOTE 2, NOTE 3)
	

	NOTE 1:	At least one of these attributes shall be present.
NOTE 2:	When the "daysOfWeek" attribute is present, then if the "startTime" attribute is absent, this means that applicable start time is the start of the day, and/or if the "endTime" attribute is absent, this means that the applicable end time is the end of the day, for each applicable day.
NOTE 3:	When the "daysOfWeek" attribute is absent, then both the "startTime" and "endTime" attributes shall be present.
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The enumeration PolicyType represents the policy type. It shall comply with the provisions defined in table 6.3.6.3.3-1.
Table 6.3.6.3.3-1: Enumeration PolicyType
	Enumeration value
	Description
	Applicability

	MAX_NUM_PDU_SESS
	Indicates that the policy type is the maximum number of PDU Sessions.
	

	MAX_NUM_UE
	Indicates that the policy type is the maximum number of UEs Sessions.
	

	SLICE_LOAD_PREDICTION
	Indicates that the policy type is the network slice load prediction.
	

	TIME_PERIOD
	Indicates that the policy type is the time period.
	

	TIME_PERIOD_AND_AVG_QOS
	Indicates that the policy type is the time period and average QoS per UE.
	

	TIME_PERIOD_AND_MIN_QOS
	Indicates that the policy type is the time period and minimum QoS per UE.
	



* * * * Next changes * * * *
6.3.6.3.4	Enumeration: QoSAction
The enumeration PolicyType represents the QoS related action. It shall comply with the provisions defined in table 6.3.6.3.3-1.
Table 6.3.6.3.4-1: Enumeration QoSAction
	Enumeration value
	Description
	Applicability

	MODIFY
	Indicates that the QoS related action is to trigger the modification of the network slice capacity to fulfil the requested needs (e.g., average QoS, minimum QoS).
	



* * * * Next changes * * * *
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openapi: 3.0.0

info:
  title: NSCE Server Policy Management Service
  version: 1.0.0-alpha.1
  description: |
    NSCE Server Policy Management Service.  
    © 2024, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: >
    3GPP TS 29.435 V0.1.1; Service Enabler Architecture Layer for Verticals (SEAL);
    Network Slice Capability Exposure (NSCE) Server Service(s); Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.435/

servers:
  - url: '{apiRoot}/nsce-pm/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 6.5 of 3GPP TS 29.549

security:
  - {}
  - oAuth2ClientCredentials: []

paths:
  /policies:
    post:
      summary: Request the provisioning of a Policy.
      operationId: CreatePolicyProv
      tags:
        - Policies (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/Policy'
      responses:
        '201':
          description: >
            Created. The Policy is successfully created and a representation of the created
            created Individual Policy resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/Policy'
          headers:
            Location:
              description: >
                Contains the URI of the created Individual Policy resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        HarmonizationNotif:
          '{$request.body#/notifUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/HarmonizationNotif'
              responses:
                '200':
                  description: >
                    OK. The Policy Harmonization Notification is successfully received and
                    processed, and policy harmonization related information shall be returned in the
                    response body.
                  content:
                    application/json:
                      schema:
                        $ref: '#/components/schemas/HarmonizationResp'
                '204':
                  description: >
                    No Content. The Policy Harmonization Notification is successfully received and
                    processed, and no content is returned in the response body.
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /policies/delete:
    post:
      summary: Enables to request the deletion of one or several existing Policy(ies).
      operationId: DeletePoliciesProvs
      tags:
        - Policy(ies) dDeletion Request
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PolDeleteReq'
      responses:
        '200':
          description: >
            OK. The Policy(ies) deletion request is successfully received and processedThe targeted Policy(ies) are successfully deleted, and
            deletion related information shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolDeleteResp'
        '204':
          description: >
            No Content. The Policy(ies) deletion request is successfully received and processed, and
            no content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /policies/{policyId}:
    parameters:
      - name: policyId
        in: path
        description: >
          Represents the identifier of the Individual Policy resource.
        required: true
        schema:
          type: string

    get:
      summary: Retrieve an existing Individual Policy resource.
      operationId: GetIndPolicyProv
      tags:
        - Individual Policy (Document)
      responses:
        '200':
          description: >
            OK. The requested Individual Policy resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/Policy'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    put:
      summary: Request the update of an existing Individual Policy resource.
      operationId: UpdateIndDPolicyProv
      tags:
        - Individual Policy (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/Policy'
      responses:
        '200':
          description: >
            OK. The Individual Policy resource is successfully updated and a representation
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/Policy'
        '204':
          description: >
            No Content. The Individual Policy resource is successfully updated and no
            content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Request the modification of an existing Individual Policy resource.
      operationId: ModifyIndPolicyProv
      tags:
        - Individual Policy (Document)
      requestBody:
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/PolicyPatch'
      responses:
        '200':
          description: >
            OK. The Individual Policy resource is successfully modified and a representation
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/Policy'
        '204':
          description: >
            No Content. The Individual Policy resource is successfully modified and no
            content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /subscriptions:
    post:
      summary: Request the creation of a Policy Usage Subscription.
      operationId: CreatePolUsageSubsc
      tags:
        - Policy Usage Subscriptions (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PolUsageSubsc'
      responses:
        '201':
          description: >
            Created. The Policy Usage Subscription is successfully created and a representation
            of the created Individual Policy Usage Subscription resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolUsageSubsc'
          headers:
            Location:
              description: >
                Contains the URI of the created Individual Policy Usage Subscription resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        PolUsageNotif:
          '{$request.body#/notifUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/PolUsageNotif'
              responses:
                '204':
                  description: >
                    No Content. The Policy Usage Notification is successfully received and
                    acknowledged.
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /subscriptions/{subscriptionId}:
    parameters:
      - name: subscriptionId
        in: path
        description: >
          Represents the identifier of the Individual Policy Usage Subscription resource.
        required: true
        schema:
          type: string

    get:
      summary: Retrieve an existing Individual Policy Usage Subscription resource.
      operationId: GetIndPolUsageSubsc
      tags:
        - Individual Policy Usage Subscription (Document)
      responses:
        '200':
          description: >
            OK. The requested Individual Policy Usage Subscription resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolUsageSubsc'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    put:
      summary: Request the update of an existing Individual Policy Usage Subscription resource.
      operationId: UpdateIndPolUsageSubsc
      tags:
        - Individual Policy Usage Subscription (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PolUsageSubsc'
      responses:
        '200':
          description: >
            OK. The Individual Policy Usage Subscription resource is successfully updated and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolUsageSubsc'
        '204':
          description: >
            No Content. The Individual Policy Usage Subscription resource is successfully updated
            and no content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Request the modification of an existing Individual Policy Usage Subscription resource.
      operationId: ModifyIndPolUsageSubsc
      tags:
        - Individual Policy Usage Subscription (Document)
      requestBody:
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/PolUsageSubscPatch'
      responses:
        '200':
          description: >
            OK. The Individual Policy Usage Subscription resource is successfully modified and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PolUsageSubsc'
        '204':
          description: >
            No Content. The Individual Policy Usage Subscription resource is successfully modified
            and no content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    delete:
      summary: Request the deletion of an existing Individual Policy Usage Subscription resource.
      operationId: DeleteIndPolUsageSubsc
      tags:
        - Individual Policy Usage Subscription (Document)
      responses:
        '204':
          description: >
            No Content. The Individual Policy Usage Subscription resource is successfully deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'


components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}

  schemas:

#
# STRUCTURED DATA TYPES
#

    Policy:
      description: >
        Represents a Policy.
      type: object
      properties:
        netSliceId:
          $ref: '#/components/schemas/NetSliceId'
        reqDnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        polHarmInd:
          type: boolean
          default: false
          description: >
            Contains the policy harmonization indication. It indicates whether policy harmonization
            is requested or not.
            true means that policy harmonization is requested.
            false means that policy harmonization is not requested.
            The default value when omitted is "false".
        policy:
          $ref: '#/components/schemas/PolicyData'
        defaultPolInd:
          type: boolean
          default: false
          description: >
            Contains the default policy indication. It indicates whether or not the provisioned
            policy shall be used as a default policy for the network slices provisioned without any
            policy for the policy type it belongs to.
            true means that the provisioned policy shall be used as a default policy for the network
            slices provisioned without any policy for the policy type.
            false means that the provisioned policy shall not be used as a default policy for the
            network slices provisioned without any policy for the policy type.
            The default value when omitted is "false".
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        harmonizationId:
          type: string
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - policy

    PolicyPatch:
      description: >
        Represents the requested modifications to a Policy.
      type: object
      properties:
        netSliceId:
          $ref: '#/components/schemas/NetSliceId'
        reqDnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        polHarmInd:
          type: boolean
          description: >
            Contains the policy harmonization indication. It indicates whether policy harmonization
            is requested or not.
            true means that policy harmonization is requested.
            false means that policy harmonization is not requested.
            The default value when omitted and not previously provisioned is "false".
        policy:
          $ref: '#/components/schemas/PolicyData'
        defaultPolInd:
          type: boolean
          description: >
            Contains the default policy indication. It indicates whether or not the provisioned
            policy shall be used as a default policy for the network slices provisioned without any
            policy.
            true means that the provisioned policy shall be used as a default policy for the network
            slices provisioned without any policy.
            false means that the provisioned policy shall not be used as a default policy for the
            network slices provisioned without any policy.
            The default value when omitted and not previously provisioned is "false".
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'

    PolicyData:
      description: >
        Represents the content of a policy.
      type: object
      properties:
        policyType:
          $ref: '#/components/schemas/PolicyType'
        areaOfInterest:
          $ref: 'TS29435_NSCE_NSInfoDelivery.yaml#/components/schemas/ServArea'
        triggers:
          $ref: '#/components/schemas/PolicyTriggers'
        actions:
          $ref: '#/components/schemas/PolicyActions'
        lifetime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        maxNumTimes:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        priority:
          $ref: '#/components/schemas/PriorityLevel'
        schedule:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/TimeWindow'
        preemption:
          $ref: '#/components/schemas/PriorityLevel'
        monPercentage:
          type: integer
          minimum: 0
          maximum: 100
        monValue:
          type: integer
          minimum: 1
          description: Contains an unsigned Integer with only the values 1 and above permitted.
      required:
        - policyType
        - areaOfInterest
      oneOf:
        - required: [lifetime]
        - required: [maxNumTimes]

    PolUsageSubsc:
      description: >
        Represents a Policy Usage Subscription.
      type: object
      properties:
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        netSliceId:
          $ref: '#/components/schemas/NetSliceId'
        reqPolicyRep:
          $ref: '#/components/schemas/ReqPolRep'
        repPeriodicity:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - notifUri
        - netSliceId
        - reqPolicyRep

    PolUsageSubscPatch:
      description: >
        Represents the requested modifications to a Policy Usage Subscription.
      type: object
      properties:
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        reqPolicyRep:
          $ref: '#/components/schemas/ReqPolRep'
        repPeriodicity:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

    ReqPolRep:
      description: >
        Represents the requested policy usage reporting information.
      type: object
      properties:
        policyId:
          type: string
        startTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        endTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
      required:
        - policyId
        - startTime
        - endTime

    PolUsageNotif:
      description: >
        Represents a Policy Usage Notification.
      type: object
      properties:
        subscriptionId:
          type: string
        reports:
          type: array
          items:
            $ref: '#/components/schemas/PolRepData'
          minItems: 1
      required:
        - subscriptionId
        - reports

    PolRepData:
      description: >
        Represents policy usage reporting datadata access statistics.
      type: object
      properties:
        policyId:
          type: string
        count:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        timeSpent:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        preEmptCount:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        preEmptPolId:
          type: array
          items:
            type: string
          minItems: 1
      required:
        - policyId
        - count
        - timeSpent

    PolDeleteReq:
      description: >
        Represents the parameters to request the deletion of one or several Policy(ies).
      type: object
      properties:
        policyIds:
          type: array
          items:
            type: string
          minItems: 1
        defPolicyIds:
          type: object
          additionalProperties:
            type: string
          minProperties: 1
          description: >
            Contains the identifier(s) of the policy(ies) that are to be the new default
            Policy(ies). Each map entry corresponds to the new default policy for a particular
            policy type. There shall not be more than onetwo new default policyies for the same policy type.
            The key of the map shall be the policy type (encoded using the PolicyType enumeration
            data type defined in clause 6.3.6.3.3) for which the provided new default policy
            identified by the corresponding map value is related. The key of the map shall be
            encoded using the PolicyType enumeration data type.
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - policyIds

    PolDeleteResp:
      description: >
        Represents the response to the Policy(ies) deletion responserequest.
      type: object
      properties:
        defPoliciesInfo:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/DefaultPolInfo'
          minProperties: 1
          description: >
            Contains the new default policy(ies) related information. Each map entry corresponds to
            the information of the new default policy for a particular policy type.
            The key of the map shall be set to the value of the policyType attribute of the corresponding
            corresponding map entry encoded using the DefaultPolInfo data type.
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - defPoliciesInfo

    DefaultPolInfo:
      description: >
        Represents the default policy related information.
      type: object
      properties:
        policyType:
          $ref: '#/components/schemas/PolicyType'
        defPolicyId:
          type: string
        priority:
          $ref: '#/components/schemas/PriorityLevel'
      required:
        - policyType
        - defPolicyId

    HarmonizationNotif:
      description: >
        Represents a Policy Harmonization Notification.
      type: object
      properties:
        harmonizationId:
          type: string
        policy:
          $ref: '#/components/schemas/PolicyData'
      required:
        - harmonizationId
        - policy

    HarmonizationResp:
      description: >
        Represents the response to a Policy Harmonization Notification.
      type: object
      properties:
        feedback:
          type: boolean
          description: >
            Contains the policy harmonization feedback. It indicates whether the policy
            harmonization result is accepted or not.
            true means that the policy harmonization result is accepted.
            false means that the policy harmonization result is not accepted.
      required:
        - feedback

    NetSliceId:
      description: >
        Represents the network slice identification information.
      type: object
      properties:
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        nsiId:
            $ref: 'TS29531_Nnssf_NSSelection.yaml#/components/schemas/NsiId'
        ensi:
            $ref: '#/components/schemas/Ensi'
      oneOf:
        - required: [snssai]
        - required: [nsiId]
        - required: [ensi]

    PolicyTriggers:
      description: >
        Represents the policy related triggers.
      type: object
      properties:
        monPercentage:
          type: integer
          minimum: 0
          maximum: 100
        monValue:
          type: integer
          minimum: 1
          description: Contains an unsigned Integer with only the values 1 and above permitted.
        monParamsValues:
          type: string
        timePeriod:
          $ref: '#/components/schemas/TimePeriodInfo'

    PolicyActions:
      description: >
        Represents the policy related actions.
      type: object
      properties:
        stepIncreasePerc:
          type: integer
          minimum: 0
          maximum: 100
        allowedQoSActions:
          type: array
          items:
            $ref: '#/components/schemas/QoSAction'
          minItems: 1

    TimePeriodInfo:
      description: >
        Represents the time period related information.
      type: object
      properties:
        startTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        endTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        daysOfWeek:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/DayOfWeek'
          minItems: 1
          maxItems: 7
      anyOf:
        - required: [startTime]
        - required: [endTime]
        - required: [daysOfWeek]


# SIMPLE DATA TYPES
#

    PriorityLevel:
      description: >
        Represents an unsigned integer, within the range 1 to 255, indicating the priority level of
        a policy or the pre-emption capability of a policy.
      type: integer
      minimum: 1
      maximum: 255

    Ensi:
      description: >
        Represents the External Network Slice Information that is used to identify a network slice,
        as specified in 3GPP TS 33.501.
      type: string


#
# ENUMERATIONS
#

    PolicyType:
      anyOf:
      - type: string
        enum:
           - MAX_NUM_PDU_SESS
           - MAX_NUM_UE
           - SLICE_LOAD_PREDICTION
           - TIME_PERIOD
           - TIME_PERIOD_AND_AVG_QOS
           - TIME_PERIOD_AND_MIN_QOS
      - type: string
        description: >
          This string provides forward-compatibility with future extensions to the enumeration
          and is not used to encode content defined in the present version of this API.
      description: |
        Represents policy type.  
        Possible values are:
        - MAX_NUM_PDU_SESS: Indicates that the policy type is the maximum number of PDU Sessions.
        - MAX_NUM_UE: Indicates that the policy type is the maximum number of UEs Sessions.
        - SLICE_LOAD_PREDICTION: Indicates that the policy type is the network slice load
          prediction.
        - TIME_PERIOD: Indicates that the policy type is the time period.
        - TIME_PERIOD_AND_AVG_QOS: Indicates that the policy type is the time period and average QoS
          per UE.
        - TIME_PERIOD_AND_MIN_QOS: Indicates that the policy type is the time period and minimum QoS
          per UE.

    QoSAction:
      anyOf:
      - type: string
        enum:
           - MODIFY
      - type: string
        description: >
          This string provides forward-compatibility with future extensions to the enumeration
          and is not used to encode content defined in the present version of this API.
      description: |
        Represents the QoS related action.  
        Possible values are:
        - MODIFY: Indicates that the QoS related action is to trigger the modification of the
          network slice capacity to fulfil the requested needs (e.g., average QoS, minimum QoS).
* * * * End of changes * * * *
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/{subscriptionId}  

/delete  


Microsoft_Word_97_-_2003_Document8.doc
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/subscriptions







/delete















/policies







{apiRoot}/nsce-pm/<apiVersion>
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POST …/ policies   ( Policy )  

2a. 201 Created ( Policy )   2b. 4xx/5xx  


