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1 Overall description
While discussing the stage 3 implementation of ECS-ER for federation and roaming scenarios and the related Eecs_ECSRegistration and Eecs_ECSDiscovery APIs. There are concerns in CT3 on whether SA3 study the security of cross-security domain interactions for federation and roaming scenarios within the EDGEAPP architecture, and some aspects raised in one company's discussion paper in C3-234140.
There are several cross-security domain interactions within the EDGEAPP architecture where potential compromise of functional entities and/or APIs exposed by them may result in leakage of sensitive information. Such interactions include, but not limited to, ECS<->ECS-ER, ECS-ER<->ECS-ER, ECS<->ECS, EES<->ECS interactions.
CT3 would like to ask SA3:
Question 1:	Whether SA3 has conducted a study on the cross-security domain interactions for the EDGEAPP architecture, especially for federation and roaming scenarios from end to end point of view? If not, can SA3 conduct this study and provide feedback to SA6 and CT3 on the outcome of this study?

2 Actions
To SA3:
ACTION: 	CT3 kindly asks SA3 to answer the above questions accordingly and update their specifications accordingly if needed.
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