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	Reason for change:
	1. According to the clause 8.3.3.3.2 of TS 29.558, "UeIdInfo" data type is sent in response of 200 OK for Eees_UEIdentifier API as shown in the table 8.3.3.3.2-2:
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However, while describing the respective procedure in clause 5.4.2.2.1A, it is wrongly mentioned as "UeIdInformation" instead of "UeIdInfo".
2.  "SEAL_SEALDD_SERVERS" value is missing from "EASCategory" in data type, however it is defined in Eees_EASRegistration API definition.
3. While the attribute name "urls" is defined in the data model "TrafficFilterInfo", but in the Eees_ACRManagementEvent API definition it is defined as "uris".

	
	

	Summary of change:
	This CR proposes to:
· rectify the correct data type (from "UeIdInformation" to "UeIdInfo") in the procedure in clause 5.4.2.2.1A
· add enumeration value "SEAL_SEALDD_SERVERS" to the data type "EASCategory".
· correct the attribute name from "Events" to "events" in the data type "SessionWithQoSPatch".
· correct the attribute name from "urls" to "uris" in the data type "TrafficFilterInfo" to align with the Eees_ACRManagementEvent API definition.
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[bookmark: _Toc114211655][bookmark: _Toc136554380][bookmark: _Toc145706112]* * * * Start of changes * * * *
[bookmark: _Toc151878285]5.4.2.2.1A	EAS obtaining UE Identifier Information using "Get" custom operation
In order to obtain an UE Identifier from the EES, the EAS shall send a HTTP POST request message to the EES with the request custom operation URI set to "{apiRoot}/eees-ueidentifier/<apiVersion>/get" and the request body including the UserInfo data structure as defined in clause 8.3.5.2.3.
Upon receiving the HTTP POST message from the EAS, the EES shall:
1.	verify the identity of the EAS and check if the EAS is authorized to obtain the UE Identifier; and
2.	if the EAS is authorized to obtain the UE's Identifier information, the EES shall:
a.	invoke the Nnef_UEId service as specified in clause 4.4.32 of 3GPP TS 29.522 [10] to obtain the UE identifier based on the user information received, and may derive the coresponding DNN and/or S-NSSAI based on the verified identity of the EAS; and
b.	upon successful retrieval of the UE identifier, respond with "200 OK" along with the retrieved UE identifier information in the UeIdInformation data type to the EAS. If an error occurs when processing the request, the EES shall send an HTTP error response as specified in clause 7.7.
If the EES determines the received HTTP POST request needs to be redirected, the EES may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative EES where the notification should be sent. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].
* * * * Next change * * * *
[bookmark: _Toc97042368][bookmark: _Toc97045512][bookmark: _Toc97155257][bookmark: _Toc101521394][bookmark: _Toc138761664][bookmark: _Toc145707876][bookmark: _Toc151878483]8.1.5.3.4	Enumeration: EASCategory
Table 8.1.5.3.3-1: Enumeration EASCategory
	Enumeration value
	Description
	Applicability

	UAS
	Indicates that the EAS category is for UAS services.
	

	V2X
	Category of EAS is for V2X Services.
	

	SEAL_SEALDD_SERVERS
	Indicates that the EAS category is SEALDD Server for SEALDD services.
	

	OTHER
	Any other type of EAS category
	



* * * * Next change * * * *
[bookmark: _Toc85734392][bookmark: _Toc89431691][bookmark: _Toc97042503][bookmark: _Toc97045647][bookmark: _Toc97155392][bookmark: _Toc101521532][bookmark: _Toc138761813][bookmark: _Toc145708028][bookmark: _Toc151878643]8.5.5.2.3	Type: SessionWithQoSPatch
Table 8.5.5.2.3-1: Definition of type SessionWIthQoSPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipFlows
	array(FlowDescription)
	O
	1..N
	Contains the flow description for the Uplink and/or Downlink IP flows.
(NOTE)
	

	trafFilterInfo
	TrafficFilterInfo
	O
	0..1
	Represents the traffic filter information.

This attribute may be present only if the "event" attribute is set to "UP_PATH_CHG","ACR_MONITORING" and/or"ACR_FACILITATION".
(NOTE)
	EdgeApp_2

	qosReference
	string
	O
	0..1
	Identifies a pre-defined QoS information.
	

	altQosReference
	array(string)
	O
	1..N
	Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
	

	Eevents
	array(UserPlaneEvent)
	O
	1..N
	Indicates the event subscribed by the EAS.
	

	sponsorInformation
	SponsorInformation
	O
	0..1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	qosMonInfo
	QosMonitoringInformationRm
	O
	0..1
	Qos Monitoring information. It can be present when the event "QOS_MONITORING" is subscribed.
	

	notificationDestination
	Uri
	O
	0..1
	URI where the monitoring event notification should be delivered to.
	

	maxbrUl
	BitRateRm
	O
	0..1
	Indicates the (requested) maximum bandwidth in uplink.
	

	maxbrDl
	BitRateRm
	O
	0..1
	Indicates the (requested) maximum bandwidth in downlink.
	

	disUeNotif
	boolean
	O
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	

	NOTE: 	If the "EdgeApp_2” feature is supported, the "ipFlows" attribute within the "trafFilterInfo” attribute take the precedence over the "ipFlows" attribute when both are provided.



* * * * Next change * * * *
[bookmark: _Toc138761867][bookmark: _Toc145708082][bookmark: _Toc151878697][bookmark: _Toc97042827][bookmark: _Toc97045971][bookmark: _Toc97155716][bookmark: _Toc101521772][bookmark: _Toc138762084][bookmark: _Toc145708347][bookmark: _Toc151878966]8.6.5.2.14	Type: TrafficFilterInfo
Table 8.6.5.2.14-1: Definition of type TrafficFilterInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipFlows
	array(string)
	C
	1..N
	Represents a 3-tuple with protocol, server ip and server port for UL/DL application traffic. The content of the string has the same encoding as the IPFilterRule AVP value as defined in IETF RFC 6733 [25].

(NOTE)
	

	urlis
	array(string)
	C
	1..N
	Indicates URL(s) matching criteria.

(NOTE)
	

	domainNames
	array(string)
	C
	1..N
	Indicates domain name(s) matching criteria.

(NOTE)
	

	dnProtocol
	DomainNameProtocol
	C
	0..1
	Indicates the additional protocol and protocol field for domain names to be matched.

This attribute may only be provided when "domainNames" attribute is present.
	

	NOTE:	At least one of these attributes shall be present. If more than one of these attributes are present, the traffic flow is matched only when every provided attribute has a matching value.



* * * * End of changes * * * *
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