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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc34228187][bookmark: _Toc36041590][bookmark: _Toc36041746][bookmark: _Toc44680183][bookmark: _Toc45134780][bookmark: _Toc49583665][bookmark: _Toc51764102][bookmark: _Toc58838777][bookmark: _Toc59020092][bookmark: _Toc59020179][bookmark: _Toc68170843][bookmark: _Toc136523951][bookmark: _Toc144311306]4.2.2.2.2	Creating a new subscription 
Figure 4.2.2.2.2-1 illustrates the creation of a Network Exposure Event Subscription.


Figure 4.2.2.2.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request to the NEF with: "{apiRoot}/nnef-eventexposure/<apiVersion>/subscriptions" as request URI as shown in step 1 of figure 4.2.2.2.2-1, and the "NefEventExposureSubsc" data structure as request body. 
The "NefEventExposureSubsc" data structure shall include:
-	a URI where to receive the requested notifications as "notifUri" attribute;
-	a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute; and
-	description of subscribed event information as "eventsSubs" attribute by using one or more "NefEventSubs" data.
The "NefEventExposureSubsc" data structure may also include:
-	the description of the event reporting information as "eventsRepInfo" attribute.
-	a specific Authorization AS provisioned Data Access Profile Identifier as "dataAccProfId" attribute, if the feature "DataAccProfileId" is supported and the subscribed events including "MS_QOE_METRICS", "MS_CONSUMPTION", "MS_NET_ASSIST_INVOCATION", "MS_DYN_POLICY_INVOCATION", and/or "MS_ACCESS_ACTIVITY".
NOTE:	The optional Data Access Profile Identifier provisioned by the Authorization AS procedures are specified in clause 5.8 of 3GPP TS 26.531 [28].
The "NefEventSubs" data structure shall include:
-	an event to subscribe to as a "event" attribute; and
-	event filter information as "eventFilter" attribute associated with the event.
The "eventsRepInfo" attribute may include:
-	event notification method (periodic, one time, on event detection) as "notifMethod" attribute; 
-	Maximum Number of Reports as "maxReportNbr" attribute; 
-	Monitoring Duration as "monDur" attribute;
-	repetition period for periodic reporting as "repPeriod" attribute;
-	immediate reporting indication as "immRep" attribute;
-	sampling ratio as "sampRatio" attribute;
-	partitioning criteria for partitioning the UEs before performing sampling as "partitionCriteria" attribute if the EneNA feature is supported;
-	group reporting guard time as "grpRepTime" attribute;
-	a notification flag as "notifFlag" attribute if the EneNA feature is supported; and/or
-	notification muting exception instructions within the "notifFlagInstruct" attribute, if the EnhDataMgmt feature is supported and the "notifFlag" attribute is provided and set to "DEACTIVATE".
If the NEF cannot successfully fulfil the received HTTP POST request due to an internal error or an error in the HTTP POST request, the NEF shall send an HTTP error response as specified in clause 5.1.7.
Upon successful reception of an HTTP POST request with "{apiRoot}/nnef-eventexposure/<apiVersion>/subscriptions" as request URI and "NefEventExposureSubsc" data structure as request body, the NEF shall create a new "Individual Network Exposure Event Subscription" resource, store the subscription and send an HTTP "201 Created" response, as shown in step 2 of figure 4.2.2.2.2-1. The NEF shall include in the "201 Created" response:
-	a Location header field; and
-	an "NefEventExposureSubsc" data type in the contentpayload body.
The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/nnef-eventexposure/<apiVersion>/subscriptions/{subscriptionId}".
The "NefEventExposureSubsc" data type contentpayload body shall contain the representation of the created "Individual Network Exposure Event Subscription". 
When the "monDur" attribute is included in the response by the NEF, it represents NEF selected expiry time that is equal or less than the expiry time received in the request.
When the "immRep" attribute is included and set to "true" in the subscription and the subscribed events are available, the NEF shall include the reports of the events subscribed, if available, in the HTTP POST response. 
When the sampling ratio attribute, as "sampRatio", is included in the subscription without a "partitionCriteria" attribute, the NEF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the NEF shall first partition the UEs according to the value of the "partitionCriteria" attribute and then select a random subset of UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of UEs.
When the group reporting guard time, as "grpRepTime" attribute, is included in the subscription, the NEF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then, the NEF shall notify the NF service consumer using the Nnef_EventExposure_Notify service operation, as described in clause 4.2.2.4.
[bookmark: _Hlk130992550]When the "notifFlag" attribute is included and set to "DEACTIVATE" in the request, the NEF shall mute the event notification and store the available events until the NF service consumer requests to retrieve them by setting the "notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception occurs, the NEF may consider the contents of the "notifFlagInstruct" attribute (if provided) and/or local configuration to determine its actions.
[bookmark: _Hlk131065281]If the EnhDataMgmt feature is supported and the NEF accepts the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it may indicate the applied muting notification settings within the "mutingSetting" attribute in the response. If the NEF does not accept the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it shall send an HTTP "403 Forbidden" error response including the "cause" attribute set to "MUTING_INSTR_NOT_ACCEPTED".

*** Next Change ***
[bookmark: _Toc34228199][bookmark: _Toc36041602][bookmark: _Toc36041758][bookmark: _Toc44680195][bookmark: _Toc45134792][bookmark: _Toc49583677][bookmark: _Toc51764114][bookmark: _Toc58838789][bookmark: _Toc59020104][bookmark: _Toc59020191][bookmark: _Toc68170855][bookmark: _Toc136524019][bookmark: _Toc144311392]5.1.2.1	General
HTTP/2, IETF RFC 91137540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnef_EventExposure API is contained in Annex A.
[bookmark: _Hlk56636785]
*** Next Change ***
[bookmark: _Toc136524077][bookmark: _Toc144311450]5.2.2.1	General
HTTP/2, IETF RFC 91137540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnef_EASDeployment API is contained in Annex 3.

*** Next Change ***
[bookmark: _Toc144311498]5.3.2.1	General
HTTP/2, IETF RFC 91137540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnef_TrafficInfluenceData API is contained in Annex 4.

*** Next Change ***
[bookmark: _Toc129250085][bookmark: _Toc144311543]5.4.2.1	General
HTTP/2, IETF RFC 91137540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.4 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnef_ECSAddress API is contained in Annex A.5.

*** Next Change ***
[bookmark: _Toc144311588]5.5.2.1	General
HTTP/2, IETF RFC 91137540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.6 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnef_DNAIMapping API is contained in Annex 7.

*** End of Changes ***
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