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	The following issues have been identified in previous meetings:
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	This CR proposes to:
· Instead of having an exhaustive list of all the functionalities supported by the NEF and risk to have new ones missing in the future (e.g., if forgotten at the time they are introduced), it is proposed to refer to TS 23.502 clause 4.154 and clause 5.2.6 for the exhaustive list of functionalities and keep only the other generic NEF functionalities that are common to all the APIs in this clause.
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* * * * Start of changes * * * *
[bookmark: _Toc28013311][bookmark: _Toc36040066][bookmark: _Toc44692679][bookmark: _Toc45134140][bookmark: _Toc49607204][bookmark: _Toc51763176][bookmark: _Toc58850071][bookmark: _Toc59018451][bookmark: _Toc68169457][bookmark: _Toc114211613][bookmark: _Toc136554338][bookmark: _Toc145706065]4.3.1	NEF
The Network Exposure Function (NEF) is a functional element that supports the following functionalities that are specified in clause 4.15 and clause 5.2.6 of TS 23.502. A specific NEF instance may support one or more of these functionalities, and consequently, an individual NEF may support one, several or all of the APIs specified for capability exposure.
:
-	The NEF shall securely expose network capabilities and events provided by 3GPP NFs to AF.
-	The NEF shall provide means for the AF to securely provide information to 3GPP network and may authenticate, authorize and assist in throttling the AF.
-	The NEF shall be able to translate the information received from the AF to the one sent to internal 3GPP NFs, and vice versa.
-	The NEF shall support to expose information (collected from other 3GPP NFs) to the AF.
-	The NEF may support a PFD Function which allows the AF to provision PFD(s) and may store and retrieve PFD(s) in the UDR. The NEF further provisions PFD(s) to the SMF. 
-	The NEF may support the time synchronization exposure function to the AF.
-	The NEF may provide means for the AF to influence access and mobility management related policies.
-	The NEF may provide means for the AF to provide inputs that can be used by the PCF for deciding access and mobility management related policies.
-	The NEF may provide means for the AF to provide the EAS Deployment information.
-	The NEF may provide means for the AF to retrieve AF specific UE ID.
-	The NEF may provide means for an untrusted event consumer AF to perform Media Streaming Event Exposure monitoring.
-	The NEF may provide means for the AF to request and manage MBS Group Message Delivery.
-	The NEF may provide means for the AF to retrieve DNAI information.
Editor's Note: The above NEF functionalities may be not complete, how to effectively handle is FFS.
A specific NEF instance may support one or more of the functionalities described above and consequently an individual NEF may support a subset of the APIs specified for capability exposure.
NOTE:	The NEF can access the UDR located in the same PLMN as the NEF.
* * * * End of changes * * * *
