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1. Introduction
This document introduce the overview of TS 29.abc Network Slice Capability Exposure (NSCE) Server Services.
2. Reason for Change
This document introduce the overview of TS 29.abc Network Slice Capability Exposure (NSCE) Server Services.
3. Conclusions
This document introduce the overview of TS 29.abc Network Slice Capability Exposure (NSCE) Server Services.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.abc Network Slice Capability Exposure (NSCE) Server Services.

* * * First Change * * * *
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* * * Next Change * * * *
4	Overview
It is defined in 3GPP TS 23.435 [23435] that network slice capability exposure (NSCE) server services are services enable the network slice related capabilities towards 3rd party on the basis of R17 SEAL. The NSCE server services provides additional functionality and exposes slice capabilities based on 5GS management system services (e.g MnS services) and 5GS network services (e.g. NEF APIs, NWDAF APIs, NSACF APIs).
The present document specifies the APIs needed to support NSCE. The resources, data model and usage defined in the present document are used by the consumers to apply NSCE server services as specified in 3GPP TS 29.549 [29549]
This clause will introduce the Interface/APIs specified in this document.
It will include the relevant architecture aspects of the interface.
* * * End of Changes * * * *

