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## 5.2.13 Vendor-specific extensions

### 5.2.13.1 General

The vendor specific extensions specified in the below clauses are mechanisms for the APIs to re-use. The applicability of these mechanisms for specific 3GPP Northbound and application layer APIs is specified in the respective API specifications.

### 5.2.13.2 Vendor-specific extensions to the data model

Vendor-specific extensions for information elements may be generally supported in the 3GPP northbound and application layer APIs by reusing the same vendor-specific extentions mechanism defined for 5GC APIs in clause 6.6.3 of 3GPP TS 29.500 [44] with the IANA-assigned enterprise code as the vendor-specific member name.

In the 3GPP northbound and application layer APIs, the vendor may alternatively be identified by setting the placeholder "nnnnn" in the vendor-specific member name to a domain name registered to the vendor, or a URN from the URN space managed by the vendor, with central repository managed global unique vendor-specific member name to avoid clashing names between vendors.

An example for the IANA-assigned enterprise code to identify the vendor is:

EXAMPLE 1: The vendor-specific member name for vendor "3GPP" based on IANA enterprise number would be:

"vendorSpecific-010415": {

...

}

Examples for the additional alternatives to identify the vendor are:

EXAMPLE 2: The vendor-specific member name for vendor "3GPP" based on domain name would be:

"vendorSpecific-3gpp.org": {

  ...

}

EXAMPLE 3: The vendor-specific member name for vendor "3GPP" based on URN would be:

"vendorSpecific-urn:3gpp:example": {

  ...

}

NOTE: The preferred naming scheme (for the "nnnnn" placeholder) for vendor-specific member names is the one based on the IANA-assigned enterprise code defined in clause 6.6.3 of 3GPP TS 29.500 [44].

### 5.2.13.3 Vendor-specific query parameters

Vendor-specific extensions to the query component of an HTTP request may be supported in the 3GPP northbound and application layer APIs by allowing the provisioning of vendor-specific query parameters in order to support additional vendor-specific filtering criteria. Whether an operation (e.g. using the HTTP GET method) on a specific resource of a 3GPP northbound or application layer API shall support the processing of vendor-specific query parameters shall be explicitly specified (within the corresponding resource or custom operation definition clauses) in the definition of this API operation in the technical specification where it is defined. This pattern applies to querying resources of "collection" or "store" archetype.

A vendor-specific query parameter shall be encoded as follows:

- The query parameter name shall start with "vend-spec" followed by the actual name of the query parameter, i.e. "vend-spec-<query parameter name>".

- The query parameter value shall be encoded as a JSON object containing two attributes as defined in Table 5.2.13.2-1, wherein:

- the "target" attribute is a JSON pointer (as per RFC 6901 [70]) towards the targeted attribute in the targeted resource representation; and

- the "value" attribute contains the actual value of the query parameter that is to be used for filtering and shall hence be encoded in the same way as the attribute in the resource representation that it targets.

Table 5.2.13.2-1: Vendor-specific query parameter value content definition

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Attribute name | Data type | P | Cardinality | Description | Applicability |
| target | String | M | 1 | Contains the JSON pointer (as per RFC 6901 [70]) to the attribute in the resource representation that the provided vendor-specific query parameter is targeting. |  |
| value | <Any simple or structured data structure> | O | 0..1 | Contains the vendor-specific query parameter value. |  |

EXAMPLE 1: Assuming that vendor-specific query parameters are supported for the MonitoringEvent API, if an authorized service consumer wants to retrieve the representations of the "Individual Monitoring Event Subscription" resources that contain a specific value (e.g. 6) for the "maximumNumberOfReports" attribute, then it can send a GET request using the following vendor-specific query parameter:

GET {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions?**vend-spec-max-reports={"target": "/maximumNumberOfReports", value: "6"}**

EXAMPLE 2: Assuming that vendor-specific query parameters are supported for the MonitoringEvent API, if within the representations of the “Individual Monitoring Event Subscription” resources, a vendor-specific extension to the data model is provided by an AF via the "vendorSpecific-010415" attribute as specified in clause 5.2.13.1 and contains additional/alternative target location accuracy values within the "addAccuracy" attribute, and an authorized service consumer wants to retrieve the representations of those "Individual Monitoring Event Subscription" resources that contain a specific value for the "addAccuracy" attribute, then it can send a GET request using the following vendor-specific query parameter:

GET {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions?**vend-spec-accuracy={"target": "/vendorSpecific-010415/addAccuracy", value: "CELL\_OR\_TA"}**
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