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* * * * Start of changes * * * *
[bookmark: _Toc28009714][bookmark: _Toc34061833][bookmark: _Toc36036589][bookmark: _Toc43284828][bookmark: _Toc45132607][bookmark: _Toc51193301][bookmark: _Toc51760500][bookmark: _Toc59014950][bookmark: _Toc59015466][bookmark: _Toc68165508][bookmark: _Toc83229604][bookmark: _Toc90648803][bookmark: _Toc105593695][bookmark: _Toc114209409][bookmark: _Toc138681269][bookmark: _Toc11247943][bookmark: _Toc27045125][bookmark: _Toc36034176][bookmark: _Toc45132324][bookmark: _Toc49776609][bookmark: _Toc51747529][bookmark: _Toc66361111][bookmark: _Toc68105616][bookmark: _Toc74756248][bookmark: _Toc105675125][bookmark: _Toc130503203][bookmark: _Toc138679592]5.6.2.1	Introduction
The service operations defined for CAPIF_Security_API are shown in table 5.6.2.1-1.
Table 5.6.2.1-1: Operations of the CAPIF_Security_API
	Service operation name
	Description
	Initiated by

	Obtain_Security_Method
	This service operation is used by an API invoker to negotiate and obtain from the CAPIF core function security methods. for itself with CAPIF core function. This information is used by the API invoker for service API invocations at API exposing function.
	API invoker

	Obtain_Authorization
	This service operation is used by an API invoker to obtain authorization to access service APIs.
	API invoker

	Obtain_API_Invoker_Info
	This service operation is used by an API exposing function to obtain the authentication or authorization information related to an API invoker.
	API exposing function

	Revoke_Authorization
	This service operation is used by an API exposing function to invalidate the authorization of an API invoker.
	API exposing function



Security information is generated when requested by an API invoker, and is stored in the CAPIF Core function. The information can be accessed via a resource representation URI using the API invoker ID as described in clause 8.5.2.3. The URI is provided to the API invoker in the HTTP response to the creation request (via the Obtain_Security_Method service operation name).
Refer to clause 9.1.2a.2 for details about verifying that the API Exposing function has the ability to authorize API invokers prior to invoking service APIs.

* * * * End of changes * * * *
