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* * * * Start of changes * * * *
[bookmark: _Toc114211694][bookmark: _Toc129202985]4.4.29.3.7	Procedure for MBS session status notification
This procedure is used by the NEF to send MBS session status event(s) notifications to a previously subscribed AF.
In order to send an MBS Session status event(s) notification, the NEF shall send a Nnef_MBSSession_StatusNotify request to the AF using the HTTP POST method and targeting the notification URI provided by the AF during the corresponding MBS session subscription creation/modification, with the request body including the MbsSessionStatusNotif data structure that shall contain:
-	within the "eventList" attribute, the reported MBS session event(s) ) and the related information, encoded via the MbsSessionEventReportList data structure that shall contain:
-	within the "eventReportList" attribute, one or several MBS session event report(s), with each one of them encoded using the MbsSessionEventReport data structure that shall contain:
-	within the "eventType" attribute, the reported MBS session status event;
-	within the "timeStamp" attribute, the time at which the event is generated, if available;
-	within the "ingressTunAddrInfo" attribute, the ingress tunnel address to use to send MBS session data over N6mb/Nmb9 interface, if the "eventType" attribute is set to "INGRESS_TUNNEL_ADD_CHANGE";
and
-	within the "eventList" attribute, the list of MBS session events to be reported, encoded via the MbsSessionEventReportList data structure that shall contain;
-	within the "eventReportList" attribute, one or several individual MBS session event report(s), with each one of them encoded within the MbsSessionEventReport data structure that shall contain:
-	within the "broadcastDelStatus" attribute, the broadcast delivery status (e.g. whether the MBS session is STARTED or TERMINATED), if the "eventType" attribute is set to "BROADCAST_DELIVERY_STATUS".
Upon reception of this notification request, the AF shall acknowledge its successful reception by sending a Nnef_MBSSession_StatusNotify response with an HTTP "204 No Content" status code.
On failure, the AF shall take proper error handling actions, as specified in subclause 5.20.7, and respond to the NEF with an appropriate error status code.
* * * * Next changes * * * *
[bookmark: _Toc114211713][bookmark: _Toc129203004]4.4.29.6.9	Procedure for MBS User Data Ingest Session Status Notification
This procedure is used by the NEF to send MBS User Data Ingest Session status change notifications to a previously subscribed AF.
Upon reception of an MBS User Data Ingest Session Status Notification from the MBSF, as specified in 3GPP TS 29.580 [66], the NEF shall relay this notification to the AF by sending a Nnef_MBSUserDataIngestSession_StatusNotify request message to the AF using the HTTP POST method and targeting the notification URI provided by the AF during the creation of the corresponding MBS User Data Ingest Session Status Subscription, with the request body including the MBSUserDataIngStatNotif data structure, as specified in clause 5.27.4.2.3.1.
Upon successful reception of this notification request, the AF shall acknowledge its successful reception by sending a Nnef_MBSUserDataIngestSession_StatusNotify response message with an HTTP "204 No Content" status code, as specified in clause 5.27.4.2.3.1.
On failure, the AF shall take proper error handling actions, as specified in subclause 5.27.7, and respond to the NEF with an appropriate error status code.
* * * * Next changes * * * *
[bookmark: _Toc114211730][bookmark: _Toc129203027]4.4.33.5	Procedure for Media Streaming Event Exposure Notification
This procedure is used by the NEF to send a Media Streaming Event Exposure notification to a previously subscribed event consumer AF.
In order to send a Media Streaming Event Exposure notification, the NEF shall send a Nnef_MSEventExposure_Notify request message to the AF using the HTTP POST method and targeting the notification URI provided during the creation/update of the corresponding subscription, with the request body including the MSEventExposureNotif data structure as specified in clause 5.28.4.2.3.1.
Upon success, the event consumer AF shall send a Nnef_MSEventExposure_Notify response message with an HTTP "204 No Content" status code.
On failure, the event consumer AF shall take proper error handling actions, as specified in subclause 5.28.7, and respond to the NEF with an appropriate error status code.
* * * * Next changes * * * *
[bookmark: _Toc58850451][bookmark: _Toc59018831][bookmark: _Toc68169843][bookmark: _Toc114212133][bookmark: _Toc129203430]5.14.3.2.2	Operation Definition
This operation shall support the request and response data structures and response codes specified in tables 5.14.3.2.2-1 and 5.14.3.2.2-2.
Table 5.14.3.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AkmaAfKeyRequest
	M
	1
	Parameters to request to retrieve AKMA Application Key information.



Table 5.14.3.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AkmaAfKeyData
	M
	1
	200 OK
	The requested AKMA Application Key information was returned successfully.

	n/a
	
	
	204 No Content
	If the requested data does not exist, the NEF shall respond with "204 No Content".

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [4].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [4]

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.
NOTE 2:	Failure cases are described in subclause 5.14.7.



Table 5.14.3.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative NEF.



Table 5.14.3.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative NEF.



* * * * Next changes * * * *
[bookmark: _Toc114212362][bookmark: _Toc129203657]5.19.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.6 of 3GPP TS 29.122 [4].
In addition, the requirements in the following subclauses shall apply.
* * * * Next changes * * * *
[bookmark: _Toc114212578][bookmark: _Toc129203873]5.24.5.1	General
This subclause specifies the application data model supported by the DataReportingProvisioning API. Table 5.24.5.1-1 specifies the data types defined for the DataReportingProvisioning API.
Table 5.24.5.1-1: DataReportingProvisioning specific Data Types
	Data type
	Clause defined
	Description

	n/a
	
	



Table 5.24.5.1-2 specifies data types re-used by the DataReportingProvisioning API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the DataReportingProvisioning API.
Table 5.24.5.1-2: DataReportingProvisioning re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DataReportingProvisioningSession
	3GPP TS 26.532 [60]
	Configuration by the AF specifying the data to be collected, processed and reported.
	

	DataReportingConfiguration
	3GPP TS 26.532 [60]
	Configuration data related to UE data collection and reporting.
	

	DataReportingConfigurationPatch
	3GPP TS 26.532 [60]
	Contains the requested modifications to the configuration data regarding UE data collection and reporting.
	



* * * * Next changes * * * *
[bookmark: _Toc114212581][bookmark: _Toc129203876]5.24.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.6 of 3GPP TS 29.122 [4].
In addition, the requirements in the following subclauses shall apply.
* * * * Next changes * * * *
[bookmark: _Toc90658256][bookmark: _Toc114212604][bookmark: _Toc129203899]5.25.7.1	General
HTTP error handling shall be supported as specified in subclause 5.2.6 of 3GPP TS 29.122 [4].
In addition, the requirements in the following subclauses shall apply.
* * * * End of changes * * * *
