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Additional discussion(if needed):
Proposed changes:
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This procedure is performed when the AF/NEF subscribes or modifies a subscription to application detection exposure information for the requested service.
NOTE:	The NEF acts as an AF to support the network exposure functionality.



Figure 5.2.2.2.2.4-1: AF Request of application detection exposure triggers PCF-initiated SM Policy Association Modification procedure
1. When the AF requires to get information on the usage of applications to enforce application layer logic, the AF invokes the Npcf_EventExposure_Subscribe service operation to the PCF by sending the HTTP POST request to the " Policy Control Events Subscriptions " resource. The request operation includes the policy event, the indication of the UEs to which the subscription applies and the S-NSSAI, DNN and application id(s).
2.	The PCF stores the Service Information received in step 1.
3.	The PCF identifies the affected established PDU Session (s) using the information previously received from the AF.
4.	The PCF sends an HTTP "201 Created" response to the AF.
5.	The PCF interacts with SMF according to Figure 5.2.2.2-1.
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This procedure is performed when the AF/NEF unsubscribes to application detection exposure information for the requested service.
NOTE:	The NEF acts as an AF to support the network exposure functionality for policy/charging capability.


Figure 5.2.2.2.2.5-1: AF Request of application detection exposure termination triggers PCF-initiated SM Policy Association Modification procedure
1.	The AF sends the Npcf_EventExposure_Unsubscribe service operation by sending the HTTP DELETE request to the " Individual Policy Control Events Subscription " resource to request the removal of the subscription as defined in clause 4.2.3 of 3GPP TS 29.523 [xx]. 
2.	The PCF identifies the affected PDU Session where PCC rules related with this AF request are installed. These PCC rules need to be removed and the related Policy Control Request Triggers need to be unsubscribed unless they are used for other purposes. 
3.	The PCF removes the corresponding subscription and sends an HTTP "204 No Content" response to the AF.
4.	If the PCF needs to remove the affected PCC Rules and unsubscribe to the related Policy Control Request Triggers the PCF interacts with SMF according to Figure 5.2.2.2-1.
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