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* * * * Second Change * * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5G-RG
5G Residential Gateway

AF
Application Function

ARP
Allocation and Retention Priority

ATSSS
Access Traffic Steering, Switching and Splitting

BBF
Broadband Forum

BSSID
Basic Service Set IDentifier

CHEM
Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF
Charging Function

DCCF
Data Collection Coordination Function

DEI
Drop Eligible Indicator

DetNet
Deterministic Networking
DNAI
DN Access Identifier
DNN
Data Network Name

DS-TT
Device-side TSN translator

DSL
Digital Subscriber Line

DTS
Data Transport Service

EAS
Edge Application Server

ePDG
evolved Packet Data Gateway

E-UTRA
Evolved Universal Terrestrial Radio Access 

FLUS
Framework for Live Uplink Streaming

FN-RG
Fixed Network Residential Gateway

GEO
Geosynchronous Orbit
GPSI
Generic Public Subscription Identifier

HFC
Hybrid Fiber-Coaxial

H-PCF
PCF in the HPLMN

IMS
IP-Multimedia Subsystem
JSON
JavaScript Object Notation 

LEO
Low Earth Orbit
MA
Multi-Access
MCPTT
Mission Critical Push to Talk Service
MCVideo
Mission Critical Video
MEO
Medium Earth Orbit
MPS
Multimedia Priority Service
MTU
Maximum Transmission Unit
NEF
Network Exposure Function

NID
Network Identifier
NR
New Radio

NRF
Network Repository Function

NWDAF
Network Data Analytics Function

NW-TT
Network-side TSN translator

PCC
Policy and Charging Control

PCF
Policy Control Function

PCP
Priority Code Point

P-CSCF
Proxy Call Session Control Function
PEI
Permanent Equipment Identifier

PMIC
Port Management Information Container
PON
Passive Optical Network
PRA
Presence Reporting Area
PSA
PDU Session Anchor
QoS
Quality of Service

RFSP
RAT Frequency Selection Priority

RTCP
Real Time Control Protocol

RTP
Real Time Protocol

SDF
Service Data Flow

SDP
Session Description Protocol

SIP
Session Initiation Protocol

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

SNPN
Stand-alone Non-Public Network

SSID
Service Set IDentifier

SUPI
Subscription Permanent Identifier
TNAP
Trusted Non-3GPP Access Point

TSC
Time Sensitive Communication

TSCAI
Time Sensitive Communication Assistance Information

TSCTSF
Time Sensitive Communication and Time Synchronization Function

TSN
Time Sensitive Networking

UDR
Unified Data Repository

UMIC
User plane node Management Information Container

UPF
User Plane Function

URSP
UE Route Selection Policy

VID
VLAN Identifier

VLAN
Virtual Local Area Network

V-PCF
PCF in the VPLMN 

W-5GAN
Wireline 5G Access Network

W-5GBAN
Wireline 5G BBF Access Network
W-5GCAN
Wireline 5G Cable Access Network
W-AGF
Wireline Access Gateway Function

* * * * Third Change * * * *
4.1.3.1
Policy Control Function (PCF)

The PCF (Policy Control Function) performs policy and charging control for the PDU session and/or the flows indicated by the NF service consumer and according to the service requirements provided by the NF service consumer.

The policy and charging control for service data flows enable the PCF to provide network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the SMF/UPF.

The PCF receives session and media related information from the Npcf_PolicyAuthorization service consumers and notifies them of subscribed traffic plane events. 

The PCF may receive from the NF service consumers the request to monitor the requested service and media information and notifies them of the UL/DL/round-trip delay of the requested flows.

The PCF may receive service routing requirements and the indication of receiving notifications about user plane path changes from the Npcf_PolicyAuthorization service consumers. 

The PCF may receive from the NF service consumers the specific required QoS and a prioritized list of alternative QoS profiles and notifies them about the QoS target the access network guarantees.

The PCF checks that the service information provided by the NF service consumer is consistent with the operator defined policy rules before storing the service information.

The PCF uses the received service information and the subscription information when it applies as basis for the policy and charging control decisions.

The PCF derives PCC rules and provisions them to the SMF via the Npcf_SMPolicyControl service and subscribes to traffic plane events via policy control request triggers as described in 3GPP TS 29.512 [8].

To enable Time Sensitive Communication, Time Synchronization and Deterministic Networking, the PCF:

-
notifies the NF service consumer (i.e. TSN AF or TSCTSF) about the TSC user plane node and port number corresponding to the device side of a PDU session;

-
enables the NF service consumer (i.e. TSN AF or TSCTSF) configures/reads information from the TSC user plane node and ports by forwarding TSC user plane node management containers and port management containers to the SMF as described in 3GPP TS 29.512 [8];

-
notifies the NF service consumer (i.e. TSN AF or TSCTSF) about updated TSC user plane node configuration and port configuration information by forwarding TSC user plane node management containers and port management containers received from the SMF; and

-
uses the received QoS and TSC assistance information to derive the policy information delivered in the PCC rule to the SMF as described in 3GPP TS 29.512 [8].

* * * * Fourth Change * * * *
4.1.3.2
NF Service Consumers

The known NF service consumers are the AF, the NEF, the TSCTSF and the PCF (for a UE), as defined in 3GPP TS 23.502 [3].

The AF is an element offering control to applications that require the policy and charging control of traffic plane resources; specific user plane paths for the requested traffic, the monitoring of the required service QoS, and/or specific QoS and alternative QoS profiles. The AF uses the Npcf_PolicyAuthorization service to provide service information to the PCF. 

In 5GS interworking with TSN networks, the TSN AF is an element offering to TSC control functions an interface to 5GS to forward TSC user plane node and port management configuration, and to set the QoS policy required to forward the TSC traffic making use of the 5GS traffic plane resources.

The AFs can be deployed by the same operator offering the access services or can be provided by external third-party service provider. If the AF is not allowed by the operator to access directly the PCF, the AF uses the external exposure framework via NEF to interact with the PCF, as described in clause 5.20 of 3GPP TS 23.501 [2].

The Network Exposure Function (NEF) supports external exposure of capabilities of network functions.

The AF trusted by the operator, the NEF or the DetNet controller can use the TSCTSF to interface with PCF to support time sensitive communication, time synchronization and deterministic networking. The TSCTSF is an element offering, to internal and/or external time sensitive AF (via NEF) and/or to the DetNet controller, control to handle from/towards the PCF the required TSC user plane node and port management configuration, and to set in the PCF the QoS policy required to forward TSC traffic.

The PCF providing session management policy control for a UE (i.e. PCF for a PDU session) and the PCF providing UE policy control and/or access and mobility control for this same UE (i.e. PCF for a UE) may be different PCFs. When access and mobility policies depend on traffic plane events (as e.g. application detection control), the PCF for a UE may act as an NF service consumer of the PCF for the PDU session by subscribing to such events.

* * * * Fifth Change * * * *
4.2.2.25
Provisioning of TSC user plane node management information and port management information

During the lifetime of a PDU session enabling Time Sensitive Communications, Time Synchronization and Deterministic Networking, the PCF may receive from the NF service consumer TSC user plane node management information and/or, when the DS-TT or the NW-TT functions are used, port management information for a port located in DS-TT and/or NW-TT.
NOTE:
The 5GS Architecture to support IETF Deterministic Networking (IETF RFC 8655 [54]) does not require the DS-TT functionality to be supported in the device nor require the user plane NW-TT functionality to be supported in the UPF. However, it can co-exist with such functions.

If the "TimeSensitiveNetworking" or "TimeSensitiveCommunication" feature is supported, the NF service consumer (i.e., the TSN AF or the TSCTSF) may provide a UMIC with TSC user plane node management information for the UPF/NW-TT and PMIC(s) with port management information for the DS-TT port and/or the NW-TT ports, to configure the 5G system as a TSC user plane node by invoking the Npcf_PolicyAuthorization_Create service operation to the PCF.

The NF service consumer may include in the "AppSessionContextReqData" data type:

-
the DS-TT PMIC encoded in the attribute "tsnPortManContDstt" and/or the one or more NW-TT PMIC(s) encoded in the "tsnPortManContNwtts" attribute, if available, for the DS-TT port and NW-TT ports allocated for a PDU session. The PMIC(s) are encoded in the "PortManagementContainer" data type, which includes the port management information in the "portManCont" attribute and the related port number in the "portNum" attribute; and/or
-
the UMIC encoded in the "tsnBridgeManCont", if available, for the TSC user plane node functionality of the UPF/NW-TT allocated for a PDU session. The UMIC is encoded in the "BridgeManagementContainer" data type.
As result of this action, the PCF shall provide the received DS-TT and/or NW-TT PMIC(s) and/or UMIC for the corresponding PDU session as described in 3GPP TS 29.512 [8].

* * * * Seventh Change * * * *
4.2.3.25
Provisioning of TSC user plane node management information and port management information

During the lifetime of a PDU session enabling Time Sensitive Communications, Time Synchronization and Deterministic Networking, the NF service consumer may provision or update, at any time, TSC user plane node management information and/or, when the DS-TT or the NW-TT functions are used, port management information for a port located in DS-TT and/or NW-TT.

If the "TimeSensitiveNetworking" or "TimeSensitiveCommunication" feature is supported the NF service consumer (i.e., the TSN AF or the TSCTSF) may provide a UMIC with TSC user plane management information for the UPF/NW-TT and/or a PMIC for the DS-TT port and/or PMIC(s) for the NW-TT ports with the respective port management information, to read and/or to update the configuration of the 5G system as a TSC user plane node by invoking the Npcf_PolicyAuthorization_Update service operation to the PCF.

The NF service consumer shall use the HTTP PATCH method as described in clause 4.2.3.2 to modify the "Individual Application Session Context" resource holding the UMIC and/or the DS-TT PMIC and/or NW-TT PMIC(s). 

The NF service consumer may include in the "ascReqData" attribute:

-
the DS-TT PMIC encoded in the "tsnPortManContDstt" and/or the one or more NW-TT PMIC(s)encoded in the "tsnPortManContNwtts", if available; and/or

-
the UMIC encoded in the "tsnBridgeManCont", if available.
As result of this action, the PCF shall provide the received DS-TT and/or NW-TT PMIC(s) and/or UMIC for the corresponding PDU session as described in 3GPP TS 29.512 [8].

* * * * Ninth Change * * * *
4.2.5.13
Notification about TSC user plane node management information and/or port management information detection, Individual Application Session Context exists

During the lifetime of a PDU session enabling Time Sensitive Communication, Time Synchronization and/or Deterministic Networking, the PCF may receive from the SMF UMIC with TSC user plane node management information of the UPF/NW-TT and/or, when the DS-TT or the NW-TT functions are used, a PMIC from the DS-TT port and/or one or more PMIC(s) from the one or more NW-TT ports.
If the "TimeSensitiveNetworking" or "TimeSensitiveCommunication"feature is supported and if the PCF becomes aware that updated TSC user plane node information is available, e.g., a UMIC and/or PMIC(s) have been received, for the SM Policy Association bound to the Individual Application Session Context resource,, the PCF shall inform the NF service consumer (i.e., the TSN AF or the TSCTSF) accordingly, if the NF service consumer has previously subscribed as described in clause 4.2.2.31.

The PCF shall notify the NF service consumer by including the "EventsNotification" data type in the body of the HTTP POST request as described in clause 4.2.5.2.

The PCF shall include in the "evNotifs" attribute an entry with the "event" attribute set to the value "TSN_BRIDGE_INFO", and the "tsnBridgeManCont" attribute and/or the "tsnPortManContDstt" attribute and/or the "tsnPortManContNwtts" attribute as received from the SMF if the PCF is aware that a UMIC and/or a DS-TT PMIC and/or one or more NW-TT PMIC(s) are available or updated.

Upon the reception of the HTTP POST request from the PCF, the NF service consumer shall acknowledge that request as specified in clause 4.2.5.2. 

The NF service consumer may use the received UMIC and/or the received DS-TT PMIC and/or NW-TT PMIC(s) and the local configuration to construct the DS-TT port and or NW-TT port management information required to interwork with the external network (e.g. TSN). 

If port management information shall be sent as a response of the received notification, the NF service consumer triggers the Npcf_PolicyAuthorization_Update service operation to send the port management information to the PCF as specified in clause 4.2.3. The NF service consumer delivers to the PCF the derived port management information containers as described in clause 4.2.3.25.

And/or if TSC user plane node management information shall be sent as a response of the received notification, the NF service consumer includes the UMIC in the Npcf_PolicyAuthorization_Update service operation as described in clause 4.2.3.25.

* * * * Tenth Change * * * *
4.2.5.16
Notification about TSC user plane node Information, no Individual Application Session Context exists

During PDU session establishment of a PDU session enabling Time Sensitive Communications, Time Synchronization and Deterministic Networking, the PCF may receive from the SMF TSC user plane node information as specified in clauses 4.2.2.19 and 4.2.3.23 of 3GPP TS 29.512 [8].
If the "TimeSensitiveNetworking" or "TimeSensitiveCommunication" feature is supported and if the PCF becomes aware that TSC user plane node information for an external network (e.g. TSN) is available, but there is no "Individual Application Session Context" resource bound to the SM Policy Association updated with TSC user plane node related information, the PCF shall inform the NF service consumer (i.e. TSN AF or TSCTSF) about the detection of a TSC user plane node information in the context of a PDU session by sending a notification request: 

-
to the request URI locally configured in the PCF for the NF service consumer; or

-
if the request URI for the TSCTSF is not locally configured in the PCF, to the notification URI registered by the TSCTSF in the NRF as default notification subscription for time sensitive communication, time synchronization and deterministic networking notifications, and retrieved from NRF by the PCF using the discovery service, as specified in 3GPP TS 29.510[27] for the PDU session DNN/S-NSSAI. 

NOTE 1:
PCF configuration of TSN AF needs to ensure that the notification is addressed to a TSN AF that connects to the same external network the UPF/NW-TT connects to. How it is achieved is implementation specific. It can be based e.g. on dedicated DNN/S-NSSAI combinations or on the received TSC user plane node information.

NOTE 2:
It is assumed that there is only one TSCTSF for a given DNN/S-NSSAI in this release of the specification.

Figure 4.2.5.16-1 illustrates the notification about TSC user plane node information when there is no Individual Application Session Context bound to the SM Policy Association.
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Figure 4.2.5.16-1: Notification about TSC user plane node Information, no AF session context exists

When the PCF determines that the AF application session context does not exist for the SM Policy Association that detected new port information and a notification URI for the NF service consumer can be determined, the PCF shall invoke the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in figure 4.2.5.16-1, step 1) using the notification URI locally configured in the PCF or, retrieved from NRF, and appending the "new-bridge" segment path at the end of the URI, to trigger the NF service consumer (i.e. TSN AF or TSCTSF) to request the creation of an Individual Application Session Context resource to handle the TSC user plane node detected in the context of a PDU session, configuring ports and TSC user plane node management information, and providing the corresponding TSCAI input containers and TSC traffic QoS related data (see clauses 4.2.2.2, 4.2.2.24, 4.2.2.25 and 4.2.2.31). 

The PCF shall provide in the body of the HTTP POST request the "PduSessionTsnBridge" data type including TSC user plane node information as follows:

-
the "tsnBridgeInfo" attribute as received from the SMF;

-
the "tsnBridgeManCont" attribute as received from the SMF, if available;

-
when DS-TT and/or NW-TT functionality is used, the "tsnPortManContDstt" attribute and/or "tsnPortManContNwtts" attribute as received from the SMF, if available; 
-
in case of Deterministic Networking, and for the device side port, the MTU size for IPv4 and the MTU size for IPv6 encoded in the "mtuIpv4" and "mtuIpv6" attributes respectively, if available; and

-
when the "TimeSensitiveCommunication" feature is supported and for a PDU session of IP type, the UE IPv4 address within the "ueIpv4Addr" attribute or the UE IPv6 prefix within the "ueIpv6AddrPrefix", the DNN within the "dnn" attribute, the S-NSSAI within the "snssai" attribute and, if available, the domain identity within the "ipDomain" attribute if UE IPv4 address is provided.

NOTE 3:
In the case of IP overlapping, the DNN, S-NSSAI and domain identity, if available, are required for session binding in the PCF. Domain identity applies as defined in clause 4.2.2.2.

Upon the reception of the HTTP POST request from the PCF, the NF service consumer shall acknowledge that request.

With the received information, the NF service consumer (i.e. TSN AF or TSCTSF) shall immediately trigger the creation of an Individual Application Session Context resource to handle in this association the configuration of the new TSC user plane node in the context of this PDU session, as described in clauses 4.2.2.2, 4.2.2.24, 4.2.2.25 and 4.2.2.31. 

NOTE 4:
For the time synchronization service, the subscription to UE availability for time-synchronization service can occur after the PDU Session establishment has been completed in 5GS. Similarly, for the AF session with required QoS, the indication of the required QoS and TSC Assistance Container information can occur after the completion of the PDU session establishment. In such cases, the PCF sends the notification to the TSCTSF about the detection of a TSC user plane node information during PDU session establishment, and the TSCTSF could defer the creation of the related "Individual Application Session Context" till the reception of the subscription to UE availability for time synchronization or the AF session with required QoS occurs, as specified in 3GPP TS 29.513[7].

The NF service consumer (i.e. TSN AF or TSCTSF) may use the received TSC user plane node information and/or the received DS-TT port management information container and/or NW-TT port management information containers and the local configuration to construct the DS-TT port and or NW-TT port management information required to interwork with the external network.

* * * * Fifteenth Change * * * *
5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_PolicyAuthorization API. They shall be negotiated using the extensibility mechanism defined in clause 6.6.2 of 3GPP TS 29.500 [5].

When requesting the PCF to create an Individual Application Session Context resource the NF service consumer shall indicate the optional features the NF service consumer supports for the Npcf_PolicyAuthorization service by including the "suppFeat" attribute in the "AppSessionContextReqData" data type of the HTTP POST request.

The PCF shall determine the supported features for the created Individual Application Session Context resource as specified in clause 6.6.2 of 3GPP TS 29.500 [5]. The PCF shall indicate the supported features in the HTTP response confirming the creation of the Individual Application Session Context resource by including the "suppFeat" attribute in the "AppSessionContextRespData" data type.

Table 5.8-1: Supported Features

	Feature number
	Feature Name
	Description

	1
	InfluenceOnTrafficRouting
	Indicates support of Application Function influence on traffic routing. If the PCF supports this feature, the NF service consumer may influence SMF routing to applications or subscribe to notifications of UP path management for the traffic flows of an active PDU session.

	2
	SponsoredConnectivity
	Indicates support of sponsored data connectivity. If the PCF supports this feature, the NF service consumer may provide sponsored data connectivity to the SUPI.

	3
	MediaComponentVersioning
	Indicates the support of the media component versioning.

	4
	URLLC
	Indicates support of Ultra-Reliable Low-Latency Communication (URLLC) requirements, i.e. AF application relocation acknowledgement and UE address(es) preservation. The InfluenceOnTrafficRouting feature shall be supported in order to support this feature.

	5
	IMS_SBI
	Indicates support of the communication with the 5GC IMS NF service consumer via Service Based Interfaces.

	6
	NetLoc
	Indicates the support of access network information reporting.

	7
	ProvAFsignalFlow
	This indicates support for the feature of provisioning of AF signalling flow information as described in clauses 4.2.2.16 and 4.2.3.17. If the PCF supports this feature the NF service consumer may provision AF signalling flow information.

NOTE:
This feature is used by the IMS Restoration Procedures to provide to the SMF the address of the P-CSCF selected by the UE, refer to 3GPP TS 23.380 [39].

The IMS_SBI feature shall be supported in order to support this feature.

	8
	ResourceSharing
	This feature indicates the support of resource sharing across several "Individual Application Session Context" resources. The IMS_SBI feature shall be supported in order to support this feature.

	9
	MCPTT
	This feature indicates the support of Mission Critical Push To Talk services as described in 3GPP TS 24.379 [41].

	10
	MCVideo
	This feature indicates the support of Mission Critical Video services as described in 3GPP TS 24.281 [43].

	11
	PrioritySharing
	This feature indicates that Priority Sharing is supported as described in 3GPP TS 23.503 [4], clause 6.1.3.15.

	12
	MCPTT-Preemption
	This feature indicates the support of service pre-emption based on the information provided by the NF service consumer. It requires that both PrioritySharing and MCPTT features are also supported.

	13
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.

	14
	RAN-NAS-Cause
	This feature indicates the support for the release cause code information from the access network.

	15
	EnhancedSubscriptionToNotification
	Indicates the support of:

-
Subscription to periodic notifications.

-
Definition of a waiting time between the reporting of two event triggered events.

-
Indication of whether the event has to be reported at PDU Session termination.

-
Notification Correlation Id for a subscription to an event.

	16
	QoSMonitoring
	Indicates the support of QoS monitoring information. This feature requires the support of the EnhancedSubscriptionToNotification feature.

	17
	AuthorizationWithRequiredQoS
	Indicates support of policy authorization for the AF session with required QoS.

	18
	TimeSensitiveNetworking
	Indicates that the 5G System is integrated within the external network as a TSN bridge.

	19
	PCSCF-Restoration-Enhancement
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the PCF and the P-CSCF to indicate if they support P-CSCF Restoration Enhancement.

	20
	CHEM
	This feature indicates the support of Coverage and Handover Enhancements for Media (CHEM).

	21
	FLUS
	This feature indicates the support of FLUS functionality as described in 3GPP TS 26.238 [51].

	22
	EPSFallbackReport
	This feature indicates the support of the report of EPS Fallback as defined in clauses 4.2.2.30, 4.2.3.29 and 4.2.5.15.

	23
	ATSSS
	Indicates the support of the report of the multiple access types of a MA PDU session.

	24
	QoSHint
	This feature indicates the support of specific QoS hint parameters as described in 3GPP TS 26.114 [30], clause 6.2.10.

	25
	ReallocationOfCredit
	This feature indicates the support of notifications of reallocation of credits events. It requires the support of IMS_SBI feature.

	26
	ES3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection for any service operation, according to Stateless NF procedures as specified in clauses 6.5.3.2 and 6.5.3.3 of 3GPP TS 29.500 [5] and according to HTTP redirection principles for indirect communication, as specified in clause 6.10.9 of 3GPP TS 29.500 [5]. 

	27
	DisableUENotification
	Indicates the support of disabling QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation. This feature requires that the AuthorizationWithRequiredQoS featute is also supported.

	28
	PatchCorrection
	Indicates support of the correction to the PATCH method:

When this feature is not supported, the interoperability between a NF service consumer and the PCF can only be ensured when it is not required the update of the Individual Application Session Context resource.

	29
	MPSforDTS
	Indicates support for MPS for DTS as described in clauses 4.2.2.12.2 and 4.2.3.12.

	30
	ApplicationDetectionEvents
	This feature indicates the support of the subscription to notifications of the detection of the start and stop of an application's traffic.

	31
	TimeSensitiveCommunication
	Indicates that the 5G System is integrated within the external network as a TSC user plane node to enable Time Sensitive Communication, Time Synchronization and Deterministic Networking. This feature requires that the TimeSensitiveNetworking feature is also supported.

	32
	ExposureToEAS
	This feature indicates the support of the indication of direct event notification of QoS monitoring events from the UPF to the Local NEF or AF in 5GC. This indication requires that the QoSMonitoring feature is supported.



	33
	SatelliteBackhaul
	Indicates the support of the report of the satellite or non-satellite backhaul category of the PDU session.

	34
	RoutingReqOutcome
	Indicates the support of:

-
the report of UP path change failures; and 

-
the indication of whether AF routing requirements are applied.

It requires the support of InfluenceOnTrafficRouting feature.

	35
	EASDiscovery
	This feature indicates the support of EAS (re)discovery.

	36
	AltSerReqsWithIndQoS
	Indicates the support of provisioning Alternative Service Requirements with individual QoS parameters. This feature requires that the AuthorizationWithRequiredQoS feature is also supported.

	37
	SimultConnectivity
	This feature indicates the support of the indication of temporary simultaneous connectivity over source and target PSA at edge relocation. This indication requires that the InfluenceOnTrafficRouting feature is supported.

	38
	EASIPreplacement
	This feature indicates the support of provisioning of EAS IP replacement info. This support requires that InfluenceOnTrafficRouting feature is also supported

	39
	AccNetChargId_String
	This feature indicates the support of long character strings as access network charging identifier.

	40
	WLAN_Location
	This feature indicates the support of the report of the WLAN location information received from the ePDG/EPC, if available. It is only applicable to EPS interworking scenarios as described in 3GPP TS 29.512 [8], Annex B.

	41
	AF_latency
	This feature indicates support for edge relocation considering user plane latency.

	42
	UEUnreachable
	This feature indicates the support for the reporting of UE temporary unavailable.

	43
	AltQoSProfilesSupportReport
	This feature indicates the support of the report of whether Alternative QoS parameters are supported by NG-RAN. This feature requires that AuthorizationWithRequiredQoS feature is also supported.
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