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[44]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
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*** Next Change ***
[bookmark: _PERM_MCCTEMPBM_CRPT57490075___2]5.2.x	Naming scheme for vendor-specifc data model extensions
Information elements sent on the 3GPP northbound APIs should be extensible with vendor-specific data using naming scheme extensions. The definition of JSON data structures using OpenAPI as Interface Definition Language (see OpenAPI Specification [3]) allows to extend by default any JSON object with additional member elements, as long as no specific directives are included in the schema definition preventing such extension (e.g., by setting "additionalProperties" to false).
NOTE 1:	The only JSON data types that can be extended, by defining additional members, are JSON objects; simple data types (and arrays of items of simple data types) cannot be extended in this way.
However, in order to avoid duplication of member names inside the same object, it is necessary to comply with a naming scheme for vendor-specific data elements, to avoid clashing names between vendors.
Vendor-specific extension objects in JSON objects shall be named in the following manner:
extNamingScheme: "ext-"{IANA_enterprise_number|domain_name}[":"local_name]

where the value "IANA enterprise number" is a fixed 6-digit string, using the IANA-assigned "SMI Network Management Private Enterprise Codes" [XX] value associated to a given vendor, and padding with leading digits "0" to complete a 6-digit value.
The domain name shall be fully qualified domain name (FQDN). The optional local name is provided to distinguish multiple extension services by the same vendor.
NOTE 2:	The content (value) of IANA enterprise number and local name, as well as their usage, is not to be defined by any of the 3GPP Technical Specifications. Also, the type of value assigned to these members is not defined by 3GPP, and therefore, they can be any of the types allowed in the JSON specification: objects, arrays, or simple types (string, number, Boolean, etc.). However, to allow future extensibility of these values, it is recommended that they are defined as objects.
EXAMPLE 1:	The naming scheme for vendor "example.org" with local name “foo” based on the domain name would be: "ext-example.org:foo"
EXAMPLE 2:	The naming scheme for vendor "Example Enterprise Number for Documentation Use" with local name “foo” based on IANA enterprise number would be: "ext-32473:foo"

* * * * End of changes * * * *
