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Abstract of the contribution: 

This document provides information about the report of functionality support when the e2e feature support affect several NFs that may change along the lifetime of the PDU session.

1
Introduction
During CT3#123, CRs 4327, 4328, 4329, 4331, 4332, and 4333, dealing with the report of QoS monitoring support and QoS monitoring measurement error were postponed. The report of QoS monitoring support could not be agreed because it was missing a study of the report of other possible functionalities support, and then the possibility of defining a common framework or specifying common solution for the different potential cases in an API.
This discussion paper addresses the current status about the report of functionality support and proposes a solution to fill the gap for those functionalities that miss the report e2e functionality support.
2
Discussion
2.1
Functionality support report status
TS 29.500, clause 6.6.2, specifies the mechanism to negotiate applicable optional features that shall be used by 5G APIs. And it indicates that "This supported feature mechanism shall be applied separately for each API".

Additionally, TS 29.510 allows that a NF service consumer retrieves from the NRF the features that are supported by the selectable NF service producers.

Observation 1: The specified mechanisms for feature negotiation ensure the applicable optional functionalities supported in an API.

When several APIs are involved in the same e2e procedure, there might be scenarios where, to provide a specific functionality, such functionality has to be supported in NG-RAN and all the involved 5GC APIs (e.g., QoS monitoring, or Time Sensitive Communication (provisioning of TSCAI information)), or across several APIs/NFs in the 5GC-EPC, (e.g. Access Network Information report). Some of the involved APIs may represent the support of such functionality via the definition of a supported feature or, in the case of new APIs, via the definition of the corresponding O/M/C attributes.
Observation 2: The feature support mechanism is not enough to ensure that the applicable functionality used in an e2e procedure involving several APIs is in place.
PCC already specifies functionality where when an error occurs, the NF detecting the error reports the failure, which is propagated to the AF (e.g., QoS resources cannot be allocated, invalid route information, invalid application detection information) and the requested service is not provided (the PCC rule is not installed) or modified (the PCC rule is not updated). 
The only case where it is specified that the requested service is provided even though it is not possible to fulfill the complete request is the Access Network Information report functionality. In this case, if the network does not support the report of the access network information, the installation/modification of the concerned PCC rule(s) is not rejected, and instead it is notified the lack of support to report access network information, or Time Zone, or UE Location. The report of the lack of support avoids the application is unnecessarily waiting for the requested access network information, while the requested service (QoS) is still enforced in the network. Once the report is received, the application session can continue according to local policies for the received information.
Observation 3: Access Network Information support report has already been defined for the Access Network Information Report functionality, to inform about the unavailability of the requested access network information for the PCC rule. The PCC rule is successfully installed regardless the availability of Access Network Information. The report is not bound to feature support.
Alike Access Network Information Report, there are other functionalities requested by the AF that define additional service information over the required service (e.g. QoS control related functionality). For these functionalities, that require additional control to be in place in the network, it is needed to discuss (a) whether there might be unavailability of this additional control, and (b) whether the unavailability of this additional control should trigger either the PCC rule installation/modification failure report or the report of lack of support.

For the handling of QoS control, currently specified functionality that requires additional control over the required 5GC QoS parameters is (list is not exhaustive):
-
Alternative QoS profiles

-
QoS monitoring 

-
Provisioning of TSCAI

Observation 4: For the handling of QoS control, there is functionality that requires additionl control over the required 5GC QoS parameters for which it has not been studied and specified how to react in case this functionality cannot be provided or fails.
2.3
Support report analysis

The table below shows an analysis of the possible error/support report for Alternative QoS profiles, QoS monitoring and provisioning of TSCAI information.

The "Functionality" column refers to the specified functionality related to Alternative QoS profiles, QoS Monitoring and provisioning of TSCAI information. The "Functionality support (M/O)" column refers to whether the functionality is required or optional in the involved NFs and NG-RAN, and hence, whether it is possible that a deployment contains NFs and/or NG-RAN nodes that do not support the required control. The "Failure report/support" column indicates whether a failure report or a support report (or no report) should be triggered when the functionality is not supported/available.
	Functionality
	Functionality support (M/O)
	Failure report/support report
	Comment

	Alternative QoS profiles

	Alternative QoS profiles
	Support in RAN is optional:

TS 23.501, 5.7.2.4.1b:
"If, for a given GBR QoS Flow, Notification control is enabled and the NG-RAN has received a list of Alternative QoS Profile(s) for this QoS Flow and supports the Alternative QoS Profile handling, the following shall apply:"
NGAP (TS 38.413) protocol does not support the report of lack of support of Alternative QoS profile handling (ignores the IE, if received).
5GC support is optional and its control is handled via optional features. 


	Support Report:
	
The SMF, if it does not receive an alternative QoS profile or an indication that the lowest priority alternative QoS profile cannot be fulfilled together with the targets not fulfil indication, can determine that alternative QoS profiles are not supported by NG-RAN. 

	
	
	 
	

	
	
	Failure cannot be reported because the QoS flow is established, regardless NG-RAN supports Alternative QoS profile handling.

Support report is required for the application to distinguish, at the reception of QoS Notifications, whether the Alternative QoS profiles are being applied.
	

	Disable UE Notification
	5GC support is optional and its control is handled via optional features. 

	Support/Failure Report is not needed:

Failure cannot be reported because the QoS flow is established, regardless the support to disable UE Notification. 

AF is providing this information for higher efficiency and the PCF determines whether to include it or not in the PCC rule. No further actions are expected from the AF. It is not needed to report support.

	

	QoS monitoring

	QoS monitoring
	Support in RAN is optional:

NGAP (TS 38.413) protocol does not support the report of lack of support of QoS monitoring (ignores the IE, if received).
 
5GC support is optional and its control is handled via optional features. 


	Support Report:
	SMF should determine, based on local policy, whether QoS monitoring is supported. 

	
	
	Failure cannot be reported because the QoS flow is established, regardless NG-RAN supports/applies QoS monitoring
	

	
	
	Support report is required for the application, to continue processing knowing the delay measurement is not available.

	

	Direct Notification
	5GC support is optional and its control is handled via optional features. 
 
	Support Report:
Failure cannot be reported  because the QoS flow is established, regardless the support of the functionality. 
	SMF should determine, based e.g. on feature support by the UPF the support report.
 

	
	
	Support report is required for the application, which is aware of the not fulfillment of the request.
	

	TSCAI

	Provisioning of TSCAI
	Support in RAN is optional:

:
	 
	 

	
	TS 23.501, 5.27.2.1:
	 
	 

	
	TSCAI may be used by the 5G-AN, if provided by SMF. The knowledge of TSC traffic pattern is useful for 5G-AN as it allows more efficiently scheduling of QoS Flows that have a periodic, deterministic traffic characteristics either via Configured Grants, Semi-Persistent Scheduling or with Dynamic Grants
NGAP (TS 38.413) protocol does not support the report of lack of support of QoS monitoring (ignores the IE, if received).
5GC support is optional and its control is handled via optional features. 


	Support/Failure Report is not needed:

The AF is providing TSCAI for higher efficiency. No further actions are expected in the AF if not supported in NG-RAN.
	


Observation 5: Different functionality may set different needs in relation to error/support report handling. In the table above, TSCAI and Disable UE notification support does not need support report, while QoS monitoring, Direct Notification, and Alternative QoS profiles may benefit of it. None of these functionalities defined for additional QoS control for a QoS flow require error report.
To report lack of support two different approaches are possible: the definition of a common mechanism or the extension of the event/control.

E.g., the report of lack of Altenative QoS profile support can be embedded in the QNC event report used by the extending the QosNotificationControlInfo data type:
TS 29.512

Table 5.6.2.32-1: Definition of type QosNotificationControlInfo

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	refPccRuleIds
	array(string)
	M
	1..N
	An array of PCC rule id references to the PCC rules associated with the QosNotificationControlInfo.
	

	notifType
	QosNotifType
	M
	1
	Indicates whether the GBR targets for the indicated SDFs are "NOT_GUARANTEED" or "GUARANTEED" again.
	

	contVers
	array(ContentVersion)
	C
	1..N
	Indicates the version of the PCC rule. If rule versioning feature is supported, the content version shall be included if it was included when the corresponding PCC rule was installed or modified.
	RuleVersioning

	altQosParamId
	string
	O
	0..1
	Indicates the alternative QoS parameter set the NG-RAN can guarantee. When it is omitted and "notifType" attribute is NOT_GUARANTEED, it indicates that the lowest priority alternative QoS profile could not be fulfilled.
	AuthorizationWithRequiredQoS

	altQosNotSuppInd
	boolean
	O
	0..1
	When present and set to true, it indicates that the Alternative QoS profiles are not supported. Default value is false.
	


And equivalent change for TS 29.514, QosNotificationControlInfo data type.
For QoS monitoring support, the report could be similarly embedded in the QoS monitoring event extending the QosMonitoringReport data type.
A common mechanism (and separate from the PCRT/event report) to report the lack of support for a requested event/PCRT would require the definition of new control functionality. E.g., for TS 29.512 it would imply, the definition of a new PCRT, e.g. FUNCT_NOT_SUPPORTED, and the reuse of the ruleReports attribute to indicate the functionality that fails via new failure codes, e.g QOS_MON, DIRECT_NOTIF, ALTERNATIVE_QOS. Similarly, for TS 29.514, a new event would be defined FUNCT_NOT_SUPPORTED, and a new attribute, functNotSuppReports, to indicate the functionality that fails via a new enumeration with failure codes, e.g. QOS_MON, DIRECT_NOTIF, etc.

In any of the above solutions, the notification about the functionality is supported again will take place with the notification of the actual event.

Observation 6: Defining a common mechanism requires the definition of a new control, separate to the existing mechanisms for event/PCRT report. It represents and increase of complexity compared to the definition of an additional IE to the event/PCRT report.
Observation 7: The definition of a new PCRT/event to define the lack of support per existing (and new) functionality (e.g. a new QOS_MON_SUPPORT PCRT/event to report lack of support of QoS monitoring) also represents and increase of complexity compared with the definition of an additional IE to the event/PCRT report 

Currently, some PCRTs defined in TS 29.512 (CM_SES_FAIL, NO_CREDIT, REALLO_OF_CREDIT, SUCC_RES_ALLO) use the ruleReports attribute to report the information related to the event. Other PCRTs do not extend the RuleReport data type and extend the SmPolicyUpdateContextData instead. For TS 29.514 the common mechanism for event report relays on extending the EventsNotification data type with the per event specific information, if applicable.

Observation 8: The PCRT/event report mechanism is based on the definition of the event and the report of the requested information, without being specified any further commonality.
3.
Conclusions

The specification of error/support report needs to be analysed and described in a case by case basis. Depending on the functionality, either a lack of support or PCC rule failure should be specified. 
For the report of lack of support Ericsson prefers to reuse existing event for functionality report, when possible, instead of a new event representing the common mechanism to report lack of support or the definition of a separate event for that purpose.
Ericsson is bringing the proposed conclusions to TS 29.512 and TS 29.514.
