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1. Introduction
The MBS Session Policy authorization framework based on the Npcf_MBSPolicyAuthorization API and defined in TS 23.247 is not yet fully described/specified in TS 29.537.
2. Reason for Change
Update the service description clauses, the API definition clauses and the OpenAPI description of the Npcf_MBSPolicyControl API in TS 29.537 to cover the missing stage 2 requirements in TS 23.247.
It is to be noted that this pCR may be updated during the meeting based on the progress of the related stage 2 discussions/CRs.
3. Conclusions
N/A.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.537 V1.0.1.

* * * * Start of Changes * * * *
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* * * * Next Changes * * * *
5.3.1	Service Description
The MBS Policy Authorization Service enables the Policy Control Function (PCF) to authorize the MBS application sService requirements Information provided by an NF service consumer (e.g. AF, NEF, MBSF) and derive the related MBS policies, i.e.:
-	enable an NF service consumers (e.g. AF, NEF, MBSF) to request the creation, update orand removal of an MBS Application Session Context, based on the provisioning of MBS application sService requirementsInformation; and
-	enable the PCF to authorize the provided MBS application sService requirements Information and derive the MBS policies related to the targeted MBS session.
Editor's Note:	There may be updates (e.g. additional scope, service operations) depending on the progress of the related stage 2 work in SA2.
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[bookmark: _Toc104364958]5.3.2.1	Introduction
The service operations defined for Npcf_MBSPolicyAuthorization are shown in table 5.3.2.1-1.
Table 5.3.2.1-1: Npcf_MBSPolicyAuthorization Service Operations 
	Service Operation Name
	Description
	Initiated by

	Npcf_MBSPolicyAuthorization_Create
	Authorize the application and optionally determine and install MBS policies related to the targeted MBS Session based on the information provided by the NF service consumerRequest the creation of an MBS Application Session Context at the PCF, to enable MBS policy authorization for the provided MBS Service Information.
	NF service consumer (e.g. NEF, MBSF, AF)

	Npcf_MBSPolicyAuthorization_Update
	Update an existing MBS Application Session Context at the PCF, to enable MBS policy authorization for the updated MBS Service Information and the related MBS Policy Control data based on the received updated service information.
	NF service consumer (e.g. NEF, MBSF, AF)

	Npcf_MBSPolicyAuthorization_Delete
	Delete an existing MBS Application Session Context at the PCF.
	NF service consumer (e.g. NEF, MBSF, AF)



Editor's Note:	There may be updates (e.g. updated scope, service operations) depending on the progress of the related stage 2 work.
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[bookmark: _Toc104364960]5.3.2.2.1	General
The Npcf_MBSPolicyAuthorization_Create service operation enables an NF service consumer (e.g. AF, NEF, MBSF) to provision MBS application service requirements and request the creation of an MBS Application Session Context at the PCF, for the purpose ofthe PCF to authorize requesting MBS policy authorization for athem and create a related MBS Application Session Context and bind it to the targeted multicast or a broadcast MBS session.
The following procedures using the Npcf_MBSPolicyAuthorization_Create service operation are supported:
-	MBS Application Session Context Establishment.
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5.3.2.2.2	MBS Application Session Context Establishment



Figure 5.3.2.2.2-1: MBS Application Session Context establishment procedure
1.	1.	In order to request the creation of a new MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP POST request to the PCF, as described in step 1 of figure 5.3.2.2.2-1, targeting the "MBS Application Session Contexts" collection resource, with the request body containing the MbsAppSessionCtxt data structure that shall contain:
-	the MBS session identifier, within the "mbsSessionId" attribute;
-	 the requested MBS application Sservice requirementsInformation, if available, within the "mbsServInfo" attribute;.
-	the list of supported features, if feature negotiation needs to take place, within the "suppFeat" attribute;
and may contain:
-	the DNN of the MBS session, within the "dnn" attribute; and
-	the S-NSSAI of the MBS session, within the "snssai" attribute.
2.	Upon reception of the HTTP POST request from the NF service consumer, the PCF may interact with the UDR to retrieve MBS policy authorization information for the MBS session, as specified in 3GPP TS 29.519 [20]. The PCF shall perform MBS application service requirementspolicy authorization based on the MBS Service iInformation received from the NF service consumer, and the operator policies that are pre-configured at the PCF and/or the MBS Session policy control data retrieved from the UDR. Then:
-	Iif the MBS application service requirementspolicy authorization is successful, the PCF shall derive the required MBS policies (e.g. QoS parameters) and determine whether they are allowed or not;
-	If the required MBS policies are allowed:
-	the PCF shall store the generated MBS policies for the MBS session together with the corresponding MBS session ID;
-	the PCF shall create a new "Individual MBS Application Session Context" resource and respond to the NF service consumer with an HTTP "201 Created" status code, including an HTTP Location header field containing the URI of the created "Individual MBS Application Session Context" resource and the response body containing a representation of the created resource within the MbsAppSessionCtxt data structure;. and
-	the PCF may register itself at the BSF as the PCF handling the MBS session as specified in 3GPP TS 29.521 [21];
NOTE:	Registering at the BSF as the PCF serving the MBS Session is not necessary in a deployment with a single PCF.
The NF service consumer shall use the URI received in the HTTP Location header in subsequent requests to the PCF targeting the created "Individual MBS Application Session Context" resource.
-	If MBS policy authorization is not successful or the required MBS policies are not allowed, the PCF shall reject the request with an appropriate error response as specified below in this clause;
-	iIf errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures specified in clause 6.2.7;.
Editor's Note:	The complete list of Error cases and the related status codes are FFS.
If the service information provided in the body of the HTTP POST request is rejected because the requested MBS service is not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code including the ProblemDetails data structure with the "cause" attribute set to "REQUESTED_MBS_SERVICE_NOT_AUTHORIZED".
-	iIf the provided MBS Sservice Iinformation provided in the body of the HTTP POST request isare invalid, incorrect or insufficient for the PCF to authorize performthe MBS policy authorization request (e.g. invalid media type or invalid QoS reference), the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "INVALID_MBS_SERVICE_INFOINFORMATION";.
[bookmark: _Toc104364962]-	if the MBS IP flow(s) description provided within the MBS Service Information cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] are not respected, the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "FILTER_RESTRICTIONS_NOT_RESPECTED"; and
-	if the provided MBS Service Information are not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:
-	the ProblemDetails data structure with the "cause" attribute set to "MBS_SERVICE_INFO_NOT_AUTHORIZED";
and may contain:
-	the AcceptableMbsServInfo data structure including the MBS Service Information that is acceptable for the PCF.
* * * * Next Changes * * * *
[bookmark: _Toc104364963]5.3.2.3.1	General
The Npcf_MBSPolicyAuthorization_Update service operation enables an NF service consumer (e.g. AF, NEF, MBSF) to request the update of an provision modifications to the MBS application service requirements and request the PCF to authorize them and update the associated existing MBS Application Session Context, for the purpose of requesting the authorization of updated MBS Service Information.
The following procedures using the Npcf_MBSPolicyAuthorization_Update service operation are supported:
-	MBS Application Session Context Update.
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5.3.2.3.2	MBS Application Session Context Update



Figure 5.3.2.3.2-1: MBS Application Session Context update procedure
1.	1.	In order to request the modification of an existing MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP PATCH request to the PCF targeting the URI of the correspondingconcerned "Individual MBS Application Session Context" resource, with the request body containing the MbsAppSessionCtxtPatch data structure that shall may contain:
-	 the requested modifications to the MBS application Sservice Information, within the "mbsServInfo" attribute.
2.	Upon reception of the HTTP PATCH request from the NF service consumer, the PCF may interact with the UDR to retrieve MBS policy authorization information for the MBS session, as specified in 3GPP TS 29.519 [20]. The PCF shall perform MBS policy authorizeation based on the requested modifications of to the MBS application Sservice Informationrequirements based on the information received from the NF service consumer, and the operator policies that are pre-configured at the PCF and/or the MBS session policy control data retrieved from the UDR. Then:.
-	iIf the MBS policy authorization of the requested modifications to the MBS application Sservice Informationrequirements is successful, the PCF shall derive the required MBS policies (e.g. QoS parameters) and determine whether they are allowed or not;
-	If the required MBS policies are allowed:
-	the PCF shall store the generated MBS policies for the MBS session together with the corresponding MBS session ID;
-	the PCF shall update the associated "Individual MBS Application Session Context" resource accordingly and respond to the NF service consumer with either an HTTP "200 OK" status code with the response body containing a representation of the updated resource within the MbsAppSessionCtxt data structure, or an HTTP "204 No Content" status code;. and
-	the PCF may include within the "contactPcfInd" attribute of the returned MbsAppSessionCtxt data structure an indication that the PCF shall be contacted, i.e. to indicate the NF service consumer (MB-SMF) that it needs to trigger the MBS Policy Association Update procedure, as defined in clause 5.2.2.3, to receive updated MBS policies from the PCF;
-	If MBS policy authorization is not successful or the required MBS policies are not allowed, the PCF shall reject the request with an appropriate error response as specified below in this clause;
-	iIf errors occur when processing the HTTP PATCH request, the PCF shall apply the error handling procedures specified in clause 6.2.7;
Editor's Note:	Whether the HTTP PUT method should be defined instead of or in addition to the HTTP PATCH method for this service operation is FFS.
Editor's Note:	The complete list of Error cases and the related status codes are FFS.
-	if the provided MBS Service Information is invalid, incorrect or insufficient for the PCF to perform MBS policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "INVALID_MBS_SERVICE_INFO";
-	if the MBS IP flow(s) description provided within the MBS Service Information cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] are not respected, the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "FILTER_RESTRICTIONS_NOT_RESPECTED"; and
-	if the provided MBS Service Information are not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:
-	the ProblemDetails data structure with the "cause" attribute set to "MBS_SERVICE_INFO_NOT_AUTHORIZED";
and may contain:
-	the AcceptableMbsServInfo data structure including the MBS Service Information that is acceptable for the PCF.
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5.3.2.4.2	MBS Application Session Context Deletion



Figure 5.3.2.4.2-1: MBS Application Session Context deletion procedure
1.	In order to request the deletion of an existing MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP DELETE request to the PCF targeting the URI of the concerned corresponding "Individual MBS Application Session Context" resource.
2.	Upon success, the PCF shall respond with an HTTP "204 No Content" status code.
If errors occur when processing the HTTP DELETE request, the PCF shall apply the error handling procedures specified in clause 6.2.7.
Editor's Note:	Error / redirection cases and the related status codes are FFS.
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[bookmark: _Toc104365051]6.2.3.1	Overview
This clause describes the structure of the resource URIs and the resources and methods used for the Npcf_MBSPolicyAuthorization service.
Figure 6.2.3.1-1 depicts the resource URIs structure for the Npcf_MBSPolicyAuthorization API.



Figure 6.2.3.1-1: Resource URI structure of the Npcf_MBSPolicyAuthorization API
Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.2.3.1-1: Resources and methods overview
	Resource purpose/name
	Resource URI (relative path after API URI)
	HTTP method or custom operation
	Description (service operation)

	MBS Application Session Contexts
	/mbs-app-sessioncontexts
	POST
	Create a new Individual MBS Application Session Context resource.

	Individual MBS Application Session Context
	/mbs-app-sessioncontexts/{mbsAppSessionIdcontextId}
	GET
	Retrieve an existing Individual MBS Application Session Context resource.

	
	
	PATCH
	Modify an existing Individual MBS Application Session Context resource.

	
	
	DELETE
	Delete an existing Individual MBS Application Session Context resource.



Editor's Note:	Whether the HTTP PUT method should be defined instead of or in addition to the HTTP PATCH method is FFS.
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[bookmark: _Toc104365056]6.2.3.2	Resource: MBS Application Session Contexts
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6.2.3.2.1	Description
This resource represents the collection of Individual MBS Application Session Context resources managed by the PCF.
[bookmark: _Toc104365054]* * * * Next Changes * * * *
6.2.3.2.2	Resource Definition
Resource URI: {apiRoot}/npcf-mbspolicyauth/<apiVersion>/mbs-app-sessioncontexts
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.
Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1.



* * * * Next Changes * * * *
6.2.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MbsAppSessionCtxt
	M
	1
	Contains the parameters to create an Individual MBS Application Session Context resource for MBS policy authorization.



Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsAppSessionCtxt
	M
	1
	201 Created
	Successful case. An Individual MBS Application Session Context resource is successfully created and a representation of the created resource is returned to the NF service consumerin the response body.

A Location header field containing the URI of the created resource is also included.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	MbsExtProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the HTTP POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	Failure cases are described in clause 6.2.7.



Table 6.2.3.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/npcf-mbspolicyauth/<apiVersion>/mbs-app-sessioncontexts/{mbsAppSessionIdcontextId}
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6.2.3.3	Resource: Individual MBS Application Session Context
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6.2.3.3.1	Description
This resource represents an Individual MBS Application Session Context resource managed by the PCF.
[bookmark: _Toc104365060]* * * * Next Changes * * * *
6.2.3.3.2	Resource Definition
Resource URI: {apiRoot}/npcf-mbspolicyauth/<apiVersion>/mbs-app-sessioncontexts/{mbsAppSessionIdcontextId}
This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.
Table 6.2.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1.

	mbsAppSessionIdcontextId
	string
	Represents the unique identifier of the Individual MBS Application Session Context resource.
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[bookmark: _Toc104365062]6.2.3.3.3.1	GET
This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.
Table 6.2.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.
Table 6.2.3.3.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsAppSessionCtxt
	M
	1
	200 OK
	Successful case. The requested Individual MBS Application Session Context resource is successfully returned to the NF service consumer.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	NOTE:	The mandatory HTTP error status code for the HTTP GET method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Editor's Note:	Error / redirection cases and the related status codes are FFS.
Table 6.2.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 6.2.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.
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6.2.3.3.3.2	PATCH
This method shall support the URI query parameters specified in table 6.2.3.3.3.2-1.
Table 6.2.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and response codes specified in table 6.2.3.3.3.2-3.
Table 6.2.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MbsAppSessionCtxtPatch
	M
	1
	Contains the parameters to request the modification of an existing Individual MBS Application Session Context resource.



Table 6.2.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsAppSessionCtxt
	M
	1
	200 OK
	Successful case. The correspondingconcerned Individual MBS Application Session Context resource is successfully modified and a representation of the updated resource is returned to the NF service consumer in the response body.

	n/a
	
	
	204 No Content
	Successful case. The correspondingconcerned Individual MBS Application Session Context resource is successfully modified and no content is returned in the response body.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	MbsExtProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the HTTP PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	Failure cases are described in clause 6.2.7.



Table 6.2.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 6.2.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.
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6.2.3.3.3.3	DELETE
This method shall support the URI query parameters specified in table 6.2.3.3.3.3-1.
Table 6.2.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.3-2 and the response data structures and response codes specified in table 6.2.3.3.3.3-3.
Table 6.2.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The correspondingconcerned Individual MBS Application Session Context resource is successfully deleted.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	NOTE:	The mandatory HTTP error status code for the HTTP DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Editor's Note:	Error / redirection cases and the related status codes are FFS.
Table 6.2.3.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 6.2.3.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.
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[bookmark: _Toc104365069]6.2.6.1	General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Npcf_MBSPolicyAuthorization service based interface protocol.

Table 6.2.6.1-1: Npcf_MBSPolicyControl specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	AcceptableMbsServInfo
	6.2.6.2.4
	Contains the MBS Service Information that can be accepted by the PCF.
	

	MbsExtProblemDetails
	6.2.6.4.1
	Identifies the MBS related extensions to the ProblemDetails data structure.
	

	MbsAppSessionCtxt
	6.2.6.2.2
	Identifies Represents the service requirementsparameters of an Individual MBS Application Session Context.
	

	MbsAppSessionCtxtPatch
	6.2.6.2.3
	Describes Represents the modifications to an existing Individual MBS Application Session Context resource.
	



Table 6.2.6.1-2 specifies data types re-used by the Npcf_MBSPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_MBSPolicyControl service based interface.
Table 6.2.6.1-2: Npcf_MBSPolicyControl re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	BitRate
	3GPP TS 29.571 [15]
	Represents a bit rate.
	

	Dnn
	3GPP TS 29.571 [15]
	Identifies a DNN.
	

	MbsMediaComp
	3GPP TS 29.571 [15]
	Represents an MBS Media Component.
	

	MbsServiceInfo
	3GPP TS 29.571 [15]
	Represents MBS Service Information
	

	MbsSessionId
	3GPP TS 29.571 [15]
	Represents an MBS Session Identifier.
	

	ProblemDetails
	3GPP TS 29.571 [15]
	Contains error related additional information.
	

	RedirectResponse
	3GPP TS 29.571 [15]
	Contains redirection related information.
	

	Snssai
	3GPP TS 29.571 [15]
	Identifies an S-NSSAI.
	

	SupportedFeatures
	3GPP TS 29.571 [15]
	Represents the list of supported features. It is used to negotiate the applicability of the optional features.
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[bookmark: _Toc104365072]6.2.6.2.2	Type: MbsAppSessionCtxt
Table 6.2.6.2.2-1: Definition of type MbsAppSessionCtxt
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsSessionId
	MbsSessionId
	M
	1
	Represents the identifier of the correspondingconcerned MBS Session.
	

	mbsServInfo
	MbsServiceInfo
	C
	1
	Represents the MBS Service Information.

This attribute shall be provided, if available.
	

	dnn
	Dnn
	OC
	0..1
	Represents the DNN of the MBS session.

This attribute shall be provided, if available.
	

	snssai
	Snssai
	OC
	0..1
	Represents the S-NSSAI of the MBS session.

This attribute shall be provided, if available.
	

	contactPcfInd
	boolean
	O
	0..1
	Indicates whether the PCF shall be contacted or not, i.e.:
· "true" means that the PCF shall be contacted; and
· "false" means that the PCF shall not be contacted.
When this attribute is not present, the default value is "false".

This attribute may only be present in the response to an MBS Application Session Context update request.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of the supported features (among the ones defined in clause 6.2.8).

This parameter shall be provided if at least one feature is supported by the NF Service Consumerfeature negotiation needs to take place.
	



Editor's Note:	The final and full list of attributes and the related conditions are still FFS and pending stage 2 progress.
Editor's Note:	Whether more than one application ID can be provided and how it is handled is FFS.
[bookmark: _Toc104365073]* * * * Next Changes * * * *
6.2.6.2.3	Type: MbsAppSessionCtxtPatch
Table 6.2.6.2.3-1: Definition of type MbsAppSessionCtxtPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsServInfo
	MbsServiceInfo
	O
	0..1
	Represents the updated MBS Service Information.
	



Editor's Note:	The list of attributes and the related conditions are still FFS and pending stage 2 progress.
[bookmark: _Toc104365074]* * * * Next Changes * * * *
6.2.6.2.4	Type: AcceptableMbsServInfo
Table 6.2.6.2.4-1: Definition of type AcceptableMbsServReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accMbsServInfo
	map(MbsMediaComp)
	C
	1..N
	Contains the maximum acceptable bandwidth per media component that can be accepted and authorized by the PCF.

Each map entry encoded using the MbsMediaCom data structure shall only include the "mbsMedCompNum" attribute and the "maxReqMbsBwDl" attribute indicating the maximum acceptable bandwidth.

The key of the map is the "medCompN" attribute of the corresponding MbsMediaCom data structure provided as a map entry.

(NOTE)
	

	accMaxMbsBw
	BitRate
	C
	0..1
	Contains the maximum acceptable bandwidth.

(NOTE)
	

	NOTE: 	When the acceptable MBS bandwidth is per MBS media component, only the "accMbsServInfo" attribute shall be present. When the acceptable MBS bandwidth applies to all the MBS media components, only the "accMaxMbsBw" attribute shall be present.



* * * * Next Changes * * * *
[bookmark: _Toc104365077]6.2.6.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.2.6.3.3-1.
Table 6.2.6.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability
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6.2.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc104365079]* * * * Next Changes * * * *
6.2.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc104365080]6.2.6.4.1	Type: MbsExtProblemDetails<TypeName 1>
Table 6.2.6.4.1-1: Definition of type MbsExtProblemDetails<Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"ProblemDetails
	"1" or "M..N"
	<only if applicable>Contains the details of the encountered problem, as defined in 3GPP TS 29.571 [15].
	

	AcceptableMbsServInfo
	0..1
	Contains the MBS Service Information that can be accepted by the PCF.
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6.2.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc104365082]* * * * Next Changes * * * *
[bookmark: _Toc104365087]6.2.7.3	Application Errors
The application errors defined for the Npcf_MBSPolicyAuthorization service are listed in table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	[bookmark: _Hlk101897844]INVALID_MBS_SERVICE_INFONFORMATION
	400 Bad Request
	[bookmark: _Hlk101897776]The HTTP request is rejected because the provided MBS Sservice Informationinformation is invalid (e.g. invalid QoS reference), incorrect or insufficient for the PCF to perform the requested action, e.g. invalid media type or invalid QoS referenceMBS policy authorization.

	FILTER_RESTRICTIONS_NOT_RESPECTED
	400 Bad Request
	The MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] not being respected.

	REQUESTED_MBS_SERVICE_INFO_NOT_AUTHORIZED
	403 Forbidden
	The provided MBS Service Information is rejectedservice information provided in the request is rejected because the requested MBS service is not authorized.

	MBS_SESSION_POL_AUTH_CTXT_NOT_FOUND
	404 Not Found
	The targeted Individual MBS Application Session Context does not exist.



[bookmark: _Toc104365089][bookmark: _Toc510696653][bookmark: _Toc35971453]* * * * Next Changes * * * *
6.2.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Npcf_MBSPolicyAuthorization API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Npcf_MBSPolicyAuthorization API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Npcf_MBSPolicyAuthorization service.
The Npcf_MBSPolicyAuthorization API defines a single scope "npcf-mbspolicyauth" for the entire service, and it does not define any additional scopes at resource or operation level.
* * * * Next Changes * * * *
[bookmark: _Toc104365093]A.3	Npcf_MBSPolicyAuthorization API
openapi: 3.0.0
info:
  title: Npcf_MBSPolicyAuthorization API
  version: 1.0.0-alpha.2
  description: |
    MBS Policy Authorization Service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: >
    3GPP TS 29.537 V1.0.1; 5G System; Multicast/Broadcast Policy Control Services.
  url: 'https://www.3gpp.org/ftp/Specs/archive/29_series/29.537/'

security:
  - {}
  - oAuth2ClientCredentials:
    - npcf-mbspolicyauth

servers:
  - url: '{apiRoot}/npcf-mbspolicyauth/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in subclause 4.4 of 3GPP TS 29.501.

paths:
  /mbs-app-sessioncontexts:
    post:
      summary: Request the creation of a new Individual MBS Application Session Context resource.
      operationId: CreateMBSAppSessionCtxt
      tags:
        - MBS Application Session Contexts (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MbsAppSessionCtxt'
      responses:
        '201':
          description: >
            Created. An Individual MBS Application Session Context resource is successfully
            created and a representation of the created resource is returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MbsAppSessionCtxt'
          headers:
            Location:
              description: >
                Contains the URI of the newly created Individual MBS Application Session
                Context resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          description: Forbidden.
          content:
            application/problem+json:
              schema:
                $ref: '#/components/schemas/MbsExtProblemDetails'
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
          description: Not Found
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /mbs-app-sessioncontexts/{mbsAppSessionIdcontextId}:
      parameters:
        - name: contextId
          in: path
          description: >
            Contains the identifier of the Individual MBS Application Session Context resource.
          required: true
          schema:
            type: string

    get:
      summary: Read an existing Individual MBS Application Session Context resource.
      operationId: GetMBSAppSessionCtxt
      tags:
        - Individual MBS Application Session Context (Document)
      parameters:
        - name: mbsAppSessionId
          in: path
          description: >
            Contains the identifier of the targeted Individual MBS Application Session
            Context.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: >
            OK. The requested Individual MBS Application Session Context resource is successfully
            successfully returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MbsAppSessionCtxt'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

    patch:
      summary: Request the mModificationy of an existing Individual MBS Application Session Context resource.
      operationId: ModifyMBSAppSessionCtxt
      tags:
        - Individual MBS Application Session Context (Document)
      parameters:
        - name: mbsAppSessionId
          in: path
          description: >
            Contains the identifier of the targeted Individual MBS Application Session
            Context.
          required: true
          schema:
            type: string
      requestBody:
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/MbsAppSessionCtxtPatch'
      responses:
        '200':
          description: >
            OK. The requested Individual MBS Application Session Context resource is successfully
            successfully modified and a representation of the updated resource is returned in the response body.
            returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MbsAppSessionCtxt'
        '204':
          description: >
            No Content. The correspondingconcerned Individual MBS Application Session Context resource is
            successfully modified and no content is returned in the response body.
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          description: Forbidden.
          content:
            application/problem+json:
              schema:
                $ref: '#/components/schemas/MbsExtProblemDetails'
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

    delete:
      summary: Request the dDeletione of an existing Individual MBS Application Session Context resource.
      operationId: DeleteMBSAppSessionCtxt
      tags:
        - Individual MBS Application Session Context (Document)
      parameters:
        - name: mbsAppSessionId
          in: path
          description: >
            Contains the identifier of the targeted Individual MBS Application Session
            Context.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: >
            No Content. The correspondingconcerned Individual MBS Application Session Context resource is
            successfully deleted.
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows: 
        clientCredentials: 
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            npcf-mbspolicyauth: Access to the Npcf_MBSPolicyAuthorization API

  schemas:
    MbsAppSessionCtxt:
      description: >
        Identifies Represents the service requirementsparameter of an Individual MBS Application Session Context.
      type: object
      properties:
        mbsSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionId'
        mbsServInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsServiceInfo'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        contactPcfInd:
          type: boolean
          default: false
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - mbsSessionId
        - mbsServReq

    MbsAppSessionCtxtPatch:
      description: >
        Describes Represents the modifications to an existing Individual MBS Application Session Context resource.
        Context resource.
      type: string
# Editor’s Note: The definition of the MbsAppSessionCtxtPatch data type is FFS.
      type: object
      properties:
        mbsServInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsServiceInfo'

    MbsExtProblemDetails:
      description: Identifies the MBS related extensions to the ProblemDetails data structure.
      allOf:
        - $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        - $ref: '#/components/schemas/AcceptableMbsServInfo'

    AcceptableMbsServInfo:
      description: >
        Contains the MBS Service Information that can be accepted by the PCF.
      type: object
      properties:
        accMbsServInfo:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsMediaComp'
          minProperties: 1
        accMaxMbsBw:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
      oneOf:
        - required: [accMbsServInfo]
        - required: [accMaxMbsBw]
* * * * End of Changes * * * *
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