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	Reason for change:
	There are currently some inconsistencies in the provisions related to error handling. The below provision in clause 5.3.5.3 is misaligned with the remaining parts of the specification, as the inclusion of a ProblemDetails data structure with the "cause" attribute containing an application error in an error response body is generally optional, unless mandated by service description clause, i.e. clause 4.4.2 in this case.

"The SCEF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.3.5.3-1."

Indeed, whether the ProblemDetails data type shall be included and whether it shall contain a "cause" attribute with an appropriate application error should rather be specified in clause 4.4.2 of this specification or the corresponding clause in any other specification reusing the MonitoringEvent API, e.g. clause 4.4.2 of TS 29.522.

In addition, the normative table NOTEs in the tables defining the methods on the resources defined for this API are also not necessary and may introduce confusion/misalignments with the service description clauses.

	
	

	Summary of change:
	This CR proposes to:
· Remove the above mentioned sentence from clause 5.3.5.3.
· Update tables 5.3.3.2.3.4-2 and 5.3.3.3.3.2-2 to remove the existing tables NOTEs related to application errors and add a new NOTE referring to clause 5.3.5.3 for failure cases description.
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* * * * Start of changes * * * *
[bookmark: _Toc11247341][bookmark: _Toc27044463][bookmark: _Toc36033505][bookmark: _Toc45131637][bookmark: _Toc49775922][bookmark: _Toc51746842][bookmark: _Toc66360387][bookmark: _Toc68104892][bookmark: _Toc74755522][bookmark: _Toc105674389]5.3.3.2.3.4	POST
The POST method creates a new subscription resource to monitor an event for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.
Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription resource was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	MonitoringEventReport
	1
	200 OK
	The operation is successful, and corresponding monitoring event report is included.
This is only applicable for the one-time monitoring request if report is available in the response.

	
	MonitoringEventReports
	1
	200 OK
	The operation is successful and the corresponding monitoring event report(s) are included in the response body.

This is only applicable when the enNB feature is supported,. tThe monitoring request is a one-time reporting request and the event reports are available in the response.

	
	ProblemDetails
	0..1
	400 Bad Request
	(NOTE 2)The subscription resource is not allowed to be created because:
- the supported feature corresponding to the monitoring event is not supported by the client (NOTE 4); or
- it is a duplicate of an existing subscription (only if the enNB feature is supported) (NOTE 7).

	
	ProblemDetails
	0..1
	403 Forbidden
	(NOTE 2)The subscription resource is not allowed to be created because:
- one or more of the received parameters are out of the range defined by operator policies (NOTE 2);
- the Idle Status Indication is received in the request but not supported by the network (NOTE 3);
- a limit related to the number of subscriptions has been reached (only if the enNB feature is supported) (NOTE 6); or
- user consent management is not supported by the AF or because user consent is not granted (NOTE 8).

	
	ProblemDetails
	0..1
	500 Internal Server Error
	(NOTE 2)The subscription resource is not allowed to be created since the event is not supported by the server.
(NOTE 5)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	Failure cases are described in clause 5.3.5.3The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in clause 5.3.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.
NOTE 3:	The "cause" attribute within the "ProblemDetails" data structure may be set to "IDLE_STATUS_UNSUPPORTED" as defined in clause 5.3.5.3.
NOTE 4:	The "cause" attribute within the "ProblemDetails" data structure may be set to "EVENT_FEATURE_MISMATCH" as defined in clause 5.3.5.3.
NOTE 5:	The "cause" attribute within the "ProblemDetails" data structure may be set to "EVENT_UNSUPPORTED" as defined in clause 5.3.5.3.
NOTE 6:	The "cause" attribute within the "ProblemDetails" data structure may be set to "RESOURCES_EXCEEDED" as defined in clause 5.3.5.3.
NOTE 7:	The "cause" attribute within the "ProblemDetails" data structure may be set to "DUPLICATE_REQUEST" as defined in clause 5.3.5.3.
NOTE 8:	The "cause" attribute within the "ProblemDetails" data structure may be set to either "CONSENT_REVOCATION_NOT SUPPORTED" or "USER_CONSENT_NOT_GRANTED" as defined in clause 5.3.5.3.



Table 5.3.3.2.3.4-3: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId}



* * * * Next changes * * * *
[bookmark: _Toc11247348][bookmark: _Toc27044470][bookmark: _Toc36033512][bookmark: _Toc45131644][bookmark: _Toc49775929][bookmark: _Toc51746849][bookmark: _Toc66360394][bookmark: _Toc68104899][bookmark: _Toc74755529][bookmark: _Toc105674396]5.3.3.3.3.2	PUT
The PUT method modifies an existing subscription resource to update the subscription. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.3.3.2-1 and table 5.3.3.3.3.2-2.
Table 5.3.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.3.3.3.3.2-2: Data structures supported by the PUT request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to update a subscription to notifications about monitoring event with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	MonitoringEventSubscription
	1
	200 OK
	The subscription was updated successfully and the representation of the subscription is returned.

	
	none
	
	204 No Content
	The subscription was updated successfully.

	
	none
	
	307 Temporary Redirect
	Temporary redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.

Redirection handling is described in clause 5.2.10.

	
	none
	
	308 Permanent Redirect
	Permanent redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.

Redirection handling is described in clause 5.2.10.

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be updated since the HTTP method is not supported.
(NOTE 2, NOTE 3)

	
	none
	
	307 Temporary Redirect
	Temporary redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in clause 5.2.10.

	
	none
	
	308 Permanent Redirect
	Permanent redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in clause 5.2.10.

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.
NOTE 2:	The error case is only applicable for monitoring event configuration via PCRF.
NOTE 3:	Failure cases are describedThe "cause" attribute within the "ProblemDetails" data structure may be set to "OPERATION_PROHIBITED" as defined in clause 5.3.5.3.



Table 5.3.3.3.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



Table 5.3.3.3.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



* * * * Next changes * * * *
[bookmark: _Toc11247362][bookmark: _Toc27044484][bookmark: _Toc36033526][bookmark: _Toc45131658][bookmark: _Toc49775943][bookmark: _Toc51746863][bookmark: _Toc66360411][bookmark: _Toc68104916][bookmark: _Toc74755546][bookmark: _Toc105674419]5.3.5.3	Application Errors
The application errors defined for the MonitoringEvent API are listed in table 5.3.5.3-1. The SCEF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.3.5.3-1.
Table 5.3.5.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	EVENT_FEATURE_MISMATCH
	400 Bad Request
	Indicates the resource creation is not allowed since the supported feature corresponding to the monitoring event is not supported by the client.
	

	DUPLICATE_REQUEST
	400 Bad Request
	Indicates that a duplicate subscription already exists for this client.
	enNB

	PARAMETER_OUT_OF_RANGE
	403 Forbidden
	Indicates that the resource is not allowed to be created since one or more of the received parameter are out of range defined by operator policies.
	

	IDLE_STATUS_UNSUPPORTED
	403 Forbidden
	Indicates that the resource is not allowed to be created since the Idle Status Indication is received in the request but not supported by the network.
	

	OPERATION_PROHIBITED
	403 Forbidden
	Indicates the HTTP method is not supported.
	

	CONSENT_REVOCATION_NOT SUPPORTED
	403 Forbidden
	Indicates that the request is rejected because user consent management and enforcement is not supported by the client.
	EDGEAPP

	USER_CONSENT_NOT_GRANTED
	403 Forbidden
	Indicates that the request is rejected because user consent is not granted.
	EDGEAPP

	RESOURCES_EXCEEDED
	403 Forbidden
	Indicates that no more subscriptions are allowed for this client.
	enNB

	EVENT_FEATURE_MISMATCH
	400 Bad Request
	Indicates the resource creation is not allowed since the supported feature corresponding to the monitoring event is not supported by the client.
	

	DUPLICATE_REQUEST
	400 Bad Request
	Indicates that a duplicate subscription already exists for this client.
	enNB

	EVENT_UNSUPPORTED
	500 Internal Server Error
	Indicates the required monitoring event is not supported by the server.
	



* * * * End of changes * * * *
