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[bookmark: _Toc104478710]* * * * Start of changes * * * *
[bookmark: _Toc90657769][bookmark: _Toc104478711]4.4.32.1	General
The procedures described in the subclauses below are used by an AF to request the NEF to provide an AF specific UE ID, as described in clause 4.15.10 of 3GPP TS 23.502 [2].
[bookmark: _Toc90657770][bookmark: _Toc104478712]* * * * Next changes * * * *
4.4.32.2	Retrieve AF specific UE ID service operation
In order to retrieve the AF specific UE ID information, the AF shall send an HTTP POST request message to the NEF targeting the resource URI "{apiRoot}/3gpp-ueid/v1/retrieve", with the request body including the UeIdReq data structure.
Upon receiption of the corresponding HTTP POST request message from the AF, the NEF shall check whether the AF is authorized to perform this operation or not:
-	if AF is not authorized, the NEF shall respond to the AF with a "403 Forbidden" status code with the response body including the ProblemDetails data structure containing the "cause" attribute set to the "REQUEST_NOT_AUTHORIZED" application error indicating the AF authorisation failure; and
-	if the AF's is authorized by the NEF, then if the DNN and/or S-NSSAI information is not available in the request, the NEF shall determine the corresponding DNN and/or S-NSSAI information based on the requesting AF Identifier, and if provided, the MTC Provider Information which may have been provided by the AF or is determined by the NEF based on the requesting AF Identifier, MTC Provider Information.
 If the authorisation is not granted, the NEF replies to the AF with a "403 Forbidden" error status code with application error "REQUEST_NOT_AUTHORIZED" indicating the AF authorisation failure.
The NEF shall then interact with the BSF with using the UE address and IP domain (if the UE IPv4 address is provided), and /or DNN and/or S-NSSAI to retrieve the session binding information of the UE by invoking the Nbsf_Management_Discovery service operation, as described in 3GPP TS 29.521 [9]. If no SUPI is received in the session binding information from the BSF, the NEF replies to the AF with a "404 Not Found" error status code with application error "UE_ID_NOT_AVAILABLE" to indicate that the UE ID is not available.
If the NEF receives an error response from the BSF, the NEF shall respond to the AF with a proper error status code. If the NEF received from the BSF an error response including a "ProblemDetails" data structure with the "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error. If no SUPI matching the provided UE information is returned by the BSF, the NEF shall respond to the AF with a "404 Not Found" status code with the response body including a ProblemDetails data structure containing the "cause" attribute set to the "UE_NOT_FOUND" application error to indicate that the requested UE address is not found.
Upon success and a SUPI is returned by the BSF, Tthe NEF shall then interacts with UDM to retrieve the AF specific UE Identifier using the received SUPI and at least one of the Application Port ID, MTC Provider Information or AF Identifier information by invoking Nudm_SDM_Get service, as described in subclause 5.2.2.2 of 3GPP TS 29.503 [17]. The request message includes SUPI and at least one of Application Port ID, MTC Provider Information or AF Identifier.
Upon success, Tthe UDM responds to the NEF with an the AF specific UE Identifier represented as an External Identifier for the UE which is uniquely associated with the Application Port ID, MTC provider Information and/or AF Identifier. The NEF shall then respond to the AF with the received information, i.e. the AF specific UE Identifier represented as an External Identifier that was received from the UDM.
If the NEF receives an error response from the UDM, the NEF shall respond to the AF with a proper error status code. If the NEF received from the UDM an error response including a "ProblemDetails" data structure with the "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error. If the UDM indicates that the requested UE Identifier is not available in the subscription data, the NEF shall respond to the AF with a "404 Not Found" error status code with the response body including a ProblemDetails data structure containing the "cause" attribute set to the "UE_ID_NOT_AVAILABLE" application error to indicate that the AF specific UE ID is not available.
If the NEF receive a successful response from UDM, the NEF shall further respond to the AF with the information (including the AF specific UE Identifier represented as an External Identifier) received from the UDM. If the UE Identifier is not available in the subscription data, the NEF shall reply to the AF with a "404 Not Found" error status code with application error "UE_ID_NOT_AVAILABLE" to indicate that the UE ID is not available. If the NEF receives an error code from the UDM, the NEF shall respond to the AF with a proper error status code.
NOTE:	The case where UE's IP address provided by the AF to the NEF corresponds to an IP address that has been NATed (Network and Port Address Translation) is not supported in this release of the specification.
Editor's note:	Whether and how user's consent is needed is FFS and pending SA6 and SA3 feedback.
* * * * Next changes * * * *
[bookmark: _Toc90658163][bookmark: _Toc104479486]5.25.1	Introduction
The Nnef_UEId service shall use the UEId API.
The API URI of UEId API shall be:
{apiRoot}/3gpp-ueid/v1
with the following components:
-	"apiRoot" is set as described in clause 5.2.4 in 3GPP TS 29.122 [4].
-	"apiName" shall be set to "3gpp-ueid".
-	"apiVersion" shall be set to "v1" for the current version defined in the present document.
All resource URIs in the subclauses below are defined relative to the above root URI.
[bookmark: _Toc90658164][bookmark: _Toc104479487]* * * * Next changes * * * *
[bookmark: _Toc90658165][bookmark: _Toc104479488]5.25.3	Custom Operations without associated resources 
[bookmark: _Toc90658166][bookmark: _Toc104479489]* * * * Next changes * * * *
[bookmark: _Toc90658168][bookmark: _Toc104479491]5.25.3.2.1	Description
The custom operation allows a service consumer to retrieve AF specific UE ID information via the NEF.
Editor's note:	Whether and how user's consent is needed is FFS and pending SA6 and SA3 feedback.

[bookmark: _Toc90658169][bookmark: _Toc104479492]* * * * Next changes * * * *
[bookmark: _Toc90658172][bookmark: _Toc104479495]5.25.5.1	General
This subclause specifies the application data model supported by the UEId API. Table 5.25.5.1-1 specifies the data types defined for the UEId API.
Table 5.25.5.1-1: UEId service specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	UeIdReq
	5.25.5.2.2
	Represents the parameters to requestof AF specific UE ID retrieval.
	

	UeIdInfo
	5.25.5.2.3
	Represents AF specific UE ID information.
	



Table 5.25.5.1-2 specifies data types re-used by the UEId API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the UEId API.

Table 5.25.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments

	Dnn
	3GPP TS 29.571 [8]
	Identifies a DNN.

	ExternalId
	3GPP TS 29.122 [4]
	Represents an External Identifier.

	IpAddr
	3GPP TS 29.571 [8]
	Identifes an IP address.

	MacAddr48
	3GPP TS 29.571 [8]
	Identifies a MAC address.

	MtcProviderInformation
	3GPP TS 29.571 [8]
	Indicates MTC provider information.

	Snssai
	3GPP TS 29.571 [8]
	Identifies the S-NSSAI.

	Uinteger
	3GPP TS 29.571 [8]
	Represents an uUnsigned integer.



[bookmark: _Toc90658174][bookmark: _Toc104479496]* * * * Next changes * * * *
[bookmark: _Toc90658176][bookmark: _Toc104479498]5.25.5.2.2	Type: UeIdReq
Table 5.25.5.2.2-1: Definition of type UeIdReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
(NOTE 1)

	afId
	string
	M
	1
	Represents the iIdentifiercation of thean AF that is sending the request.
	

	mtcProviderId
	MtcProviderInformation
	O
	0..1
	Indicates MTC provider information.
	

	appPortId
	Uinteger
	O
	0..1
	Identifies an application port Id.
	

	dnn
	Dnn
	O
	0..1
	Identifies a DNN.
	

	ipDomain
	string
	O
	0..1
	The IPv4 address domain identifier.
The attribute may only be present if the IPv4 address is provided in the "ueIpAddr" attribute.
	

	mtcProviderId
	MtcProviderInformation
	O
	0..1
	Indicates MTC provider information.
	

	snssai
	Snssai
	O
	0..1
	Identifies an S-NSSAI.
	

	ueIpAddr
	IpAddr
	C
	0..1
	Identifies an UE IP Address.

 (NOTE 2)
	

	ipDomain
	string
	O
	0..1
	The IPv4 address domain identifier.
This attribute may only be present if the IPv4 address is provided in the "ueIpAddr" attribute.
	

	ueMacAddr
	MacAddr48
	C
	0..1
	Identifies an UE MAC Address.

 (NOTE 2)
	

	NOTE 1:	Properties marked with a feature as defined in clause 5.25.6 are applicable as described in clause 5.2.7 of 3GPP TS 29.122 [4]. If no feature is indicated, the related property is always applied.
NOTE 2:	One of the "ueIpAddr" attribute or "ueMacAddr" attribute shall be included.



[bookmark: _Toc90658177][bookmark: _Toc104479499]* * * * Next changes * * * *
5.25.5.2.3	Type: UeIdInfo
Table 5.25.5.2.3-1: Definition of type UeIdInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	externalId
	ExternalId
	M
	1
	Contains the AF specific UE ID in the form of an eExternal identifier uniquely identifying thea user.
	



[bookmark: _Toc90658178][bookmark: _Toc104479500]* * * * Next changes * * * *
[bookmark: _Toc90658179][bookmark: _Toc104479501]5.25.5.3.1	Introduction
This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.
[bookmark: _Toc90658180][bookmark: _Toc104479502]* * * * Next changes * * * *
[bookmark: _Toc90658181][bookmark: _Toc104479503]5.25.6	Used Features
The table below defines the features applicable to the UEId API. Those features are negotiated as described in subclause 5.2.7 of 3GPP TS 29.122 [4].
Table 5.25.6-1: Features used by UEId API
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc90658258][bookmark: _Toc104479507]* * * * Next changes * * * *
5.25.7.3	Application Errors
The application errors defined for the UEId API are listed in table 5.25.7.3-1.
Table 5.25.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	REQUEST_NOT_AUTHORIZED
	403 Forbidden
	Indicates that the request is not authorized.

	UE_ID_NOT_AVAILABLE
	404 Not Found
	Indicates that the requested AF specific UE ID is not available.

	UE_NOT_FOUND
	404 Not Found
	Indicates that the requested UE address is not found.



* * * * End of changes * * * *
