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Therefore, it is essential to include such failure descriptions to complete the procedures descriptions.
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Additional discussion(if needed):
Proposed changes:

[bookmark: _Toc11247460][bookmark: _Toc27044584][bookmark: _Toc36033626][bookmark: _Toc45131763][bookmark: _Toc49776048][bookmark: _Toc51746968][bookmark: _Toc66360523][bookmark: _Toc68105028][bookmark: _Toc74755658][bookmark: _Toc75351369][bookmark: _Toc11247463][bookmark: _Toc27044587][bookmark: _Toc36033629][bookmark: _Toc45131766][bookmark: _Toc49776051][bookmark: _Toc51746971][bookmark: _Toc66360526][bookmark: _Toc68105031][bookmark: _Toc74755661][bookmark: _Toc75351372][bookmark: _Hlk56636785]*** 1st Change ***
[bookmark: _Toc85734188][bookmark: _Toc89431487][bookmark: _Toc97042295][bookmark: _Toc97045439][bookmark: _Toc97155184][bookmark: _Toc101521329][bookmark: _Toc104380341]6.2.2.2.2	EES registering to ECS using Eecs_EESRegistration_Request operation
To register itself as an Edge Enabler Server at the ECS, the EES shall send an HTTP POST message to the Edge Configuration Server on the "EES Registrations" collection resource. The body of the HTTP POST message shall include the EES profile information, may include proposed expiration time for the registration, as specified in clause 9.1.2.2.3.1. 
Upon receiving the HTTP POST message from the EES, the ECS shall:
1.	Process the EES registration request information;
2.	verify the identity of the Edge Enabler Server and check if the EES is authorized to register itself at ECS ;
3.	if the EES is authorized to register to ECS, then the ECS shall;
a.	store the EES profile and create a new resource with the EES registration information as specified in clause 9.1.2.1;
b.	return the EES registration information, the resource URI of the EES registration information, in the response message. The response message may include expiration time to indicate when the EES registration will automatically expire. 
On failure, the ECS shall take proper error handling actions, as specified in clause 9.1.6, and respond to the EAS with an appropriate error status code.
If the expiration time is provided, then to maintain the registration, the EES shall send a registration update request (as described in clause 6.2.2.3) prior to the expiration time. If the registration update request is not sent before the expiry time, then the ECS shall treat the EES as deregistered and remove the corresponding EES registration resource.
*** 2nd Change ***
[bookmark: _Toc85734191][bookmark: _Toc89431490][bookmark: _Toc97042298][bookmark: _Toc97045442][bookmark: _Toc97155187][bookmark: _Toc101521332][bookmark: _Toc104380344][bookmark: _Hlk106184745]6.2.2.3.2	EES updating registration information using Eecs_EESRegistration_Update operation
To update the EES registration information at the ECS, the EES shall send a HTTP PUT or PATCH message to the Edge Configuration Server on resource URI identifying the individual EES registration resource representation, as specified in clause 9.1.2.3.3.2 for HTTP PUT message and in clause 9.1.2.3.3.4 for HTTP PATCH message. The HTTP PUT message shall replace all properties in the existing resource with the EES registration information in the request. The body of the HTTP PUT message shall include the EES profile information, may include proposed expiration time to update the registration. This request shall not replace the eesId property of the existing resource.
The HTTP PATCH message includes parameters (EES Profile, expiry time) that need to be replaced in the existing Individual EAS registration resource.  This request shall not replace the eesId property of the existing resource.
Upon receiving the HTTP PUT or PATCH message from the EES, the ECS shall:
1. check the registration update message from the EES to see if the EES is authorized to modify the requested registration resource;
2. if the EES is authorized to update the registration information and the eesId information in the request and the resource match, then the ECS shall;
a. update the resource identified by Resource URI of the EES registration information with the updated EES registration information received in the HTTP PUT or PATCH request message; 
b. return the updated EES registration information in the "200 OK" response message or respond with the "204 No Content" message indicating to the EES that the EES registration information is updated successfully. In the response message, the ECS may provide an updated expiration time to indicate to the EES when the updated registration will automatically expire.
On failure, the ECS shall take proper error handling actions, as specified in clause 9.1.6, and respond to the EAS with an appropriate error status code.
If the expiration time is provided, then to maintain the registration, the EES shall send a registration update prior to registration expiry time. If the registration update request is not sent before the expiry time, then the ECS shall treat EES as deregistered and remove the corresponding EES registration resource.
*** 3rd Change ***
[bookmark: _Toc85734194][bookmark: _Toc89431493][bookmark: _Toc97042301][bookmark: _Toc97045445][bookmark: _Toc97155190][bookmark: _Toc101521335][bookmark: _Toc104380347][bookmark: _Hlk106184900]6.2.2.4.2	EES deregistering from ECS using Eecs_EESRegistration_Deregister operation
To deregister itself from the ECS, the EES shall send HTTP DELETE message to the ECS, on the resource URI identifying the individual EES registration resource representation as specified in clause 9.1.2.3.3.3. Upon receiving the HTTP DELETE request, the ECS shall:
1. verify the identity of the EES and check if the EES is authorized to deregister the EES registration information;
2. if the EES is authorized to deregister the EES registration information, then the ECS shall deregister the EES profile from the ECS and delete the resource representing EES registration information.
3. return the "204 Not Content" message to the EES, indicating the successful deregistration of the EES information.
On failure, the ECS shall take proper error handling actions, as specified in clause 9.1.6, and respond to the EAS with an appropriate error status code.
*** 4th Change ***
[bookmark: _Toc85734201][bookmark: _Toc89431500][bookmark: _Toc97042308][bookmark: _Toc97045452][bookmark: _Toc97155197][bookmark: _Toc101521342][bookmark: _Toc104380354]6.3.2.2.2	EES fetching the T-EES information from the ECS using Eecs_TargetEESDiscovery_Request operation
To retrieve the T-EES information from the ECS, the S-EES shall send a HTTP GET message to the Edge Configuration Server on the "EES Profiles" collection resource as specified in clause 9.2.2.2.3.1. The S-EES includes the discovery filter information in the query parameters of the GET message, to assist the ECS to determine the T-EES that has the EAS available to serve the given AC in the UE.  The query parameters shall include identifier of the S-EES, identifier of the S-EAS and may include target DNAI, UE location information, and UE identity.
Upon receiving the HTTP GET message from the EES, the ECS shall:
1. Process the EES request information;
2. verify the identity of the Edge Enabler Server and check if the EES is authorized to retrieve the T-EES information;
3. if the EES is authorized to retrieve the T-EES information, then the ECS shall;
a. determine the T-EES(s) as per UE location information, target DNAI and S-EAS in the request. If UE location information is not included or not known to the ECS, then the ECS may fetch the UE location information from the 3GPP core network as specified in 3GPP TS 29.522 [10];
b. returns the 200 OK message including the EDN configuration and the list of T-EES(s) information to the S-EES. The list of T-EES(s) includes the endpoint information to reach the T-EES(s).
On failure, the ECS shall take proper error handling actions, as specified in clause 9.2.6, and respond to the EAS with an appropriate error status code.
*** End of Changes ***

