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Overview
During CT3-122e/CT4-110e Qualcomm introduced the problem to the groups that currently the CN AA payload format is not compatible with the Service-level-AA container specified in TS 24.501 via C3-223183/C4-223295. The issue was not resolved and clarification is sought via an LS to SA2 (C4-223513). In anticipation to fix the issue during current CT3/CT4 meeting since Rel-17 is going in deep freeze, CRs are provided and the problem is revisited.
If as per cl 5.2.5.2.1 (C2 Authorization request during UUAA-SM procedure in 5GS) of TS 23.256, C2-authorization is done during UUAA-SM:
1. The UE may send either or both types of AA payloads (C2 authorization payload and/or UUAA payload) in step 0. A single binary container as currently specified in TS 29.256 and TS 29.255 provides no interoperable way to carry both these payload simultaneously, such that these can be recovered by the USS. In other words, simply concatenating two transparent payloads in a single binary container is not an interoperably reversible operation, given that the format of these transparent payloads is beyond the scope of 3GPP specification.
2. The response from USS in step 4 of UUAA-SM may carry either or both types of AA payloads (C2 authorization payload and/or UUAA payload). In the absence of payload type indication, the SMF has no way to select the appropriate NAS procedure to send the Service-level-AA container including the payload to the UE. According to TS 24.501, The SMF performs the Service-level-AA procedure if it received UUAA payload. If only C2 authorization payload is received from the USS, the SMF does not perform the Service-level-AA procedure but proceeds with the ongoing NAS SM procedure (i.e., PDU session establishment or PDU session modification) 
A related issues noted in TS 23.256 is that currently it misses to note C2 payload in step 4 of cl 5.2.5.2.1 (this payload is referred to as “security information” in some subclauses), which hides problem 2 above. This issue is proposed to be resolved in the current SA2 meeting. 
A corresponding solution to address the problems is provided in C3-224049/C4-224331.
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