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*** First Change ***
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Figure 4.2.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to subscribe for event notification(s) (as shown in 3GPP TS 23.288 [17]).
[image: ]
Figure 4.2.2.2.2-1: NF service consumer subscribes to notifications
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Subscribe service operation to subscribe to event notification(s). The NF service consumer shall send an HTTP POST request with "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions" as Resource URI representing the "NWDAF Events Subscriptions", as shown in figure 4.2.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF Event Subscription" according to the information in message body. The NnwdafEventsSubscription data structure provided in the request body shall include: 
-	an URI where to receive the requested notifications as "notificationURI" attribute; and
-	a description of the subscribed events as "eventSubscriptions" attribute that, for each event, the EventSubscription data type shall include:
1)	an event identifier as "event" attribute; and
2)	if the event notification method "PERIODIC" is selected via the "notificationMethod" attribute, repetition period as "repetitionPeriod" attribute; 
-	and may include:
1)	maximum number of objects in the "maxObjectNbr" attribute; 
2)	maximum number of SUPIs expected for an analytics report in the "maxSupiNbr" attribute;
3)	 identification of time window to which the subscription applies via identification of date-time(s) in the "startTs" and "endTs" attributes; 
4)	preferred level of accuracy of the analytics in the "accuracy" attribute;
5) 	identification of time when analytics information is needed in the "timeAnaNeeded" atribute if the feature "EneNA" is supported;
6)	indication of which analytics metadata is requested to be delivered with the notification in the "anaMeta" attribute if the feature "Aggregation" is supported;
7)	requested values for analytics metadata information to be used for the generation of the analytics in the "anaMetaInd" attribute if the feature "Aggregation" is supported;
8)	offset period to the periodic reporting in the "offsetPeriod" attribute if the feature "EneNA" is supported. It may be present if the "repPeriod" attribute within the "evtReq" attribute is included; and/or
9)	preferred accuracy level per analytics subset in the "accPerSubset" attribute if the "listOfAnaSubsets" attribute is present and the EneNA feature is supported.
The NnwdafEventsSubscription data structure provided in the request body may include:
-	event reporting information as the "evtReq" attribute, which applies for each event and may contain the following attributes:
1)	event notification method (periodic, one time, on event detection) in the "notifMethod" attribute;
2)	maximum Number of Reports in the "maxReportNbr" attribute;
3)	monitoring duration in the "monDur" attribute;
4)	repetition period for periodic reporting in the "repPeriod" attribute;
5)	immediate reporting indication in the "immRep" attribute;
6)	percentage of sampling among impacted UEs in the "sampRatio" attribute;
7)	partitioning criteria for partitioning the impacted UEs before performing sampling as "partitionCriteria" attribute if the EneNA feature is supported; and/or
8)	group reporting guard time for aggregating the reports for a group of UEs in the "grpRepTime" attribute;
NOTE 1:	The notification method indicated as the "notifMethod" attribute and the periodic reporting time indicated as the "repPeriod" attributes within the event reporting information as the "evtReq" attribute provided in NnwdafEventsSubscription data type, if present, supersedes the event notification method as the "notificationMethod" attribute and repetition period as the "repetitionPeriod" attribute respectively in the EventSubscription data type.
-	information of previous analytics subscription in the "prevSub" attribute; and/or
[bookmark: _Hlk86947257]-	analytics consumer information as "consNfInfo" attribute, if the "EneNA" feature is supported.
NOTE 2:	The "consNfInfo" attribute enables the NWDAF to determine whether an analytics subscription transfer procedure is applicable. Otherwise, if the "consNfInfo" attribute is not provided in a subscription and the NWDAF cannot serve anymore or transfer this subscription, the NWDAF can notify the analytics consumer with a Termination Request so that the analytics consumer can select a new target NWDAF.
Editor's Note:	It is FFS whether to use analytics transfer specific feature instead of the generic "EneNA" feature, to support "consNfInfo" attribute and the related specific analytics transfer procedures.
For different event types, the "eventSubscriptions" attribute:
-	if the event is "SLICE_LOAD_LEVEL", shall provide:
1)	network slice level load level threshold in the "loadLevelThreshold" attribute if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted; and
2)	identification of network slice(s) to which the subscription applies via identification of network slice(s) in the "snssais" attribute or any slices indication in the "anySlice" attribute;
	and may include:
1)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "SLICE_LOAD_LEVEL" event, if the "EneNA" feature is supported.
-	if the feature "NsiLoad" is supported and the event is "NSI_LOAD_LEVEL", shall provide:
1)	identification of network slice and the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute or any slices indication in the "anySlice" attribute; and
NOTE 3:	The network slice instance of a PDU session is not available in the PCF.
2)	the network slice or network slice instance load level thresholds in the "nsiLevelThrds" attribute if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted; 
	and may include:
1)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "NSI_LOAD_LEVEL" event, if the "EneNA" feature is supported
-	if the feature "NfLoad" is supported and the event is "NF_LOAD", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "anyUe" in the "tgtUe" attribute; and
NOTE 4:	Only NF instances of type AMF and SMF which are serving the UE can be determined using a SUPI in "supis" attribute.
NOTE 5:	If a list of the NF Instance IDs (or respectively of NF Set IDs) is provided, the NWDAF needs to provide the analytics for each designated NF instance (or respectively for each NF instance belonging to each designated NF Set). In such case the target UE(s) of the Analytics Reporting need be ignored.
2)	NF load level thresholds in the "nfLoadLvlThds" attribute if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted;
-	and may include:
1)	either list of NF instance IDs in the "nfInstanceIds" attribute or list of NF set IDs in the "nfSetIds" attribute if the identification of target UE(s) applies to all UEs;
2)	list of NF instance types in the "nfTypes" attribute;
3)	identification of network slice(s) by "snssais" attribute;
4)	a matching direction in the "matchingDir" attribute if the "nfLoadLvlThds" attribute is provided;
5)	optional area of interest by "networkArea" attribute; and/or
6)	an optional list of analytics subsets by "listOfAnaSubsets" attribute with value(s) only applicable to NF_LOAD event;
-	if the feature "NetworkPerformance" is supported and the event is "NETWORK_PERFORMANCE", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute; and
2)	the network performance requirements via "nwPerfRequs" attribute;
	and may provide:
1)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true);
2)	a matching direction in the "matchingDir" attribute if the "nwPerfRequs" attribute is provided; and/or
3)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "NETWORK_PERFORMANCE" event, if the "EneNA" feature is supported;
-	if the feature "ServiceExperience" is supported and the event is "SERVICE_EXPERIENCE", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute; and
2)	any slices indication in the "anySlice" attribute or identification of network slice(s) together with the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute;
NOTE 6:	The network slice instance of a PDU session is not available in the PCF.
-	and may provide:
1)	identification of application to which the subscription applies via identification of application(s) by "appIds" attribute;
2)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true);
3)	identification of DNN to which the subscription applies via identification of application(s) by "dnns" attribute; 
[bookmark: _Hlk27394264]4)	identification of a user plane access to one or more DN(s) where applications are deployed by "dnais" attribute;
5)	if "appIds" attribute is provided, the bandwidth requirement of each application by "bwRequs" attribute;
6)	identification of RAT type where the UE camps on by "ratTypes" attribute if the feature "ServiceExperienceExt" is also supported; and/or
7)	identification of frequency of UE’s serving cell by "freqs" attribute if the feature "ServiceExperienceExt" is also supported;
8)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "SERVICE_EXPERIENCE" event, if the "EneNA" feature is supported;
-	if the feature "UeMobility" is supported and the event is "UE_MOBILITY", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgtUe" attribute;
2)	if the feature "UeMobilityExt" is supported, identification of LADN DNN in the "ladnDnns" attribute; 
NOTE 7:	For LADN service, the consumer (e.g. SMF) provides the LADN DNN to refer the LADN service area as the AOI.
-	and may provide:
1)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute; 
-	if the feature "UeCommunication" is supported and the event is "UE_COMM", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgtUe" attribute; 
-	and may provide:
1)	identification of the application in the "appIds" attribute;
2)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute;
3)	an identification of DNN in the "dnns" attribute;
4)	identification of network slice in the "snssais" attribute; and/or
5)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "UE_COMM" event, if the "EneNA" feature is supported;
-	if the feature "QoSSustainability" is supported and the event is "QOS_SUSTAINABILITY", shall provide:
1)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute; 
2)	the QoS requirements via "qosRequ" attribute;
3)	QoS flow retainability threshold(s) by the "qosFlowRetThds" attribute for the 5QI of GBR resource type or RAN UE throughout threshold(s) by the "ranUeThrouThds" attribute for the 5QI of non-GBR resource type, if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted; and
4)	identification of target UE(s) to which the subscription applies by "anyUe" in the "tgtUe" attribute;
-	and may include: 
1)	identification of network slice(s) by "snssais" attribute; and/or
2)	a matching direction in the "matchingDir" attribute if the "qosFlowRetThds" attribute or the "ranUeThrouThds" attribute is provided;
-	if the feature "AbnormalBehaviour" is supported and the event is "ABNORMAL_BEHAVIOUR", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute; and
2)	either the expected analytics type via "exptAnaType" attribute or a list of exception Ids with the associated thresholds via "excepRequs" attribute. If the expected analytics type via "exptAnaType" attribute is provided, the NWDAF shall derive the corresponding Exception Ids from the received expected analytics type as follows:
a)	if "exptAnaType" attribute sets to "MOBILITY", the corresponding list of Exception Ids are "UNEXPECTED_UE_LOCATION", "PING_PONG_ACROSS_CELLS", "UNEXPECTED_WAKEUP" and "UNEXPECTED_RADIO_LINK_FAILURES";
b)	if "exptAnaType" attribute sets to "COMMUN", the corresponding list of Exception Ids are "UNEXPECTED_LONG_LIVE_FLOW", "UNEXPECTED_LARGE_RATE_FLOW", "SUSPICION_OF_DDOS_ATTACK", "WRONG_DESTINATION_ADDRESS" and "TOO_FREQUENT_SERVICE_ACCESS"; and
c)	if "exptAnaType" attribute sets to "MOBILITY_AND_COMMUN", the corresponding list of Exception Ids includes all above derived exception Ids.
	The derived list of Exception Ids are used by the NWDAF to notify the NF service consumer when UE’s behaviour is exceptional based on one or more Exception Ids within the list. 
	If the "anyUe" attribute in the "tgtUe" attribute sets to "true";
a)	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute shall not be requested for both mobility and communication related analytics at the same time;
b)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute is mobility related, at least one of identification of network area(s) by "networkArea" attribute and identification of network slice(s) by "snssais" attribute should be provided; and
c)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute is communication related, at least one of identification of network area(s) by "networkArea" attribute, identification of application(s) by "appIds" attribute, identification of DNN(s) in the "dnns" attribute and identification of network slice(s) by "snssais" attribute should be provided;
-	and may provide:
1)	expected UE behaviour via "exptUeBehav" attribute; and
-	if the feature "UserDataCongestion" is supported and the event is "USER_DATA_CONGESTION", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "gpsis" (if feature "UserDataCongestionExt" is supported) or "anyUe" attribute;
-	and may include:
1)	congestion threshold by the "congThresholds" attribute if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted;
2)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true);
3)	identification of network slice(s) by "snssais" attribute;
4)	a matching direction in the "matchingDir" attribute if the "congThresholds" attribute is provided;
[bookmark: _Hlk79498175]5)	if the feature "UserDataCongestionExt" is also supported, request a list of top applications with maximum number that contribute the most to the traffic in uplink and/or downlink directions by the "maxTopAppUlNbr" attribute and/or the "maxTopAppDlNbr" attribute; and/or
6)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "USER_DATA_CONGESTION" event, if the "EneNA" feature is supported.
-	if the feature "Dispersion" is supported and the event is "DISPERSION", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute, "anyUe" attribute is only supported in combination with "snssais" attribute and "disperType" attribute with "DVDA" value;
and may include:
1)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
2)	identification of network slice(s) by "snssais" attribute;
3)	application identifier(s) in "appIds" attribute;
4)	dispersion analytics requirements in "disperReqs" attribute, which for the requested dispersion type may include dispersion class, preferred ordering requirements; and/or
5)	an optional list of analytics subsets by "listOfAnaSubsets" attribute with value(s) only applicable to DISPERSION event, if the "EneNA" feature is supported.
-	if the feature "RedundantTransmissionExp" is supported and the event is "RED_TRANS_EXP", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute;
and may include:
1)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
2)	identification of network slice(s) by "snssais" attribute;
3)	identification of DNN in the "dnns" attribute; and/or
4)	other redundant transmission experience analysis requirements in "redTransReqs" attribute, which may include preferred order of results for the list of Redundant Transmission Experience.
-	if the feature "WlanPerformance" is supported and the event is "WLAN_PERFORMANCE", shall provide:
[bookmark: _Hlk90332760]1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute. If "anyUe" attribute is included in the "tgtUe" attribute, then any of "networkArea" attribute, "ssIds" or "bssIds" attribute within "wlanReqs" attribute shall be present;
and may include:
1)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
2)	other WLAN performance analytics requirements in "wlanReqs" attribute, which may include SSID(s), BSSID(s), preferred order of results for the list of WLAN performance information and/or accuracy per analytics subset; and/or
3)	an optional list of analytics subsets by "listOfAnaSubsets" attribute with value(s) only applicable to WLAN_PERFORMANCE event, if the "EneNA" feature is supported.
-	if the feature "DnPerformance" is supported and the event is "DN_PERFORMANCE", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute;
and may include:
1)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
2)	identification of network slice(s) in the "snssais" attribute;
3)	identification of network slice and the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute or any slices indication in the "anySlice" attribute;
4)	application identifier(s) in "appIds" attribute;
5)		an identification of DNN in the "dnns" attribute;
6)	identification of a user plane access to one or more DN(s) where applications are deployed by "dnais" attribute;
7)	the identification of the UPF as the "upfId" attribute;
8)	IP address(s)/FQDN(s) of the Application Server(s) as the "appServerAddrs" attribute;
9)	other DN performance analytics requirements in "dnPerfReqs" attribute, which may include the preferred order of results for the list of DN performance information and/or the reporting threshold of each analytics subset; and/or
10)		an optional list of analytics subsets by "listOfAnaSubsets" attribute with value(s) only applicable to "DN_PERFORMANCE" event, if the "EneNA" feature is supported.
Upon the reception of an HTTP POST request with: "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions" as Resource URI and NnwdafEventsSubscription data structure as request body, the NWDAF shall: 
-	create a new subscription;
-	assign an event subscriptionId; and
-	store the subscription.
[bookmark: _Hlk68177349]If the NWDAF created an "Individual NWDAF Event Subscription" resource, the NWDAF shall respond with "201 Created" status code with the message body containing a representation of the created subscription, as shown in figure 4.2.2.2.2-1, step 2. If not all the requested analytics events in the subscription are accepted, then the NWDAF may include the "failEventReports" attribute indicating the event(s) for which the subscription failed and the associated reason(s). The NWDAF shall include a Location HTTP header field. The Location header field shall contain the URI of the created subscription i.e. "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions/{subscriptionId}". If the immediate reporting indication in the "immRep" attribute within the "evtReq" attribute sets to true in the event subscription, the NWDAF shall include the reports of the events subscribed, if available, in the HTTP POST response.
*** Next Change ***
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Figure 4.2.2.2.3-1 shows a scenario where the NF service consumer sends a request to the NWDAF to update the subscription for event notifications (see also 3GPP TS 23.288 [17]).


Figure 4.2.2.2.3-1: NF service consumer updates subscription to notifications
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Subscribe service operation to update subscription to event notifications. The NF service consumer shall send an HTTP PUT request with "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI representing the "Individual NWDAF Event Subscription", as shown in figure 4.2.2.2.3-1, step 1, to update the subscription for an "Individual NWDAF Event Subscription" resource identified by the {subscriptionId}. The NnwdafEventsSubscription data structure provided in the request body shall include the same contents as described in subclause 4.2.2.2.2:
Upon the reception of an HTTP PUT request with: "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI and NnwdafEventsSubscription data structure as request body, the NWDAF shall:
-	update the subscription of corresponding subscriptionId; and
-	store the subscription.
NOTE:	The "notificationURI" attribute within the NnwdafEventsSubscription data structure can be modified to request that subsequent notifications are sent to a new NF service consumer.
If the NWDAF successfully processed and accepted the received HTTP PUT request, the NWDAF shall update an "Individual NWDAF Event Subscription" resource, and shall respond with:
a)	HTTP "200 OK" status code with the message body containing a representation of the updated subscription, as shown in figure 4.2.2.2.3-1, step 2a. If not all the requested analytics events in the subscription are modified successfully, then the NWDAF may include the "failEventReports" attribute indicating the event(s) for which the modification failed and the associated reason(s); or
b)	HTTP "204 No Content" status code, as shown in figure 4.2.2.2.3-1, step 2b. 
If errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as specified in subclause 5.1.7
If the Individual NWDAF Event Subscription resource does not exist, the NWDAF shall respond with "404 Not Found".
If the feature "ES3XX" is supported, and the NWDAF determines the received HTTP PUT request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
*** Next Change ***
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Figure 4.2.2.3.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to unsubscribe from event notifications (see also 3GPP TS 23.288 [17]).
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Figure 4.2.2.3.2-1: NF service consumer unsubscribes from notifications
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_UnSubscribe service operation to unsubscribe to event notifications. The NF service consumer shall send an HTTP DELETE request with: "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI, where "{subscriptionId}" is the event subscriptionId of the existing subscription that is to be deleted.
Upon the reception of an HTTP DELETE request with: "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI, if the NWDAF successfully processed and accepted the received HTTP DELETE request, the NWDAF shall: 
-	remove the corresponding subscription; and
-	respond with HTTP "204 No Content" status code.
If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as specified in subclause 5.1.7
If the Individual NWDAF Event Subscription resource does not exist, the NWDAF shall respond with "404 Not Found" status code.
If the feature "ES3XX" is supported, and the NWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
*** Next Change ***
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Figure 4.2.2.5.2-1 shows a scenario where the NF Service Consumer (e.g. NWDAF) sends a request to the NWDAF to request the transfer of analytics subscription(s) from the NF Service Consumer to the NF Service Producer (see also 3GPP TS 23.288 [17]).


Figure 4.2.2.5.2-1: NF service consumer requests an analytics subscription transfer
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Transfer service operation to request the transfer of analytics subscription(s). The NF service consumer shall send an HTTP POST request with "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers" as Resource URI representing the "NWDAF Event Subscription Transfers", as shown in figure 4.2.2.5.2-1, step 1, to create a request for an "Individual NWDAF Event Subscription Transfer" according to the information in the message body. The AnalyticsSubscriptionsTransfer data structure provided in the request body shall include: 
-	information about the subscription(s) transfer request as "subsTransInfos" attribute, which, for each subscription that is requested to be transferred, shall include:
a)	the type of the transfer request (i.e. if it is a request for transfer preparation or transfer execution) in the "transReqType" attribute;
b)	information about the analytics subscription in the "nwdafEvSub" attribute, its contents being as defined for the NnwdafEventsSubscription data structure in subclause 4.2.2.2.2;
c)	the NF instance identifer of the consumer of the analytics subscription in the "consumerId" attribute; 
and may include:
a)	analytics context identifier information about the context that is available at the NF service consumer in the "contextId" attribute; 
b)	NF instance identifer(s) of active data source(s) the NF service consumer is currently using for the analytics of this analytics subscription in the "sourceNfIds" attribute; 
c)	NF set identifer(s) of active data source(s) the NF service consumer is currently using for the analytics of this analytics subscription in the "sourceSetIds" attribute;
d)	information identifying the ML model(s) that the NF service consumer is currently using for the analytics in the "modelInfo" attribute; 
e)	NF instance identifer(s) of the ML model provider NWDAF(s) from which the NF service consumer currently subscribes to the ML model information used for the analytics in the "modelProvIds" attribute;
Upon the reception of an HTTP POST request with: "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers" as Resource URI and AnalyticsSubscriptionsTransfer data structure as request body, in the successful case the NWDAF shall: 
-	if the "transReqType" attribute has the value PREPARE, perform the steps required for the preparation of an analytics subscription transfer, create a new Individual NWDAF Event Subscription Transfer resource and send an HTTP "201 Created" response with the URI for the created resource in the "Location" header field, as shown in figure 4.2.2.5.2-1, step 2a;
-	if the "transReqType" attribute has the value TRANSFER, perform the steps required for the execution of an analytics subscription transfer, and send an HTTP "204 No Content" response, as shown in figure 4.2.2.5.2-1, step 2b.
Editor’s Note:	References to 29.552 with regard to the steps required for the preparation and the execution of an analytics subscription transfer will be added as soon as 29.552 has been updated accordingly.
If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in subclause 5.1.7.
If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
*** Next Change ***
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Figure 4.2.2.5.3-1 shows a scenario where the NF Service Consumer (e.g. NWDAF) sends a request to the NWDAF to update a request for the transfer of analytics subscription(s) from the NF Service Consumer to the NF Service Producer (see also 3GPP TS 23.288 [17]).


Figure 4.2.2.5.3-1: NF service consumer updates a request for an analytics subscription transfer
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Transfer service operation to update a request for the transfer of analytics subscription(s). The NF service consumer shall send an HTTP PUT request with "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers/{transferId}" as Resource URI representing the "Individual NWDAF Event Subscription Transfer", as shown in figure 4.2.2.5.3-1, step 1, to update the "Individual NWDAF Event Subscription Transfer" resource identified by the {transferId}. The AnalyticsSubscriptionsTransfer data structure provided in the request body shall include the same contents as described in subclause 4.2.2.5.2.
Upon the reception of an HTTP PUT request with: "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers/{transferId}" as Resource URI and AnalyticsSubscriptionsTransfer data structure as request body, the NWDAF shall:
-	if the "transReqType" attribute has the value PREPARE, perform the steps required for the preparation of an analytics subscription transfer, update the Individual NWDAF Event Subscription Transfer resource identified by "transferId", and send an HTTP "204 No Content" response, as shown in figure 4.2.2.5.3-1, step 2;
-	if the "transReqType" attribute has the value TRANSFER, perform the steps required for the execution of an analytics subscription transfer, remove the Individual NWDAF Event Subscription Transfer resource identified by "transferId", and send an HTTP "204 No Content" response, as shown in figure 4.2.2.5.3-1, step 2.
Editor’s Note:	References to 29.552 with regard to the steps required for the preparation and the execution of an analytics subscription transfer, and possibly also enhancement of the referencing text, will be added as soon as 29.552 has been updated accordingly.
If errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as specified in subclause 5.1.7.
If the feature "ES3XX" is supported, and the NWDAF determines the received HTTP PUT request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
*** Next Change ***
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Figure 4.2.2.5.4-1 shows a scenario where the NF service consumer (e.g. NWDAF) sends a request to the NWDAF to cancel a request for the transfer of analytics subscription(s) from the NF service consumer to the NF Service Producer (see also 3GPP TS 23.288 [17]).


Figure 4.2.2.5.4-1: NF service consumer cancels a request for an analytics subscription transfer
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Transfer service operation to cancel a request for the transfer of analytics subscription(s). The NF service consumer shall send an HTTP DELETE request with "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers/{transferId}" as Resource URI representing the "Individual NWDAF Event Subscription Transfer", as shown in figure 4.2.2.5.4-1, step 1, to cancel the "Individual NWDAF Event Subscription Transfer" resource identified by the {transferId}.
Upon the reception of an HTTP DELETE request with: "{apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers/{transferId}" as Resource URI, if the NWDAF successfully processed and accepted the received HTTP DELETE request, the NWDAF shall: 
-	remove the corresponding Individual NWDAF Event Subscription Transfer resource; and
-	respond with HTTP "204 No Content" status code, as shown in figure 4.2.2.5.4-1, step 2.
Editor’s Note:	References to 29.552 with regard to the steps required upon cancelling an analytics subscription transfer, and possibly also enhancement of the referencing text, will be added as soon as 29.552 has been updated accordingly.
If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as specified in subclause 5.1.7.
If the feature "ES3XX" is supported, and the NWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
*** Next Change ***
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Figure 4.3.2.2.2-1 shows a scenario where the NF service consumer (e.g. PCF) sends a request to the NWDAF to request and get from the NWDAF analytics information (as shown in 3GPP TS 23.288 [17]).


Figure 4.3.2.2.2-1: Requesting a NWDAF Analytics information
The NF service consumer (e.g. PCF) shall invoke the Nnwdaf_AnalyticsInfo_Request service operation when requesting the NWDAF analytics information. The NF service consumer shall send an HTTP GET request on the resource URI "{apiRoot}/nnwdaf-analyticsinfo/v1<apiVersion>/analytics" representing the "NWDAF Analytics" (as shown in figure 4.3.2.2.2-1, step 1), to request analytics data according to the query parameter value of the "event-id" attribute. In addition, the following information may be provided:
-	common reporting requirement in the "ana-req" attribute as follows:
1)	identification of time window for the requested analytics data applies via identification of date-time(s) in the "startTs" and "endTs" attributes;
2)	preferred level of accuracy of the analytics in "accuracy" attribute; 
3)	percentage of sampling among impacted UEs in the "sampRatio" attribute; 
4)	maximum number of objects in the “maxObjectNbr” attribute;
5)	maximum number of SUPIs expected for an analytics report in the "maxSupiNbr" attribute; 
6) 	identification of time when analytics information is needed in the "timeAnaNeeded" attribute;
7)	indication of which analytics metadata is requested to be delivered with the response in the "anaMeta" attribute if the feature "Aggregation" is supported; 
8)	requested values for the analytics metadata information to be used for the generation of the analytics in the "anaMetaInd" attribute if the feature "Aggregation" is supported; and/or
9)	preferred accuracy level per analytics subset in the "accPerSubset" attribute if the "listOfAnaSubsets" attribute is present and the EneNA feature is supported.
Editor's Note: It is FFS to specify if the "partitionCriteria" attribute of the "ana-req" attribute may be used in this service and to implement all the corresponding changes in the API, the data model etc, as required.
For different event types:
-	if the event is "LOAD_LEVEL_INFORMATION", it shall provide the event specific filter information within "event-filter" attribute including identification(s) of the network slice via:
1)	identification of network slice(s) in the "snssais" attribute; or
2)	any slices indication in the "anySlice" attribute.;
	and may include:
1)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "LOAD_LEVEL_INFORMATION" event, if the "EneNA" feature is supported.
-	if the feature "NsiLoad" is supported and the event is "NSI_LOAD_LEVEL", it shall provide the event specific filter information within "event-filter" attribute including identification(s) of the network slice via:
1)	identification of network slice(s) and the optionally associated instance(s) if available, in the "nsiIdInfos" attribute; or
NOTE 1:		The network slice instance of a PDU session is not available in the PCF.
2)	any slices indication in the "anySlice" attribute;
	and may include:
1)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "NSI_LOAD_LEVEL" event, if the "EneNA" feature is supported.
-	if the feature "NfLoad" is supported and the event is "NF_LOAD", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "anyUe" in the "tgt-ue" attribute; and
NOTE 2:	Only NF instances of type AMF and SMF which are serving the UE can be determined using a SUPI in "supis" attribute.
NOTE 3:	If a list of the NF Instance IDs (or respectively of NF Set IDs) is provided, the NWDAF needs to provide the analytics for each designated NF instance (or respectively for each NF instance belonging to each designated NF Set). In such case the target UE(s) of the Analytics Reporting need be ignored.
-	the "event-filter" attribute may provide:
a)	either list of NF instance IDs in the "nfInstanceIds" attribute or list of NF set IDs in the "nfSetIds" attribute if the identification of target UE(s) applies to all UEs;
b)	list of NF instance types in the "nfTypes" attribute;
c)	identification of network slice(s) in the "snssais" attribute;
d)	optional area of interest by "networkArea" attribute; and/or
e)	an optional list of analytics subsets by "listOfAnaSubsets" attribute with value(s) only applicable to NF_LOAD event
-	if the feature "UeMobility" is supported and the event is "UE_MOBILITY", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgt-ue" attribute;
-	and may provide:
1)	event specific filter information in the "event-filter" attribute:
a)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute; and/or
b)	if the feature "UeMobilityExt" is supported, identification of LADN DNN in the "ladnDnns" attribute; 
NOTE 1:	For LADN service, the consumer (e.g. SMF) provides the LADN DNN to refer the LADN service area as the AOI.
-	if the feature "UeCommunication" is supported and the event is "UE_COMM", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgt-ue" attribute;
-	and may provide:
1)	event specific filter information in the "event-filter" attribute:
a)	identification of the application as "appIds" attribute;
b)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
c)	identification of DNN in the "dnns" attribute; 
d)	identification of network slice(s) in the "snssais" attribute; and/or
e)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "UE_COMM" event, if the "EneNA" feature is supported.
-	if the feature "NetworkPerformance" is supported and the event is "NETWORK_PERFORMANCE", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute; 
2)	event specific filter information in the "event-filter" attribute which shall provide:
a)	the network performance types via "nwPerfTypes" attribute; 
	the "event-filter" attribute may provide:
a)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true); and/or
b)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "NETWORK_PERFORMANCE" event, if the "EneNA" feature is supported.
-	if the feature "ServiceExperience" is supported and the event is "SERVICE_EXPERIENCE", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute;
2)	event specific filter information in the "event-filter" attribute which shall provide:
a)	any slices indication in the "anySlice" attribute or identification of network slice(s) together with the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute; and 
NOTE 4:		The network slice instance of a PDU session is not available in the PCF.
	the "event-filter" attribute may provide:
a)	identification of application(s) to which the subscription applies via "appIds" attribute;
b)	identification of DNN via identification of Dnn(s) by "dnns" attribute; 
c)	identification of user plane accesses to one or more DN(s) where applications are deployed via "dnais" attribute;
d)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true);
e)	if "appIds" attribute is provided, the bandwidth requirement of each application by "bwRequs" attribute;
f)	identification of RAT type where the UE camps on by "ratTypes" attribute if the feature "ServiceExperienceExt" is also supported;
g)	identification of frequency to UE’s serving cell by "freqs" attribute if the feature "ServiceExperienceExt" is also supported; and/or
h)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "SERVICE_EXPERIENCE" event, if the "EneNA" feature is supported.
-	if the feature "QoSSustainability" is supported and the event is "QOS_SUSTAINABILITY", it shall provide:
1)	event specific filter information in the "event-filter" attribute which shall provide:
a)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute; and
b)	QoS requirements via "qosRequ" attribute;
2)	identification of target UE(s) to which the subscription applies by "anyUe" in the "tgt-ue" attribute;
	the "event-filter" attribute may provide:
a)	identification of network slice(s) by "snssais" attribute;
-	if the feature "AbnormalBehaviour" is supported and the event is "ABNORMAL_BEHAVIOUR", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute; and
2)	event specific filter information in the "event-filter" attribute which shall provide 
a)	either the expected analytics type via "exptAnaType" attribute or a list of exception Ids via "excepIds" attribute. If the expected analytics type via "exptAnaType" attribute is provided, the NWDAF shall derive the corresponding Exception Ids from the received expected analytics type as follows:
-	if "exptAnaType" attribute sets to "MOBILITY", the corresponding list of Exception Ids are "UNEXPECTED_UE_LOCATION", "PING_PONG_ACROSS_CELLS", "UNEXPECTED_WAKEUP" and "UNEXPECTED_RADIO_LINK_FAILURES";
-	if "exptAnaType" attribute sets to "COMMUN", the corresponding list of Exception Ids are "UNEXPECTED_LONG_LIVE_FLOW", "UNEXPECTED_LARGE_RATE_FLOW", "SUSPICION_OF_DDOS_ATTACK", "WRONG_DESTINATION_ADDRESS" and "TOO_FREQUENT_SERVICE_ACCESS";
-	if "exptAnaType" attribute sets to "MOBILITY_AND_COMMUN", the corresponding list of Exception Ids includes all above derived exception Ids.
	The derived list of Exception Ids are used by the NWDAF to notify the NF service consumer when UE’s behaviour is exceptional based on one or more Exception Ids within the list. 
	If the "anyUe" attribute in the "tgt-ue" attribute sets to "true";
a)	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute shall not be requested for both mobility and communication related analytics at the same time;
b)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute is mobility related, at least one of identification of network area by "networkArea" attribute and identification of network slice(s) by "snssais" attribute should be provided; and
c)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute is communication related, at least one of identification of network area by "networkArea" attribute, identification of application(s) by "appIds" attribute, identification of DNN(s) in the "dnns" attribute and identification of network slice(s) by "snssais" attribute should be provided;
	the "event-filter" attribute may provide:
a)	expected UE behaviour via "exptUeBehav" attribute;
-	if the feature "UserDataCongestion" is supported and the event is "USER_DATA_CONGESTION", it shall provide one of the following attributes:
1)	identification of target UE(s) via "supis" "gpsis" (if feature "UserDataCongestionExt" is supported)  or "anyUe" attribute within "tgt-ue" attribute;
	and may provide:
1)	event specific filter information in the "event-filter" attribute which may provide:
a)	identification of network slice(s) by "snssais" attribute;
b)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute (mandatory if "anyUe" attribute is set to true); and/or
c)	if the feature "UserDataCongestionExt" is also supported, request a list of top applications with maximum number that contribute the most to the traffic in uplink and/or downlink directions bythe "maxTopAppUlNbr" attribute and/or the "maxTopAppDlNbr" attribute; and/or
d)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "USER_DATA_CONGESTION" event, if the "EneNA" feature is supported.
-	if the feature "SMCCE" is supported and the event is "SM_CONGESTION", it shall provide:
1)	event specific filter information in the "event-filter" attribute which shall provide:
a)	identification of DNN in the "dnns" attribute; and/or 
b)	identification of network slice(s) in the "snssais" attribute; and
2)	identification of target UE(s) via "supis" attribute in the "tgt-ue" attribute where the target UE(s) are one have the PDU Session for the DNN and/or S-NSSAI indicated by the event specific filter information.
	and may include:
1)	a list of analytics subsets carried by "listOfAnaSubsets" attribute with value(s) only applicable to "SM_CONGESTION" event, if the "EneNA" feature is supported.
-	if the feature “Dispersion” is supported and the event is “DISPERSION”, shall provide:
1)	identification of target UE(s) applies by “supis”, “intGroupIds” or “anyUe” attribute within “tgt-ue” attribute, “anyUe” attribute is only supported in combination with “snssais” attribute and “disperType” attribute with “DVDA” value in the request;
	and may include:
1)	identification of network area applies via identification of network area by “networkArea” attribute;
2)	identification of network slice(s) by “snssais” attribute;
3)	application identifier(s) in “appIds” attribute;
4)	dispersion analytics requirements in “disperReqs” attribute, which for the requested dispersion type may include dispersion class, ranking, ordering and/or accuracy requirments; and/or
[bookmark: _Hlk90124121]5)	an optional list of analytics subsets by “listOfAnaSubsets” attribute with value(s) only applicable to DISPERSION event.
-	if the feature "RedundantTransmissionExp" is supported and the event is "RED_TRANS_EXP", shall provide:
1)	identification of target UE(s) applies by "supis", "intGroupIds" or "anyUe" attribute within "tgt-ue" attribute;
	and may include:
1)	identification of network area applies via identification of network area by "networkArea" attribute;
2)	identification of network slice(s) by "snssais" attribute;
3)	identification of DNN in the "dnns" attribute; and/or
4)	other redundant transmission experience analysis requirements in "redTransReqs" attribute, which may include preferred order of results for the list of Redundant Transmission Experience.
-	if the feature "WlanPerformance" is supported and the event is "WLAN_PERFORMANCE", shall provide:
1)	identification of target UE(s) by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-Ue" attribute. If "anyUe" attribute is included in the "tgt-Ue" attribute, then any of "networkArea" attribute, "ssIds" or "bssIds" attribute shall be present in the "wlanReqs" attribute;
	and may include:
1)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
2)	other WLAN performance analytics requirements in "wlanReqs" attribute, which may include SSID(s), BSSID(s), preferred order of results for the list of WLAN performance information and/or accuracy per analytics subset; and/or
3)	an optional list of analytics subsets by "listOfAnaSubsets" attribute with value(s) only applicable to WLAN_PERFORMANCE event, if the "EneNA" feature is supported.
-	if the feature "DnPerformance" is supported and the event is "DN_PERFORMANCE", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute;
and may include:
1)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
2)	identification of network slice(s) in the "snssais" attribute;
3)	identification of network slice and the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute or any slices indication in the "anySlice" attribute;
4)	application identifier(s) in "appIds" attribute;
5)	an identification of DNN in the "dnns" attribute;
6)	identification of a user plane access to one or more DN(s) where applications are deployed by "dnais" attribute;
7)	the identification of the UPF as the "upfId" attribute;
8)	IP address(s)/FQDN(s) of the Application Server(s) as the "appServerAddrs" attribute;
9)	DN performance analytics requirements in "dnPerfReqs" attribute, which may include the preferred order of results for the list of DN performance information and/or the reporting threshold of each analytics subset; and/or
10)	an optional list of analytics subsets by "listOfAnaSubsets" attribute with value(s) only applicable to "DN_PERFORMANCE" event, if the "EneNA" feature is supported.
Upon the reception of the HTTP GET request, the NWDAF shall:
-	analyse the requested analytic data according to the requested event.
If the HTTP request message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK" status code with the message body containing the analytics with parameters as relevant for the requesting NF service consumer. The AnalyticsData data structure in the response body shall include:
-	analytics with the corresponding information as described in subclause 4.2.2.4.2.
If the request NWDAF Analytics data does not exist, the NWDAF shall respond with "204 No Content" status code. 
If the "timeAnaNeeded" attribute within EventReportingRequirement is provided during the request, if the time is reached but the requested analytics information is not ready, the consumer does not need to wait for the analytics information any longer, the NWDAF may send a "500 Internal Server Error" status code to the NF service consumer. In addition, if the EneNA feature is supported, the NWDAF may provide, within the ReqFailureCause data in the response, the corresponding failure reason via a "problemDetails" attribute with the "cause" attribute set to "UNSATISFIED_REQUESTED_ANALYTICS_TIME" and a minimum time interval recommended by the NWDAF via a "rvWaitTime" attribute which is used by the NF service consumer to determine the time when analytics information is needed in similar future analytics requests.
*** Next Change ***
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Figure 4.3.2.3.2-1 shows a scenario where the NF service consumer (e.g. NWDAF) sends a request to the NWDAF to request and get from NWDAF context information related to analytics subscriptions (see also 3GPP TS 23.288 [17]).


Figure 4.3.2.3.2-1: Requesting NWDAF context information related to analytics subscriptions
The NF service consumer (e.g. NWDAF) shall invoke the Nnwdaf_AnalyticsInfo_ContextTransfer service operation when requesting context information related to analytics subscriptions. The NF service consumer shall send an HTTP GET request on the resource URI "{apiRoot}/nnwdaf-analyticsinfo/v1<apiVersion>/context" representing the "NWDAF Context" (as shown in figure 4.3.2.3.2-1, step 1), to request context information related to analytics subscriptions according to the query parameter values of the attributes "context-ids" and "req-context".
Upon the reception of the HTTP GET request, the NWDAF shall retrieve the context information for the requested context identifiers.
If the HTTP request message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK" status code with the message body containing the retrieved context information. The ContextData data structure in the response body shall include for each of the context elements contained in the "contextElems" attribute:
-	the context identifier that this context element refers to in the "contextId" attribute, which indicates among others the analytics subscription that this context element is associated with.
-	the pending output analytics for the indicated analytics subscription in the "pendAnalytics" attribute if such analytics are available and the NF service consumer has indicated the "PENDING_ANALYTICS" context type in the "req-context" attribute of the request.
-	the historical output analytics for the indicated analytics subscription in the "histAnalytics" attribute if such analytics are available and the NF service consumer has indicated the "HISTORICAL_ANALYTICS" context type in the "req-context" attribute of the request.
-	a timestamp of the last provided output analytics in the "lastOutputTime" if the NF service consumer has indicated the "PENDING_ANALYTICS" and/or "HISTORICAL_ANALYTICS" context type in the "req-context" attribute of the request and output analytics had been provided to the analytics consumer.
Editor's Note:	It is FFS to add the information about subscriptions with the data sources that are related to the analytics.
-	information about aggregation related analytics subscriptions that the NWDAF has with other NWDAFs in the "aggrSubs" attribute if such subscriptions exist and the NF service consumer has indicated the "AGGR_SUBS" context type in the "req-context" attribute of the request.
-	historical data related to the indicated analytics subscription in the "histData" attribute if such data exists and the NF service consumer has indicated the "DATA" context type in the "req-context" attribute of the request.
-	identifier of ADRF instance in the "adrfId" attribute if the NWDAF stores data in the ADRF.
-	the types of data stored in the ADRF in the "adrfDataTypes" attribute if the "adrfId" attribute is provided.
-	identifiers of NWDAF instances used when aggregating multiple analytics subscriptions in the "aggrNwdafIds" if such information is available and the NF service consumer has indicated the "AGGR_INFO" context type in the "req-context" attribute of the request.
-	identifiers of NWDAFs that provide ML models in the "modelProvIds" attribute if such information is available and the NF service consumer has indicated the "ML_MODELS" context type in the "req-context" attribute of the request.
If the requested context information does not exist, the NWDAF shall respond with "204 No Content" status code. 
*** Next Change ***
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Figure 4.4.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to subscribe for data or analytics notification(s) (as shown in 3GPP TS 23.288 [17]).


Figure 4.4.2.2.2-1: NF service consumer subscribes to data or analytics notifications
The NF service consumer shall invoke the Nnwdaf_DataManagement _Subscribe service operation to subscribe to data or anaytics notification(s). The NF service consumer shall send an HTTP POST request with "{apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions" as Resource URI representing the "NWDAF Data Management Subscriptions", as shown in figure 4.4.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF Data Management Subscription" according to the information in message body. 
The NnwdafDataManagementSubsc data structure provided in the request body shall include: 
-	an URI where to receive the requested notifications as "notificURI" attribute; 
-	notification correlation identfier within the "notifCorrId" attribute; and
-	one of the following:
-	analytics subscription notification(s) within the "anaSub" attribute;
-	data subscription notification(s) within the "dataSub" attribute;
The NnwdafDataManagementSubsc data structure provided in the request body may include: 
-	formatting instructions within the "formatInstruct" attribute; 
-	processing instructions within the "procInstrct" attribute; 
-	one of the following identifiers related to the NF service consumer:
-	NWDAF instance identifier within the "nwdafId" attribute;
-	ADRF instance identifier within the "adrfId" attribute; 
-	NWDAF set identifier within the "nwdafSetId" attribute;
-	ADRF set identifier within the "adrfSetId" attribute;
-	one of the following target identifiers:
-	NF instance identifier within the "targetNfId" attribute;
-	NF set identifier within the "targetNfSetId" attribute.
Upon the reception of an HTTP POST request with: "{apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions" as Resource URI and NnwdafDataManagementSubsc data structure as request body, the NWDAF shall: 
-	create a new subscription;
-	assign a subscriptionId;
-	store the subscription.
If the NWDAF created an "Individual NWDAF Data Management Subscription" resource, the NWDAF shall respond with "201 Created" with the message body containing a representation of the created subscription, as shown in figure 4.4.2.2.2-1, step 2. The NWDAF shall include a Location HTTP header field. The Location header field shall contain the URI of the created subscription i.e. "{apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions/{subscriptionId}".If an error occurs when processing the HTTP POST request, the NWDAF shall send an HTTP error response as specified in subclause 5.3.7.
*** Next Change ***
[bookmark: _Toc98233562]4.4.2.2.3	Update subscription for data or analytics notifications
Figure 4.4.2.2.3-1 shows a scenario where the NF service consumer sends a request to the NWDAF to update the subscription for data or analytics notifications (see also 3GPP TS 23.288 [17]).


Figure 4.4.2.2.3-1: NF service consumer updates subscription to data or analytics notifications
The NF service consumer shall invoke the Nnwdaf_DataManagement_Subscribe service operation to update subscription to data or analytics notifications. The NF service consumer shall send an HTTP PUT request with "{apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI representing the "Individual NWDAF Data Management Subscription", as shown in figure 4.4.2.2.3-1, step 1, to update the subscription for an "Individual NWDAF Data Management Subscription" resource identified by the {subscriptionId}. The NnwdafDataManagementSubsc data structure provided in the request body shall include the same contents as described in subclause 4.2.2.2.2.
Upon the reception of an HTTP PUT request with: "{apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI and NnwdafDataManagementSubsc data structure as request body, the NWDAF shall:
-	update the subscription of corresponding subscriptionId; and
-	store the subscription.
If the NWDAF successfully processed and accepted the received HTTP PUT request, the NWDAF shall update an "Individual NWDAF Data Management Subscription" resource, and shall respond with:
a)	HTTP "200 OK" status code with the message body containing a representation of the updated subscription, as shown in figure 4.4.2.2.3-1, step 2a; or
b)	HTTP "204 No Content" status code, as shown in figure 4.4.2.2.3-1, step 2b. 
If errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as specified in subclause 5.3.7.
*** Next Change ***
4.4.2.2.3	Update subscription for data or analytics notifications
Figure 4.4.2.2.3-1 shows a scenario where the NF service consumer sends a request to the NWDAF to update the subscription for data or analytics notifications (see also 3GPP TS 23.288 [17]).


Figure 4.4.2.2.3-1: NF service consumer updates subscription to data or analytics notifications
The NF service consumer shall invoke the Nnwdaf_DataManagement_Subscribe service operation to update subscription to data or analytics notifications. The NF service consumer shall send an HTTP PUT request with "{apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI representing the "Individual NWDAF Data Management Subscription", as shown in figure 4.4.2.2.3-1, step 1, to update the subscription for an "Individual NWDAF Data Management Subscription" resource identified by the {subscriptionId}. The NnwdafDataManagementSubsc data structure provided in the request body shall include the same contents as described in subclause 4.2.2.2.2.
Upon the reception of an HTTP PUT request with: "{apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI and NnwdafDataManagementSubsc data structure as request body, the NWDAF shall:
-	update the subscription of corresponding subscriptionId; and
-	store the subscription.
If the NWDAF successfully processed and accepted the received HTTP PUT request, the NWDAF shall update an "Individual NWDAF Data Management Subscription" resource, and shall respond with:
a)	HTTP "200 OK" status code with the message body containing a representation of the updated subscription, as shown in figure 4.4.2.2.3-1, step 2a; or
b)	HTTP "204 No Content" status code, as shown in figure 4.4.2.2.3-1, step 2b. 
If errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as specified in subclause 5.3.7.
*** Next Change ***
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Figure 4.5.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to subscribe for event notification(s) (as shown in 3GPP TS 23.288 [17]).
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Figure 4.5.2.2.2-1: NF service consumer subscribes to notifications
The NF service consumer shall invoke the Nnwdaf_MLModelProvision_Subscribe service operation to subscribe to event notification(s). The NF service consumer shall send an HTTP POST request with "{apiRoot}/nnwdaf-mlmodelprovision/v1<apiVersion>/subscriptions" as Resource URI representing the "NWDAF ML Model Provision Subscriptions", as shown in figure 4.5.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF ML Model Provision Subscription" according to the information in message body. 
The NwdafMLModelProvSubsc data structure provided in the request body shall include: 
-	an URI where to receive the requested notifications as the "notifUri" attribute; and
-	a description of the subscribed events as the "mLEventSubscs" attribute that, for each event, the MLEventSubscription data type shall include:
1)	an event identifier as the "mLEvent" attribute;
2)	event filter information as the "mLEventFilter" attirbute; and
and may include:
1)	an identification of target UE information as the "tgtUe" attribute; and 
2)	a time interval during which the ML model shall be reported as the "mLTargetPeriod" attirbute.
The NwdafMLModelProvSubsc data structure provided in the request body may include:
-	a notification correlation identifier assigned by the NF service consumer for the requested notifications as "notifCorreId" attribute; and
-	the reporting requirement information of the subscription as the "eventReq" attribute.
For different event types, the "mLEventFilter" attribute within the MLEventSubscription data type:
-	if the event is "LOAD_LEVEL_INFORMATION", shall provide
Editor’s Note:	The mandatory and optional information is FFS for the LoadLevelInformation feature.
-	if the event is "SLICE_LOAD_LEVEL", shall provide:
1)	the S-NSSAI as the "snssais" attribute; and/or
2)	the identification(s) of Network Slice instance as the "nsiIdInfos" attribute;
and may provide: 
1)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.
-	if the ServiceExperience feature is supported and the event is "SERVICE_EXPERIENCE", may provide:
1)	the identification of the application as the "appIds" attribute;
2)	the S-NSSAI as the "snssais" attribute;
3)	the identification(s) of Network Slice instance as the "nsiIdInfos" attribute;
4)	the Area of Interest (AOI) as the "networkArea" attribute;
5)	the identification of DNN as the "dnns" attribute;
6)	identification of user plane access to DN(s) which the subscription applies as the "dnais" attribute;
7)	identification of RAT type where the UE camps on by "ratTypes" attribute if the feature "ServiceExperienceExt" is also supported; and
8)	identification of frequency to UE’s serving cell by "freqs" attribute if the feature "ServiceExperienceExt" is also supported.
-	if the UeMobility feature is supported and the event is "UE_MOBILITY", may provide
1)	Area of Interest (AOI) as the "networkArea" attribute; and
2)	Visited Area(s) of Interest as the "visitedAreas" attirbute.
-	if the UeCommunication feature is supported and the event is "UE_COMM", may provide
1)	the S-NSSAI as the "snssais" attribute;
2)	the identification of DNN as the "dnns" attribute;
3)	the identification of the application as the "appIds" attribute;
4)	the Area of Interest (AOI) as the "networkArea" attribute; and
5)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.
Editor’s Note:	Whether the analytics subsets can be provided in the ML model filter is FFS.-	if the QoSSustainability feature is supported and the event is "QOS_SUSTAINABILITY", shall provide:
1)	The QoS requirements via "qosRequ" attribute; and
2)	Location information as "networkArea" attribute;
	and may provide: 
1)	identification of network slice(s) by "snssais" attribute.
-	if the AbnormalBehaviour feature is supported and the event is "ABNORMAL_BEHAVIOUR", may provide:
1)	the S-NSSAI as the "snssais" attribute;
2)	the identification of DNN as the "dnns" attribute;
3)	the identification of the application as the "appIds" attribute;
4)	the Area of Interest (AOI) as the "networkArea" attribute;
5)	expected UE behaviour via "exptUeBehav" attribute; and
6)	either the expected analytics type via "exptAnaType" attribute or a list of exception Ids with the associated thresholds via "excepRequs" attribute.
-	if the UserDataCongestion feature is supported and the event is "USER_DATA_CONGESTION", shall provide:
1)	the Area of Interest (AOI) as the "networkArea" attribute;
2)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute; and
3)	the S-NSSAI as the "snssais" attribute.
-	if the NfLoad feature is supported and the event is "NF_LOAD", may provide:
1)	the S-NSSAI as the "snssais" attribute;
2)	either list of NF instance IDs in the "nfInstanceIds" attribute or list of NF set IDs in the "nfSetIds" attribute;
3)	list of NF instance types in the "nfTypes" attribute;
4)	the Area of Interest (AOI) as the "networkArea" attribute; and
5)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.
-	if the NetworkPerformance feature is supported and the event is "NETWORK_PERFORMANCE", may provide:
1)	Area of Interest (AOI) as the "networkArea" attribute; and
2)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.
-	if the NsiLoad feature is supported and the event is "NSI_LOAD_LEVEL", shall provide:
1)	the S-NSSAI as the "snssais" attribute; and/or
2)	the identification(s) of Network Slice instance as the "nsiIdInfos" attribute;
	and may provide: 
1)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.
-	if the SMCongestion feature is supported and the event is "SM_CONGESTION", shall provide:
[bookmark: _Hlk97242808]1)	the S-NSSAI as the "snssais" attribute; and/or
2)	the identification of DNN as the "dnns" attribute;
	and may provide:
1)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.
-	if the RedundantTransmission feature is supported and the event is "REDUNDANT_TRANSMISSION", may provide:
1)	the Area of Interest (AOI) as the "networkArea" attribute;
2)	the S-NSSAI as the "snssais" attribute; and
3)	the identification of DNN as the "dnns" attribute.
-	if the WLANPerformance feature is supported and the event is "WLAN_PERFORMANCE", may provide:
1)	the Area of Interest (AOI) as the "networkArea" attribute;
2)	the SSID(s) and BSSID(s) as "wlanReqs" attribute; and
3)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.
-	if the DnPerformance feature is supported and the event is "DN_PERFORMANCE", may provide
1)	the identification of the application as the "appIds" attribute;
2)	the S-NSSAI as the "snssais" attribute;
3)	the identification(s) of Network Slice instance as the "nsiIdInfos" attribute;
4)	the Area of Interest (AOI) as the "networkArea" attribute;
5)	the identification of the UPF as the "upfId" attribute;
6)	the identification of DNN as the "dnns" attribute;
7)	identification of user plane access to DN(s) which the subscription applies as the "dnais" attribute;
8)	IP address(s)/FQDN(s) of the Application Server(s) as the "appServerAddr" attribute;
9)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.-	if the Dispersion feature is supported and the event is "DISPERSION", may provide:
1)	the Area of Interest (AOI) as the "networkArea" attribute;
2)	the S-NSSAI as the "snssais" attribute;
3)	the identification of the application as the "appIds" attribute;
4)	dispersion analytics requirements in "disperReqs" attribute;
5)	an optional list of analytics subsets as the "listOfAnaSubsets" attribute.
Upon the reception of an HTTP POST request with: "{apiRoot}/nnwdaf-mlmodelprovision/v1<apiVersion>/subscriptions" as Resource URI and NwdafMLModelProvSubsc data structure as request body, the NWDAF shall create a new subscription and store the subscription.
If the NWDAF created an "Individual NWDAF ML Model Provision Subscription" resource, the NWDAF shall respond with "201 Created" with the message body containing a representation of the created subscription, as shown in figure 4.5.2.2.2-1, step 2. The NWDAF shall include a Location HTTP header field. The Location header field shall contain the URI of the created subscription i.e. "{apiRoot}/nnwdaf-mlmodelprovision/v1<apiVersion>/subscriptions/{subscriptionId}". 
If the immediate reporting indication in the "immRep" attribute within the "evtReq" attribute sets to true during the event subscription, the NWDAF shall include the reports of the subscribed events, if available, as the "mLEventNotifs" attribute in the HTTP POST response.
*** Next Change ***
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Figure 4.5.2.2.3-1 shows a scenario that the NF service consumer sends an HTTP PUT request to the NWDAF to modify an existing subscription (as shown in 3GPP TS 23.288 [17]).


Figure 4.5.2.2.3-1: Modification of events subscription information using HTTP PUT
The NF service consumer shall invoke the Nnwdaf_MLModelProvision_Subscribe service operation to modify an existing ML Model subscription. The NF service consumer shall send an HTTP PUT request with: "{apiRoot}/nnwdaf-mlmodelprovision/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI, where "{subscriptionId}" is the event subscriptionId of the existing subscription to be modified, to update an "Individual NWDAF ML Model Provision Subscription" according to the information in the message body. The NwdafMLModelProvSubsc data structure provided in the request body shall include the same contents as described in subclause 4.5.2.2.2.
Upon receipt of an HTTP PUT request with: "{apiRoot}/nnwdaf-mlmodelprovision/v1<apiVersion>/subscriptions/{subscriptionId}" as Resource URI and NwdafMLModelProvSubsc data type as request body, if the request is successfully processed and accepted, the NWDAF shall:
-	modify the concerned subscription; and
-	store the subscription.
NOTE:	The "notifUri" attribute within the NwdafMLModelProvSubsc data structure can be modified to request that subsequent notifications are sent to a new NF service consumer.
If the NWDAF successfully processed and accepted the received HTTP PUT request, the NWDAF shall update an "Individual NWDAF ML Model Provision Subscription" resource, and shall respond with:
-	HTTP "204 No Content" response (as shown in figure 4.5.2.2.3-1, step 2a); or
-	HTTP "200 OK" response (as shown in figure 4.5.2.2.3-1, step 2b) with a response body containing a representation of the updated subscription in the NwdafMLModelProvSubsc data type.
If errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as specified in subclause 5.4.7.
If the feature "ES3XX" is supported, and the NWDAF determines that the received HTTP PUT request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
Editor’s Note:	It’s FFS that whether PATCH is also possible for partial update.
*** Next Change ***
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This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 5.1.3.1-1 depicts the resource URIs structure for the Nnwdaf_EventsSubscription API.


Figure 5.1.3.1-1: Resource URI structure of the Nnwdaf_EventsSubscription API
Table 5.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 5.1.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	NWDAF Events Subscriptions
	/subscriptions
	POST
	Creates a new Individual NWDAF Event Subscription resource.

	Individual NWDAF Event Subscription
	/subscriptions/{subscriptionId}
	DELETE
	Deletes an Individual NWDAF Event Subscription identified by subresource {subscriptionId}.

	
	
	PUT
	Modifies an existing Individual Event Subscription subresource.

	NWDAF Event Subscription Transfers
	/transfers
	POST
	Provides information about the requested analytics subscription transfer(s), potentially creating a new Individual NWDAF Event Subscription Transfer resource.

	Individual NWDAF Event Subscription Transfer
	/transfers/{transferId}
	DELETE
	Deletes an Individual NWDAF Event Subscription Transfer resource identified by subresource {transferId}.

	
	
	PUT
	Modifies an existing Individual NWDAF Event Subscription Transfer resource.



*** Next Change ***
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Resource URI: {apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions
The <apiVersion> shall be set as described in clause 5.1.1.
This resource shall support the resource URI variables defined in table 5.1.3.2.2-1.
Table 5.1.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.1



*** Next Change ***
5.1.3.2.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions
The <apiVersion> shall be set as described in clause 5.1.1.
This resource shall support the resource URI variables defined in table 5.1.3.2.2-1.
Table 5.1.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.1



*** Next Change ***
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This method shall support the URI query parameters specified in table 5.1.3.2.3.1-1.
Table 5.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.1.3.2.3.1-2 and the response data structures and response codes specified in table 5.1.3.2.3.1-3.
Table 5.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NnwdafEventsSubscription
	M
	1
	Creates a new Individual NWDAF Event Subscription resource.



Table 5.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	NnwdafEventsSubscription
	M
	1
	201 Created
	The creation of an Individual NWDAF Event Subscription resource is confirmed and a representation of that resource is returned.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] also apply.



Table 5.1.3.2.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions/{subscriptionId}.



*** Next Change ***
[bookmark: _Toc28012802][bookmark: _Toc34266272][bookmark: _Toc36102443][bookmark: _Toc43563485][bookmark: _Toc45134028][bookmark: _Toc50031958][bookmark: _Toc51762878][bookmark: _Toc56640945][bookmark: _Toc59017913][bookmark: _Toc66231781][bookmark: _Toc68168942][bookmark: _Toc70550609][bookmark: _Toc83233055][bookmark: _Toc85552952][bookmark: _Toc85557051][bookmark: _Toc88667553][bookmark: _Toc90655838][bookmark: _Toc94064221][bookmark: _Toc98233606]5.1.3.3.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/subscriptions/{subscriptionId}
The <apiVersion> shall be set as described in clause 5.1.1.
This resource shall support the resource URI variables defined in table 5.1.3.3.2-1.
Table 5.1.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.1.

	subscriptionId
	string
	Identifies a subscription to the Nnwdaf_EventsSubscription service.



*** Next Change ***
[bookmark: _Toc73564417][bookmark: _Toc85552959][bookmark: _Toc85557058][bookmark: _Toc88667560][bookmark: _Toc90655845][bookmark: _Toc94064228][bookmark: _Toc98233613]5.1.3.4.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers
The <apiVersion> shall be set as described in clause 5.1.1.
This resource shall support the resource URI variables defined in table 5.1.3.4.2-1.
Table 5.1.3.4.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.1



*** Next Change ***
[bookmark: _Toc73564419][bookmark: _Toc85552961][bookmark: _Toc85557060][bookmark: _Toc88667562][bookmark: _Toc90655847][bookmark: _Toc94064230][bookmark: _Toc98233615]5.1.3.4.3.1	POST
This method shall support the URI query parameters specified in table 5.1.3.4.3.1-1.
Table 5.1.3.4.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.1.3.4.3.1-2 and the response data structures and response codes specified in table 5.1.3.4.3.1-3.
Table 5.1.3.4.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AnalyticsSubscriptionsTransfer
	M
	1
	Information about analytics subscription(s) that are requested to be transferred or prepared for transfer.



Table 5.1.3.4.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AnalyticsSubscriptionsTransfer
	M
	1
	201 Created
	The creation of an Individual NWDAF Event Subscription resource is confirmed and a representation of that resource is returned.

	n/a
	
	
	204 No Content
	The receipt of the information about analytics subscription(s) that are requested to be transferred and the ability to handle this information (e.g. execute the steps required to transfer an analytics subscription directly) is confirmed.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] also apply.



Table 5.1.3.4.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers/{transferId}.



*** Next Change ***
[bookmark: _Toc73564423][bookmark: _Toc85552965][bookmark: _Toc85557064][bookmark: _Toc88667566][bookmark: _Toc90655851][bookmark: _Toc94064234][bookmark: _Toc98233619]5.1.3.5.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-eventssubscription/v1<apiVersion>/transfers/{transferId}
The <apiVersion> shall be set as described in clause 5.1.1.
This resource shall support the resource URI variables defined in table 5.1.3.5.2-1.
Table 5.1.3.5.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.1.

	transferId
	string
	Identifies a request to transfer subscription(s) of the Nnwdaf_EventsSubscription service.



*** Next Change ***
[bookmark: _Toc28012855][bookmark: _Toc34266341][bookmark: _Toc36102512][bookmark: _Toc43563556][bookmark: _Toc45134102][bookmark: _Toc50032034][bookmark: _Toc51762954][bookmark: _Toc56641023][bookmark: _Toc59017991][bookmark: _Toc66231859][bookmark: _Toc68169020][bookmark: _Toc70550687][bookmark: _Toc83233140][bookmark: _Toc85553056][bookmark: _Toc85557155][bookmark: _Toc88667663][bookmark: _Toc90655948][bookmark: _Toc94064353][bookmark: _Toc98233740]5.2.3.1	Resource Structure
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 5.2.3.1-1 depicts the resource URIs structure for the Nnwdaf_AnalyticsInfo API.


Figure 5.2.3.1-1: Resource URI structure of the Nnwdaf_AnalyticsInfo API
Table 5.2.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 5.2.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	NWDAF Analytics
	/analytics
	GET
	Retrieves the NWDAF analytics.

	NWDAF Context
	/context 
	GET
	Retrieves the NWDAF context information related to analytics subscriptions.



*** Next Change ***
[bookmark: _Toc28012858][bookmark: _Toc34266344][bookmark: _Toc36102515][bookmark: _Toc43563559][bookmark: _Toc45134105][bookmark: _Toc50032037][bookmark: _Toc51762957][bookmark: _Toc56641026][bookmark: _Toc59017994][bookmark: _Toc66231862][bookmark: _Toc68169023][bookmark: _Toc70550690][bookmark: _Toc83233143][bookmark: _Toc85553059][bookmark: _Toc85557158][bookmark: _Toc88667666][bookmark: _Toc90655951][bookmark: _Toc94064356][bookmark: _Toc98233743]5.2.3.2.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-analyticsinfo/v1<apiVersion>/analytics
The <apiVersion> shall be set as described in clause 5.2.1.
This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.
Table 5.2.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.2.1



*** Next Change ***
[bookmark: _Toc73564504][bookmark: _Toc85553065][bookmark: _Toc85557164][bookmark: _Toc88667672][bookmark: _Toc90655957][bookmark: _Toc94064362][bookmark: _Toc98233749]5.2.3.3.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-analyticsinfo/v1<apiVersion>/context
The <apiVersion> shall be set as described in clause 5.2.1.
This resource shall support the resource URI variables defined in table 5.2.3.3.2-1.
Table 5.2.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.2.1



*** Next Change ***
[bookmark: _Toc70550723][bookmark: _Toc83233178][bookmark: _Toc85553107][bookmark: _Toc85557206][bookmark: _Toc88667716][bookmark: _Toc90656001][bookmark: _Toc94064406][bookmark: _Toc98233793]5.3.3.1	Resource Structure


Figure 5.3.3.1-1: Resource URI structure of the Nnwdaf_DataManagement API
Table 5.3.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 5.3.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	NWDAF Data Management Subscriptions
	/subscriptions
	POST
	Creates a new Individual NWDAF Data Management Subscription resource.

	Individual NWDAF Data Management Subscription
	/subscriptions/{subscriptionId}
	DELETE
	Deletes an Individual NWDAF Data Management Subscription identified by subresource {subscriptionId}.

	
	
	PUT
	Modifies an existing Individual NWDAF Data Management Subscription identified by subresource {subscriptionId}.



*** Next Change ***
[bookmark: _Toc98233796]5.3.3.2.2	Resource Definition
Resource URI: {apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions
The <apiVersion> shall be set as described in clause 5.3.1.
This resource shall support the resource URI variables defined in table 5.3.3.2.2-1.
Table 5.3.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.3.1



*** Next Change ***
5.3.3.2.2	Resource Definition
Resource URI: {apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions
The <apiVersion> shall be set as described in clause 5.3.1.
This resource shall support the resource URI variables defined in table 5.3.3.2.2-1.
Table 5.3.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.3.1



*** Next Change ***
[bookmark: _Toc98233802]5.3.3.3.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-datamanagement/v1<apiVersion>/subscriptions/{subscriptionId}
The <apiVersion> shall be set as described in clause 5.3.1.
This resource shall support the resource URI variables defined in table 5.3.3.3.2-1.
Table 5.3.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.3.1

	subscriptionId
	string
	Identifies a subscription to the Nnwdaf_DataManagement Service



*** Next Change ***
[bookmark: _Toc70550741][bookmark: _Toc83233196][bookmark: _Toc85553125][bookmark: _Toc85557224][bookmark: _Toc88667734][bookmark: _Toc90656019][bookmark: _Toc94064424][bookmark: _Toc98233826]5.4.3.1	Resource Structure
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 5.4.3.1-1 depicts the resource URIs structure for the Nnwdaf_MLModelProvision API.


Figure 5.4.3.1-1: Resource URI structure of the Nnwdaf_MLModelProvision API
Table 5.4.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 5.4.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	NWDAF ML Model Provision Subscriptions
	/subscriptions
	POST
	Creates a new Individual NWDAF ML Model Provision Subscription resource.

	Individual NWDAF ML Model Provision Subscription
	/subscriptions/{subscriptionId}
	DELETE
	Deletes an Individual NWDAF ML Model Provision Subscription identified by subresource {subscriptionId}.

	
	
	PUT
	Modifies an existing Individual NWDAF ML Model Provision Subscription identified by subresource {subscriptionId}.



*** Next Change ***
[bookmark: _Toc83233199][bookmark: _Toc85553128][bookmark: _Toc85557227][bookmark: _Toc88667737][bookmark: _Toc90656022][bookmark: _Toc94064427][bookmark: _Toc98233829]5.4.3.2.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-mlmodelprovision/v1<apiVersion>/subscriptions
The <apiVersion> shall be set as described in clause 5.4.1.
This resource shall support the resource URI variables defined in table 5.4.3.2.2-1.
Table 5.4.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.4.1



*** Next Change ***
[bookmark: _Toc83233201][bookmark: _Toc85553130][bookmark: _Toc85557229][bookmark: _Toc88667739][bookmark: _Toc90656024][bookmark: _Toc94064429][bookmark: _Toc98233831]5.4.3.2.3.1	POST
This method shall support the URI query parameters specified in table 5.4.3.2.3.1-1.
Table 5.4.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.4.3.2.3.1-2 and the response data structures and response codes specified in table 5.4.3.2.3.1-3.
Table 5.4.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NwdafMLModelProvSubsc
	M
	1
	Creates a new Individual NWDAF ML Model Provision Subscription resource.



Table 5.4.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	NwdafMLModelProvSubsc
	M
	1
	201 Created
	The creation of an Individual NWDAF ML Model Provision Subscription resource is confirmed and a representation of that resource is returned.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] also apply.



Table 5.4.3.2.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnwdaf-mlmodelprovision/v1<apiVersion>/subscriptions/{subscriptionId}



*** Next Change ***
5.4.3.2.3.1	POST
This method shall support the URI query parameters specified in table 5.4.3.2.3.1-1.
Table 5.4.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.4.3.2.3.1-2 and the response data structures and response codes specified in table 5.4.3.2.3.1-3.
Table 5.4.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NwdafMLModelProvSubsc
	M
	1
	Creates a new Individual NWDAF ML Model Provision Subscription resource.



Table 5.4.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	NwdafMLModelProvSubsc
	M
	1
	201 Created
	The creation of an Individual NWDAF ML Model Provision Subscription resource is confirmed and a representation of that resource is returned.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] also apply.



Table 5.4.3.2.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnwdaf-mlmodelprovision/v1<apiVersion>/subscriptions/{subscriptionId}



End of Changes ***
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