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The POST method creates a new subscription resource to monitor an event for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.
Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription resource was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	MonitoringEventReport
	1
	200 OK
	The operation is successful, and corresponding monitoring event report is included.
This is only applicable for the one-time monitoring request if report is available in the response.

	
	MonitoringEventReports
	1
	200 OK
	The operation is successful and the corresponding monitoring event report(s) are included in the response body.

This is only applicable when the enNB feature is supported. The monitoring request is a one-time reporting request and the event reports are available in the response.

	
	ProblemDetails
	0..1
	400 Bad Request
	The subscription resource is not allowed to be created since the supported feature corresponding to the monitoring event is not supported by the client.
(NOTE 4)

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since the Idle Status Indication is received in the request but not supported by the network.
(NOTE 3)

	
	ProblemDetails
	0..1
	500 Internal Server Error
	The subscription resource is not allowed to be created since the event is not supported by the server.
(NOTE 5)

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since a limit related to the number of subscriptions has been reached.
(NOTE 6)

	
	ProblemDetails
	0..1
	400 Bad Request
	The subscription resource is not created since it is a duplicate of an existing subscription.
(NOTE 7)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in subclause 5.3.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.
NOTE 3:	The "cause" attribute within the "ProblemDetails" data structure may be set to "IDLE_STATUS_UNSUPPORTED" as defined in subclause 5.3.5.3.
NOTE 4:	The "cause" attribute within the "ProblemDetails" data structure may be set to "EVENT_FEATURE_MISMATCH" as defined in subclause 5.3.5.3.
NOTE 5:	The "cause" attribute within the "ProblemDetails" data structure may be set to "EVENT_UNSUPPORTED" as defined in subclause 5.3.5.3.
NOTE 6:	The "cause" attribute within the "ProblemDetails" data structure may be set to "RESOURCES_EXCEEDED" as defined in subclause 5.3.5.3.
NOTE 7:	The "cause" attribute within the "ProblemDetails" data structure may be set to "DUPLICATE" as defined in subclause 5.3.5.3.
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The table below defines the features applicable to the MonitoringEvent API. Those features are negotiated as described in subclause 5.2.7.
Table 5.3.4-1: Features used by MonitoringEvent API
	Feature Number
	Feature
	Description

	1
	Loss_of_connectivity_notification
	The SCS/AS is notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication

	2
	Ue-reachability_notification
	The SCS/AS is notified when the UE becomes reachable for sending either SMS or downlink data to the UE

	3
	Location_notification
	The SCS/AS is notified of the current location or the last known location of the UE

	4
	Change_of_IMSI_IMEI_association_notification
	The SCS/AS is notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed

	5
	Roaming_status_notification
	The SCS/AS is notified when the UE's roaming status changes

	6
	Communication_failure_notification
	The SCS/AS is notified of communication failure events

	7
	Availability_after_DDN_failure_notification
	The SCS/AS is notified when the UE has become available after a DDN failure

	8
	Number_of_UEs_in_an_area_notification
	The SCS/AS is notified the number of UEs present in a given geographic area
The feature supports pre-5G (e.g. 4G) requirement.

	9
	Notification_websocket
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	10
	Notification_test_event
	The testing of notification connection is supported according to subclause 5.2.5.3.

	11
	Subscription_modification
	Modifications of an individual subscription resource.

	12
	Number_of_UEs_in_an_area_notification_5G
	The AF is notified the number of UEs present in a given geographic area.
The feature supports the 5G requirement. This feature may only be supported in 5G.

	13
	Pdn_connectivity_status
	The SCS/AS requests to be notified when the 3GPP network detects that the UE’s PDN connection is set up or torn down.

	14
	Downlink_data_delivery_status_5G
	The AF requests to be notified when the 3GPP network detects that the downlink data delivery status is changed. The feature is not applicable to pre-5G.

	15
	Availability_after_DDN_failure_notification_enhancement
	The AF is notified when the UE has become available after a DDN failure and the traffic matches the packet filter provided by the AF. The feature is not applicable to pre-5G.

	16
	Enhanced_param_config
	This feature supports the co-existence of multiple event configurations for target UE(s) if there are parameters affecting periodic RAU/TAU timer and/or Active Time. Supporting this feature also requires the support of feature number 1 or 2.

	17
	API_support_capability_notification
	The SCS/AS is notified of the availability of support of service APIs. This feature is only applicable in interworking SCEF+NEF scenario.

	18
	eLCS
	This feature supports the enhanced location exposure service (e.g. location information preciser than cell level).
The feature is not applicable to pre-5G (e.g. 4G).

	19
	NSAC
	This feature controls the support of the Network Slice Admission Control (NSAC) functionalities.
The feature is not applicable to pre-5G (e.g. 4G).

	20
	Partial_group_modification
	This feature supports the partial cancellation and/or partial addition to the group member(s) within the grouped event monitoring subscription.

	21
	UAV
	The SCS/AS requests to be notified of the UAV presence status in a specific geographic area. This feature is only applicable in interworking SCEF+NEF scenario, or standalone 5G scenario.

This feature requires that Number_of_UEs_in_an_area_notification and Number_of_UEs_in_an_area_notification_5G features are also supported.

	22
	MULTIQOS
	This feature indicates the support for "Multiple QoS Class" which enables to support more than one Location QoS during LCS procedures.

This feature requires that the eLCS feature is also supported.

	23
	Session_Management_Enhancement
	This feature supports Session Management enhancement with requested DNN and/or S-NSSAI. This feature requires that the Pdn_connectivity_status feature or Downlink_data_delivery_status_5G feature is also supported.

	24
	enNB
	Indicates the support of enhancements to the northbound interfaces.

	25
	EDGEAPP
	This feature controls the support of EDGE applications related functionalities (e.g. support the civic address as a possible location granularity).
The feature is not applicable to pre-5G (e.g. 4G).

	26
	UEId_retrieval
	This feature supports AF specific UE ID retrieval which is not applicable to pre-5G (e.g. 4G).

	xx
	Resource_Management
	This feature indicates support of application errors related to duplicate subscriptions and limits of subscriptions.

	Feature:	A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description:	A clear textual description of the feature.
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The application errors defined for MonitoringEvent API are listed in table 5.3.5.3-1. The SCEF shall include in the HTTP status code a “ProblemDetails” data structure with the “cause” attribute indicating the application error as listed in table 5.3.5.3-1.
Table 5.3.5.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	PARAMETER_OUT_OF_RANGE
	403 Forbidden
	Indicates that the resource is not allowed to be created since one or more of the received parameter are out of range defined by operator policies.
	

	IDLE_STATUS_UNSUPPORTED
	403 Forbidden
	Indicates that the resource is not allowed to be created since the Idle Status Indication is received in the request but not supported by the network.
	

	OPERATION_PROHIBITED
	403 Forbidden
	Indicates the HTTP method is not supported.
	

	EVENT_FEATURE_MISMATCH
	400 Bad Request
	Indicates the resource creation is not allowed since the supported feature corresponding to the monitoring event is not supported by the client.
	

	EVENT_UNSUPPORTED
	500 Internal Server Error
	Indicates the required monitoring event is not supported by the server.
	

	RESOURCES_EXCEEDED
	403 Forbidden
	Indicates that no more subscriptions are allowed for this client.
	Resource_Management

	DUPLICATE
	400 Bad Request
	Indicates that a duplicate subscription already exists for this client.
	Resource_Management
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The POST method creates a new network status reporting subscription resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.9.3.2.3.4-1 and table 5.9.3.2.3.4-2.
Table 5.9.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.9.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NetworkStatusReportingSubscription
	1
	Parameters to register a subscription to request notifications about network status information report with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NetworkStatusReportingSubscription
	1
	201 Created
	The subscription was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created due to exceeded quota limit.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEEDED" as defined in subclause 5.9.5.3.



Table 5.9.3.2.3.4-3: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/3gpp-net-stat-report/v1/{scsAsId}/subscriptions/{subscriptionId}
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This operation shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.12.3.2.2-1 and table 5.12.3.2.2-2.
Table 5.12.3.2.2-1: URI query parameters supported by the POST on this operation 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.12.3.2.2-2: Data structures supported by the POST request/response on this operation
	Request body
	Data type
	Cardinality
	Remarks

	
	ECRControl
	1
	Parameters to query the current status of Enhanced Coverage Restriction.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	ECRData
	1
	200 OK
	The requested information was returned successfully. 

	
	ProblemDetails
	0..1
	403 Forbidden
	The requested information was rejected due to exceeded quota limit.
(NOTE 2)

	
	none
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.

	
	none
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEEDED" as defined in subclause 5.12.5.3.



Table 5.12.3.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



Table 5.12.3.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.
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This operation shall support the request data structures specified in table 5.12.3.3.2-1 and the response data structure and response codes specified in table 5.12.3.3.2-2.
Table 5.12.3.3.2-1: URI query parameters supported by the POST on this operation 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.12.3.3.2-2: Data structures supported by the POST request/response on this operation
	Request body
	Data type
	Cardinality
	Remarks

	
	ECRControl
	1
	Parameters to configure the setting of Enhanced Coverage Restriction.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	ECRData
	1
	200 OK
	The Enhanced Coverage Restriction setting was configured successfully 

	
	ProblemDetails
	0..1
	403 Forbidden
	The requested information was rejected due to exceeded quota limit.
(NOTE 2)

	
	none
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.

	
	none
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEEDED" as defined in subclause 5.12.5.3.



Table 5.12.3.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



Table 5.12.3.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.
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