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* * * * First change * * * *
[bookmark: _Toc28013450][bookmark: _Toc36040206][bookmark: _Toc44692823][bookmark: _Toc45134284][bookmark: _Toc49607348][bookmark: _Toc51763320][bookmark: _Toc58850218][bookmark: _Toc59018598][bookmark: _Toc68169604][bookmark: _Toc97203297][bookmark: _Toc28013454][bookmark: _Toc36040210][bookmark: _Toc44692827][bookmark: _Toc45134288][bookmark: _Toc49607352][bookmark: _Toc51763324][bookmark: _Toc58850222][bookmark: _Toc59018602][bookmark: _Toc68169608][bookmark: _Toc97203301][bookmark: _Toc97203294]5.6.3.3.2	Type: AnalyticsExposureSubsc
This type represents an analytics exposure subscription. The same structure is used in the subscription request and subscription response.
Table 5.6.3.3.2-1: Definition of type AnalyticsExposureSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
(NOTE 1)

	analyEventsSubs
	array(AnalyticsEventSubsc)
	M
	1..N
	Subscribed analytics events.
	

	analyRepInfo
	ReportingInformation
	O
	0..1
	Reporting requirement information of the subscription. 
If omitted, the default values within the ReportingInformation data type apply. (NOTE 2)
	

	notifUri
	Uri
	M
	1
	Notification URI for analytics event reporting.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	eventNotifis
	array(AnalyticsEventNotif)
	C
	1..N
	Represents the Events to be reported.
Shall only be present if the immediate reporting indication in the "immRep" attribute within the "analyRepInfo" attribute sets to true during the event subscription, and the reports are available.
	

	failEventReports
	array(AnalyticsFailureEventInfo)
	O
	1..N
	Supplied by the NWDAF.
When available, shall contain the event(s) for which the subscription is not successful, including the failure reason(s).
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in subclause 5.6.4.
This attribute shall be provided in the POST request and in the response of successful resource creation, or in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request.
	

	self
	Link
	C
	0..1
	Identifies the Individual Analytics Exposure Subscription resource.
Shall be present in the HTTP GET response when reading all the subscriptions for an AF.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by the AF to request the NEF to send a test notification as defined in subclause 5.2.5.3 of 3GPP TS 29.122 [4]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol.
	Notification_websocket

	NOTE 1:	Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7 of 3GPP TS 29.122 [4]. If no feature is indicated, the related property applies for all the features.
NOTE 2:	The attributes "partitionCriteria" and "notifFlag" of the data type ReportingInformation are applicable only if the "EneNA" feature is supported.



* * * * Next change * * * *
5.6.3.3.6	Type: AnalyticsEventFilterSubsc
Table 5.6.3.3.6-1: Definition of type AnalyticsEventFilterSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	locArea
	LocationArea5G
	O
	0..1
	Identification of network area to which the subscription applies.
(NOTE 1) (NOTE 7)
	Abnormal_Behavior
Congestion
Ue_Communication
Ue_Mobility
QoS_Sustainability
Network_Performance
Dispersion

	dnn
	Dnn
	O
	0..1
	Identifies the DNN. (NOTE 7)
	Ue_Communication 
Abnormal_Behavior

	appIds
	array(ApplicationId)
	O
	1..N
	Each element identifies an application. (NOTE 7)
	Abnormal_Behavior
Ue_Communication
Dispersion

	excepRequs
	array(Exception)
	O
	1..N
	Represents a list of Exception Ids with associated thresholds.
(NOTE 2, NOTE 3)
	Abnormal_Behavior

	exptAnaType
	ExpectedAnalyticsType
	O
	0..1
	Represents expected UE analytics type.
(NOTE 3)
	Abnormal_Behavior

	exptUeBehav
	ExpectedUeBehaviourData
	O
	0..1
	Represents expected UE behaviour.
	Abnormal_Behavior

	reptThlds
	array(ThresholdLevel)
	O
	1..N
	Represents the congestion levels to be reached in order to be notified by the NEF.
(NOTE 4)
	Congestion


	nwPerfReqs
	array(NetworkPerfRequirement)
	C
	1..N
	Represents the network performance requirements. This attribute shall be included when eventId is "NETWORK_PERFORMANCE".
	Network_Performance

	snssai
	Snssai
	O
	0..1
	Identifies the network slice information. (NOTE 7)
	Ue_Communication
QoS_Sustainability 
Abnormal_Behavior
Congestion
Dispersion

	qosReq
	QosRequirement
	C
	0..1
	Represents the QoS requirements. This attribute shall be included when eventId is "QOS_SUSTAINABILITY".
	QoS_Sustainability

	qosFlowRetThds
	array(RetainabilityThreshold)
	C
	1..N
	Represents the QoS flow retainability thresholds,
Shall be supplied for the 5QI of GBR resource type. (NOTE 5) 
	QoS_Sustainability

	ranUeThrouThds
	array(BitRate)
	C
	1..N
	Represents the RAN UE throughput thresholds.
Shall be supplied for the 5QI of non-GBR resource type. (NOTE 5)
	QoS_Sustainability

	disperReqs
	array(DispersionRequirement)
	O
	1..N
	Represents the dispersion analytics requirements.
	Dispersion

	listOfAnaSubsets
	array(AnalyticsSubset)
	O
	1..N
	The list of analytics subsets can be used to indicate the content of the analytics.
	EneNAAnaSubsets

	extraReportReq
	EventReportingRequirement
	O
	0..1
	The extra event reporting requirement information. (NOTE 6)
	

	NOTE 1:	The NetworkAreaInfo within the "locArea" attribute is not applicable for the untrusted AF. For "NETWORK_PERFORMANCE" or "CONGESTION" event, the "locArea" attribute shall be provided if the event applied for all UEs (i.e. "anyUeInd" attribute set to true within the TargetUeId data). For "QOS_SUSTAINABILITY" event, the "locArea" attribute shall be provided.
NOTE 2:	Only "excepId" and "excepLevel" within the Exception data type apply to the "excepRequs" attribute.
NOTE 3:	Either "excepRequs" or "exptAnaType" shall be provided if the subscribed event is "ABNORMAL_BEHAVIOR".
NOTE 4:	If the subscribed event is "CONGESTION", this attribute shall be provided if "notifMethod" within "analyRepInfo" sets to "ON_EVENT_DETECTION" or omitted.
NOTE 5:	For "QOS_SUSTAINABILITY", this property shall be provided if the "notifMethod" in "analyRepInfo" is set to "ON_EVENT_DETECTION" or omitted. 
NOTE 6:	The "sampRatio" attribute within EventReportingRequirement data type is not applicable for the present API. The attribute "accPerSubset" within EventReportingRequirement data type is applicable only if the "AnaSubsets" feature is supported, while the attributes "offsetPeriod" and "timeAnaNeeded" are applicable only if the "EneNA" feature is supported.
NOTE 7: 	For "ABNORMAL_BEHAVIOR" event with "anyUeId" attribute in "tgtUe" attribute sets to true,
-	at least one of the "locArea" and the "snssai" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepRequs" attribute is mobility related;
-	at least one of the "locArea", "appIds", "dnn" and "snssai" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepRequs" attribute is communication related; 
-	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute shall not be requested for both mobility and communication related analytics at the same time.



* * * * Next change * * * *
[bookmark: _Toc28013460][bookmark: _Toc36040216][bookmark: _Toc44692833][bookmark: _Toc45134294][bookmark: _Toc49607358][bookmark: _Toc51763330][bookmark: _Toc58850228][bookmark: _Toc59018608][bookmark: _Toc68169614][bookmark: _Toc97203307]5.6.3.3.12	Type: AnalyticsRequest
Table 5.6.3.3.12-1: Definition of type AnalyticsRequest
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	analyEvent
	AnalyticsEvent
	M
	1
	Identifies the analytics type.
	

	analyEventFilter
	AnalyticsEventFilter
	C
	0..1
	Shall be included to identify the analytics when filter information is needed for the related event.
	

	analyRep
	EventReportingRequirement
	O
	0..1
	Identifies the analytics reporting requirement information. (NOTE)
	

	tgtUe
	TargetUeId
	O
	0..1
	Identifies the target UE information.
	

	suppFeat
	SupportedFeatures
	M
	1
	Represents the features supported by the NF service consumer.
	

	NOTE:	The attribute "accPerSubset" within EventReportingRequirement data type is applicable only if the "AnaSubsets" feature is supported, while the attributes "offsetPeriod" and "timeAnaNeeded" are applicable only if the "EneNA" feature is supported.



* * * * Next change * * * *
[bookmark: _Toc28013467][bookmark: _Toc36040227][bookmark: _Toc44692845][bookmark: _Toc45134306][bookmark: _Toc49607370][bookmark: _Toc51763342][bookmark: _Toc58850240][bookmark: _Toc59018620][bookmark: _Toc68169628][bookmark: _Toc97203321]5.6.4	Used Features
The table below defines the features applicable to the AnalyticsExposure API. Those features are negotiated as described in subclause 5.2.7 of 3GPP TS 29.122 [4].
Table 5.6.4-1: Features used by AnalyticsExposure API
	Feature number
	Feature Name
	Description

	1
	Ue_Mobility
	This feature indicates support for the analytics event related to UE mobility.

	2
	Ue_Communication
	This feature indicates support for the analytics event related to UE communication information.

	3
	Abnormal_Behavior
	This feature indicates support for the analytics event related to UE’s abnormal behaviour.

	4
	Congestion
	This feature indicates support for the analytics event related to UE’s user data congestion information.

	5
	Network_Performance
	This feature indicates support for the analytics event related to network performance.

	6
	QoS_Sustainability
	This feature indicates support for the analytics event related to QoS sustainability.

	7
	Notification_websocket
	The delivery of notifications over Websocket is supported as described in 3GPP TS 29.122 [4]. This feature requires that the Notification_test_event feature is also supported.

	8
	Notification_test_event
	The testing of notification connection is supported as described in 3GPP TS 29.122 [4].

	9
	Dispersion
	This feature indicates support for the analytics event related to Dispersion analytics.

	10
	EneNA
	This feature indicates support for the enhancements of network data analytics requirements.

	xx
	AnaSubsets
	Indicates support for analytics subsets.



* * * * End of changes * * * *

