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1. Introduction
TS 29.537 has been allocated under the 5MBS work item to define the MB Policy Control services. S2-2201322 agreed during SA2#149-e meeting confirms that a new Npcf_MBSPolicyAuthorization service API is needed in order to enable an AF/NEF/MBSF to request for an MBS policy authorization to the PCF, as per the provisions of clauses 7.1.1 and 9.3.2 of TS 23.247.
2. Reason for Change
The service description part of the new Npcf_MBSPolicyAuthorization API needs hence to be defined. This pCR provides hence the service and service operations description clauses of this service API.
3. Conclusions
N/A.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.537 V0.1.0.

* * * Start of Changes * * * *
[bookmark: _Toc94195380]5.1	Introduction
Table 5.1-1 summarizes the corresponding APIs defined for this specification.
Table 5.1-1: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Npcf_MBSPolicyControl
	5.2
	MBS Policy Control Service
	TS29537_Npcf_MBSPolicyControl.yaml
	npcf-mbspolicycontrol
	A.2

	Npcf_MBSPolicyAuthorization
	5.2
	MBS Policy Authorization Service
	TS29537_Npcf_MBSPolicyAuthorization.yaml
	npcf-mbspolicyauth
	A.3



* * * Next Change * * * *
[bookmark: _Toc94195392]5.3	<Service 2 >Npcf_MBSPolicyAuthorization Service
And so on if there are more than two services offered by the NF. Same structure as in clause 5.2.
[bookmark: _Toc510696588][bookmark: _Toc35971380][bookmark: _Toc94195382]5.3.1	Service Description
[bookmark: _Toc510696589][bookmark: _Toc35971381]The MBS Policy Authorization Service enables the Policy Control Function (PCF) to authorize the MBS application service requirements provided by an NF service consumer (e.g. AF, NEF, MBSF) and derive the related MBS policies, i.e.:
-	enable NF service consumers (e.g. AF, NEF, MBSF) to request the creation, update and removal of an MBS Application Session Context, based on the provisioning of MBS application service requirements; and
-	enable the PCF to authorize the provided MBS application service requirements and derive the policies related to the targeted MBS session.
Editor's Note:	There may be updates (e.g. additional scope, service operations) depending on the progress of the related stage 2 work in SA2.
[bookmark: _Toc94195383]5.3.2	Service Operations
[bookmark: _Toc510696590][bookmark: _Toc35971382][bookmark: _Toc94195384]5.3.2.1	Introduction
[bookmark: _Toc510696591][bookmark: _Toc35971383]The service operations defined for Npcf_MBSPolicyAuthorization are shown in table 5.3.2.1-1.
Table 5.3.2.1-1: Npcf_MBSPolicyAuthorization Service Operations 
	Service Operation Name
	Description
	Initiated by

	Npcf_MBSPolicyAuthorization_Create
	Authorize the application and optionally determine and install MBS policies related to the targeted MBS Session based on the information provided by the NF service consumer.
	NF service consumer (e.g. NEF, MBSF, AF)

	Npcf_MBSPolicyAuthorization_Update
	Update an existing MBS Application Session Context at the PCF and the related MBS Policy Control data based on the received updated service information.
	NF service consumer (e.g. NEF, MBSF, AF)

	Npcf_MBSPolicyAuthorization_Delete
	Delete an existing MBS Application Session Context at the PCF.
	NF service consumer (e.g. NEF, MBSF, AF)



Editor's Note:	There may be updates (e.g. updated scope, service operations) depending on the progress of the related stage 2 work.
[bookmark: _Toc94195385]5.3.2.2	Npcf_MBSPoliyAuthorization_Create
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc94195386]5.3.2.2.1	General
[bookmark: _Toc510696593][bookmark: _Toc35971385]The Npcf_MBSPolicyAuthorization_Create service operation enables an NF service consumer (e.g. AF, NEF, MBSF) to provision MBS application service requirements and request the PCF to authorize them and create a related MBS Application Session Context and bind it to the targeted multicast or a broadcast MBS session.
The following procedures using the Npcf_MBSPolicyAuthorization_Create service operation are supported:
-	MBS Application Session Context Establishment.
[bookmark: _Toc94195387]5.3.2.2.2	MBS Application Session Context Establishment


Figure 5.3.2.2.2-1: MBS Application Session Context establishment
1.	In order to request the creation of an MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP POST request to the PCF, as described in step 1of figure 5.3.2.2.2-1, with the request body containing the MbsAppSessionCtxt data structure that shall contain the requested MBS application service requirements.
2.	Upon reception of the HTTP POST request from the NF service consumer, the PCF shall perform MBS application service requirements authorization based on the information received from the NF service consumer and operator policies that are pre-configured at the PCF.
If the MBS application service requirements authorization is successful, the PCF shall create a new "Individual MBS Application Session Context" resource and respond to the NF service consumer with an HTTP "201 Created" status code, including an HTTP Location header field containing the URI of the created "Individual MBS Application Session Context" resource and the response body containing a representation of the created resource within the MbsAppSessionCtxt data structure.
The NF service consumer shall use the URI received in the HTTP Location header in subsequent requests to the PCF targeting the created "Individual MBS Application Session Context" resource.
If errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures specified in clause 6.2.7.
Editor's Note:	Error / redirection cases and the related status codes are FFS.
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc94195389]5.3.2.3	Npcf_MBSPoliyAuthorization_Update
[bookmark: _Toc94195390]5.3.2.3.1	General
[bookmark: _Toc94195391]The Npcf_MBSPolicyAuthorization_Update service operation enables an NF service consumer (e.g. AF, NEF, MBSF) to provision modifications to the MBS application service requirements and request the PCF to authorize them and update the associated existing MBS Application Session Context.
The following procedures using the Npcf_MBSPolicyAuthorization_Update service operation are supported:
-	MBS Application Session Context Update.
5.3.2.3.2	MBS Application Session Context Update


Figure 5.3.2.3.2-1: MBS Application Session Context update
1.	In order to request the modification of an existing MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP PATCH request to the PCF targeting the URI of the concerned "Individual MBS Application Session Context" resource, with the request body containing the MbsAppSessionCtxtPatch data structure that shall contain the requested modifications to the MBS application service requirements.
2.	Upon reception of the HTTP PATCH request from the NF service consumer, the PCF shall authorize the requested modifications of MBS application service requirements based on the information received from the NF service consumer and operator policies that are pre-configured at the PCF.
If the authorization of the requested modifications to the MBS application service requirements is successful, the PCF shall update the associated "Individual MBS Application Session Context" resource accordingly and respond to the NF service consumer with either an HTTP "200 OK" status code with the response body containing a representation of the updated resource within the MbsAppSessionCtxt data structure or an HTTP "204 No Content" status code.
If errors occur when processing the HTTP PATCH request, the PCF shall apply the error handling procedures specified in clause 6.2.7
Editor's Note:	Whether the HTTP PUT method should be defined instead of or in addition to the HTTP PATCH method for this service operation is FFS.
Editor's Note:	Error / redirection cases and the related status codes are FFS.
5.3.2.4	Npcf_MBSPoliyAuthorization_Delete
5.3.2.4.1	General
The Npcf_MBSPolicyAuthorization_Delete service operation enables an NF service consumer (e.g. AF, NEF, MBSF) to request the deletion of an existing MBS Application Session Context at the PCF.
The following procedures using the Npcf_MBSPolicyAuthorization_Delete service operation are supported:
-	MBS Application Session Context Deletion.
5.3.2.4.2	MBS Application Session Context Deletion


Figure 5.3.2.4.2-1: MBS Application Session Context deletion
1.	In order to request the deletion of an existing MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP DELETE request to the PCF targeting the URI of the concerned "Individual MBS Application Session Context" resource.
2.	Upon success, the PCF shall respond with an HTTP "204 No Content" status code.
If errors occur when processing the HTTP DELETE request, the PCF shall apply the error handling procedures specified in clause 6.2.7
Editor's Note:	Error / redirection cases and the related status codes are FFS.
* * * End of Changes * * * *
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