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Additional discussion(if needed):
Proposed changes:

[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc89427397][bookmark: _Toc97146452][bookmark: _Toc11247460][bookmark: _Toc27044584][bookmark: _Toc36033626][bookmark: _Toc45131763][bookmark: _Toc49776048][bookmark: _Toc51746968][bookmark: _Toc66360523][bookmark: _Toc68105028][bookmark: _Toc74755658][bookmark: _Toc75351369][bookmark: _Toc11247463][bookmark: _Toc27044587][bookmark: _Toc36033629][bookmark: _Toc45131766][bookmark: _Toc49776051][bookmark: _Toc51746971][bookmark: _Toc66360526][bookmark: _Toc68105031][bookmark: _Toc74755661][bookmark: _Toc75351372]4.1	General
For the enablement of network data analytics services, the NWDAF interacts with different entities for different purposes:
-	Data Collection:
a)	collecting Data from OAM and 5GC NFs (e.g. AMF);
b)	collecting Analytics and Data from 5GC NFs via DCCF or via DCCF/MFAF;
-	Analytics Exposure:
a)	Exposing Analytics to 5GC NFs;
b)	Exposing Analytics to untrusted AF via NEF; and/or
cb)	Exposing Analytics to 5GC NFs via DCCF or via DCCF together with ADRF and/or MFAF or via NWDAF which hosting DCCF and/or ADRF;
-	Storing and Retrieving data in ADRF.
The entities mentioned above interact also with each other as described in the procedures of clause 5.

*** 2nd Change ***
[bookmark: _Toc97146454][bookmark: _Toc28012880][bookmark: _Toc34266366][bookmark: _Toc36102537][bookmark: _Toc43563581][bookmark: _Toc45134130][bookmark: _Toc50032062][bookmark: _Toc51762982][bookmark: _Toc56641051][bookmark: _Toc59018019][bookmark: _Toc66231887][bookmark: _Toc68169048][bookmark: _Toc70550752][bookmark: _Toc83233236][bookmark: _Toc85553165][bookmark: _Toc85557264][bookmark: _Toc88667774][bookmark: _Toc90656059][bookmark: _Toc94064466][bookmark: _Toc97244602][bookmark: _Hlk56636785]4.3	Analytics Exposure
As depicted in Figure 4.3-1, the 5G System architecture allows NWDAF to expose data to any 5GC NF (e.g. AMF) directly or via DCCF/MFAF.


[bookmark: _MON_1709595700]
Figure 4.3-1: Analytics Exposing Architecture
When DCCF, ADRF, MFAF or NWDAF hosting DCCF or ADRF are present in the network, whether the NWDAF service consumer directly contacts the NWDAF or goes via the DCCF is based on configuration of the NWDAF service consumer.
The NWDAF service consumer may be AMF, SMF, NSSF, PCF, AF, NEF, OAM and/or CEF when directly contacts NWDAF with the related analytics exposure procedures described in clause 5.2.2 and clause 5.2.3. The NWDAF service consumers may be AMF, SMF, NSSF, PCF AF and/or NEF when contacts via the DCCF with the related analytics exposure procedures described in clause 5.2.4 and clause 5.2.5.
For the specific analytics event, the applicable NWDAF service consumer(s) and the related analytics exposure procedures and scope are descibed in the corresponding analytics event subcluase within clause 5.7.
*** End of Changes ***
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