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*** First Change ***
[bookmark: _Toc81244738][bookmark: _Toc88645308][bookmark: _Toc89426220][bookmark: _Toc94033105][bookmark: _Toc97037261][bookmark: _Toc97193044][bookmark: _Toc81244739][bookmark: _Toc88645309][bookmark: _Toc89426221][bookmark: _Toc94033106][bookmark: _Toc97037262][bookmark: _Toc97193045][bookmark: _Toc72784141][bookmark: _Toc73041687][bookmark: _Toc81244754][bookmark: _Toc88645324][bookmark: _Toc89426236][bookmark: _Toc94033121][bookmark: _Toc97037277][bookmark: _Toc97193060][bookmark: _Toc510696594][bookmark: _Toc35971386][bookmark: _Toc67903510][bookmark: _Toc73173217][bookmark: _Toc96959785][bookmark: _Toc97191192]4.2.2.2.2	Initial configuration for mapping data or analytics
Figure 4.2.2.2.2-1 shows a scenario where the NF service consumer (e.g. DCCF) sends a request to the MFAF to request the configuration of mapping data or analytics (as shown in 3GPP TS 23.288 [14]).


Figure 4.2.2.2.2-1: NF service consumer create the configuration
The NF service consumer shall invoke the Nmfaf_3daDataManagement_Configure service operation to create the configuration(s). The NF service consumer shall send an HTTP POST request with "{apiRoot}/nmfaf-3dadatamanagement/v1/configurations" as Resource URI representing the "MFAF Configurations", as shown in figure 4.2.2.2.2-1, step 1, to create a configuration for an "Individual MFAF Configuration" according to the information in message body. The MfafConfiguration data structure provided in the request body
shall include: 
-	a description of the configurations as "messageConfigurations" attribute that, for each configuration, the MessageConfiguration data type shall include 
1)	a notification URI of Data Consumer or Analytics Consumer or other endpoint where to receive the requested mapping data or analytics as "notificationURI" attribute; and
2)-	if the configuration is used for mapping analytics or data collection, a Notification Correlation ID for the Data or Analytics Consumer (or other endpoint) as "correId" attribute;
and may include:
1)	 the formatting instructions as "formatIstruct" attribute;
2)	the processing instructions as "procIntruct" attribute; and
3)	the MFAF notification information to identify the Event Notifications received from the NWDAF, which can be sent to the consumer or other notification endpoints, as "mfafNotiInfo" attribute;
Upon the reception of an HTTP POST request with: "{apiRoot}/nmfaf-3dadatamanagement/v1/configurations" as Resource URI and MfafConfiguration data structure as request body, the MFAF shall: 
-	create a new configuration;
-	assign a transaction reference id;
-	if no MFAF notification information has been provided in the request, determine the MFAF notification information and add it to the configuration that is created and will be returned to the NF service consumer;
-	store the configuration.
If the MFAF created an "Individual MFAF Configuration" resource, the MFAF shall respond with "201 Created" with the message body containing a representation of the created subscription, as shown in figure 4.2.2.2.2-1, step 2.
If an error occurs when processing the HTTP POST request, the MFAF shall send an HTTP error response as specified in subclause 5.2.7.

*** Next Change ***
4.2.2.2.3	Update the configuration of existing individual mapping data or analytics
Figure 4.2.2.2.3-1 shows a scenario where the NF service consumer sends a request to the MFAF to update the configuration of mapping data or analytics (as shown in 3GPP TS 23.288 [14])


Figure 4.2.2.2.3-1: NF service consumer updates configuration
The NF service consumer shall invoke the Nmfaf_3daDataManagement_Configure service operation to update the configuration(s). The NF service consumer shall send an HTTP PUT request with "{apiRoot}/nmfaf-3dadatamanagement/v1/configurations/{transRefId}" as Resource URI representing the "Individual MFAF Configuration", as shown in figure 4.2.2.2.3-1, step 1, to update the subscription for an "Individual MFAF Configuration" resource identified by the {transRefId}. The MfafConfiguration data structure provided in the request body shall include:
-	a description of the configurations as "messageConfigurations" attribute that, for each configuration, the MfafConfiguration data structure provided in the request body shall include the same contents as described in 4.2.2.2.2. 
Upon the reception of an HTTP PUT request with: "{apiRoot}/nmfaf-3dadatamanagement/v1/configurations/{transRefId}" as Resource URI and MfafConfiguration data structure as request body, the MFAF shall:
-	update the configuration of corresponding transaction reference Id; and
-	store the configuration.
If the MFAF successfully processed and accepted the received HTTP PUT request, the MFAF shall update an "Individual MFAF Configuration" resource, and shall respond with:
a)	HTTP "200 OK" status code with the message body containing a representation of the updated configuration, as shown in figure 4.2.2.2.3-1, step 2a. or
b)	HTTP "204 No Content" status code, as shown in figure 4.2.2.2.3-1, step 2b.
If an error occurs when processing the HTTP PUT request, the MFAF shall send an HTTP error response as specified in subclause 5.2.7.
If the MFAF determines the received HTTP PUT request needs to be redirected, the MFAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].

*** Next Change ***
[bookmark: _Toc88645312][bookmark: _Toc89426224][bookmark: _Toc94033109][bookmark: _Toc97037265][bookmark: _Toc97193048][bookmark: _Toc72784134][bookmark: _Toc73041680][bookmark: _Toc81244742][bookmark: _Toc72784144][bookmark: _Toc73041690][bookmark: _Toc81244757][bookmark: _Toc88645327][bookmark: _Toc89426239][bookmark: _Toc94033124][bookmark: _Toc97037280][bookmark: _Toc97193064]4.2.2.3.2	Stop mapping data or analytics 
Figure 4.2.2.3.2-1 shows a scenario where the NF service consumer sends a request to the MFAF to update the configuration to stop mapping data or analytics (as shown in 3GPP TS 23.288 [14])


Figure 4.2.2.3.2-1: NF service consumer stops mapping data or analytics
The NF service consumer shall invoke the Nmfaf_3daDataManagement_Deconfigure service operation to stop the MFAF to map data or analytics. The NF service consumer shall send an HTTP DELETE request with "{apiRoot}/nmfaf-3dadatamanagement/v1/configurations/{transRefId}" as Resource URI, where {transRefId} represents the "Individual MFAF Configuration" to be deleted, as shown in figure 4.2.2.3.2-1, step 1. 
Upon the reception of an HTTP DELETE request and if the MFAF successfully processed and accepted the received HTTP DELETE request from the NF service consumer, the MFAF shall acknowledge the request by sending a "204 No Content" response to the NF service consumer, as shown in figure 4.2.2.3.2-1, step 2. Further, the MFAF shall remove the individual resource linked to the delete request.
If errors occur when processing the HTTP DELETE request, the MFAF shall send an HTTP error response as specified in subclause 5.2.7.
If the DCCF determines the received HTTP DELETE request needs to be redirected, the MFAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6]. 
*** End of Changes ***
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