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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:
ADC	Application Detection and Control
AF	Application Function
AMBR	Aggregate Maximum Bit Rate
BBERF	Bearer Binding and Event Reporting Function 
CCA	Credit-Control-Answer (CC-Answer)
CCR	Credit-Control-Request (CC-Request) 
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CSG	Closed Subscriber Group
CSG-ID	Closed Subscriber Group Identity 
DCC	Diameter Credit Control
DTS	Data Transport Service
DRMP	Diameter Routing Message Priority
GBR	Guaranteed Bit Rate
GCS	Group Communication Service
GCS AS	Group Communication Service Application Server
GEO	Geosynchronous Orbit
LEO	Low Earth Orbit
MEO	Medium Earth Orbit
MPS	Multimedia Priority Service
NBIFOM	Network-based IP flow mobility
NB-IoT	Narrowband IoT
OCS	Online charging system
OFCS	Offline charging system
PCEF	Policy and Charging Enforcement Function
PCRF	Policy and Charging Rule Function
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PRA	Presence Reporting Area
RAA	Re-Auth-Answer (RA-Answer)
RAB	Radio Access Bearer
RAR	Re-Auth-Request (RA-Request)
RCAF	RAN Congestion Awareness Function 
RLOS	Restricted Local Operator Services
RUCI	RAN User Plane Congestion Information 
SCEF	Service Capability Exposure Function
SUPL	Secure User Plane for Location
TDF	Traffic Detection Function 
TSA	TDF-Session-Answer
TSR	TDF-Session-Request
TSSF	Traffic Steering Support Function
UDC	User Data Convergence
UDR	User Data Repository
WB-E-UTRAN	Wide Band E-UTRAN
*** Next Change ***
4.5.1	Request for PCC rules
The PCEF shall indicate, via the Gx reference point, a request for PCC rules in the following instances.
1)	At IP-CAN session establishment:
	If the PCEF is being requested via IP-CAN specific signaling not to establish the Gx session, the PCEF shall not establish the Gx session.
NOTE 1:	The decision to not establish the Gx session applies for the life time of the IP-CAN session.
NOTE 2:	The indicator to not establish the Gx session is configured in the HSS. It is delivered to the PCEF within the Charging Characteristics. The indicator is operator specific, therefore it can only be used in non-roaming and home routed roaming cases.
-	Otherwise, the PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "INITIAL_REQUEST". The PCEF shall supply user identification within the Subscription-Id AVP and other attributes to allow the PCRF to identify the rules to be applied. The PCEF shall also provide IMEI(SV) (if available) within the User-Equipment-Info AVP or the User-Equipment-Info-Extension AVP if the User-Equipment-Info-Extension feature is supported, to the PCRF. The other attributes shall include the type of IP-CAN within the IP-CAN-Type AVP, the type of the radio access technology, if available, within the RAT-Type AVP, the PDN information, if available, within the Called-Station-Id AVP, the PDN connection identifier, if available, within the PDN-Connection-ID AVP, the UE Ipv4 address within the Framed-IP-Address and/or the UE Ipv6 prefix within the Framed-Ipv6-Prefix AVP and the UE time zone information within 3GPP-MS-TimeZone AVP, if available. The PCEF may also include the Access‑Network-Charging-Address and Access‑Network-Charging-Identifier-Gx AVPs, the SGSN address within either 3GPP-SGSN-Address AVP or 3GPP-SGSN-Ipv6-Address AVP, the user location information within 3GPP-User-Location-Info, the Routing Area Identity within RAI AVP, the PLMN id within the 3GPP-SGSN-MCC-MNC AVP, other user equipment information (if IMEI(SV) not available) within User-Equipment-Info AVP or User-Equipment-Info-Extension AVP if the User-Equipment-Info-Extension feature is supported, AN-Trusted AVP if available and the charging characteristics within 3GPP-Charging-Characteristics AVP in the CC-Request. Furthermore, if applicable for the IP-CAN type, the PCEF may indicate the support of network-initiated bearer request procedures by supplying the Network-Request-Support AVP. The PCEF shall also include the APN-AMBR if available using the APN-Aggregate-Max-Bitrate-DL/UL AVPs or both the APN-Aggregate-Max-Bitrate-DL/UL AVPs and the Extended-APN-AMBR-DL/UL AVPs(as specified in subclause 4.5.30).
 If available, the PCEF shall also provide an indication if the default bearer is requested to be used for IMS signalling using the Bearer-Usage AVP. If UE provides information of IP flow mobility change, the PCEF includes IP flow mobility routing rules as defined in clause 4.3a.4. The PCEF may provide TDF-Information AVP, if available. The PCEF, based on its local configuration, may additionally provide its control plane address(es) within 3GPP-GGSN-Address AVP and/or 3GPP-GGSN-Ipv6-Address AVP, 3GPP-Selection-Mode AVP indicating how the APN was selected, Dynamic-Address-Flag AVP and Dynamic-Address-Flag-Extension AVP defining whether IP address(es) where statically or dynamically allocated and PDN-Connection-Charging-ID AVP containing the charging identifier to identify different records belonging to the same PDN connection. When the PCEF supports the detection and handling of the late arriving requests, the PCEF shall also include the origination time stamp (if available) within the Origination-Time-Stamp AVP and the Maximum Wait Time (if available) within the Maximum-Wait-Time AVP as specified in subclause 4.5.26.
	For IP-CAN types that support multiple IP-CAN bearers, the PCEF may provide the Default-EPS-Bearer-QoS AVP including the ARP and QCI values corresponding to the Default EPS Bearer QoS.
	For 3GPP-EPS and 3GPP2 accesses, the PCEF shall provide the IP address(es) (Ipv4 or Ipv6, if available) of the SGW/AGW within the AN-GW-Address AVP.
	For xDSL IP-CAN Type the PCEF may provide the Subscription-Id AVP and shall not provide the RAT Type AVP, The Logical-Access-ID AVP and the Physical-Access-ID AVP shall be provided.
2)	At IP-CAN session modification:
-	IP-CAN session modification with PCEF-requested rules can occur for various reasons, e.g. when:
-	a request to establish or terminate an IP-CAN bearer occurs;
-	a request for resource modification occurs;
-	an Event trigger is met.
	The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "UPDATE_REQUEST". The PCEF may include the Access‑Network-Charging-Address and Access‑Network-Charging-Identifier-Gx AVPs in the CC-Request. For an IP-CAN Session modification where an existing IP-CAN Bearer is modified, the PCEF shall supply within the PCC rule request the specific event which caused the IP-CAN session modification (within the Event-Trigger AVP) and any related data affected by the IP-CAN session modification. Any change in PCC rule status shall be supplied to PCRF within the Charging-Rule-Report AVP. If UE provides information of IP flow mobility change, the PCEF includes IP flow mobility routing rules to the PCRF as specified in clause 4.3a.4.
	In the case that the UE initiates a resource modification procedure, the PCEF shall include within the CC-Request the Event-Trigger AVP set to RESOURCE_MODIFICATION_REQUEST and shall include the Packet-Filter-Operation AVP set as follows, with the amendments as specified in Annex A and Annex B:
-	When the UE requests to add filters without any link to existing bearer or existing packet filter, the PCEF shall set the Packet-Filter-Operation AVP to "ADDITION", and shall include:
-	a Packet-Filter-Information AVP for each packet filter requested for addition; 
-	the QoS-Information AVP to indicate the requested QoS for the new packet filters.
-	When the UE requests to add filters, including a link to an existing packet filter, the PCEF shall set the Packet-Filter-Operation AVP to "ADDITION", and shall include:
-	a Packet-Filter-Information AVP for each packet filter requested for addition; and
-	one Packet-Filter-Information AVP with only the Packet-Filter-Identifier AVP, set to the value for the linked existing filter; and
-	the QoS-Information AVP to indicate the requested QoS for the new packet filters and the PCC rule containing the linked packet filter.
-	When the UE requests to modify existing packet filter the PCEF shall set the Packet-Filter-Operation AVP to "MODIFICATION", and shall include:
-	a Packet-Filter-Information AVP, including its Packet-Filter-Identifier AVP value, for each modified packet filter; and
-	if the UE request includes modified QoS information the PCEF shall also include the QoS-Information AVP to indicate the updated QoS for the affected PCC rule(s).
-	When the UE requests to modify the QoS associated with existing packet filter(s), without modifying the filter(s), the PCEF shall set the Packet-Filter-Operation AVP to "MODIFICATION", and shall include:
-	one Packet-Filter-Information AVP with only the Packet-Filter-Identifier AVP, set to the value for each of the affected packet filter(s); and
-	the QoS-Information AVP to indicate the updated QoS for the affected PCC rule(s).
-	When the UE requests to delete existing packet filter the PCEF shall set the Packet-Filter-Operation AVP to "DELETION", and shall include:
-	a Packet-Filter-Information AVP for each packet filter deleted by the UE. Each Packet-Filter-Information AVP shall include a packet filter identifier as provided by the PCRF in the PCC rule within the Packet-Filter-Identifier AVP identifying the previously requested packet filter being deleted; and
-	the QoS-Information AVP to indicate the updated QoS for the affected PCC rule(s).
The PCEF shall calculate the requested GBR, for a GBR QCI, as the sum of the previously authorized GBR for the set of affected PCC rules, containing one or more affected packet filter, adjusted with the difference between the requested GBR for the bearer and previously negotiated GBR for the bearer. For the UE request to add filters, without providing any link to an existing filter, the GBR as requested by the UE for those filters shall be used.
If the request covers all the PCC rules with a bearer binding to the same bearer, then the PCEF may request a change to the QCI for existing packet filters.
A PCC rule is affected if one or more previously assigned packet filter identifiers for filters within the rule are included with the Packet-Filter-Identifier AVP within the request.
For the purpose of adding or modifying a packet filter, the Packet-Filter-Information AVP shall include the packet filter precedence information within the Precedence AVP and the Packet-Filter-Content, ToS-Traffic-Class, Security-Parameter-Index, Flow-Label and Flow-Direction AVPs set to the value(s) describing the packet filter provided by the UE.
If PCEF indicates that an IP-CAN session is carried over satellite access ( e.g. E-UTRAN(LEO)), the PCRF may take this information into account for the policy decision, e.g. together with any delay requirements provided by the AF.
PCC rules can also be requested as a consequence of a failure in the PCC rule installation/activation or enforcement without requiring an Event-Trigger. See clause 4.5.12.
NOTE 3:	The UE signalling with the network is governed by the applicable NAS signalling TS. The NAS 3GPP TS for a specific access may restrict the UE possibilities to make requests compared to what is stated above.
If the PCRF is, due to incomplete, erroneous or missing information (e.g. QoS, SGSN address, RAT type, TFT, subscriber information) not able to provision a policy decision as response to the request for PCC rules by the PCEF, the PCRF may reject the request using a CC Answer with the Gx experimental result code DIAMETER_ERROR_INITIAL_PARAMETERS (5140). If the PCEF receives a CC Answer with this code, the PCEF shall reject the IP-CAN session establishment or modification that initiated the CC Request.
If the PCRF detects that the packet filters in the request for new PCC rules received from the PCEF is covered by the packet filters of outstanding PCC rules that the PCRF is provisioning to the PCEF, the PCRF may reject the request using a CC-Answer with the Gx experimental result code DIAMETER_ERROR_CONFLICTING_REQUEST (5147). If the PCEF receives a CC-Answer with this code, the PCEF shall reject the IP-CAN session modification that initiated the CC-Request.
If the PCRF does not accept one or more of the traffic mapping filters provided by the PCEF in a CC Request (e.g. because the PCRF does not allow the UE to request enhanced QoS for services not known to the PCRF), the PCRF shall reject the request using a CC Answer with the Gx experimental result code DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED (5144). If the PCEF receives a CC Answer with this code, the PCEF shall reject the IP-CAN session establishment or modification that initiated the CC Request.
The PCRF shall not combine a rejection with provisioning of PCC rule operations in the same CC Answer.
*** Next Change ***
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The RAT-Type AVP (AVP code 1032) is of type Enumerated and is used to identify the radio access technology that is serving the UE. It may be further detailed by AN-Trusted if applicable.
NOTE 1:	Values 0-999 are used for generic radio access technologies that can apply to different IP-CAN types and are not IP-CAN specific.
NOTE 2:	Values 1000-1999 are used for 3GPP specific radio access technology types.
NOTE 3:	Values 2000-2999 are used for 3GPP2 specific radio access technology types.
NOTE 4:	The informative Annex C presents a mapping between the code values for different access network types.
The following values are defined:
WLAN (0)
	This value shall be used to indicate that the RAT is WLAN.
VIRTUAL (1)
	This value shall be used to indicate that the RAT is unknown. For further details refer to 3GPP TS 29.274 [22].
TRUSTED- N3GA (2)
	This value shall be used to indicate that the RAT is a trusted non-3GPP access, different than Trusted Wireless LAN (IEEE 802.11) access.
NOTE 5:		This value is not used in the present specification.
WIRELINE (3)
	This value shall be used to indicate that the transmission technology is wireline access. It is used when it is not possible to differentiate between wireline cable and wireline BBF.
NOTE 6:	This value is not used in the present specification.
WIRELINE-CABLE (4)
	This value shall be used to indicate that the transmission technology is wireline cable.
NOTE 7:		This value is not used in the present specification.
WIRELINE-BBF (5)
	This value shall be used to indicate that the transmission technology is wireline BBF.
NOTE 8:		This value is not used in the present specification.
UTRAN (1000)
	This value shall be used to indicate that the RAT is UTRAN. For further details refer to 3GPP TS 29.060 [18].
GERAN (1001)
	This value shall be used to indicate that the RAT is GERAN. For further details refer to 3GPP TS 29.060 [18].
GAN (1002)
	This value shall be used to indicate that the RAT is GAN. For further details refer to 3GPP TS 29.060 [18] and 3GPP TS 43.318 [29].
HSPA_EVOLUTION (1003)
	This value shall be used to indicate that the RAT is HSPA Evolution. For further details refer to 3GPP TS 29.060 [18].
EUTRAN (1004)
	This value shall be used to indicate that the RAT is EUTRAN (WB-EUTRAN) terrestrial RAT type. For further details refer to 3GPP TS 29.274 [22].
EUTRAN-NB-IoT (1005)
	This value shall be used to indicate that the RAT is NB-IoT. For further details refer to 3GPP TS 29.274 [22].
NR (1006)
	This value shall be used to indicate that the RAT is NR.
NOTE 9:	This value is not used in the present specification.
LTE-M (1007)
	This value shall be used to indicate that the RAT is LTE-M. For further details refer to 3GPP TS 29.274 [22].
NR-U (1008)
	This value shall be used to indicate that the RAT is NR in unlicensed bands.
NOTE 10:	This value is not used in the present specification.
E-UTRAN(LEO) (1009)
	This value shall be used to indicate that the RAT is LEO satellite access of EUTRAN (WB-EUTRAN)
E-UTRAN(MEO) (1010)
	This value shall be used to indicate that the RAT is MEO satellite access of EUTRAN (WB-EUTRAN).
E-UTRAN(GEO) (1011)
	This value shall be used to indicate that the RAT is GEO satellite access of EUTRAN (WB-EUTRAN).
E-UTRAN(OTHERSAT) (1012)
	This value shall be used to indicate that the RAT is other satellite access of EUTRAN (WB-EUTRAN).
EUTRAN-NB-IoT(LEO) (1013)
	This value shall be used to indicate that the RAT is LEO satellite access of NB-IoT.
EUTRAN-NB-IoT(MEO) (1014)
	This value shall be used to indicate that the RAT is MEO satellite access of NB-IoT.
EUTRAN-NB-IoT(GEO) (1015)
	This value shall be used to indicate that the RAT is GEO satellite access of NB-IoT.
EUTRAN-NB-IoT(OTHERSAT) (1016)
	This value shall be used to indicate that the RAT is other satellite access of NB-IoT.
LTE-M(LEO) (1017)
	This value shall be used to indicate that the RAT is LEO satellite access of LTE-M.
LTE-M(MEO) (1018)
	This value shall be used to indicate that the RAT is LTE-M of MEO satellite.
LTE-M(GEO) (1019)
	This value shall be used to indicate that the RAT is GEO satellite of LTE-M.
LTE-M(OTHERSAT) (1020)
	This value shall be used to indicate that the RAT is other satellite access of LTE-M.
CDMA2000_1X (2000)
	This value shall be used to indicate that the RAT is CDMA2000 1X. For further details refer to 3GPP2 X.S0011 [20].
HRPD (2001)
	This value shall be used to indicate that the RAT is HRPD. For further details refer to 3GPP2 X.S0011 [20].
UMB (2002)
	This value shall be used to indicate that the RAT is UMB. For further details refer to 3GPP2 X.S0011 [20].
EHRPD (2003)
	This value shall be used to indicate that the RAT is eHRPD. For further details refer to 3GPP2 X.S0057 [24].
*** End of Changes ***
