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\*\*\* 2st Change \*\*\*

##### 4.2.2.3.2 AKMA Application Key request

Figure 4.2.2.3.2-1 shows a scenario where the NF service consumer sends a request to the AAnF to request and get the AKMA Application Key information for the UE (as shown in 3GPP TS 33.535 [14]).



Figure 4.2.2.3.2-1: NF service consumer retrieve AKMA Application Key information

The NF service consumer shall invoke the Naanf\_AKMA\_ApplicationKey\_Get service operation to retrieve AKMA Application Key information. The NF service consumer shall send an HTTP POST request with "{apiRoot}/naanf-akma/<apiVersion>/retrieve-applicationkey" as Resource URI, as shown in figure 4.2.2.3.2-1, step 1, to request AKMA Application Key information for the UE according to the query parameter value of the "akmaAfKeyRequest" attribute.

If the AAnF cannot successfully fulfil the received HTTP POST request due to an internal error or an error in the HTTP POST request, the AAnF shall send an HTTP error response as specified in clause 5.1.7.

If the AAnF determines the received HTTP POST request needs to be redirected, the AAnF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

Upon the reception of the HTTP POST request, the AAnF shall response the "akmaAfKeyData" attribute which shall include:

- KAF as "kaf" attribute; and

- KAF expiration time as "expiry" attribute;

- SUPI as "supi" attribute.

If the requested AKMA Application Key information for the UE does not exist, the AAnF shall respond with "204 No Content".

If the NF service consumer is an NEF, and the NEF is configured (e.g. based on operator policy) to relay the UE identifier to the AF, the NEF shall invoke the Nudm\_SubscriberDataManagement service defined in 3GPP TS 29.503 [3GPP29503] to translate the SUPI to a GPSI, and then invoke the AKMA API to reply to the AF as defined in 3GPP TS 29.522 [16]. The NEF may also directly invoke the AKMA API to reply to the AF as defined in 3GPP TS 29.522 [16], e.g. if it is configured (e.g. based on operator policy) to not relay the UE identifier to the AF. If the NF service consumer is a trusted AF, The AKMA shall include SUPI in the response.

NOTE: The AAnF can not connect to the untrusted AF directly without NEF in current specification.

\*\*\* 3nd Change \*\*\*

##### 5.1.4.3.2 Operation Definition

This operation shall support the response data structures and response codes specified in tables 5.1.4.3.2-1 and 5.1.4.3.2-2.

Table 5.1.4.3.2-1: Data structures supported by the POST Request Body on this resource

|  |  |  |  |
| --- | --- | --- | --- |
| Data type | P | Cardinality | Description |
| AkmaAfKeyRequest | M | 1 | Parameters to request to retrieve AKMA Application Key information. |

Table 5.1.4.3.2-2: Data structures supported by the POST Response Body on this resource

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Data type | P | Cardinality | Responsecodes | Description |
| AkmaAfKeyData | M | 1 | 200 OK | The requested AKMA Application Key information was returned successfully.(NOTE y) |
| n/a |  |  | 204 No Content | If the requested data does not exist, the AAnF shall respond with "204 No Content". |
| RedirectResponse | O | 0..1 | 307 Temporary Redirect | Temporary redirection, during retrieval. The response shall include a Location header field containing an alternative URI of the resource located in an alternative AAnF (service) instance. |
| RedirectResponse | O | 0..1 | 308 Permanent Redirect | Permanent redirection, during retrieval. The response shall include a Location header field containing an alternative URI of the resource located in an alternative AAnF (service) instance. |
| NOTE x: The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.NOTE y: When "AkmaAfKeyData" is used in current release of specification, "supi" shall be included and the “gpsi” attribute is not applicable in the current release of this specification. |

Table 5.1.4.3.2-3: Headers supported by the 307 Response Code on this resource

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Name | Data type | P | Cardinality | Description |
| Location | string | M | 1 | An alternative URI of the resource located in an alternative AAnF (service) instance. |
| 3gpp-Sbi-Target-Nf-Id | string | O | 0..1 | Identifier of the target AAnF (service) instance towards which the request is redirected. |

Table 5.1.4.3.2-4: Headers supported by the 308 Response Code on this resource

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Name | Data type | P | Cardinality | Description |
| Location | string | M | 1 | An alternative URI of the resource located in an alternative AAnF (service) instance. |
| 3gpp-Sbi-Target-Nf-Id | string | O | 0..1 | Identifier of the target AAnF (service) instance towards which the request is redirected. |

\* \* \* End of Changes \* \* \* \*