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Additional discussion(if needed):
Proposed changes:

[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc493774004][bookmark: _Toc494194726][bookmark: _Toc528159035][bookmark: _Toc3558066][bookmark: _Toc34123756][bookmark: _Toc36038500][bookmark: _Toc36038588][bookmark: _Toc36038779][bookmark: _Toc44680719][bookmark: _Toc45133631][bookmark: _Toc45133722][bookmark: _Toc49417420][bookmark: _Toc51762387][bookmark: _Toc58838103][bookmark: _Toc59017116][bookmark: _Toc68168262][bookmark: _Toc11247493][bookmark: _Toc27044617][bookmark: _Toc36033659][bookmark: _Toc45131796][bookmark: _Toc49776081][bookmark: _Toc51747001][bookmark: _Toc66360556][bookmark: _Toc68105061]4.1.1	Overview
The Application Function Exposure Service, as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.288 [4], is provided by the Application Function (AF).
This service:
-	allows NF service consumers to subscribe, modify and unsubscribe for application events; and
-	notifies NF service consumers with a corresponding subscription about observed events on the AF.
The types of observed events include:
-	Service Experience information for an application;
-	UE mobility information;
-	UE communication information; and
-	Exceptions information.; and
-	User Data Congestion information.
When the event to which the NF service consumer has subscribed occurs, the AF reports the requested information to the NF service consumer based on the event reporting information definition requested by the NF service consumer (see 3GPP TS 23.502 [3]).

*** 2nd Change ***
[bookmark: _Toc493845656][bookmark: _Toc494194734][bookmark: _Toc528159043][bookmark: _Toc532198010][bookmark: _Toc34123764][bookmark: _Toc36038508][bookmark: _Toc36038596][bookmark: _Toc36038787][bookmark: _Toc44680727][bookmark: _Toc45133639][bookmark: _Toc45133730][bookmark: _Toc49417428][bookmark: _Toc51762395][bookmark: _Toc58838111][bookmark: _Toc59017124][bookmark: _Toc68168270]4.2.2.1	General
This service operation is used by an NF service consumer to subscribe for event notifications on specific event(s), or to modify an existing subscription. 
The following are the types of events for which a subscription can be made:
-	Service Experience information for an application; 
-	UE mobility information;
-	UE communication information; and
-	Exceptions information.; and
-	User Data Congestion information.
The following procedures using the Naf_EventExposure_Subscribe service operation are supported:
-	creating a new subscription;
-	modifying an existing subscription.

*** 3rd Change ***
[bookmark: _Toc493845657][bookmark: _Toc494194735][bookmark: _Toc528159044][bookmark: _Toc532198011][bookmark: _Toc34123765][bookmark: _Toc36038509][bookmark: _Toc36038597][bookmark: _Toc36038788][bookmark: _Toc44680728][bookmark: _Toc45133640][bookmark: _Toc45133731][bookmark: _Toc49417429][bookmark: _Toc51762396][bookmark: _Toc58838112][bookmark: _Toc59017125][bookmark: _Toc68168271]4.2.2.2	Creating a new subscription
Figure 4.2.2.2-1 illustrates the creation of a subscription.


Figure 4.2.2.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request to the AF with: "{apiRoot}/naf-eventexposure/<apiVersion>/subscriptions" as request URI as shown in step 1 of figure 4.2.2.2-1, and the "AfEventExposureSubsc" data structure as request body. 
The "AfEventExposureSubsc" data structure shall include:
-	description of subscribed event information as "eventsSubs" attribute by using one or more "EventsSubs" data;
-	description of the event reporting information as "eventsRepInfo" attribute;
-	a URI where to receive the requested notifications as "notifUri" attribute; 
-	a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute.
The "EventsSubs" data shall include:
-	a event to subscribe as a "event" attribute; and
-	event filter information as "eventFilter" attribute associated with the event.
The "eventsRepInfo" attribute may include:
-	event notification method (periodic, one time, on event detection) as "notifMethod" attribute; 
-	Maximum Number of Reports as "maxReportNbr" attribute; 
-	Monitoring Duration as "monDur" attribute;
-	repetition period for periodic reporting as "repPeriod" attribute;
-	immediate reporting indication as "immRep" attribute;
-	sampling ratio as "sampRatio" attribute; and/or
-	group reporting guard time as "grpRepTime" attribute.
The "eventFilter" shall include:
-	identification of target UE(s) to which the subscription applies via : 
1)	identification of individual UE(s) via "gpsis" attribute or "supis" attribute; or
2)	identification of group(s) of UE(s) via "exterGroupIds" attribute or "interGroupIds" attribute; or
3)	identification of any UE via "anyUeInd" attribute.
Depending on the event type:
-	if the feature "ServiceExperience" is supported and the event is "SVC_EXPERIENCE", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "Exceptions" is supported and the event is "EXCEPTIONS", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute;
-	if the feature "UeCommunication" is supported and the event is "UE_COMM", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "UeMobility" is supported and the event is "UE_MOBILITY", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "UserDataCongestion" is supported and the event is "USER_DATA_CONGESTION", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
If the AF cannot successfully fulfil the received HTTP POST request due to an internal error or an error in the HTTP POST request, the AF shall send the HTTP error response as specified in clause 5.7.
Upon successful reception of the HTTP POST request with "{apiRoot}/naf-eventexposure/<apiVersion>/subscriptions" as request URI and "AfEventExposureSubsc" data structure as request body, the AF shall create a new "Individual Application Event Subscription" resource, store the subscription and send an HTTP "201 Created" response as shown in step 2 of figure 4.2.2.2-1, containing:
-	a Location header field; and
-	an "AfEventExposureSubsc" data type in the payload body.
The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/naf-eventexposure/<apiVersion>/subscriptions/{subscriptionId}".
The "AfEventExposureSubsc" data type payload body shall contain the representation of the created "Individual Application Event Subscription". 
When the "monDur" attribute is included in the response by the AF, it represents AF selected expiry time that is equal or less than the expiry time received in the request.
When the "immRep" attribute is included and sets to "true" in the subscription and the subscribed events are available, the AF shall include the reports of the events subscribed, if available, in the HTTP POST response. 
When the sampling ratio as, "sampRatio" attribute, is included in the subscription, the AF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs.
When the group reporting guard time as the "grpRepTime" attribute is included in the subscription, the AF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the AF shall notify the NF service consumer using the Naf_EventExposure_Notify service operation, as described in clause 4.2.4.2.

*** 4th Change ***
[bookmark: _Toc493666002][bookmark: _Toc493774049][bookmark: _Toc494194798][bookmark: _Toc528159092][bookmark: _Toc532198053][bookmark: _Toc34123804][bookmark: _Toc36038548][bookmark: _Toc36038636][bookmark: _Toc36038827][bookmark: _Toc44680768][bookmark: _Toc45133680][bookmark: _Toc45133771][bookmark: _Toc49417469][bookmark: _Toc51762436][bookmark: _Toc58838152][bookmark: _Toc59017165][bookmark: _Toc68168311]5.6.1	General
This clause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Naf_EventExposure service based interface protocol.
Table 5.6.1-1: Naf_EventExposure specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AfEvent
	5.6.3.3
	Application Events.
	

	AfEventExposureSubsc
	5.6.2.2
	Represents an Individual Application Event Subscription resource.
	

	AfEventExposureNotif
	5.6.2.3
	Describes notifications about application event that occurred in an Individual Application Event Subscription resource.
	

	AfEventNotification
	5.6.2.6
	AfEventNotification
	

	CommunicationCollection
	5.6.2.13
	
	

	EventFilter
	5.6.2.5
	Represents event filter information
	

	EventsSubs
	5.6.2.4
	
	

	ExceptionInfo
	5.6.2.14
	Describes the exceptions information provided by AF.
	

	SvcExperience
	5.6.2.9
	Mean opinion score with the customized range.
	

	ServiceExperienceInfoPerApp
	5.6.2.7
	Contains service experience associated with the application
	

	ServiceExperienceInfoPerFlow
	5.6.2.8
	Contains service experience associated with the service flow
	

	UeCommunicationCollection
	5.6.2.11
	Contains UE communication information associated with the application.
	

	UeMobilityCollection
	5.6.2.10
	Contains UE mobility information associated with the application.
	

	UeTrajectoryCollection
	5.6.2.12
	
	

	UserDataCongestionCollection
	5.6.2.x(new)
	[bookmark: _Hlk71813545]Contains User Data Congestion Analytics related information collection.
	



Table 5.6.1-2 specifies data types re-used by the Naf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Naf_EventExposure service based interface.
Table 5.6.1-2: Naf_EventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ApplicationId
	3GPP TS 29.571 [13]
	
	

	DateTime
	3GPP TS 29.571 [13]
	
	

	Dnai
	3GPP TS 29.571 [13]
	
	

	EthFlowDescription
	3GPP TS 29.514 [18]
	
	

	Exception
	3GPP TS 29.520 [19]
	
	

	Float
	3GPP TS 29.571 [13]
	
	

	FlowInfo
	3GPP TS 29.122 [17]
	
	

	Gpsi
	3GPP TS 29.571 [13]
	
	

	GroupId
	3GPP TS 29.571 [13]
	
	

	LocationArea5G
	3GPP TS 29.122 [17]
	
	

	ReportingInformation
	3GPP TS 29.523 [12]
	
	

	SupportedFeatures
	3GPP TS 29.571 [13]
	
	

	TimeWindow
	3GPP TS 29.122 [17]
	
	

	Uri
	3GPP TS 29.571 [13]
	
	

	Volume
	3GPP TS 29.122 [17]
	
	

	Supi
	3GPP TS 29.571 [13]
	
	

	ExtGroupId
	3GPP TS 29.503 [27]
	
	

	Supi
	3GPP TS 29.571 [13]
	
	

	ExtGroupId
	3GPP TS 29.503 [27]
	
	

	BitRate
	3GPP TS 29.571 [13]
	String representing a bit rate that shall be formatted as follows:

pattern: "^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$"
Examples: 
"125 Mbps", "0.125 Gbps", "125000 Kbps".
	UserDataCongestion



*** 5th Change ***
[bookmark: _Toc532198062][bookmark: _Toc34123811][bookmark: _Toc36038555][bookmark: _Toc36038643][bookmark: _Toc36038834][bookmark: _Toc44680775][bookmark: _Toc45133687][bookmark: _Toc45133778][bookmark: _Toc49417476][bookmark: _Toc51762443][bookmark: _Toc58838159][bookmark: _Toc59017172][bookmark: _Toc68168318]5.6.2.6	Type AfEventNotification
Table 5.6.2.6-1: Definition of type AfEventNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AfEvent
	M
	1
	Reported application related event.
	

	timeStamp
	DateTime
	M
	1
	Time at which the event is observed.
	

	svcExprcInfos
	array(ServiceExperienceInfoPerApp)
	C
	1..N
	Contains the service experience information.
Shall be present if the "event" attribute sets to "SVC_EXPERIENCE"
	ServiceExperience

	ueMobilityInfos
	array(UeMobilityCollection)
	C
	1..N
	Contains the UE mobility information.
Shall be present if the "event" attribute sets to "UE_MOBILITY"
	UeMobility

	ueCommInfos
	array(UeCommunicationCollection)
	C
	1..N
	Contains the application communication information.
Shall be present if the "event" attribute sets to "UE_COMM"
	UeCommunication

	excepInfos
	array(ExceptionInfo)
	C
	1..N
	Each element represents the exception information for a service flow. 
Shall be present if the "event" attribute sets to "EXCEPTIONS".
	Exceptions

	congestionInfos
	array(UserDataCongestionCollection)
	C
	1..N
	Each element represents the user data congestion information collected for an AF application. 
Shall be present if the "event" attribute sets to "USER_DATA_CONGESTION".
	UserDataCongestion



[bookmark: _Hlk71812052]*** 6th Change ***
5.6.2.x(new)	Type UserDataCongestionCollection
Table 5.6.2.5-1: Definition of type UserDataCongestionCollection
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appId
	ApplicationId
	C
	0..1
	Indicates an application identifier.
(NOTE)
	

	ipTrafficFilter
	FlowInfo
	C
	0..1
	Identifies IP packet filter. (NOTE)
	

	timeInterv
	TimeWindow
	O
	0..1
	Represents a start and stop time interval of the measurement period for the AF application.
	

	thrputUl
	BitRate
	O
	0..1
	Indicates the average uplink throughput over the measurement period.
	

	thrputDl
	BitRate
	O
	0..1
	Indicates the average downlink throughput over the measurement period.
	

	thrputPkUl
	BitRate
	O
	0..1
	Indicates the peak uplink throughput over the measurement period.
	

	thrputPkDl
	BitRate
	O
	0..1
	Indicates the peak uplink throughput over the measurement period.
	

	NOTE:	Either "appId" or "ipTrafficFilter" shall be provided.



*** 7th Change ***
[bookmark: _Toc493666010][bookmark: _Toc493774057][bookmark: _Toc494194806][bookmark: _Toc528159100][bookmark: _Toc532198067][bookmark: _Toc34123823][bookmark: _Toc36038567][bookmark: _Toc36038655][bookmark: _Toc36038846][bookmark: _Toc44680787][bookmark: _Toc45133699][bookmark: _Toc45133790][bookmark: _Toc49417488][bookmark: _Toc51762455][bookmark: _Toc58838171][bookmark: _Toc59017184][bookmark: _Toc68168330]5.6.3.3	Enumeration: AfEvent
The enumeration AfEvent represents the application events that can be subscribed. It shall comply with the provisions defined in table 5.6.3.3-1.
Table 5.6.3.3-1: Enumeration AfEvent
	Enumeration value
	Description
	Applicability

	SVC_EXPERIENCE
	Indicates that the event subscribed is service experience data for an application.
	ServiceExperience

	UE_MOBILITY
	Indicates that the event subscribed is UE mobility information.
	UeMobility

	UE_COMM
	Indicates that the event subscribed is UE communication information.
	UeCommunication

	EXCEPTIONS
	Indicates that the event subscribed is exceptions information.
	Exceptions

	USER_DATA_CONGESTION
	Indicates that the event subscribed is user data congestion analytics related information.
	UserDataCongestion



*** 8th Change ***
[bookmark: _Toc492899751][bookmark: _Toc492900030][bookmark: _Toc492967832][bookmark: _Toc492972920][bookmark: _Toc492973140][bookmark: _Toc493774060][bookmark: _Toc494194809][bookmark: _Toc528159103][bookmark: _Toc532198072][bookmark: _Toc34123828][bookmark: _Toc36038572][bookmark: _Toc36038660][bookmark: _Toc36038851][bookmark: _Toc44680792][bookmark: _Toc45133704][bookmark: _Toc45133795][bookmark: _Toc49417493][bookmark: _Toc51762460][bookmark: _Toc58838176][bookmark: _Toc59017189][bookmark: _Toc68168335]5.8	Feature negotiation
The optional features in table 5.8-1 are defined for the Naf_EventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [5].
Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	ServiceExperience
	This feature indicates support for the event related to service experience.

	2
	UeMobility
	This feature indicates support for the event related to UE mobility.

	3
	UeCommunication
	This feature indicates support for the event related to UE communication information.

	4
	Exceptions
	This feature indicates support for the event related to exception information.

	5
	ES3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection for any service operation, according to Stateless NF procedures as specified in subclauses 6.5.3.2 and 6.5.3.3 of 3GPP TS 29.500 [5] and according to HTTP redirection principles for indirect communication, as specified in subclause 6.10.9 of 3GPP TS 29.500 [5]. 

	m
	UserDataCongestion
	This feature indicates support for the event related to User Data Congestion Analytics related information.



*** 9th Change ***
[bookmark: _Toc532198076][bookmark: _Toc34123832][bookmark: _Toc36038576][bookmark: _Toc36038664][bookmark: _Toc36038855][bookmark: _Toc44680796][bookmark: _Toc45133708][bookmark: _Toc45133799][bookmark: _Toc49417497][bookmark: _Toc51762464][bookmark: _Toc58838180][bookmark: _Toc59017193][bookmark: _Toc68168339]A.2	Naf_EventExposure API
openapi: 3.0.0
info:
  version: 1.1.0-alpha.1
  title: Naf_EventExposure
  description: |
    AF Event Exposure Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.517 V17.1.0; 5G System; Application Function Event Exposure Service; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.517/

servers:
  - url: '{apiRoot}/naf-eventexposure/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501
        
security:
  - {}
  - oAuth2ClientCredentials: []


paths:
  /subscriptions:
    post:
      summary: Creates a new Individual Application Event Exposure Subscription resource
      operationId: PostAfEventExposureSubsc
      tags:
        - Application Event Subscription (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AfEventExposureSubsc'
      responses:
        '201':
          description: Success
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AfEventExposureSubsc'
          headers:
            Location:
              description: 'Contains the URI of the created individual application event subscription resource'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        AfEventExposureNotif:
          '{$request.body#/notifUri}': 
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/AfEventExposureNotif'
              responses:
                '204':
                  description: No Content, Notification was successful
                '307':
                  description: Temporary Redirect
                  content:
                    application/problem+json:
                      schema:
                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
                  headers:
                    Location:
                      required: true
                      description: 'A URI pointing to the endpoint of an alternative NF consumer (service) instance towards which the notification should be redirected.'
                      schema:
                        type: string
                    3gpp-Sbi-Target-Nf-Id:
                      description: 'Identifier of the target NF (service) instance towards which the notification request is redirected.'
                      schema:
                        type: string
                '308':
                  description: Permanent Redirect
                  content:
                    application/problem+json:
                      schema:
                        $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
                  headers:
                    Location:
                      required: true
                      description: 'A URI pointing to the endpoint of an alternative NF consumer (service) instance towards which the notification should be redirected.'
                      schema:
                        type: string
                    3gpp-Sbi-Target-Nf-Id:
                      description: 'Identifier of the target NF (service) instance towards which the notification request is redirected.'
                      schema:
                        type: string
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
  /subscriptions/{subscriptionId}:
    get:
      summary: "Reads an existing Individual Application Event Subscription"
      operationId: GetAfEventExposureSubsc
      tags:
        - Individual Application Event Subscription (Document)
      parameters:
        - name: subscriptionId
          in: path
          description: Application Event Subscription ID
          required: true
          schema:
            type: string
        - name: supp-feat
          in: query
          description: Features supported by the NF service consumer
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      responses:
        '200':
          description: OK. Resource representation is returned
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AfEventExposureSubsc'
        '307':
          description: Temporary Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative AF (service) instance.'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: 'Identifier of the target NF (service) instance towards which the request is redirected.'
              schema:
                type: string
        '308':
          description: Permanent Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative AF (service) instance.'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: 'Identifier of the target NF (service) instance towards which the request is redirected.'
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    put:
      summary: "Modifies an existing Individual Application Event Subscription "
      operationId: PutAfEventExposureSubsc
      tags:
        - Individual Application Event Subscription (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AfEventExposureSubsc'
      parameters:
        - name: subscriptionId
          in: path
          description: Application Event Subscription ID
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK. Resource was successfully modified and representation is returned
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AfEventExposureSubsc'
        '204':
          description: No Content. Resource was successfully modified
        '307':
          description: Temporary Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative AF (service) instance.'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: 'Identifier of the target NF (service) instance towards which the request is redirected.'
              schema:
                type: string
        '308':
          description: Permanent Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative AF (service) instance.'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: 'Identifier of the target NF (service) instance towards which the request is redirected.'
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    delete:
      summary: "Cancels an existing Individual Application Event Subscription "
      operationId: DeleteAfEventExposureSubsc
      tags:
        - Individual Application Event Subscription (Document)
      parameters:
        - name: subscriptionId
          in: path
          description: Application Event Subscription ID
          required: true
          schema:
            type: string
      responses:
        '204':
          description: No Content. Resource was successfully deleted
        '307':
          description: Temporary Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative AF (service) instance.'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: 'Identifier of the target NF (service) instance towards which the request is redirected.'
              schema:
                type: string
        '308':
          description: Permanent Redirect
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative AF (service) instance.'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: 'Identifier of the target NF (service) instance towards which the request is redirected.'
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUri}'
          scopes: {}
      description: for trusted AF, the 'naf-eventexposure' shall be used as 'scopes' and '{nrfApiRoot}/oauth2/token' shall be used as 'tokenUri'.

  schemas:
    AfEventExposureNotif:
      description: Represents notifications on application event(s) that occurred for an Individual Application Event Subscription resource.
      type: object
      properties:
        notifId:
          type: string
        eventNotifs:
          type: array
          items:
            $ref: '#/components/schemas/AfEventNotification'
          minItems: 1
      required:
        - notifId
        - eventNotifs
    AfEventExposureSubsc:
      description: Represents an Individual Application Event Subscription resource.
      type: object
      properties:
        eventsSubs:
          type: array
          items:
            $ref: '#/components/schemas/EventsSubs'
          minItems: 1
        eventsRepInfo:
          $ref: 'TS29523_Npcf_EventExposure.yaml#/components/schemas/ReportingInformation'
        notifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        notifId:
          type: string
        eventNotifs:
          type: array
          items:
            $ref: '#/components/schemas/AfEventNotification'
          minItems: 1
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - eventsSubs
        - eventsRepInfo
        - notifId
        - notifUri
    AfEventNotification:
      description: Represents information related to an event to be reported.
      type: object
      properties:
        event:
          $ref: '#/components/schemas/AfEvent'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        svcExprcInfos:
          type: array
          items:
            $ref: '#/components/schemas/ServiceExperienceInfoPerApp'
          minItems: 1
        ueMobilityInfos:
          type: array
          items:
            $ref: '#/components/schemas/UeMobilityCollection'
          minItems: 1
        ueCommInfos:
          type: array
          items:
            $ref: '#/components/schemas/UeCommunicationCollection'
          minItems: 1
        excepInfos:
          type: array
          items:
            $ref: '#/components/schemas/ExceptionInfo'
          minItems: 1
[bookmark: _Hlk71816552]        congestionInfos:
          type: array
          items:
            $ref: '#/components/schemas/UserDataCongestionCollection'
          minItems: 1
      required:
        - event
        - timeStamp
    EventsSubs:
      description: Represents an event to be subscribed and the related event filter information.
      type: object
      properties:
        event:
          $ref: '#/components/schemas/AfEvent'
        eventFilter:
          $ref: '#/components/schemas/EventFilter'
      required:
        - event
        - eventFilter
    EventFilter:
      description: Represents event filter information for an event.
      type: object
      properties:
        gpsis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
          minItems: 1
        supis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
        exterGroupIds:
          type: array
          items:
            $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/ExtGroupId'
          minItems: 1
        interGroupIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        anyUeInd:
          type: boolean
        appIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
          minItems: 1
        locArea:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/LocationArea5G'
    ServiceExperienceInfoPerApp:
      description: Contains service experience information associated with an application.
      type: object
      properties:
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        svcExpPerFlows:
          type: array
          items:
            $ref: '#/components/schemas/ServiceExperienceInfoPerFlow'
          minItems: 1
        gpsis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
          minItems: 1
        supis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
      required:
        - svcExpPerFlows
    ServiceExperienceInfoPerFlow:
      description: Contains service experience information associated with a service flow.
      type: object
      properties:
        svcExprc:
          $ref: '#/components/schemas/SvcExperience'
        timeIntev:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/TimeWindow'
        dnai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
        ipTrafficFilter:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'
        ethTrafficFilter:
          $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/EthFlowDescription'
    SvcExperience:
      description: Contains a mean opinion score with the customized range.
      type: object
      properties:
        mos:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        upperRange:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        lowerRange:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
    UeMobilityCollection:
      description: Contains UE mobility information associated with an application.
      type: object
      properties:
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        ueTrajs:
          type: array
          items:
            $ref: '#/components/schemas/UeTrajectoryCollection'
          minItems: 1
      required:
        - appId
        - ueTrajs
    UeCommunicationCollection:
      description: Contains UE communication information associated with an application.
      type: object
      properties:
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        exterGroupId:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/ExtGroupId'
        interGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        comms:
          type: array
          items:
            $ref: '#/components/schemas/CommunicationCollection'
          minItems: 1
      required:
        - appId
        - comms
    UeTrajectoryCollection:
      description: Contains UE trajectory information associated with an application.
      type: object
      properties:
        ts:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        locArea:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/LocationArea5G'
      required:
        - ts
        - locArea
    CommunicationCollection:
      description: Contains communication information.
      type: object
      properties:
        startTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        endTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        ulVol:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Volume'
        dlVol:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Volume'
      required:
        - startTime
        - endTime
        - ulVol
        - dlVol
    ExceptionInfo:
      description: Represents the exceptions information provided by the AF.
      type: object
      properties:
        ipTrafficFilter:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'
        ethTrafficFilter:
          $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/EthFlowDescription'
        exceps:
          type: array
          items:
            $ref: 'TS29520_Nnwdaf_EventsSubscription.yaml#/components/schemas/Exception'
          minItems: 1
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      description: Contains User Data Congestion Analytics related information collection.
      type: object
      properties:
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        ipTrafficFilter:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'
        timeInterv:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/TimeWindow'
        thrputUl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        thrputDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        thrputPkUl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        thrputPkDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

# Simple data types and Enumerations

    AfEvent:
      description: Represents Application Events.
      anyOf:
      - type: string
        enum:
          - SVC_EXPERIENCE
          - UE_MOBILITY
          - UE_COMM
          - EXCEPTIONS
          - USER_DATA_CONGESTION
      - type: string



*** End of Changes ***
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