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1. Introduction

2. Reason for Change
The Npcf_AMPolicyAuthorization_Update service operation needs to be defined.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.534 v0.0.0.

*** First Change ***
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*** Next Change ***
[bookmark: _Toc510696583][bookmark: _Toc35971375][bookmark: _Toc68594616]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AMF	Access and Mobility Management Function
JSON	JavaScript Object Notation 
SMF	Session Management Function
Abbreviation format (EW)
<ACRONYM>	<Explanation>


*** Next Change ***
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc68594625]4.2.3	Npcf_AMPolicyAuthorization_Update service operation<Service operation 2>
And so on if there are more than 2 service operations to be described for the service.

*** Next Change ***
4.2.3.1	General
The Npcf_AMPolicyAuthorization_Update service operation provides updated application level information from the NF service consumer and optionally communicates with the Npcf_AMPolicyControl service to determine and install the access and mobility policies according to the information provided by the NF service consumer.
The Npcf_AMPolicyAuthorization_Update service operation updates an application UE-registration context in the PCF.
The following procedures using the Npcf_PolicyAuthorization_Update service operation are supported:
-	Modification of UE-registration related service information.
-	Modification of application detection control information.
· Modification of the subscription to access and mobility policy changes outcome.

*** Next Change ***
4.2.3.2	Modification of UE-registration related service information
This procedure is used to modify an existing application UE-registration context as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [ref14].
Figure 4.2.3.2-1 illustrates the modification of access and mobility service information using HTTP PATCH method.


Figure 4.2.3.2-1: Modification of access and mobility service information using HTTP PATCH
The NF service consumer may modify the application UE-registration context information at any time (e.g. due to an AF UE-registration context modification or internal NF service consumer trigger) and invoke the Npcf_AMPolicyAuthorization_Update service operation by sending the HTTP PATCH request message to the resource URI representing the "Individual Application UE-Registration Context" resource, as shown in figure 4.2.3.2-1, step 1, with the modifications to apply.
The JSON body within the PATCH request shall include the "AppUeRegistrationContextUpdateData" data type and shall be encoded according to "JSON Merge Patch", as defined in IETF RFC 7396 [r3].
The NF service consumer may create, modify or remove access and mobility service information by including updated values within the "AppUeRegistrationContextUpdateData" data type as follows:
-	the NF service consumer may update the "termNotifUri" attribute, to request that subsequent termination notifications are sent to a new NF service consumer;
-	the NF service consumer may create or update the previously provided the access and mobility service information by setting the "ffs1" attribute to the currently applicable access and mobility requirements; and
-	the NF service consumer may delete the previously provided attribute(s) by setting  null value, to indicate the previously provided access and mobility service information does no longer apply.
Editor's Note:	It is FFS the complete list of attributes the NF service consumer may include in the creation request.
The NF service consumer may also create, modify or remove events subscription information by sending the HTTP PATCH request message to the resource URI representing the "Individual Application UE-Registration Context" resource.
The NF service consumer shall create event subscription information by including the "evSubsc" attribute of "AmEventsSubscDataRm" data type with the corresponding list of events to subscribe to within the "events" attribute, and the callback URI where to receive the event notifications within the "eventNotifUri" attribute.
The NF service consumer shall update existing event subscription information by including an updated value of the "evSubsc" attribute of the "AmEventsSubscDataRm" data type as follows:
-	the "eventNotifUri" attribute may include an updated value of the callback URI; and
-	the "events" attribute shall include the new complete list of subscribed events.
NOTE:	When the NF service consumer requests to remove an event, this event is not included in the "events" attribute.
The NF service consumer shall remove existing event subscription information by setting to null the "evSubsc" attribute.
Editor's Note:	Error and redirection responses are FFS.
If the request is accepted, the PCF shall update the UE-registration related service information with the new information received. Due to the updated service information, the PCF may need to create, modify or delete the related access and mobility policies and provide the updated information towards the AMF following the corresponding procedures specified in 3GPP TS 29.507 [r1].
The PCF shall reply with the HTTP "200 OK" response message to the NF service consumer and shall include the "AppUeRegistrationContextRespData" data type payload body which shall include:
-	the representation of the modified "Individual Application UE registration Context" resource within the "AppUeRegistrationContextRespData"; and
-	when the request included the modification to access and mobility policy changes event(s):
a)	the representation of the "AM Events Subscription" sub-resource within the "evSubsc" attribute; and
b)	when the PCF determined the subscribed event(s) matched, the corresponding event(s) notification encoded within "evNotifs" attribute.
The HTTP response message towards the NF service consumer should take place before or in parallel with any required access and mobility policy provisioning towards the SMF.

*** Next Change ***
4.2.3.3	Modification of application detection control information
Editor's Note:	It is FFS.

*** Next Change ***
4.2.3.4	Modification of the subscription to access and mobility policy changes outcome
Editor's Note:	It is FFS.

*** End of Changes ***
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