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Figure 4.2.2.2-1: SM Policy Association establishment
When the SMF receives the Nsmf_PDUSession_CreateSMContext Request as defined in subclause 5.2.2.2 of 3GPP TS 29.502 [22], if the SMF was requested not to interact with the PCF, the SMF shall not interact with the PCF; otherwise, the SMF shall send the POST method as step 1of the figure 4.2.2.2-1 to request to create an "Individual SM Policy".
NOTE 1:	The decision to not interact with PCF applies for the life time of the PDU session.
NOTE 2:	The indicator to not interact with PCF is configured in the UDM. It is delivered by the UDM to the SMF within the Charging Characteristics using the Session Management Subscription Data Retrieval service operation as described in 3GPP TS 29.503 [34]. The indicator is operator specific, therefore it can only be used in non-roaming and home routed roaming cases.
The SMF shall include SmPolicyContextData data structure in the payload body of the HTTP POST to request a creation of representation of the "Individual SM Policy" resource. The "Individual SM Policy" resource is created as described below.
The SMF shall include (if available) in SmPolicyContextData data structure:
-	SUPI of the user within the "supi" attribute;
-	PDU Session Id within the "pduSessionId" attribute;
-	DNN within the "dnn" attribute;
-	DNN selection mode within the "dnnSelMode" attribute if the "DNNSelectionMode" feature is supported;
-	URL identifying the recipient of SM policies update notification within the "notificationUri" attribute;
-	PDU Session Type within the "pduSessionType" attribute;
-	PEI within the "pei" attribute;
-	Internal Group Id(s) within the "interGrpIds" attribute;
-	type of access within the "accessType" attribute;
-	type of the radio access technology within the "ratType" attribute;
-	the combination of additional access type and RAT type within the "addAccessInfo" attribute if the ATSSS feature is supported;
-	the UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "ipv6AddressPrefix" attribute;
-	the UE time zone information within "ueTimeZone" attribute;
-	the UDM subscribed Session-AMBR or, if the "DN-Authorization" feature is supported, the DN-AAA authorized Session-AMBR within "subsSessAmbr" attribute;
NOTE 3:	When both, the UDM subscribed Session-AMBR and the DN-AAA authorized Session-AMBR are available in the SMF, the SMF includes the DN-AAA authorized Session-AMBR.
-	if the "DN-Authorization" feature is supported, the DN-AAA authorization profile index within the "authProfIndex" attribute;
-	subscribed Default QoS Information within "subsDefQos" attribute;
-	the number of supported packet filters for signalled QoS rules within the "numOfPackFilter";
-	the online charging status within "online" attribute;
-	the offline charging status within "offline" attribute;
-	the charging characteristics within "chargingCharacteristics" attribute;
-	access network charging identifier within the "accNetChId" attribute;
-	the address of the network entity performing charging within the "chargEntityAddr" attribute;
-	the 3GPP PS data off status within the "3gppPsDataOffStatus" attribute, if the "3GPP-PS-Data-Off" feature is supported;
-	indication of UE supporting reflective QoS within the "refQosIndication" attribute;
-	user location information within the "userLocationInfo" attribute;
-	the S-NSSAI corresponding to the network slice the PDU session is allocated within the "sliceInfo" attribute;
-	the QoS flow usage required of the default QoS flow within the "qosFlowUsage" attribute;
-	the MA PDU session indication within the "maPduInd" attribute if the "ATSSS" feature is supported;
-	the ATSSS capability within the "atsssCapab" attribute if the "ATSSS" feature is supported;
-	identifier of the serving network, for SNPN also including the NID, within the "servingNetwork" attribute;
-	one or more framed routes within the "ipv4FrameRouteList" attribute for IPv4 and/or one or more framed routes within the "ipv6FrameRouteList" attribute.
NOTE 4:	When both, the UDM subscribed framed routes and the DN-AAA authorized framed routes are available in the SMF, the SMF includes the DN-AAA authorized framed routes. If the UDM or DN-AAA updates the framed routes during the lifetime of the PDU Session, the SMF releases the PDU Session as defined in subclause 4.2.5.2.
-	serving network function identifier within the "servNfId" attribute; and
-	trace control and configuration parameters information encoded as "traceReq" attribute.
The SMF may include in "SmPolicyContextData" data structure the IPv4 address domain identity within the "ipDomain" attribute.
NOTE 5:	The "ipDomain" attribute is helpful when within a network slice instance, there are several separate IP address domains, with SMF/UPF(s) that allocate Ipv4 IP addresses out of the same private address range to UE PDU Sessions. The same IP address can thus be allocated to UE PDU sessions served by SMF/UPFs in different IPv4 address domains. If one PCF controls several SMF/UPFs in different IP address domains, the UE IP address is thus not sufficient for the AF session binding procedure, as described in 3GPP TS 29.514 [17]. The SMF assists the PCF in the session binding supplying an "ipDomain" attribute denoting the IPv4 address domain identity of the allocated UE IPv4 address.
When the PCF receives the HTTP POST request from the SMF, the PCF shall make an authorization based on the information received from the SMF and, if available, AMF, CHF, AF, UDR, NWDAF and operator policy pre-configured at the PCF. If the authorization is successful, the PCF shall create a new resource, which represents "Individual SM Policy", addressed by a URI as defined in subclause 5.3.3.2 and contains a PCF created resource identifier. The PCF shall respond to the SMF with a 201 Created message, including:
-	Location header field containing the URI for the created resource; and
-	a response body providing session management related policies, e.g. provisioning of PCC rules as defined in subclause 4.2.6.2, provisioning of policy control request triggers as defined in subclause 4.2.6.4.
The SMF shall use the URI received in the Location header in subsequent requests to the PCF to refer to the "Individual SM Policy".
It the PCF received a "traceReq" attribute, it shall perform trace procedures as defined in 3GPP TS 32.422 [24].
If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7.
If the user information received within the "supi" attribute is unknown, the PCF shall reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "USER_UNKNOWN".
If the PCF is, due to incomplete, erroneous or missing information (e.g. QoS, RAT type, subscriber information) not able to provision a policy decision as response to the request for PCC rules by the SMF, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_INITIAL_PARAMETERS".
If the PCF, based on local configuration and/or operator policies, denies the creation of the Individual SM Policy resource, the PCF may reject the request and include in an HTTP "403 Forbidden" response message the "cause" attribute of the ProblemDetails data structure set to "POLICY_CONTEXT_DENIED". Based on configured failure action, the SMF at reception of this error code may reject the PDU session establishment or allow the PDU session establishment applying local policies.
If the SMF receives HTTP response with these codes, the SMF shall reject the PDU session establishment that initiated the HTTP POST Request.
If the "SamePcf" feature as defined in subclause 5.8 is supported, when the PCF determines that the same PCF shall be selected for the SM Policy associations to the same UE ID, S-NSSAI and DNN combination in the non-roaming or home-routed scenario and there is no SM Policy association for the UE ID, S-NSSAI and DNN combination, the PCF shall request the BSF to check if there is an existing PCF binding information for the same UE ID, S-NSSAI and DNN combination registered by other PCF(s) as defined in subclause 4.2.2.2 of 3GPP TS 29.521 [39]. If the PCF receives the "403 Forbidden" status code with the "cause" attribute of the ProblemDetails data structure set to "EXISTING_BINDING_INFO_FOUND" and the FQDN or the description of IP endpoints hosting Npcf_SMPolicyControl service of the existing PCF binding information from the BSF within the "pcfSmFqdn" attribute or "pcfSmIpEndPoints" attribute of BindingResp data structure respectively as defined in subclause 4.2.2.2 of 3GPP TS 29.521 [39], the PCF shall reply with an HTTP "308 Permanent Redirect" error response and the Location header containing the URI with the FQDN or IP endpoint as {apiRoot} defined in subclause 5.3.2.2 to the SMF. Upon reception of the response, the SMF shall initiate a new HTTP POST request to the returned URI.
The forwarding of the Origination Time Stamp parameter shall apply as described hereafter, if the SMF supports the detection and handling of late arriving requests as specified in subclause 5.2.3.3 of 3GPP TS 29.502 [22] and the procedure is enabled by the operator. If the SMF receives a request to create an SM Context or a PDU session context, which includes the 3gpp-Sbi-Origination-Timestamp header as defined in subclause 5.2.3.2, the SMF shall forward this header to the PCF as HTTP custom header. See also subclause 4.2.7 for the handling at the PCF, when the PCF receives the 3gpp-Sbi-Origination-Timestamp header.
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When the 3GPP-PS-Data-Off feature, as defined in subclause 5.8, is supported, and if the SMF is informed that the 3GPP PS Data Off status of the UE is set to active during the establishment of a PDU session over 3GPP access and/or non-3GPP access, it shall include the "3gppPsDataOffStatus" attribute set to true within the SmPolicyContextData data structure in the HTTP POST message that it sends to the PCF, as defined in subclause 4.2.2.2.
If the PCF receives that HTTP POST message with a SmPolicyContextData data structure containing a "3gppPsDataOffStatus" attribute set to true as above, and the  "access Ttype" attribute of the PDU session indicatinged as "3GPP_ACCESS", the PCF shall configure the SMF to block any downlink and optionally uplink IP flows that are not relating related to a service contained within the list of 3GPP PS Data Off Exempt Services, for instancee.g. by not installing any related dynamic PCC rule(s) or by not activating the related predefined PCC rule(s) such as PCC rule(s) with wild-carded service data flow filters. The PCF may also, subject to its normal policies, provide the PCC rule(s) for the service(s) from included in the list of 3GPP PS Data Off Exempt Services, as defined in subclause 4.2.6.2.1.
[bookmark: _Hlk38403751]The PCF shall subscribe to the "AC_TY_CH" policy control request trigger with the SMF, as defined in subclause 4.2.6.4, in order to support this feature, if the PCF determines that the UE is allowed to access the network via non-3GPP access.
NOTE 1:	The PCF can be configured with a list of 3GPP PS Data Off Exempt Services per DNN and S-NSSAI. The list of 3GPP PS Data Off Exempt Services for an DNN and S-NSSAI can also be empty, or can allow for any service within that DNN and S-NSSAI, according to operator policy.
NOTE 2:	For the PDU session used for IMS services, the 3GPP Data Off Exempt Services are enforced in the IMS domain as specified in 3GPP TS 23.228 [16]. Policies configured in the PCF need to ensure that IMS services are allowed when the 3GPP Data Off status of the UE is set to activated, e.g. by treating any service within a well-known IMS DNN as part of the 3GPP PS Data Off Exempt Services.
NOTE 2:	The packets transferred over the non-3GPP access are unaffected by the 3GPP PS Data Off functionality.
If the "ATSSS" feature, as defined in subclause 5.8 is supported, and the PCF receives in the SmPolicyContextData data structure the "maPduInd" attribute, the "3gppPsDataOffStatus" attribute set to true and the "accessType" attribute or the "addAccInfo" attribute is set to "3GPP_ACCESS", the PCF shall configure the SMF in such a way that:
-	packets for services belonging to the 3GPP PS Data Off Exempt services are forwarded over 3GPP access and non-3GPP access as indicated by the policy for ATSSS Control, as as specified in subclause 4.2.6.2.17.; and
-	for downlink and optionally uplink flows not related to a service contained within the list of 3GPP PS Data Off Exempt services, the PCF may configure the SMF to handle the associated traffic only in thevia non-3GPP access, if available, by providing the corresponding ATSSS policy within the related PCC rule, as specified in subclause 4.2.6.2.17.
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4.2.3.8	3GPP PS Data Off Support
When the PCF receives service information from the AF while the 3GPP PS Data Off handling functionality is active as described in subclause 4.2.2.8 or 4.2.4.8, the PCF shall check:
-	for a non-MA PDU session, whether the corresponding service is a 3GPP PS Data Off Exempt Service and permissible according to the user´s subscription and the policies of the PCF;
-	for a MA PDU session:
a.	whether the corresponding service is a 3GPP Data Off Exempt Service and permissible according to the user’s subscription and the policies of the PCF; or
b.	whether the corresponding service does not belong to the 3GPP PS Data Off Exempt services Services, but:
-	the non-3GPP access is available; and 
-	the PCF policies allow all the traffic of the service is to be forwarded using the non-3GPP access. 
If so, the PCF shall install, modify or delete the corresponding PCC rules. For a MA PDU session and when the service does not belong to the 3GPP PS Data Off Exempt servicesServices, the policy for ATSSS Control included in the PCC rule, as specified in subclause 4.2.6.2.17, shall enable all the traffic is to be forwarded using only the non-3GPP access.
Otherwise, the PCF shall reject the service information from the AF.
If the PCF determines that the 3GPP PS Data Off handling functionality becomes inactive, the PCF shall perform make the necessary policy control decisions and provision the PCC rules to make sure that services are allowed according to the user's subscription and operator policy (irrespective of whether they belong to the list of 3GPP PS Data Off Exempt Services).
NOTE:	The PCF can then open gates via the "flowStatus" attribute for active PCC rules associated to services not contained within the list of 3GPP PS Data Off Exempt Services. The PCF can also install PCC rules or activate predefined PCC rules for some services not belonging to the list of 3GPP PS Data Off Exempt Services. If the PCF activates or installs a PCC rule with wildcarded filters, it can remove or de-activate PCC rules for 3GPP PS Data Off Exempt Services that are made redundant by to this PCC rule.
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Figure 4.2.4.2-1: Requesting the update of the Session Management related policies
When the SMF detects that one or more policy control request triggers are met, the SMF shall send a POST request to the PCF to update an Individual SM Policy resource. The {smPolicyId} in the URI identifies the Individual SM Policy resource to be updated. The SMF include SmPolicyUpdateContextData data structure in the payload body of the HTTP POST to request a update of representation of the "Individual SM Policy" resource. The SMF shall include the met policy control request trigger(s) within the "repPolicyCtrlReqTriggers" attribute and applicable updated value(s) in the corresponding attribute(s).
The SMF shall include (if the corresponding policy control request trigger is met and the applicable information is available) in SmPolicyUpdateContextData data structure:
-	type of access within the "accessType" attribute;
-	type of the radio access technology within the "ratType" attribute;
-	the new allocated UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "ipv6AddressPrefix" attribute;
-	multiple new allocated UE Ipv6 prefixes within the "addIpv6AddrPrefixes" attribute, if the "MultiIpv6AddrPrefix" feature is supported;
-	the released UE Ipv4 address within the "relIpv4Address" attribute and/or the UE Ipv6 prefix within the "relIpv6AddressPrefix" attribute;
-	multiple released UE Ipv6 prefixes within the "addRelIpv6AddrPrefixes" attribute, if the "MultiIpv6AddrPrefix feature" is supported;
-	the UE MAC address within the "ueMac" attribute;
-	the released UE MAC address within the "relUeMac" attribute;
-	the indication of UE supporting reflective QoS within the "refQosIndication" attribute;
-	access network charging identifier within the "accNetChIds" attribute;
-	the 3GPP PS data off status within the "3gppPsDataOffStatus" attribute, if the "3GPP-PS-Data-Off" feature is supported;
-	the UE time zone information within the "ueTimeZone" attribute;
-	the UDM subscribed Session-AMBR or, if the "DN-Authorization" feature is supported, the DN-AAA authorized Session-AMBR within the "subsSessAmbr" attribute;
NOTE 1:	When both, the UDM subscribed Session-AMBR and the DN-AAA authorized Session-AMBR are available in the SMF, the SMF includes the DN-AAA authorized Session-AMBR.
-	if the "DN-Authorization" feature is supported, the DN-AAA authorization profile index within the "authProfIndex" attribute;
-	subscribed Default QoS Information within the "subsDefQos" attribute;
-	detected application information within the "appDetectionInfos" attribute;
-	accumulated usage reports within the "accuUsageReports" attribute;
-	reported presence reporting area information within the "praInfos" attribute;
-	the QoS flow usage required of the default QoS flow within the "qosFlowUsage" attribute;
-	indication whether the QoS targets of one or more SDFs are not guaranteed or guaranteed again within the "qncReports" attribute;
-	user location information within the "userLocationInfo" attribute;
-	serving network function identifier within the "servNfId" attribute; and
-	identifier of the serving network within the "servingNetwork" attribute.
The SMF may include in "SmPolicyUpdateContextData" data structure the IPv4 address domain identity within the "ipDomain" attribute.
In case of a successful update, "200 OK" response shall be returned. The PCF shall include in the "200 OK" response the representation of the updated policies within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.
NOTE 2:	An empty SmPolicyDecision data structure is included in the "200 OK" response when the PCF decides not to update policies.
If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7.
If the PCF is, due to incomplete, erroneous or missing information (e.g. QoS,  RAT type, subscriber information) not able to provision a policy decision as response to the request for PCC rules by the SMF, the PCF may reject the request and include in an HTTP "400 Bad Request " response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_INITIAL_PARAMETERS".
If the PCF receives the set of session information which is sent in the message originated due to a trigger being met is incoherent with the previous set of session information for the same session (E.g. trigger met was RAT changed, and the RAT notified is the same as before), the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_TRIGGER_EVENT".
If the PCF detects that the packet filters in the request for new PCC rules received from the SMF is covered by the packet filters of outstanding PCC rules that the PCF is provisioning to the SMF, the PCF may reject the request and include in an HTTP "403 Forbidden" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_CONFLICTING_REQUEST".
If the PCF does not accept one or more of the traffic mapping filters provided by the SMF in an HTTP POST request (e.g. because the PCF does not allow the UE to request enhanced QoS for services not known to the PCF), the PCF shall reject the request and include in an HTTP "403 Forbidden" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_TRAFFIC_MAPPING_INFO_REJECTED".
If the SMF receives HTTP response with these codes, the SMF shall reject the PDU session modification that initiated the HTTP Request.
The PCF shall not combine a rejection with provisioning of PCC rule operations in the same HTTP response message.
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If the SMF is informed that the 3GPP PS Data Off status of the UE changeds, the SMF shall send an HTTP POST message to the PCF, as defined in subclause 4.2.4.2, providinge the "PS_DA_OFF" value within the "repPolicyCtrlReqTriggers" attribute and the "3gppPsDataOffStatus" attribute set to the value indicated by the UE within the "SmPolicyUpdateContextData" data structureand send the HTTP POST message as defined in subclause 4.2.4.2 to the PCF.
Upon receiption of an this HTTP POST message with the "repPolicyCtrlReqTriggers" attribute with set to the value "PS_DA_OFF" or the "AC_TY_CH", the PCF shall determine whether the 3GPP PS Data Off handling functionality (as described below) becomes active or inactive. The 3GPP PS Data Off handling functionality is active if, and only if,
-	the latest received "3gppPsDataOffStatus" attribute is set to true, ; and
NOTE 1:	If the PS_DA_OFF policy control request trigger is received, the latest received value is the one received in the HTTP POST message. Otherwise, it corresponds to the stored value.
-	the UE uses the 3GPP access, i.e.:
-	for a non MA PDU session, the "accessType" attribute is set to "3GPP_ACCESS"; and
-	for a MA PDU session, either the "accessType" attribute or the "addAccessInfo"attribute indicate "3GPP_ACCESS", and the "relAccessInfo" attribute either is not available or does not indicate "3GPP_ACCESS".
If the PCF determines that the 3GPP PS Data Off handling functionality becomes active, the PCF shall configure the SMF in such a way that:
-	only packets for services belonging to the list of 3GPP PS Data Off Exempt Services are forwarded over the 3GPP access; and
-	all other downlink packets and optionally uplink packets are:
-	for a non-MA PDU session or a MA PDU session where the non-3GPP access is not available, discarded by modifying or removing any related dynamic PCC rule(s) or by deactivating any related predefined PCC rule(s);
-	for a MA PDU session where the non-3GPP access is available, forwarded only in thevia non-3GPP access, if it is ensured by the policy for ATSSS Control as specified in subclause 4.2.6.2.17.
NOTE 2:	In order for the UPF to prevent the services that do not belong to the list of 3GPP PS Data Off Exempted Services, if such services are controlled by dynamic PCC rules, the PCF can either close gates for the downlink and optionally the uplink directions via the "flowStatus" attribute in the related dynamic PCC rules or remove those dynamic PCC rules. If the services are controlled by predefined PCC rules, the PCF needs to deactivate those PCC rules. PCC rule(s) with wild-carded service data flow filters can be among the PCC rules that are modified, removed or disabled in that manner. It can then be necessary that the PCF at the same time installs or activates PCC rules for PS dataData- off  Off exempt Exempt servicesServices. The network configuration can ensure that at least one PCC rule is bound to the default QoS flow when PS Data Off is activated in order to avoid a the deletion of an existing PDU session or in order to not fail a PDU session establishment.
If the PCF determines that the 3GPP PS Data Off handling functionality becomes inactive, the PCF shall perform make the necessary policy control decisions and perform PCC rule operations to make sure that services are allowed according to the user’s subscription and operator policy (irrespective of whether they belong to the list of 3GPP PS Data Off Exempt Services or not).
NOTE 3:	The PCF can then open gates via the "flowStatus" attribute for active PCC rules associated to services not contained within the list of 3GPP PS Data Off Exempt Services. The PCF can also install PCC rules or activate predefined PCC rules for some services not belonging to the list of 3GPP PS Data Off Exempt Services. If the PCF activates or installs a PCC rule with wildcarded filters, it can remove or de-activate PCC rules for 3GPP PS Data Off Exempt Services that are made redundant by with this PCC rule.

* * * Next changes * * * *
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Table 5.6.2.3-1: Definition of type SmPolicyContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accNetChId
	AccNetChId
	O
	0..1
	Indicates the access network charging identifier for default QoS flow or whole PDU session.
	

	chargEntityAddr
	[bookmark: _Hlk530135456]AccNetChargingAddress
	O
	0..1
	Address of the network entity performing charging.
	

	gpsi
	Gpsi
	O
	0..1
	Gpsi shall contain either an External Id or an MSISDN.
	

	supi
	Supi
	M
	1
	Subscription Permanent Identifier.
(NOTE 2)
	

	invalidSupi
	boolean
	C
	0..1
	When this attribute is included and set to true, it indicates that the "supi" attribute contains an invalid value. This attribute shall be present if the SUPI is not available in the SMF, or the SUPI is unauthenticated. 
When present it shall be set as follows:
- true: invalid SUPI.
- false (default): valid SUPI.

	

	pduSessionId
	PduSessionId
	M
	1
	PDU session Id.
	

	dnn

	Dnn
	M
	1
	The DNN of the PDU session, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	dnnSelMode
	DnnSelectionMode
	O
	0..1
	Indicates whether the requested DNN corresponds to an explicitly subscribed DNN.
	DNNSelectionMode

	interGrpIds
	array(GroupId)
	O
	1..N
	The internal Group Id(s).
	

	notificationUri
	Uri
	M
	1
	Identifies the recipient of SM policies update notifications sent by the PCF.
	

	pduSessionType
	PduSessionType
	M
	1
	Indicates the type of a PDU session.
	

	accessType
	AccessType
	O
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	O
	0..1
	The RAT Type where the served UE is camping.
	

	addAccessInfo
	AdditionalAccessInfo
	O
	0..1
	Indicates the combination of additional Access Type and RAT Type for MA PDU session.
	

	servingNetwork
	PlmnIdNid
	O
	0..1
	The serving network where the served UE is camping. For an SNPN the NID together with the PLMN ID identifies the SNPN.
	

	userLocationInfo
	UserLocation
	O
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	O
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	O
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.
(NOTE 1)
	

	subsSessAmbr
	Ambr
	O
	0..1
	UDM subscribed or DN-AAA authorized Session-AMBR.
	

	authProfIndex
	string
	O
	0..1
	DN-AAA authorization profile index.
	DN-Authorization

	subsDefQos
	SubscribedDefaultQos
	O
	0..1
	Subscribed Default QoS Information.
	

	numOfPackFilter
	integer
	O
	0..1
	Contains the number of supported packet filter for signalled QoS rules.
	

	online
	boolean
	O
	0..1
	If it is included and set to true, the online charging is applied to the PDU session.
	

	offline
	boolean
	O
	0..1
	If it is included and set to true, the offline charging is applied to the PDU session.
	

	chargingCharacteristics
	string
	O
	0..1
	Contains the Charging Characteristics applied to the PDU session. Functional requirements for the Charging Characteristics are defined in 3GPP TS 32.255 [35] Annex A.
The charging characteristics are encoded as specified in 3GPP TS 29.503 [34].
	

	3gppPsDataOffStatus
	boolean
	O
	0..1
	If it is included and set to true, the 3GPP PS Data Off is activated by the UE.
	3GPP-PS-Data-Off

	refQosIndication
	boolean
	O
	0..1
	If it is included and set to true, the reflective QoS is supported by the UE.
	

	sliceInfo
	Snssai
	M
	1
	Identifies the S-NSSAI.
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow.
	

	servNfId
	ServingNfIdentity
	O
	0..1
	Contains the serving network function identity.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in subclause 5.8.
This parameter shall be supplied by the NF service consumer in the POST request that requested the creation of an individual SM policy resource.
	

	traceReq
	TraceData
	O
	0..1
	Trace control and configuration parameters information defined in 3GPP TS 32.422 [24].
	

	smfId
	NfInstanceId
	O
	0..1
	SMF instance identifier.
	

	recoveryTime
	DateTime
	O
	0..1
	It includes the recovery time of the SMF.
	

	maPduInd
	MaPduIndication
	O
	0..1
	Contains the MA PDU session indication, i.e., MA PDU Request or MA PDU Network-Upgrade Allowed.
	ATSSS

	atsssCapab
	AtsssCapability
	O
	0..1
	Contains the ATSSS capability supported for the MA PDU Session.
	ATSSS

	ipv4FrameRouteList
	array(Ipv4AddrMask)
	O
	1..N
	List of Framed Route information of IPv4.
	

	ipv6FrameRouteList
	array(Ipv6Prefix)
	O
	1..N
	List of Framed Route information of IPv6.
	

	NOTE 1:	The value provided in this attribute is implementation specific. The only constraint is that the SMF shall supply a different identifier for each overlapping address domain (e.g. the SMF NF instance identifier).
NOTE 2:	For an emergency session, when the SUPI is not available in the SMF, or if available, the SUPI is unauthenticated, the value provided in the "supi" attribute is implementation specific.



[bookmark: _Toc56674890][bookmark: _Toc56675281]* * * Next changes * * * *
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Table 5.6.2.19-1: Definition of type SmPolicyUpdateContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	repPolicyCtrlReqTriggers
	array(PolicyControlRequestTrigger)
	C
	1..N
	The policy control request triggers which are met. It is omitted if no triggers are met such as in subclauses 4.2.4.7 and 4.2.4.15.
	

	accNetChIds
	array(AccNetChId)
	O
	1..N
	Indicates the access network charging identifier for the PCC rule(s) or whole PDU session.
	

	accessType
	AccessType
	O
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	O
	0..1
	The RAT Type where the served UE is camping.
	

	addAccessInfo
	AdditionalAccessInfo
	O
	0..1
	Indicates the combination of added Access Type and RAT Type for MA PDU session.
	ATSSS

	relAccessInfo
	AdditionalAccessInfo
	O
	0..1
	Indicates the combination of released Access Type and RAT Type for MA PDU session.
	ATSSS

	servingNetwork
	PlmnIdNid
	O
	0..1
	The serving network where the served UE is camping. For an SNPN the NID together with the PLMN ID identifies the SNPN.
	

	userLocationInfo
	UserLocation
	O
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	O
	0..1
	The time zone where the served UE is camping.
	

	ipv4Address
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE.
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.
(NOTE 2)
	

	relIpv4Address
	Ipv4Addr
	O
	0..1
	Indicates the released IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	relIpv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	Indicates the released IPv6 Address Prefix of the served UE in multi-homing case.
	

	relUeMac
	MacAddr48
	O
	0..1
	Indicates the released MAC Address of the served UE.
	

	ueMac
	MacAddr48
	O
	0..1
	The MAC Address of the served UE.
	

	subsSessAmbr
	Ambr
	O
	0..1
	UDM subscribed or DN-AAA authorized Session-AMBR.
	

	authProfIndex
	string
	O
	0..1
	DN-AAA authorization profile index.
	DN-Authorization

	subsDefQos
	SubscribedDefaultQos
	O
	0..1
	Subscribed Default QoS Information.
	

	numOfPackFilter
	integer
	O
	0..1
	Contains the number of supported packet filter for signalled QoS rules.
(NOTE 1)
	

	accuUsageReports
	array(AccuUsageReport)
	O
	1..N
	Accumulate usage report.
	

	3gppPsDataOffStatus
	boolean
	O
	0..1
	If it is included and set to true, the 3GPP PS Data Off is activated by the UE.
	3GPP-PS-Data-Off

	appDetectionInfos
	array(AppDetectionInfo)
	O
	1..N
	Reports the start/stop of the application traffic and detected SDF descriptions if applicable.
	ADC

	ruleReports
	array(RuleReport)
	O
	1..N
	Used to report the PCC rule failure.
	

	sessRuleReports
	array(SessionRuleReport)
	O
	1..N
	Used to report the session rule failure.
	SessionRuleErrorHandling

	qncReports
	array(QosNotificationControlInfo)
	O
	1..N
	QoS Notification Control information.
	

	qosMonReports
	array(QosMonitoringReport)
	O
	1..N
	QoS Monitoring reporting information.
	QosMonitoring

	userLocationInfoTime
	DateTime
	O
	0..1
	Contains the NTP time at which the UE was last known to be in the location.
	

	repPraInfos
	map(PresenceInfo)
	O
	1..N
	Reports the changes of presence reporting area. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall be supplied. The "additionalPraId" attribute within the PresenceInfo data type shall not be supplied.
	PRA

	ueInitResReq
	UeInitiatedResourceRequest
	O
	0..1
	Indicates a UE requests specific QoS handling for selected SDF.
	

	refQosIndication
	boolean
	O
	0..1
	If it is included and set to true, the reflective QoS is supported by the UE. If it is included and set to false, the reflective QoS is revoked by the UE.
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow.
	

	creditManageStatus
	CreditManagementStatus
	O
	0..1
	Indicates the reason of the credit management session failure.
	

	servNfId
	ServingNfIdentity
	O
	0..1
	Contains the serving network function identity.
	

	traceReq
	TraceData
	C
	0..1
	It shall be included if trace is required to be activated, modified or deactivated (see 3GPP TS 32.422 [24]). For trace modification, it shall contain a complete replacement of trace data.
For trace deactivation, it shall contain the Null value.
	

	addIpv6AddrPrefixes
	array(Ipv6Prefix)
	O
	1..N
	The Ipv6 Address Prefixes of the served UE.
	MultiIpv6AddrPrefix

	addRelIpv6AddrPrefixes
	array(Ipv6Prefix)
	O
	1..N
	Indicates the released IPv6 Address Prefixes of the served UE in multi-homing case.
	MultiIpv6AddrPrefix

	tsnBridgeInfo
	TsnBridgeInfo
	O
	0..1
	Transports TSN bridge information.
	TimeSensitiveNetworking

	tsnBridgeManCont
	BridgeManagementContainer
	O
	0..1
	Transports TSN bridge management information.
	TimeSensitiveNetworking

	tsnPortManContDstt
	PortManagementContainer
	O
	0..1
	Transports TSN port management information for the DS-TT port.
	TimeSensitiveNetworking

	tsnPortManContNwtts
	array(PortManagementContainer)
	O
	1..N
	Transports TSN port management information for one or more NW-TT ports.
	TimeSensitiveNetworking

	maPduInd
	MaPduIndication
	O
	0..1
	Contains the MA PDU session indication, i.e., MA PDU Request or MA PDU Network-Upgrade Allowed. (NOTE 1)
	ATSSS

	atsssCapab
	AtsssCapability
	O
	0..1
	Contains the ATSSS capability supported for the MA PDU session. (NOTE 1)
	ATSSS

	mulAddrInfos
	array(IpMulticastAddressInfo)
	O
	1..N
	Contains the IP multicast address information.
	WWC

	policyDecFailureReports
	array(PolicyDecisionFailureCode)
	O
	1..N
	Indicates the type(s) of the failed policy decision and/or condition data.
	PolicyDecisionErrorHandling

	invalidPolicyDecs
	array(InvalidParam)
	O
	1..N
	Indicates the invalid parameters for the reported type(s) of the failed policy decision and/or condition data.
	ExtPolicyDecisionErrorHandling

	trafficDescriptors
	array(DddTrafficDescriptor)
	O
	1..N
	Contains the traffic descriptor(s)
	DDNEventPolicyControl

	NOTE 1:	This attribute is only applicable to the 5GS and EPC/E-UTRAN interworking scenario as defined in Annex B.
NOTE 2:	The value provided in this attribute is implementation specific. The only constraint is that the SMF shall supply a different identifier for each overlapping address domain (e.g. the SMF NF instance identifier).



* * * End of changes * * * *
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