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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28005466][bookmark: _Toc36038138][bookmark: _Toc45133335][bookmark: _Toc51762064][bookmark: _Toc59016463][bookmark: _Toc51762176][bookmark: _Toc59016581]5.5.1	General
PCC abilities can be exposed to a 3rd party application server via the NEF. 
The following procedures are included in this clause: 
1.	The procedure of Packet Flow Descriptions management.
2.	The procedure of AF traffic routing.
3.	The procedure of Background Data Transfer negotiation. 
4.	The procedure of BDT warning notification.
5.	The procedure of Background Data Transfer policy applying.
6.	The procedure of IPTV configuration provisioning.
7.	The procedure of AF-based service parameter provisioning for V2X communications.
x.	The procedure of QoS monitoring.

*** 2nd Change ***
5.5.x	QoS monitoring procedure


Figure 5.5.x-1: QoS monitoring procedure
1. The AF subscribes to or unsubscribes from the QoS monitoring notification from the PCF via the NEF.
	To create a subscription to the QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Create service operation to the NEF by sending the HTTP POST request to the "AS Session with Required QoS Subscriptions" resource.
	To modify an existing subscription to the QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Update service operation by sending the HTTP PUT or PATCH request to the "Individual AS Session with Required QoS Subscription" resource.
	To remove a subscription to QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Delete service operation by sending the HTTP DELETE request to the "Individual AS Session with Required QoS Subscription" resource.
2. Upon receipt of the AF request, the NEF authorizes it.
3-4.	If the PCF address is not available on the NEF based on local configuration, the NEF invokes the Nbsf_Management_Discovery service operation, specified in subclause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in the AF request.
5-6.	The NEF forwards the AF request to the PCF.
	When receiving the Nnef_AFsessionWithQoS_Create request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the "Application Sessions" resource as described in subclause 5.2.2.2.2.1.
	When receiving the Nnef_AFsessionWithQoS_Update request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the "Individual Application Session Context" resource as described in subclause 5.2.2.2.2.2. 
	When receiving the Nnef_AFsessionWithQoS_Delete request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource as described in subclause 5.2.2.2.2.3.
7.	The NEF sends the HTTP response message to the AF correspondingly.
8.	Upon receipt of the AF request, the PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to update the SMF with corresponding PCC rule(s) by sending the HTTP POST request to the resource URI "{notificationUri}/update" as described in subclause 5.2.2.2.1.
	If the AF subscribes to QoS monitoring event, the PCF includes the related subscription information within the corresponding PCC rule(s). If the PCF determines that the QoS monitoring event notification shall be sent to the NEF directly from the SMF, the PCF includes the notification URI pointing to the NEF within the "notifUri" attribute and the notification correlation id assigned by the NEF within the "notifCorreId" attribute as specified in 3GPP TS 29.512 [9].
	If the AF unsubscribes from QoS monitoring event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in 3GPP TS 29.512 [9].
9. The SMF sends an HTTP POST response message to the PCF.
10. When the SMF receives the PCC rule, the SMF shall send a QoS Monitoring request to the UPF and NG-RAN as defined in 3GPP TS 29.512 [9].
11A.	In case in step 8 the PCF determines that the notification shall be sent to the NEF via the PCF:
11a-11b.	Upon receipt of the QoS monitoring report from the UPF, the SMF invokes the Npcf_PolicyAuthorization_Notify service operation to the PCF by sending an HTTP POST request to the "Individual SM Policy" resource. The PCF sends an HTTP POST response to the SMF.
11c-11d.	Upon receipt of the QoS monitoring event notification from the SMF, the PCF invokes the Npcf_PolicyAuthorization_Notify service operation to forward the notification to the NEF by sending the HTTP POST request to the resource URI "{notifUri}/notify". The NEF sends an HTTP POST response to the PCF.
11B.	In case in step 8 the PCF determines that the notification shall be sent to the NEF directly from the SMF:
11a-11b.	 Upon receipt of the QoS monitoring report from the UPF, the SMF invokes Nsmf_EventExposure_Notify service operation to forward the notification to the NEF by sending an HTTP POST request to the resource URI "{notifUri}" received in step 8. The NEF sends an HTTP POST response to the SMF.
11C.	If the AF indicated to be notified of QoS Monitoring at PDU Session termination:
11a-11b.	When the PDU Session is terminated, the SMF invokes the Npcf_SMPolicyControl_Delete service operation by sending the HTTP POST request to the "Individual SM Policy" resource to request the PCF to delete the context of the SM related policy, and report the QoS monitoring information if received from the UPF. The PCF sends an HTTP POST response to the SMF.
11c-11d.	The PCF invokes the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request to the callback URI "{notifUri}/terminate" to trigger the AF to request the application session context termination via the NEF. The NEF sends an HTTP POST response to the PCF.
11e.	The NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource.to delete the application session.
11f.	The PCF removes the AF application session context and sends an HTTP POST response to the NEF with the QoS monitoring information received in step 11a.
12-13.	Upon receipt of the QoS monitoring information in step 11, the NEF invokes the Nnef_AFsessionWithQoS_Notify service operation to forward the QoS monitoring information to the AF.
NOTE 1:	For details of Nnef_AFsessionWithQoS_Create/Update/Delete/Notify service operations refer to 3GPP TS 29.122 [34].
NOTE 2:	For details of the Npcf_PolicyAuthorization_Create/Update/Delete service operations refer to 3GPP TS 29.514 [10].
NOTE 3:	For details of the Npcf_SMPolicyControl_UpdateNotify/Update service operations refer to 3GPP TS 29.512 [9].
NOTE 4:	For details of the Nbsf_Management_Discovery service operation refer to 3GPP TS 29.521 [22].
NOTE 5:	For details of the Nsmf_EventExposure_Notify service operation refer to 3GPP TS 29.508 [8].

*** End of Changes ***
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